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Title:
Update DVD Tool — Need to Allow insecure localhost connections with Edge browser

Applies to:

e Update DVD Base Tool version 13.x and above
e Microsoft Edge browser

Effective Duration:
Permanent

Problem:
Microsoft Edge reports the localhost connection the PRIMERGY Update DVD tool uses is
insecure and it will not allow the connection. See error below:

A Not secure | Betps://localhost:3000/ContentCollector/#/CustomUpdateDVDCreato 1]

A

Your connection isn't private

Attackers might be trying to steal your information from lacalhest (for example, passwords,

messages, or credit cards)

fefresh

localhost uses encryption to protect your information. When Microsoft Edge tried to

connect to localhost this time, the website sent back unusual and incorrect credentials.
This may happen when an attacker is trying to pretend to
screen has interrupted the connection. Your information i
Edge stopped the connection before any data was excha

Notice there is no option
to create an exception
You can't visit localhost right now because the website sel or continue anyway
Microsoft Edge can't process. Network errors and attacks al
page will probably work later.
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Cause:

Microsoft Edge may be configured with default settings that prevent insecure localhost
connections which are used by the Update DVD Base tool.

Solution:

Verify the allow-insecure-localhost setting is set to “Enabled” in the Edge browser using the
below steps.

To allow the Update DVD tool to run locally, perform the following steps:

1. Open Edge and paste the below in the address bar and press Enter:
edge://flags/#allow-insecure-localhost

2. Click on the drop-down that shows “Disabled” for “Allow invalid certificates for resources loaded from
localhost” and change it to Enabled.

@ Edge | edge://flags/#allow-insecure-localhost
Q Search flags Reset all

invalid certificates for resources loaded from localhost.

Bypass user engagement checks

Bypasses user engagement checks for displaying app banners, such as requiring that users

3. Close the browser and restart the Update DVD tool.
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