Powerful Single Sign-On and data security solution with Fujitsu palm vein biometric authentication technology

Joined together, the Fujitsu PalmSecure™ biometric authentication device and Softex OmniPass software provide a powerful combination of robust biometric authentication tools for login security, access management and data protection for both client and enterprise environments.

OmniPass Client Edition

The OmniPass Client Edition is designed to reduce the cost and complexity of managing multiple passwords and implements a robust, scalable authentication framework that is used to enable convenient and secure verification of a user’s identity. OmniPass works with the PalmSecure authentication device to provide a secure biometric authentication mechanism that is easy to use, and helps to increase user productivity and reduce the costs associated with password resets. OmniPass also protects your files and folders with strong encryption and secures access to your e-mail, VPN and digital certificates.

OmniPass Client Edition features secure Single Sign-On and enterprise class password management, including support for Microsoft Internet Explorer® and Mozilla® (Firefox®) browsers.

In addition, the password manager function supports most Windows®-based enterprise level applications including Oracle®, SAP®, web portals, and other applications. Reliable and simplified biometric user enrollment and authentication is achieved by using the Fujitsu PalmSecure biometric sensor.

Additional features:
- File and folder encryption
- Encrypted file sharing
- Secure e-mail, VPN and certified access
- Simple installation process and an easy to use user interface
- Simple method to import/export existing passwords
- Multi-language support
- Windows 2000, XP, Vista and Win 7
OmniPass Enterprise Edition
The OmniPass Enterprise Edition security application is a server based back-end solution that offers enterprise wide identity and password management. It also offers data protection that is easily deployed and easily managed by your IT department staff. When integrated with the PalmSecure sensor, the OmniPass Enterprise Edition application offers organizations a strong authentication and identity management system that incorporates easily into the existing enterprise infrastructure.

With the Enterprise Edition, support is available for multi-devices and multi-factor authentication including other biometric devices, smart cards, TPM chips and many different hardware tokens. Users in the domain can securely share encrypted data with other users. The OmniPass software also features an enterprise level event logging, which enables IT staff to produce an audit trail of user operations to help comply with governmental regulations such as HIPAA, Sarbanes-Oxley and Gramm-Leech Bliley.

PalmSecure Identity Authentication Device
The Fujitsu PalmSecure authentication device provides a highly reliable, non-invasive and easy to use biometric authentication mechanism that can be easily integrated into your login security and access management environment. The PalmSecure sensor captures the vein pattern image inside your palm, and generates a unique template for identity matching. Combined with Softex OmniPass, individuals and enterprise customers can deploy a highly secure biometric login system with extended Single Sign-On capabilities that can be easily incorporated into existing Windows-based infrastructures.

For more information, call us at 877-766-7545 or visit us at: http://us.fujitsu.com/palmsecure