
Vulnerability 
Assessment As 
A Service

Almost daily, we hear of vulnerabilities that are being announced enabling attackers, malware and rogue 
operators to compromise systems and services within the enterprise.  Many of these vulnerabilities allow access 
which can go undetected by traditional security controls and enterprise management tools.

Effective Vulnerability Assessment allows an organization to proactively gain and then maintain intelligence of 
the state of the assets within the enterprise. Discovery of vulnerabilities, and the subsequent prioritization of 
remediation actions, enables a holistic security/risk view of the enterprise that cannot be readily achieved by the 
use of other systems and toolsets.

Having intelligence of what has been deployed before, what exists now, and early intelligence of future problems 
provides a foundation to build confidence in the security of the enterprise. Vulnerability Assessment provides a 
key enabler for managing the security risk and protecting the organization’s reputation and revenues.

Fujitsu Thailand’s Vulnerability Assessment As A Service provides a comprehensive answer, covering:

Fujitsu Thailand 
Managed Security Service

Why is Vulnerability Assessment Important?

What do we Offer?

Vulnerability Assessment

Discovery – identify what is really on the 
network systems, applications, services, 
ports, certificates...

Assessment – scanning the discovered 
devices, systems and applications for 
vulnerabilities.

Prioritize – rate vulnerabilities using a 
comprehensive fully searchable 
knowledge base.

Remediate – track vulnerability 
management actions, create patching 
lists and manage exceptions.

Reporting – ability to create on demand 
customizable reports.

Recommendation – advise the weak 
points, corrective actions and how to 
improve.
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Contact
Fujitsu (Thailand) Co., Ltd. 
Address: 22-23 Floor, 388 Exchange Tower, 
Sukhumvit Rd., Klongtoey, Bangkok 10110
Phone: +66 2 302 1500 / Fax: +66 2 302 1555
E-mail: info.th@fujitsu.com
Website: www.fujitsu.com/th
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Fujitsu’s state of the art SOC provides a focal point for:

■ Over a number of years Fujitsu has built an 
enviable reputation for delivering global security 
solutions to public and private sector customers, 
including many of the large Government 
departments.

■ We have a portfolio of integrated managed security 
services covering the complete spectrum of 
Information Security and Data Privacy.

■ We offer solutions developed in collaboration with 
our partners, who represent the most trusted 
names in Information Security

■ Our security expertise covers the complete solution 
lifecycle, enabling us to help our customers assess 
their security requirements, design, build and 
operate security solutions and services.

■ Our services are backed up with our renowned 
global ITIL aligned service delivery capability, 
enabling us to provide an end-to-end service that 
can be integrated into an organization’s IT services, 
i.e. we don’t just take a security solution view but a 
complete IT service view

Fujitsu Thailand’s Security 
Operations Centre (SOC) 

■ The co-ordination of security monitoring and 
security incident management.

■ Providing situational awareness through the broad 
view of the security threat landscape due to the 
breadth of the Fujitsu Client base and the links with 
Cyber Security agencies and strategic technology 
partners.

■ The ongoing support and tuning of the technology 
platforms to enable the service to retain current 
against the emerging security threat.

■ Security event and incident related information to 
better enable risk mitigation.

■ Expert security advice and reporting.
■ Compliance assessment and support of associated 

reports and remedial actions.
■ Fujitsu Thailand’s Automation & Orchestration 

Services allow for full policy based control for 
clients with the ability to monitor, remediate and 
quarantine suspicious activity 24*7 seamlessly at 
machine speed

Effective security that strikes the right balance 
between protection and productivity is driven by the 
implementation of an intelligent security policy. 
Fujitsu has a large number of skilled, qualified and 
experienced security practitioners and consultants, 
enabling us to offer a comprehensive portfolio of 
professional services, including:

■ Penetration Testing Service
■ Security Consulting Service
■ Threat Hunting Service
■ Firewall Policy Security Review
■ Managed Endpoint Detection & Response (MDR), 

Extended Endpoint Detection & Response (XDR)
■ Cybersecurity Training, Security Awareness Training 

and Phishing Simulation
■ Firewall / Secure Web Gateway As A Service

Benefiting from Experience

Why Fujitsu?
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