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Copilot Readiness 
Assessment

Know your data, control your access

Understand where your sensitive data 
is held, who has access, then take 
steps to manage the risk.
 
Before deploying Microsoft Copilot for Microsoft 365, 
ensure a comprehensive understanding of your data’s 
whereabouts and access controls through a detailed 
readiness assessment with AvePoint Insights for 
Microsoft 365, equipping you to manage and secure 
your sensitive information ef fectively. Conducting 
a readiness assessment with Fujitsu Cyber Security 
Services through AvePoint Insights for Microsoft 365 
provides detailed permissions reports within your 
tenant, allowing for an in-depth analysis of Teams, 
Groups, SharePoint, or OneDrive to pinpoint risks 
according to your specified criteria.

Highlights of a Copilot 
Readiness Assessment

Detailed report

Your Copilot ‘flight path’

After the assessment we don’t just tell you what 
can be improved, our experienced team can 
also elevate key areas based on the assessment 
findings, boosting and optimising your journey or 
‘flight path’ to your Copilot centre of excellence.

We are a Microsoft Solutions 
partner

Build your own sensitive 
information types using 
Microsoft Purview.

Clear uplift plan

Two week assessment timeline

fujitsu.com/au/services/security

Assessments and Uplifts

Build your own sensitive information types 

With Microsoft Purview, you can construct your own sensitive information 
types, enabling a more personalized and ef fective approach to managing 
and safeguarding your data.

Ensure your sensitive data is 
restricted to only those who 
need to access it.

https://www.fujitsu.com/au/services/security/


Our two week approach

Why choose Fujitsu Cyber Security Services?

Microsoft Solutions Partner

As a Microsoft Solutions Partner, 
Fujitsu Cyber Security Services 
(FCSS) stays at the forefront of 
technological advancements, 
ensuring clients benefit from the 
latest Microsoft innovations. By 
leveraging the latest Microsoft 
technologies, FCSS helps clients stay 
ahead in a rapidly evolving digital 
landscape.

Specialised expertise

FCSS’s deep integration with Microsoft as a Solutions 
Partner ensures we are always up-to-date with the 
latest Microsoft innovations, which we leverage to 
provide a comprehensive and tailored readiness 
assessment using tools like AvePoint Insights for 
Microsoft 365. 

Customised approach

Initial workshops to establish sensitivity levels and 
exposure, a comprehensive permissions analysis, and 
a final workshop for results and remediation options 
ensure a tailored and ef ficient service.
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Initial workshop to define sensitivity and exposure definitions.

Fujitsu Cyber Security Services (FCSS) connects AvePoint Insights 
to your Microsoft 365 tenant, the analysis starts.

On completion of the analysis a workshop in undertaken to 
review results and options to remediate high-risk data.

FCSS and AvePoint are available for any other queries. The 
detailed assessment is then completed, and the report delivered, 
identifying risks and also providing strategic recommendations 
and ongoing support to manage and optimise your environment, 
ensuring you get the most out of your investment.

Initial 
workshop1

Avepoint and 
analysis2

Review 
workshop 3

Clear uplift 
plan4

Ongoing 
support5 At Fujitsu Cyber Security Services, our dedicated team is 

committed to providing continuous support and expert guidance 
at every step of your cyber resilience journey.

https://www.fujitsu.com/au/services/security/

