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Protecting Critical Information of J
Organizations from Attackers at All Costs

Fujitsu Security Solution: Global Managed Security Service

New Demonstration in-house
Product Only practice

Customer Benefits

With advances in cyber attack techniques and increased promotion of cloud utilization, it is becoming difficult to
implement cyber-attack countermeasures that only use conventional techniques™'. We will be launching a security
operations service supporting new solutions that not only protects from cyber attacks, but detects and responds to

intrusions.

B Fujitsu’s security experts, who are familiar with the latest attack techniques, protect the customer environment
(ensuring CIA™2 of important data) on a 24 hour basis to contribute to the continued growth of customer
businesses

v" End point monitoring: Dashboard that fully supports Japanese; Detects and shut out attacks before falsification or data
breaches occur

v Active Directory monitoring*3: No need to install agents on devices; Eliminates footholds for cyber attacks

v" Dark web information monitoring: Finds data leaks that are less likely to be noticed by yourself at an early stage and
minimizes the damage by monitoring attacker communities.

Monitors all kinds of security information

Customer System related to customer systems gathered at
Fujitsu Center from a variety of standpoints

I End point monitoring e_,'

= B — Active Direct monitoring™ n

Internet / ___ NGFW monitoring
VPN Analyze based on alerts
| | and collected information
=N ]

Global Managed Security Service

IPS/IDS monitoring

v,

LQ i) .| Internal investigation of
=-,-’ o targeted attacks
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Intrusion investigation

Dark web information

" monitoring
/ The dedicated operation center monitors for signs and traces
L of security attacks hidden in the customer environment 24

hours a day, 365 days a year, from a variety of standpoints to
protect customers' important information from attackers.

Planned Existing
service service

@ Attacker *

=)

Dark Web

*1: Firewall, anti-virus, and other products that protects against attackers according to pre-defined rules

*2: Confidentiality, Integrity and Availability

*3: Also monitors proxy and firewall logs

* Products marked with JEEIEIRZHLIHEN in this document include technologies for which Patent Pending applications have been filed.

This leaflet has been translated from a Japanese local version.

Some content referenced is for Japan only.

If you need further information, please contact the sales representative in your region.
http://www.fujitsu.com/global/
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