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Preface

This manual describes the man pages for the XSCF firmware for SPARC M10 Systems
from Oracle and Fujitsu.

Before reading this document, you should read the Fujitsu M10/SPARC M10 Systems
Quick Guide and the Fujitsu M10/SPARC M10 Systems System Operation and
Administration Guide.

The XCP firmware which is described in this document might no longer be the latest
available version, or the version now installed on your particular server. For the
current firmware release, always refer to the Product Notes for the firmware installed
and the one for the latest firmware release.

Fuyjitsu M10 is sold as SPARC M10 Systems by Fujitsu in Japan.
Fujitsu M10 and SPARC M10 Systems are identical products.

This preface includes the following sections:

Audience

Related Documentation

Text Conventions

Notes on Safety

Syntax of the Command-Line Interface (CLI)

Documentation Feedback

Audience

This guide is written for experienced system administrators with working knowledge
of computer networks and advanced knowledge of the Oracle Solaris.
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Related Documentation

All documents for your server are available online at the following locations.
m Sun Oracle software-related manuals (Oracle Solaris, and so on)
http://www.oracle.com/documentation/
m Fujitsu documents
Japanese site:

http://www.fujitsu.com/jp/products/computing/servers/unix/
sparc/downloads/manual/

Global site:

http://www.fujitsu.com/global/services/computing/server/sparc/
downloads/manual/

The following table lists documents related to SPARC M10 Systems.

Related SPARC M10 Systems Documents(*1)

Fujitsu M10/SPARC M10 Systems Getting Started Guide(*2)

Fujitsu M10/SPARC M10 Systems Quick Guide

Fujitsu M10/SPARC M10 Systems Important Legal and Safety Information(*2)
Software License Conditions for Fujitsu M10/SPARC M10 Systems

Fujitsu M10/SPARC M10 Systems Safety and Compliance Guide

Fujitsu M10/SPARC M10 Systems Security Guide

Fujitsu M10/SPARC Servers/SPARC Enterprise/PRIMEQUEST Common Installation
Planning Manual

Fujitsu M10-1/SPARC M10-1 Installation Guide

Fujitsu M10-4/SPARC M10-4 Installation Guide

Fujitsu M10-4S/SPARC M10-4S Installation Guide

Fujitsu M10-1/SPARC M10-1 Service Manual

Fujitsu M10-4/Fujitsu M10-45/SPARC M10-4/SPARC M10-4S Service Manual
Crossbar Box for Fujitsu M10/SPARC M10 Systems Service Manual

PCI Expansion Unit for Fujitsu M10/SPARC M10 Systems Service Manual
Fujitsu M10/SPARC M10 Systems PCI Card Installation Guide
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http://www.fujitsu.com/global/services/computing/server/sparc/downloads/manual/
http://www.fujitsu.com/jp/products/computing/servers/unix/sparc/downloads/manual/
http://www.fujitsu.com/jp/products/computing/servers/unix/sparc/downloads/manual/
http://www.fujitsu.com/global/services/computing/server/sparc/downloads/manual/
http://www.fujitsu.com/global/services/computing/server/sparc/downloads/manual/

Related SPARC M10 Systems Documents(*1)

Fujitsu M10/SPARC M10 Systems System Operation and Administration Guide
Fujitsu M10/SPARC M10 Systems Domain Configuration Guide

Fujitsu M10/SPARC M10 Systems XSCF Reference Manual

Fujitsu M10/SPARC M10 Systems RCIL User Guide(*3)

Fujitsu M10/SPARC M10 Systems XSCF MIB and Trap Lists

Fujitsu M10/SPARC M10 Systems Product Notes

Fujitsu M10/SPARC M10 Systems Glossary

*1 The listed manuals are subject to change without notice.
*2 The printed manual comes with the product.

*3 This document applies specifically to the FUJITSU M10 and FUJITSU ETERNUS storage system.

Text Conventions

This manual uses the following fonts and symbols to express specific types of
information.

Font/Symbol Meaning Example

AaBbCc123 What you type, when XSCF> adduser jsmith
contrasted with on-screen
computer output.
This font represents the
example of command input in

the frame.

AaBbCcl23 The names of commands, files, XSCF> showuser -P
and directories; on-screen User Name: jsmith
computer output. Privileges: useradm
This font represents the auditadm
example of command output.

Italic Indicates the name of a See the Fujitsu M10-1/SPARC
reference manual, a variable, M10-1 Installation Guide.

or userreplaceable text.

" Indicates names of chapters, See "Chapter 2 Network
sections, items, buttons, or Connection."
menus.

Preface  xi



Command syntax in the text

While the XSCF commands have the section number of (8) or (1), it is omitted in the
text. The Oracle Solaris commands have the section number such as (1M) in the text.
Each command has the section number in a command name when prompting users to
refer to it.

Notes on Safety

Read the following documents thoroughly before using or handling any SPARC M10
Systems:

m Fujitsu M10/SPARC M10 Systems Important Legal and Safety Information

m Fujitsu M10/SPARC M10 Systems Safety and Compliance Guide

Syntax of the Command-Line Interface
(CLI)

The command syntax is as follows:

m A variable that requires input of a value must be put in Italics.

m An optional element must be enclosed in [ ].

m A group of options for an optional keyword must be enclosed in [ | and delimited

by |.

Notation of This Manual

Here describes the notation used in this manual.

Intro(l) provides the XSCF shell commands and the brief description of them in the
alphabetical order.
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Each XSCF shell command is described in the order of sections below. When there's no
relevant description provided, the section itself is omitted.

Section Description

NAME This section gives the names of the XSCF shell commands,
followed by a brief description of what they do.

SYNOPSIS This section gives the syntax of commands.
The use of font style complies with the following rule.

bold Enters the command name or the constants as
displayed.

Italic  Substitutes the variables and so forth with the
appropriate values when the command executed.

The use of symbols such as parenthesis complies with the
following rule.

[1 Brackets. The OPTIONS or OPERANDS enclosed in
these brackets can be omitted. Those not enclosed can't
be omitted.

{} Braces. The OPTIONS or OPERANDS enclosed in these

braces are treated as a unit.

| Separator. You should specify one of the OPTIONS or
OPERANDS delimited with this symbol "|".

Ellipsis. You can specify multiple OPTIONS or
OPERANDS just before.

DESCRIPTION This section gives the detailed description such as the
command function. It describes the behavior after the
command executed and the content to be displayed. It doesn't
describe how to specify the OPTIONS or OPERANDS.

Privileges This section gives the privileges required for command
execution. In case that what can be executed varies by the user
privileges, it is described here.

OPTIONS This section gives the meaning of and how to specify the
OPTIONS. In case the OPERANDS required for the OPTIONS,
it is described here.

To specify multiple 1-character OPTIONS, you may specify the
first OPTION followed by the alphabetic part of the second.

e.g. fmadm -a -i fmadm -ai
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Section Description

OPERANDS This section gives the meaning of and how to specify the
OPERANDS. The OPERANDS which follows the OPTIONS are
described in "OPTIONS."

EXTENDED This section gives the description in case the supplementary

DESCRIPTION explanation required in addition to the content written in
"DESCRIPTION." Also used to divide the description
prolonged in "DESCRIPTION."

EXAMPLES This section gives the examples of command execution. The
explanation of examples, the execution command, and the
messages returned from the system as a result of execution.

EXIT STATUS This section gives the status which shows whether or not the
command executed normally terminated. "0" for normal
termination, and ">0" for abnormal termination.

SEE ALSO This section gives the related command names.

Documentation Feedback

If you have any comments or requests regarding this document, go to the following
websites:

m Japanese site:

http://www.fujitsu.com/jp/products/computing/servers/unix/
sparc/downloads/manual /

m Global site:

http://www.fujitsu.com/global/services/computing/server/sparc/
downloads/manual/
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NAME

DESCRIPTION

Intro(1)

Intro - Displays the list of commands provided by the XSCF firmware.

The Intro page lists the user commands (exit(1), man(1l), and who(1l)) and the
system management commands (all commands starting with addboard(8)), which
are provided by the XSCF firmware of the SPARC M10 Systems. The XSCF
commands include the commands with the same names as ones of Oracle Solaris.
However, their usages are not the same. For details, see the man page of each

command.

XSCF supports the following commands.

exit

man

who

addboard

addcodactivation

addfru

addpowerschedule

adduser

addvbootcerts

applynetwork

clearremotepwrmgmt

console

deleteboard

deletecodactivation

deletepowerschedule

deleteuser

Ends the XSCF shell.

Displays the manual page of the XSCF shell
command.

Displays list of user accounts logged in to XSCF.

Incorporates or assigns a system board (PSB) to a
physical partition (PPAR).

Adds the CPU Activation key to the system.

Adds the Field Replaceable Unit (FRU) and a
chassis.

Adds a schedule for powering on/off the
automatic power control system (APCS).

Creates an XSCF user account.

Adds X.509 public key certificates used for
performing Verified Boot of Oracle Solaris.

Applies the contents of the XSCF network to the
XSCF.

Deletes the management information of the remote
power management function (Remote Cabinet
Interface over LAN: RCIL) of SPARC M10 systems.

Connects to the control domain console.

Releases the system board (PSB) from the physical
partition (PPAR) configuration.

Deletes the CPU Activation key from the system.

Deletes a schedule for powering on/off the
automatic power control system (APCS).

Deletes an XSCF user account.
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Intro(1)

deletevbootcerts

diagxbu

disableuser

dumpcodactivation

dumpconfig
enableuser

flashupdate

getflashimage

getremotepwrmgmt

initbb

ioxadm

nslookup

password

ping

poweroff
poweron

prtfru

rastest
rebootxsct

replacefru

reset

Deletes X.509 public key certificates used for
performing Verified Boot of Oracle Solaris.

Diagnoses crossbar cable and crossbar unit (XBU).
Disables an XSCF user account.

Saves the CPU Activation key in a file.

Saves the XSCF configuration information in a file.
Enables an XSCF user account.

Updates the firmware.

Downloads an XSCF Control Package (XCP) image
file.

Obtains the setup file of the remote power
management function (Remote Cabinet Interface
over LAN: RCIL) of SPARC M10 systems.

Detach the SPARC M10-4S and the crossbar box
from the system and initialize it to the factory
default.

Manages the cards connected to the PCI Expansion
Unit, link card, and host server.

Refers to the Internet name server for the host
name.

Sets the password of the XSCF user account and
the effective period.

Sends the ECHO_REQUEST packet of ICMP to the
host on the network.

Shuts down the physical partition (PPAR).
Starts the physical partition (PPAR).

Displays the FRUID data on the system and the
PCI Expansion Unit.

Causes a fault virtually.
Resets XSCF.

Replaces the Field Replaceable Unit (FRU) and
chassis.

Resets the specified physical partition (PPAR) or a
logical domain (guest domain).
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resetdateoffset

restorecodactivation
restoreconfig

restoredefaults

sendbreak

setad
setaltitude
setaudit
setautologout

setcod

setdate

setdomainconfig

setdualpowerfeed
setemailreport

sethostname

sethttps

setinterimpermit

setldap

setldapssl

setlocator

setloginlockout

setlookup

Intro(1)

Resets the difference between the system time and
the time of each physical partition (PPAR).

Restores the CPU Activation key.
Restores the XSCF configuration information.

Restores settings of the XSCF unit and its back-up
information to the factory default.

Sends a break signal to the control domain of the
specified physical partition (PPAR).

Configure Active Directory.

Sets the altitude of the system.

Manages the audit function of the system.
Sets the session timeout time of XSCF shell.

Sets up the CPU core resources to be used in
physical partitions (PPAR).

Sets the date and time of the XSCF clock.

Specifies the logical domain configuration when
the physical partition (PPAR) is started.

Sets the dual power feed mode.
Sets the e-mail report function.

Sets the host names and DNS domain names of the
master chassis and chassis whose XSCF is standby.

Sets the start and halt of the HTTPS service used in
the XSCF network. Also it performs
authentication-related settings.

Enables/disables CPU Activation Interim Permit.

Configure the Service Processor as a Lightweight
Directory Access Protocol (LDAP) client.

Configure LDAP over SSL.

Sets the blinking status of the CHECK LED of the
operation panel.

Enables or disables the lockout function when
logging in.

Enable or disable the use of the Lightweight
Directory Access Protocol (LDAP) server for
authentication and privilege lookup.
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setnameserver

setnetwork

setntp

setpacketfilters

setpasswordpolicy

setpcl

setpciboxdio

setpowercapping

setpowerschedule

setpowerupdelay

setpparmode

setpparparam

setprivileges

setremotepwrmgmt

setremotestorage

setroute

setservicetag

setsmtp

setsnmp

setsnmpusm

Sets or deletes the name server and search path
used in XSCF network.

Sets or deletes the network interface to be used in
XSCF.

Sets the time synchronization for XSCE.

Sets the IP packet filtering rules used in the XSCF
network.

Manages the password policy of the system.

Sets the physical partition (PPAR) configuration
information (PCL).

Configures each PCI slot setting of whether to
enable the direct I/O function for PCI card
mounted on PCI Expansion unit.

Sets limitations for power consumption.
Sets the schedule operation information.

Sets the warm-up operation time of the system and
the wait time before start.

Sets the operation mode of the physical partition
(PPAR).

Execute forced rewriting of OpenBoot PROM
environment variables and registration or deletion
of boot scripts of the control domain.

Assigns the user privileges.

Sets up the remote power management function
(Remote Cabinet Interface over LAN: RCIL) of
SPARC M10 systems.

Manages connection to remote storage.

Sets the routing information of the XSCF network
interface.

Enables or disables the servicetag agents.

Sets the Simple Mail Transfer Protocol (SMTP)
service.

Manages the SNMP agent.

Sets the User-based Security Model (USM) of the
SNMPv3 agent.
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setsnmpvacm

setsscp

setssh

settelnet

settimezone

setupfru

setvbootconfig

showad

showaltitude
showaudit

showautologout

showbbstatus

showboards

showcod

showcodactivation

showcodactivationhistory

showcodusage

showconsolepath

showdate

Intro(1)

Sets the View-based Access Control Model
(VACM) settings of the SNMPv3 agent.

Assigns the IP address of the SP to SP
communication protocol (SSCP).

Sets Secure Shell (SSH) service used in the XSCF
network.

Starts or halts Tenet service used in the XSCF
network.

Sets the time zone and daylight saving time of
XSCF.

Sets the hardware of devices.

Configures the Verified Boot policy of Oracle
Solaris and enables/disables X.509 public key
certificates used for performing Verified Boot.

Show Active Directory configuration and
messages.

Displays the altitude of the system.
Displays the current status of the audit system.

Displays the session timeout time of the XSCF
shell.

Display the status of the SPARC M10 Systems
chassis.

Displays the information of the system board
(PSB).

Displays the registered and setup information of
CPU Activations.

Displays the current CPU Activation key
information added to the system.

Displays the logs to add and delete the CPU
Activation keys (Capacity on Demand (CoD) logs).

Display the usage information of CPU core
resources.

Displays the information of the domain console
that is currently connected to the physical partition
(PPAR).

Displays the date and time of the XSCF clock.

List of XSCF Commands 7



Intro(1)

showdateoffset

showdomainconfig

showdomainstatus

showdualpowerfeed

showemailreport

showenvironment

showfru

showhardconf

showhostname

showhttps

showinterimpermit

showldap

showldapssl

showlocator

showloginlockout

showlogs

showlookup

showmonitorlog

shownameserver

Displays the difference between the system time
and the time of each physical partition (PPAR).

Displays the configuration information of the
logical domain of the specified physical partition
(PPAR).

Displays the status of the current logical domain.
Displays the status of dual power feed mode.
Displays the settings data of the e-mail report.

Displays the intake-air temperature, temperature
sensor information, voltage sensor information,
and fan rotation information of the system.

Displays the contents of settings regarding the
hardware devices.

Displays the information of the Field Replaceable
Unit (FRU) mounted on the server.

Displays the host names set in the master chassis
and chassis whose XSCFs are standby.

Displays the status of the HTTPS service set in the
XSCF network.

Displays the status and information about CPU
Activation Interim Permit.

Display the Lightweight Directory Access Protocol
(LDAP) configuration for the Service Processor.

Show LDAP over SSL configuration and messages.

Displays the status of the CHECK LED on the
operation panel.

Displays the time set in the lockout function of the
user account.

Displays the specified log.

Display the configuration for authentication and
privileges lookup.

Displays the contents of the monitoring message
log in real time.

Displays the name server and the search path set in
the XSCF network.
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shownetwork

shownotice

showntp

showpacketfilters

showpasswordpolicy

showpciboxdio

showpcl

showpowercapping

showpowerschedule

showpowerupdelay

showpparinfo

showpparmode

showpparparam

showpparprogress

showpparstatus

showremotepwrmgmt

showremotestorage

Intro(1)

Displays the information of the network interface
set in the XSCF.

Displays copyright and license information for the
XSCF Control Package (XCP).

Displays the NTP information set in the XSCF
network.

Displays the IP packet filtering rule set in the XSCF
network.

Displays the current password policy setting.

Displays each PCI slot setting of whether to enable
the direct I/O function for PCI card mounted on
PCI Expansion unit.

Displays the physical partition (PPAR)
configuration information (PCL) that is currently
set.

Displays the status of power consumption
limitation.

Displays the schedule operation information.

Displays the warm-up time and wait time for air
conditioning of the system that is currently set.

Display the resource information of the physical
partition (PPAR).

Displays the operation mode of the physical
partition (PPAR) that is currently set.

Displays the OpenBoot PROM environmental
variable and the boot script of the control domain
which will be set at the subsequent startup of the
specified physical partition (PPAR).

Shows the detailed status of the physical partition
(PPAR) in the middle of power control sequence.

Displays the status of the current physical partition
(PPAR).

Displays the setup of remote power management
function (Remote Cabinet Interface over LAN:
RCIL) of SPARC M10 systems and the power status
of the node.

Displays information on remote storage.
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showresult

showroute

showservicetag

showsmtp

showsnmp

showsnmpusm

showsnmpvacm

showsscp

showssh

showstatus

showtelnet

showtimezone

showuser

showvbootcerts

showvbootconfig

snapshot

switchscf

Displays the end status of the previously executed
command.

Displays the routing information set in the XSCF
network interface.

Displays whether the servicetag agents are
currently enabled or disabled.

Displays the settings information of the Simple
Mail Transfer Protocol (SMTP).

Displays the settings information and the current
status of the SNMP agent.

Displays the current User-based Security Model
(USM) information regarding the SNMP agent.

Displays the current View-based Control Access
(VACM) information regarding the SNMP agent.

Displays the IP address assigned to the SP to SP
communication protocol (SSCP).

Displays the contents of the Secure Shell (SSH)
service set in the XSCF network.

Displays the degraded Field Replaceable Unit
(FRU).

Displays the status of the Telnet service set in the
XSCF network.

Displays the currently set time zone of the XSCF
and the daylight saving time information.

Displays the XSCF user account information.

Displays the information of X.509 public key
certificates setup at each physical partition (PPAR),
that are used for performing Verified Boot of
Oracle Solaris.

Displays the Verified Boot policy of Oracle Solaris
and the enable/disable configuration of the X.509
public key certificates that are used for performing
Verified Boot.

Collects and transfers the data regarding
environment, logs, errors, and Field Replaceable
Unit Identifier (FRUID).

Switches the status of XSCF in between master and
standby.
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testsb

traceroute

unlockmaintenance

version
viewaudit

xscfstartupmode

Intro(1)

Performs an initial diagnosis on the specified
system board (PSB).

Displays the network route to the specified host.

Release multi-activated lock created by addfru(8)
and replacefru(8).

Displays the version number of the firmware.
Displays the audit record.
Set up the startup mode of SPARC M10-1.
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exit(1)

NAME exit - Ends the XSCF shell.
SYNOPSIS exit
DESCRIPTION exit is a command to end and close the XSCF shell.

Privileges | No privileges are required to execute this command.

For details on user privileges, see setprivileges(8).
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

OPERANDS

EXTENDED
DESCRIPTION

EXAMPLES

man(1)

man - Displays the manual page of the XSCF shell command.
man command_name ...
man -h

man is a command to display the manual page of the specified XSCF shell
command.

No privileges are required to execute this command.
For details on user privileges, see setprivileges(8).

The following options are supported.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

The following operands are supported.

command_name  Specify the command to display the manual page. You can make
multiple specifications by separating them with spaces.

With "Intro" specified in command_name, the list of the XSCF

shell commands is displayed.

If the manual page is long, it is divided by each screen for display. In this case, you
can make an operation like the following using keys.

Key Description

[Enter] Displays the next one line.

Space Displays the next one page.

[b] Returns by half-page.

[ql Interrupts the display of the manual page.

EXAMPLE 1  Display the manual page of addboard(8).

XSCF> man addboard

EXAMPLE 2 Display the list of the XSCF shell commands.

XSCF> man Intro
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

EXAMPLES

EXIT STATUS

who(1)

who - Displays list of user accounts logged in to XSCF.

who

who -h

who is a command to display list of user accounts logged in to XSCE.

The following information is displayed.
m XSCF user account name

m Terminal in use

m Idle time

m Login time

m Remote host name

No privileges are required to execute this command.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

EXAMPLE 1  Display the list of user accounts logged in to XSCF.

XSCF> who
USER TTY IDLE TIME HOST
Ssxf pts/0 00:00 Jul 17 05:29:11 jjjj.gggg.fujitsu.com

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.
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NAME

SYNOPSIS

DESCRIPTION

Privileges

addboard(8)

addboard - Incorporates or assigns a system board (PSB) into a physical partition
(PPAR).

addboard [ [-q] -{y|n}] [-£] [-v] [-c configure] [ [-m function=mode]...]
-p ppar_id psb [ psb...]

addboard [ [-g] -{y|n}] [-£f] -c assign -p ppar_id psb [ psb...]
addboard [ [-q] -{y|n}] [-f] -c reserve -p ppar_id psb [ psb...]
addboard -h

addboard is a command to incorporate or to assign a system board (PSB) into a
physical partition (PPAR) according to the PPAR configuration information (PCL).

The addboard command is not available on SPARC M10-1/M10-4.

You can specify any of the following incorporation methods.

configure Incorporates a PSB into the specified PPAR. The incorporated
PSB can be assigned to a logical domain. If the PPAR is powered
off, or if the Oracle Solaris of the control domain is not running,
the PSB is not incorporated, and it causes an error.

assign Assigns a PSB to the specified PPAR. The assigned PSB is
reserved for the specified PPAR, so the PSB cannot be
incorporated in or assigned to any other PPAR. After assigning
the PSB, the PSB is incorporated into the PPAR when the system
is restarted or addboard with -c configure is executed.

reserve Reserves incorporation of a PSB into the specified PPAR. The
operation is the same as when -c¢ assign is executed.

To execute this command, either of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).
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OPTIONS

The following options are supported.

-c assign

-c configure

—C reserve

-f

Assigns a PSB to PPAR configuration. If you omit the -c option,
-c configure is assumed specified.

Incorporates a PSB in PPAR configuration. If you omit the -c
option, -c¢ configure is assumed specified.

Reserves incorporation of a PSB into the specified PPAR. The
operation is the same as when -c assign is executed.

Incorporates a PSB in PPAR forcibly.

Caution — If a PSB is forcibly added to PPAR by specifying the
-f option, all the added hardware resources may not run
normally. For this reason, we recommend that users do not use
the - f option during normal operation. If you specify the -f
option, be sure to check the conditions of the added PSB and
other devices.

Displays the usage. Specifying this option with another option
or operand causes an error.
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-m function=mode Set up the operation mode and its value. Several functions can

-n

-p ppar_id

be set up at the same time. If the -m is omitted, the default value
will take effect. Specify the operation mode to function. Any of
the following can be specified.

bind Set up the automatic assignment of
resources feature (enable / disable) for the
resources that will be added due to the
incorporation of a PSB. If resources were
deleted with the deleteboard(8) before
executing the addboard and the automatic
assignment of resources feature was
enabled, the resources on the system will
revert back to the state before executing the
deleteboard(8). However, if the logical
domain configuration was changed before
executing the addboard, resources will be
assigned in accordance with the changed
logical domain configuration.

diag Set up the hardware diagnosis level at the
time of incorporation of a PSB to a PPAR
configuration.

When bind is specified to function, any of the following can be
specified to mode. The default is resource.

resource Enable the automatic assignment of
resources feature.

none Disable the automatic assignment of
resources feature. The added resources will
be designated as free resources on the
specified PPAR.

When diag is specified to function, any of the following can be
specified to mode. The default is min.

off Do not execute hardware diagnosis.
min Set up hardware diagnosis level to normal.
Automatically responds to prompt with "n" (no).

Specifies PPAR-ID to which a PSB is incorporated or assigned.
Depending on the system configuration, you can specify an
integer from 0 to 15 for ppar_id.
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OPERANDS

EXTENDED
DESCRIPTION

-q Prevents display of messages, including prompt, for standard
output.
-v Show the detailed progress report of the processing of PSB

incorporation. Ignored when executed along with the -q.

n__n

-y Automatically responds to prompt with "y" (yes).

The following operands are supported.

psb Specifies the PSB number of the PSB to be incorporated or
assigned. You can make multiple specifications by separating
them with spaces. The specification format is below.

xx-y
xx Specifies an integer from 00 to 15.
y It is fixed to 0.

m When you specify -c configure, a hardware diagnostic on the PSB is
performed before the PSB is incorporated in PPAR. Therefore, it may take time to
execute the command.

m When you use addboard to assign or incorporate a PSB, you have to set the PCL
by using setpcl(8).

m If you execute a command while the PPAR is in power-on or power-off
processing, the system enters in busy state. Execute the command again after the
PPAR processing is completed.

m For details on PCL, see setpcl(8) and showpcl(8).

m Even if the PPAR is not running, you can execute addboard. However, if you
specify -c configure while the PPAR is running to execute addboard, Logical
Domains (LDoms) Manager needs to be running.

m If the PPAR DR feature is disabled, addboard -c configure cannot be
executed when the PPAR is running. Please refer to setpparmode(8) and
showpparmode(8) for details on the PPAR DR feature.

m If CPU Activation error occurs in a PPAR, addboard -c configure cannot be
executed when the PPAR is running.

m When replacing a PSB, if addboard is executed without -m or if it is executed
with -m bind=resource, the resources may not revert back to their assigned
state before executing the deleteboard(8). If the amount of CPU, memory or
I/0 device resources differ after the replacement, the allocation status of the
resources cannot be reverted back to the previous state. If the assignment of
resources cannot be reverted back to the previous state, the resources will be
rendered as empty resources. In such a case, use the 1dm(1M) command to
reassign these resources to the logical domain.
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EXAMPLES

addboard(8)

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press

the [n] key.

EXAMPLE1 Assign PSB 00-0, 01-0, 02-0, and 03-0 to PPAR-ID 0.

XSCF> addboard -y -c assign -p 0 00-0 01-0 02-0 03-0
PSB#00-0 will be assigned into PPAR-ID 0. Continue?[y|n]
PSB#01-0 will be assigned into PPAR-ID 0. Continue?[y|n]
PSB#02-0 will be assigned into PPAR-ID 0. Continue?[y|n]
PSB#03-0 will be assigned into PPAR-ID 0. Continue?[y|n]

EXAMPLE 2  Assign PSB 00-0, 01-0, 02-0, and 03-0 to PPAR-ID 2 forcibly.

XSCF> addboard -f -c assign -p 2 00-0 01-0 02-0 03-0
PSB#00-0 will be assigned into PPAR-ID
PSB#01-0 will be assigned into PPAR-ID
PSB#02-0 will be assigned into PPAR-ID
PSB#03-0 will be assigned into PPAR-ID

Continue?[y|n]
Continue?[y|n]

0.
0.
0. Continue?[y|n]
0.

Continue?[y|n]

EXAMPLE 3  PSB 01-0 will be incorporated in PPAR-ID 0.

XSCF> addboard -c¢ configure -p 0 01-0
PSB#01-0 will be configured into PPAR-ID 0. Continue?[y|n] :¥
Start connecting PSB to PPAR. [3600sec]

0..... 30..... 60..... 90..... 120..... 150..... 180..... 210..end
Connected PSB to PPAR.
Start configuring PSB to Logical Domains (LDoms) Manager. [1800sec]
0..... 30..... 60..... 90..... 120end

Configured PSB to Logical Domains (LDoms) Manager.
Operation has completed

EXAMPLE 4 PSB 01-0, 03-0 will be incorporated in PPAR-ID 0.

XSCF> addboard -c configure -p 0 01-0 03-0
PSB#01-0 will be configured into PPAR-ID 0. Continue?[y|n] :¥
Start connecting PSB to PPAR. [3600sec]

0..... 30..... 60..... 90..... 120..... 150..... 180..... 210..end
Connected PSB to PPAR.
Start configuring PSB to Logical Domains (LDoms) Manager. [1800sec]
0..... 30..... 60..... 90..... 120end

Configured PSB to Logical Domains (LDoms) Manager.
PSB#03-0 will be configured into PPAR-ID 0. Continue?[y|n] :¥
Start connecting PSB to PPAR. [3600sec]

0..... 30..... 60..... 90..... 120..... 150..... 180..... 210..end
Connected PSB to PPAR.
Start configuring PSB to Logical Domains (LDoms) Manager. [1800sec]
0..... 30..... 60..... 90..... 120end

Configured PSB to Logical Domains (LDoms) Manager.
Operation has completed
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO deleteboard (8), diagxbu (8), setpcl (8), setpparmode (8), setupfru(8),
showboards (8), showfru (8), showpcl (8), showpparmode (8),
showpparstatus (8), testsb (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

addcodactivation(8)

addcodactivation - Adds the CPU Activation key to the system.

addcodactivation [ [-q] - {y|n}] key_signature
addcodactivation [ [-q] -{y|n}] [-u user] [-o proxy [-t proxy_typel]] -F url
addcodactivation [-V] [-{y|n}][-u user] [-p proxy [-t proxy_type]]l -F url

addcodactivation -h

addcodactivation is a command to add the specified CPU Activation key to the
SPARC M10 Systems.

Note — Before executing this command, you need to obtain the CPU Activation key.
For obtaining the CPU Activation key, see the Fujitsu M10/SPARC M10 Systems
System Operation and Administration Guide.

To execute this command, platadm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-F url Specifies URL that the CPU Activation key(s) are included. The
following types of format are supported.

http: //server[:port]/path/file
https://server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).

-p proxy Specifies the proxy server to use for transfer. If you omit -t

proxy_type, the default proxy type is http. Specify proxy in
servername:port format.

-q Prevents display of messages, including prompt, for standard
output.

-t proxy_type Specifies the proxy type. Specify it with the -p option. You can
specify any of http, socks4, and socks5. The default is http.

-u user Specifies your user name when logging in to remote FTP or
HTTP server requiring authentication. The command will
display a prompt for password entry. You can specify this using
up to 127 characters.
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OPERANDS

EXTENDED
DESCRIPTION

EXAMPLES

Y Displays detailed network activities. This option is used to
diagnose network and server problems. It cannot be used with
the -q.

-y Automatically responds to prompt with "y" (yes).

The following operands are supported.

key_signature Specifies the CPU Activation key to be added to the XSCF.
Enclose the CPU Activation key in double quotation marks (")
for specification.

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press the
[n] key.

EXAMPLE 1 Add the copied CPU Activation key.

XSCF> addcodactivation "Product: SPARC M10-1

SequenceNumber: 116

Cpu noExpiration 2

Text-Signature-SHA256-RSA2048:
SBxXYBSmB32ElctOidgWV09nGFNWKNtCJI5N3WS1lowbRUY1VVySvincfOrDNteFLzo

1TSgrjnee9FyEYITT+ddJQ=="
Above Key will be added, Continue?[y|n]l: ¥

EXAMPLE2 Add CPU Activation keys in a lump from the CPU Activation key file, speci-
fied with the URL.

XSCF> addcodactivation -F file:///media/usb_msd/cod_key.txt
Above Key will be added, Continue?[y|n]l: ¥

.......... done.

successfully added Activation Key count : 10.

EXAMPLE 3 Add CPU Activation keys individually from the CPU Activation key file,
specified with the URL.

XSCF> addcodactivation -F file:///media/usb_msd/cod_key M10-
1_116.txt

Above Key will be added, Continue?[y|n]l: ¥

.......... done.

successfully added Activation Key count : 1.
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO deletecodactivation(8), dumpcodactivation (8), restorecodactivation (8),
setcod (8), showcod (8), showcodactivation (8), showcodactivationhistory (8),
showcodusage (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

EXTENDED
DESCRIPTION

addfru(8)

addfru - Adds the Field Replaceable Unit (FRU) and a chassis.

addfru
addfru -h

addfru is a command to add the FRU and a chassis.

It enables settings required for expansions, such as selecting, confirming, or
inserting the FRU or a chassis, interactively by using menu format.

The following FRU and chassis can be added by addfru.
m Power supply unit (PSU)
m SPARC M10-4S

m Crossbar box

To execute this command, the fieldeng privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

m According to the implementation status and the state of the chassis of the FRU
which is to be added, the addition operation may not be executed. In such a case,
when the target FRU or chassis is selected, an error message, stating that the
operation cannot be executed, is output.

In the following conditions, addition of FRUs is not possible.
= Common to all FRUs and chassis

The target chassis (if the target is a FRU, then the chassis on which the FRU is
mounted) is in any of the following states.

- In the middle of firmware updating

- Not in the state of "SCF READY"

- Has already been recognized by the system
= PSU

Implemented by default if not applicable to all FRUs and chassis.
= SPARC M10-4S

- IP address is not setup to the SSCP link of the target SPARC M10-4S using
the setsscp(8)
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- If there is a chassis which has the same BB-ID as the target SPARC M10-4S,
and was implemented in a system before (unless it was removed by the
initbb(8))

- The selected chassis cannot be connected due to system configuration
m Crossbar boxes

- IP address is not setup to the SSCP link of the target crossbar box using the
setsscp(8)

- If there is a chassis which has the same BB-ID as the target crossbar box, and
was implemented in a system before (unless it was removed by the
initbb(8))

- Addition of a slave chassis is attempted when only two crossbar units (XBU)
exist on the master chassis

m In case of SPARC M10-4S and crossbar boxes, if the chassis information such as
the serial number, in respect to the selected BB-ID, has already been registered in
the system, an error message is output and adding with the addfru becomes
impossible. In such a case, use the replacefru(8) to replace the parts.

m The addfru can only be executed on the master XSCF. If it is executed on the
standby XSCEF, an error is output.

EXIT STATUS The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO initbb (8), replacefru (8), setsscp (8), showhardconf (8), testsb (8),
unlockmaintenance ( 8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

addpowerschedule(8)

addpowerschedule - Adds a schedule for powering on/off the automatic power
control system (APCS).

addpowerschedule {-p ppar_id |-a} -m daily {on= ontime |off= offtime |on=
ontime of £= offtime} term=value

addpowerschedule {-p ppar_id | -a} -m weekly {on= ontime |off= offtime |on=
ontime of £= offtime} pattern= week term= value

addpowerschedule {-p ppar_id | -a} -m monthly {on= ontime | off= offtime | on=
ontime of £= offtime} pattern= value term= value

addpowerschedule {-p ppar_id | -a} -m special {on= ontime |off= offtime | on=
ontime of £= offtime} date= value

addpowerschedule {-p ppar_id |-a} -m holiday date= value

addpowerschedule -h

addpowerschedule is a command to set a schedule for powering on/off the
automatic power control system (APCS).

To execute this command, either of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).

The following options are supported.

-a Adds a power control schedule for all PPARs.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-mdaily Adds a power control schedule to be repeated daily.

-mweekly Adds a power control schedule to be repeated weekly.

-mmonthly Adds a power control schedule to be repeated monthly.

-m special Adds a one-shot power control schedule.

-mholiday Adds a pause of scheduled operation.

-p ppar_id Specifies PPAR-ID for setting a schedule. Depending on the
system configuration, you can specify an integer from 0 to 15 for
ppar_id.
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OPERANDS

on=ontime

of £=offtime

term=value

pattern=week

patern=value

The following operands are supported.

Sets a time to power on. To specify ontime, use the hhm0 format.

hh Specifies hours (in 24 hour format).
mO0 Specifies minutes (in 10 minute format).

Sets a time to power off. To specify offtime, use the hhm0 format.

hh Specifies hours (in 24 hour format).
mO0 Specifies minutes (in 10 minute format).

Sets a period of conducting the scheduled operation. To specify
daily, use value by using MMDD-mmdd format. To specify
value for weekly and monthly schedule, use the MM-mm
format.

MM Specifies the starting month.
DD Specifies the starting day.
mm Specifies the ending month.
dd Specifies the ending day.

Sets the day of the week for conducting weekly scheduled
operation. To specify week, use the following formats. To specify
more than one day of the week, separate them by inserting a
comma (,) between them.

sun Specifies Sunday.
mon Specifies Monday.
tue Specifies Tuesday.
wed Specifies Wednesday.
thu Specifies Thursday.
fri Specifies Friday.

sat Specifies Saturday.

Specifies the date for conducting monthly scheduled operation.
To specify value, use the DD-dd format.

DD Specifies the starting day.
dd Specifies the ending day.
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date=value Specifies the date, month, and year for conducting or

suspending a one-shot schedule or a pause of scheduled
operation. To specify value, use the YYMMDD format.

YY Specifies the last two digits of year (2000-
2037).

MM Specifies a month.

DD Specifies a day.

When setpowerschedule(8) is added to enable the schedule of PPAR-ID, the
scheduled operations are conducted. However, if the mode switch on the
operation panel is set to Service, the operations are not conducted.

By using showpowerschedule(8), the contents of the added schedule can be
checked.

To delete the added schedule, use deletepowerschedule(8).

If non-existent ppar_id or time, or past date or invalid option is specified, it ends
abnormally.

Up to 4096 schedules can be specified in the entire system.

If two or more schedules are set at the same time, they are conducted in order of
the following priority.

. Pause of schedule (special)
. One-shot schedule (holiday)
. Monthly schedule (monthly)
. Weekly schedule (weekly)

. Daily schedule (daily)

If power-on and power-off schedule are set at the same time in the same order of
priority, powering off is conducted.

When you changed the configuration of the logical domain, execute the 1dm
add-spconfig command on the control domain, to store the latest
configuration information in XSCF. If you do not store the information, the
automatic power-off processing may fail to work properly.

EXAMPLE1 Add a schedule of PPAR-ID 1 that operates from January 1 to December 31,

from 9:00 to 21:30 daily.
XSCF> addpowerschedule -p 1 -m daily on=0900 off=2130 term=0101-

1231
XSCF>
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EXAMPLE 2 Add a schedule of PPAR-ID 1 that operates from February to April, from 7:10
to 19:50 on every Monday, Tuesday, Wednesday, Thursday, and Friday.

XSCF> addpowerschedule -p 1 -m weekly on=0710 off=1950
pattern=mon, tue,wed, thu, fri term=02-04

XSCF>

EXAMPLE 3 Add a schedule of PPAR-ID 1 that operates from first to fifth of May to June,
from 9:20 to 18:40 daily.

XSCF> addpowerschedule -p 1 -m monthly on=0920 of£=1840 pattern=01-
05 term=05-06

XSCF>

EXAPLE4  Add a schedule of PPAR-ID 1 that operates only on March 4, 2013 from 0:00
to 23:50.

XSCF> addpowerschedule -p 1 -m special on=0000 of£f=2350 date=130304
XSCF>

EXAMPLE5 Cancel the schedule of PPAR-ID 1 set to May 4, 2013.

XSCF> addpowerschedule -p 1 -m holiday date=130504
XSCF>

EXAMPLE 6 Add a schedule of PPAR-ID 1 that is turned on at 7:10 on every Monday and
turned off at 19:50 on every Friday from June to August.

XSCF> addpowerschedule -p 1 -m weekly on=0710 pattern=mon term=06-
08

XSCF> addpowerschedule -p 1 -m weekly off=1950 pattern=£fri term=06-
08

XSCF>

EXAMPLE 7 Add a schedule of PPAR-ID 1 that operates from December 1 to March 1 of
the next year, from 6:00 to 22:00 daily.

XSCF> addpowerschedule -p 1 -m daily on=0600 off=2200 term=1201-
0301

XSCF>
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addpowerschedule(8)

EXAMPLE 8 Add a schedule of PPAR-ID 1 that is turned on at 8:00 on 1st of every month
from November to February of the next year and turned off at 20:00 on 29th
of every month.

XSCF> addpowerschedule -p 1 -m monthly on=0800 pattern=01-01
term=11-02

XSCF> addpowerschedule -p 1 -m monthly off=2000 pattern=29-29
term=11-02

XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

deletepowerschedule (8), setpowerschedule (8), showpowerschedule (8)
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adduser(8)

adduser - Creates an XSCF user account.

adduser [-u UID] user

adduser -h

adduser is a command to create a new XSCF user account.

An XSCF user account is used for configuring, manipulating, managing, and
operating XSCF. No password is set to the newly created user account. Therefore,
set a password by using password(8), or set the public key for users by using
Secure Shell (SSH). Otherwise, you cannot log in. The created user account is locked
but not disabled. The number of user accounts to be specified is up to 100 assuming
that a user account contains 10 characters on average.

When Lightweight Directory Access Protocol (LDAP), Active Directory, or LDAP
over SSL is set to be used for the user account data on XSCF, the user account name
and the user identifier (if specified) must be the one that is not used for XSCEF,
LDAP, Active Directory, or LDAP over SSL.

When you create a user account, the current value of the password policy is saved
in the file for the created user account. For details on password policy, see
setpasswordpolicy(8).

To execute this command, useradm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

-u UID Creates a new user with the specified identifier (UID). For
specifying UID, use an integer between 100 and 60000. If you omit
the -u option, an integer greater than or equal to 100 is
automatically assigned as a user identifier.

The following operands are supported.

user Specifies the XSCF user account name to be created. For
specifying a user account name, use up to 31 characters in
combination of lowercase alphabets, numbers, hyphens (-), and
underscores (_). No uppercase characters are available. Be sure
to use a lowercase alphabet for the first character. The examples
of user account name available are jsmith, j_smith, and j_smith-
0123.
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EXAMPLES EXAMPLE 1 Create a new user.

XSCF> adduser -u 359 jsmith

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO deleteuser (8), disableuser (8), enableuser (8), password (8),
setpasswordpolicy (8), showpasswordpolicy (8), showuser (8)
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addvbootcerts(8)

addvbootcerts - Adds X.509 public key certificates used for performing Verified
Boot of Oracle Solaris.

addvbootcerts -p ppar_id [ [-q] -{y|n}] certname [-u username] [-X proxy
[-t proxy_type]]l -F url

addvbootcerts -p ppar_id [-V] [-{y|n}] certname [-u username] [-X proxy
[-t proxy_type]l -F url

addvbootcerts -p ppar_id [ [-q] -{y |n}] certname signature

addvbootcerts -h

The addvbootcerts command adds new X.509 public key certificates used for
performing Verified Boot of Oracle Solaris, in respect to a physical partition (PPAR).
By using the addvbootcerts command, certificates other than that of system’s
preinstalled certificates can be used when performing Verified Boot of Oracle
Solaris.

The certificate will be registered with an unused management number in ascending
order. At most, five certificates can be registered for each PPAR. The management
numbers of already registered certificates can be comfirmed by the
showvbootcerts(8).

The size of an X.509 public key certificate must be smaller than 4Kbytes. Error
occurs in case the size of a certificate is bigger than 4Kbytes.

To execute this command, either of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).
The following options are supported.

-F url Loads an X.509 public key certificate for Verified Boot. The url
should be specified in any of the following formats.

http://server[:port]/path/file

https: //server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

-n Automatically responds to prompt with "n" (no).
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-p ppar_id Specifies the PPAR-ID of the PPAR to which the X.509 public key
certificate is to be added.

-q Prevents display of messages, including prompt, for standard
output.

-t proxy_type Specifies the proxy type. Specify it with the -p option. You can
proxy_typ P proxy type. specity P
specify any of http, socks4, and socks5. The default is http.

-u username Specifies your user name when logging in to remote FTP or
HTTP server requiring authentication. The command will
display a prompt for password entry. You can specify this using
up to 127 characters.

-V Displays detailed network activities. This option is used to
diagnose network and server problems. It cannot be used with
the -g option.

-X proxy Specifies the proxy server to use for transfer. If you omit -t
proxy_type, the default proxy type is http. Specify proxy in
servername:port format.

non

-y Automatically responds to prompt with "y" (yes).

-h Displays the usage. Specifying this option with another option
or operand causes an error.

OPERANDS | The following operands are supported.

certname Specifies the name of the certificate. It is not necessary for it
being the same as the file name, but it must be unique within the
PPAR. Moreover, it should consist of alphanumeric characters,
hyphens or underscores only and no more than 32 characters.
The first character should be an alphabetical character.

signature Adds the copied X.509 public key certificate. The value should
be surrounded by a pair of double quotations (" ).

EXAMPLES EXAMPLE 1 Add the copied X.509 public key certificate as " CUSTOM_CERT_1" to PPAR-
ID 0.

XSCF> addvbootcerts -p 0 CUSTOM_CERT_1 "----- BEGIN CERTIFICATE-----
MIIFEzCCA/ugAwIBAgIQB62zBpmCOdvdAYEFEcb4 /cTANBgkghkiGO9w0BAQUFADCB
njELMAkKGA1UEBhMCVVMxGzAZBgNVBAOTEkK9YyYWNsZSBDb3Jwb3JhdGlvbjEfMBOG
AlUECXMWVmMVyaVNpZ24gVHJI1lc3QgTmvV04d29yazE1MDMGA1UECxMsQ2xhc3MgMiBN

GuygEAGV+A==

The above elfsign X.509 key certificate will be added to PPAR-ID O,
Continue?[y|n]:
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EXAMPLE 2 Add the copied X.509 public key certificate as " CUSTOM_CERT_3" to PPAR-
ID 2. Answer "y" to the confirmation message.

XSCF> addvbootcerts -p 2 CUSTOM_CERT 3 "----- BEGIN CERTIFICATE-----
MIIFEzCCA/ugAwIBAgIQB62zBpmCOdvdYEFEcb4 /cTANBgkqhkiG9wOBAQUFADCB
njELMAKGA1UEBhMCVVMxXGZAZBgNVBAOTEkKk9YYWNsSZSBDb3Jwb3JhdGlvbjEfMBOG
AlUECXMWVmMVyaVNpZ24gVHJI1c3QgTmvV0d29yazE1MDMGA1UECXMsQ2xhc3MgMiBN

GuygEAGV+A==

The above elfsign X.509 key certificate will be added to PPAR-ID 2,
Continue?[y|n]:¥y

. done.
successfully added this certificate to PPAR-ID 2 as index 3.

EXAMPLE 3 Add the X.509 public key certificate specified in the URL as "customcert3" to
PPAR-ID 4. Answer "y" to the confirmation message.

XSCF> addvbootcerts -p 4 customcert3 -F
file:///media/usb_msd/vboot/3rd perty cert_xyz
The above elfsign X.509 key certificate will be added to PPAR-ID 4,
Continue?[y|n]:¥y

. done.
successfully added this certificate to PPAR-ID 4 as index 3.

EXAMPLE 4 An error occurs when an attempt is made to add certificates inspite of the fact
that the highest possible number of X.509 public key certificates have already
been registered.

XSCF> addvbootcerts -p 6 CUSTOM_CERT 6 -F
file:///media/usb_msd/vboot/3rd_perty_ cert_xyz
Exceeded the number of certificates that can be registered to PPAR-ID 6.

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

deletevbootcerts (8), setvbootconfig (8), showvbootcerts (8),
showvbootconfig (8)
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applynetwork(8)

applynetwork - Applies the contents of the XSCF network to XSCEF.

applynetwork [ [-g] -{y|n}] [-M]

applynetwork -h

applynetwork is a command to apply the configured contents of the XSCF
network to XSCE.

Use the following three procedures to configure contents of the XSCF network.

1. Use the following command to configure a network.
m Use sethostname(8) to set the XSCF host name and DNS domain name.
n Use setnameserver(8) to set the name server and the search path.
s Use setnetwork(8) to set the IP address and netmask of XSCF-LAN.
n Use setroute(8) to set a routing of the XSCF network interface.
s Use setsscp(8) to set the IP address of SSCP.

2. Execute applynetwork to apply the configured contents to XSCF.
3. Execute rebootxscf(8) to reset all XSCF based on the applied contents.

Note — If you reset XSCF without executing applynetwork, the configured
contents of the network is not applied. Not only that but the configured contents
are erased.

To execute this command, platadm privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-M Displays text one screen at a time.

-n Automatically responds to prompt with "n" (no).

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.
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m For applying the XSCF network, the IP address and netmask of XSCF-LAN must

be configured. If they are configured correctly, the configuration of the XSCF
network cannot be applied.

On a SPARC M10-4S, if the XSCF-LAN in up state is configured as described
below, it causes an error. Use setnetwork(8) to correct the settings.

s The subnets of xbbox#80-lan#0, xbbox#81-lan#0, and takeover IP address lan#0
are all different.

s The subnets of xbbox#80-lan#1, xbbox#81-lan#1, and takeover IP address lan#1
are all different.

= Any of the subnets of xbbox#80-lan#0, xbbox#80-lan#1, and SSCP link is
overlapped.

= Any of the subnets of xbbox#81-lan#0, xbbox#81-lan#1, and SSCP link is
overlapped.

= Any of the subnets of xbbox#80-lan#0, xbbox#81-lan#1, and SSCP link is
overlapped.

= Any of the subnets of xbbox#81-lan#0, xbbox#80-lan#1, and SSCP link is
overlapped.

s The subnets of bb#00-lan#0, bb#01-lan#0, and takeover IP address lan#0 are all
different.

m The subnets of bb#00-lan#1, bb#01-lan#1, and takeover IP address lan#1 are all
different.

= Any of the subnets of bb#00-lan#0, bb#00-lan#1, and SSCP link is overlapped.
= Any of the subnets of bb#01-lan#0, bb#01-lan#1, and SSCP link is overlapped.
= Any of the subnets of bb#00-lan#0, bb#01-lan#1, and SSCP link is overlapped.
= Any of the subnets of bb#01-lan#0, bb#00-lan#1, and SSCP link is overlapped.

s The IP address of the slave XSCF network interface that is used with remote
storage is overlapped.

If the subnets of bb#00-lan#0 and bb#00-lan#1 which are in up state on SPARC
M10-1/M10-4, it causes an error. Use setnetwork(8) to correct the settings.

If the total number of characters of the DNS domain name specified with
sethostname(8) and the search path specified with setnameserver(8) exceeds
256, it causes an error.

If the IP address of the SSCP link is not set for all the SPARC M10 Systems
chassis or crossbar boxes, it causes an error. Use setsscp(8) to correct the
settings.

If an IP address that is not included in any XSCF-LAN exists in the gateway
address of the routing information, it causes an error. Use setroute(8) to
correct the settings.
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If the IP address of the destination of the routing information and the subnet of
the SSCP link are overlapped, it causes an error. Use setsscp(8) to correct the
settings.

If the IP address of the slave XSCF network interface that is used with remote

storage overlaps with the IP address of SSCP link, it causes an error. Use
setsscp(8) to correct the settings.

If the IP address of the slave XSCF network interface that is used with remote
storage overlaps with any subnet of the SSCP link that includes the slave XSCF,
it causes an error. Use setsscp(8) to correct the settings.

When the system is configured with multiple XSCFs, do not execute
applynetwork during an XSCF failover.

EXAMPLE 1 Apply the following network settings after resetting the XSCF in the SPARC

M10-4S with the building block configuration (without crossbar box).

Host name (bb#00): hostname-0

Host name (bb#01): hostname-1

DNS domain name: example.com
Name server: 10.23.4.3

Interface: Enables bb#00-lan#0 at a start.
IP address (bb#00-lan#0): 10.24.144.214
Netmask (bb#00-lan#0): 255.255.255.0
Routing (default gateway): 10.24.144.1
Interface: Enables bb#01-lan#0 at a start.
IP address (bb#01-lan#0): 10.24.144.215
Netmask (bb#01-lan#0): 255.255.255.0
Routing (default gateway of bb#01-lan#0): 10.24.144.1

IP address (SSCP): From 192.168.1.1 to 192.168.1.4, from 192.168.1.9 to
192.168.1.12, from 192.168.1.17 to 192.168.1.18

Netmask (SSCP): 255.255.255.248, 255.255.255.248, and 255.255.255.252
IP address of slave XSCF (bb#02-lan#0): 10.24.144.216

Netmask of slave XSCF (bb#02-lan#0): 255.255.255.0

Default gateway of slave XSCF (bb#02-lan#0): 10.24.144.1

XSCF> applynetwork
The following network settings will be applied:

bb#00 hostname :hostname-0
bb#01 hostname :hostname-1
DNS domain name :example.com
nameserver :10.23.4.3
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interface :bb#00-1lan#0

status :up

IP address :10.24.144.214

netmask :255.255.255.0

route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1

interface :bb#00-lan#l
status : down

IP address

netmask

route

interface :bb#01-lan#0

status :up

IP address :10.24.144.215

netmask :255.255.255.0

route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1

interface :bb#01-lan#l
status : down

IP address

netmask

route

interface :lan#0
status :down
IP address

netmask

interface :lan#l
status :down
IP address

netmask

SSCP network ID:0 netmask :255.255.255.248

interface :bb#00-1£#0
IP address :192.168.1.1

interface :bb#01-1£#0
IP address :192.168.1.2

interface :bb#02-1£#0
IP address :192.168.1.3

interface :bb#03-1£#0
IP address :192.168.1.4

SSCP network ID:1 netmask :255.255.255.248

interface :bb#00-1f#1
IP address :192.168.1.10

interface :bb#01-1if#1
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interface
IP address

interface
IP address
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:192.168.1.9

:bb#02-1if#1
:192.168.1.11

:bb#03-1if#1
:192.168.1.12

SSCP network ID:2 netmask :255.255.255.252

interface
IP address

interface
IP address

:bb#00-1f#2
:192.168.1.17

:bb#01-if#2
:192.168.1.18

Remote Storage settings:

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

Continue? [y|n]

:bb#02-1an#0
:10.24.144.216
:255.255.255.0
:10.24.144.1

:bb#02-lan#l

:bb#03-1an#0

:bb#03-lan#l

EXAMPLE 2  Apply the following network settings after resetting the XSCF in the SPARC
M10-4S with the building block configuration (with crossbar box).

m Host name (xbbox#80): hostname-0

m Host name (xbbox#81): hostname-1

m DNS domain name: example.com

m Name server: 10.23.4.3

m Interface: Enables xbbox#80-lan#0 at a start.
m [P address (xbbox#80-lan#0): 10.24.144.214
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Netmask (xbbox#80-lan#0): 255.255.255.0

Routing (default gateway): 10.24.144.1

Interface: Enables xbbox#81-lan#0 at a start.

IP address (xbbox#81-lan#0): 10.24.144.215

Netmask (xbbox#81-lan#0): 255.255.255.0

Routing (default gateway of xbbox#81-lan#0): 10.24.144.1

IP address (SSCP): From 192.168.1.1 to 192.168.1.17, from 192.168.2.1 to
192.168.2.17, from 192.168.3.1 to 192.168.3.4, from 192.168.4.1 to 192.168.4.4, and
from 192.168.5.1 to 192.168.5.2

Netmask (SSCP): 255.255.255.0, 255.255.255.0, 255.255.255.0, 255.255.255.0, and
255.255.255.0

IP address of slave XSCF (bb#00-lan#0): 10.24.144.216
Netmask of slave XSCF (bb#00-lan#0): 255.255.255.0
Default gateway of slave XSCF (bb#00-lan#0): 10.24.144.1

XSCF>applynetwork

The following network settings will be applied:
xbbox#80 hostname:hostname-0
xbbox#81 hostname:hostname-1
DNS domain name :example.com

nameserver :10.23.4.3
interface :xbbox#80-1lan#0
status $up

IP address :10.24.144.214
netmask :255.255.255.0
route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :xbbox#80-lan#l
status :down

IP address

netmask

route

interface :xbbox#81-lan#0
status 1up

IP address :10.24.144.215
netmask :255.255.255.0
route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :xbbox#81-lan#l
status :down

IP address

netmask

route

interface :lan#0

status :down
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IP address
netmask

interface
status

IP address
netmask

:lan#l
: down

SSCP network ID:0 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address
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:255.255.255.0

:xbbox#80-1f#0
:192.168.1.1

:bb#00-1£f#0
:192.168.1.2

:bb#01-1if#0
:192.168.1.3

:bb#02-1f#0
:192.168.1.4

:bb#03-1f#0
:192.168.1.5

:bb#04-1f#0
:192.168.1.6

:bb#05-1f#0
:192.168.1.7

:bb#06-1f#0
:192.168.1.8

:bb#07-1£#0
:192.168.1.9

:bb#08-1f#0
:192.168.1.10

:bb#09-1£f#0
:192.168.1.11

:bb#10-1f#0
:192.168.1.12

:bb#11-1if#0
:192.168.1.13

:bb#12-1if#0
:192.168.1.14

:bb#13-1f#0
:192.168.1.15
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interface
IP address

interface
IP address

SSCP network ID:1 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

interface
IP address

:bb#14-1if#0
:192.168.1.16

:bb#15-1f#0
:192.168.1.17

:255.255.255.0

:xbbox#81-1f#1
:192.168.2.1

:bob#00-1f#1
:192.168.2.2

:bb#01-1f#1
:192.168.2.3

:bb#02-1f#1
:192.168.2.4

:bb#03-1f#1
:192.168.2.5

:bb#04-1f#1
:192.168.2.6

:bb#05-1f#1
:192.168.2.7

:bb#06-1f#1
:192.168.2.8

:bob#07-1f#1
:192.168.2.9

:bb#08-1f#1
:192.168.2.10

:bb#09-1f#1
:192.168.2.11

:bb#10-1f#1
:192.168.2.12

:bb#11-1if#1
:192.168.2.13

:bb#12-1f#1
:192.168.2.14

:bb#13-1f#1
:192.168.2.15
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interface
IP address

interface
IP address

SSCP network ID:2 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

SSCP network ID:3 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

SSCP network ID:4 netmask

interface
IP address

interface
IP address

:bb#14-if#1
:192.168.2.16

:bb#15-1if#1
:192.168.2.17

:255.255.255.0

:xbbox#80-1f#2
:192.168.3.1

:xbbox#81-1f#2
:192.168.3.2

:xbbox#82-1f#2
:192.168.3.3

:xbbox#83-1f#2
:192.168.3.4

:255.255.255.0

:xbbox#80-1f#3
:192.168.4.1

:xbbox#81-1if#3
:192.168.4.2

:xbbox#82-1f#3
:192.168.4.3

:xbbox#83-1f#3
:192.168.4.4

:255.255.255.0

:xbbox#80-1f#4
:192.168.5.1

:xbbox#81-1f#4
:192.168.5.2

Remote Storage settings:

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

:bb#00-1lan#0
:10.24.144.216
:255.255.255.0
:10.24.144.1

:bb#00-lan#l

applynetwork(8)
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interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

:bb#01-1an#0

:bb#01-lan#l

:bb#02-1an#0

:bb#02-lan#l

:bb#03-1an#0

:bb#03-lan#l

:bb#04-1lan#0

:bb#04-lan#l

:bb#05-1an#0

:bb#05-1an#l

:bb#06-1lan#0



interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask
gateway

interface
IP address
netmask

:bb#06-lan#l

:bb#07-1lan#0

:bb#07-1lan#1l

:bb#08-1an#0

:bb#08-lan#1l

:bb#09-1an#0

:bb#09-1lan#l

:bb#10-1lan#0

:bb#10-lan#l

:bb#11-lan#0

:bb#l1l-lan#l

applynetwork(8)
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gateway

interface :bb#12-lan#0
IP address :

netmask

gateway

interface :bb#12-lan#l
IP address

netmask

gateway

interface :bb#13-lan#0
IP address

netmask

gateway

interface :bb#13-lan#l
IP address

netmask

gateway

interface :bb#14-1lan#0
IP address

netmask

gateway

interface :bb#l4-lan#l
IP address

netmask

gateway

interface :bb#15-1an#0
IP address

netmask

gateway

interface :bb#15-1lan#l
IP address

netmask

gateway

Continue? [y|n] :¥

EXAMPLE 3  Apply the following network settings after resetting the XSCF in the SPARC
M10-1.

m Host name (bb#00): hostname-0

m DNS domain name: example.com

m Name server: 10.23.4.3

m Interface: Enables bb#00-lan#0 at a start.
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m [P address (bb#00-lan#0): 10.24.144.214
m Netmask (bb#00-lan#0): 255.255.255.0
m Routing (default gateway): 10.24.144.1

XSCF> applynetwork
The following network settings will be applied:

bb#00 hostname :hostname-0
DNS domain name :example.com
nameserver :10.23.4.3
interface :bb#00-1lan#0
status 1up

IP address :10.24.144.214
netmask :255.255.255.0
route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :bb#00-lan#1l
status :down

IP address

netmask

route

Continue? [y|n] :¥

EXAMPLE 4  Apply the XSCF network settings without setting the bb#00-lan#0 and bb#00-
lan#1 routings.

XSCF> applynetwork
The following network settings will be applied:

bb#00 hostname :hostname-0
DNS domain name :example.com
nameserver :10.23.4.3
interface :bb#00-lan#0
status :up

IP address :10.24.144.214
netmask :255.255.255.0
route :

interface :bb#00-lan#l
status :up

IP address :10.24.131.215
netmask :255.255.255.0
route :

Continue? [y|n]
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EXAMPLE5 Apply the XSCF network settings while all the interfaces are in down state.

XSCF> applynetwork
The following network settings will be applied:

bb#00 hostname :hostname-0
DNS domain name :example.com
nameserver :10.23.4.3
interface :bb#00-1lan#0
status :down

IP address :10.24.144.214
netmask :255.255.255.0
route

interface :bb#00-1lan#l
status :down

IP address :10.24.131.215
netmask :255.255.255.0
route

Continue? [y|n] :¥

EXAMPLE 6 Apply the XSCF network settings in the SPARC M10-4S with the building
block configuration (without crossbar box), while a master XSCF is normal,
but a standby XSCF has a failure.

XSCF> applynetwork
The set state is as follows now.

bb#00 hostname :hostname-0
bb#01 hostname

DNS domain name :example.com
nameserver :10.23.4.3
interface :bb#00-1lan#0
status 1up

IP address :10.24.144.214
netmask :255.255.255.0
route :-n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :bb#00-lan#l
status : down

IP address :10.24.131.215
netmask :255.255.255.0
route

interface :bb#01-lan#0
status : down

IP address

netmask

route

interface :bb#01-lan#l
status : down
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IP address
netmask
route

interface :lan#0
status :down
IP address

netmask

interface :lan#l
status : down
IP address

netmask

SSCP network ID:0 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

SSCP network ID:1 netmask

interface
IP address

interface
IP address

interface
IP address

interface
IP address

SSCP network ID:2 netmask

interface
IP address

interface
IP address

Remote Storage settings:

interface
IP address

:bb#02-1an#0

:255.255.255.248

:bb#00-1£f#0
:192.168.1.1

:bb#01-1if#0
:192.168.1.2

:bb#02-1f#0
:192.168.1.3

:bb#03-1f#0
:192.168.1.4

:255.255.255.248

:ob#00-1f#1
:192.168.1.10

:ob#01-1f#1
:192.168.1.9

:bb#02-1f#1
:192.168.1.11

:bb#03-1f#1
:192.168.1.12

:255.255.255.252

:bb#00-1f#2
:192.168.1.17

:bb#01-1if#2
:192.168.1.18

applynetwork(8)
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netmask
gateway

interface :bb#02-lan#l
IP address :

netmask

gateway

interface :bb#03-1lan#0
IP address :

netmask

gateway

interface :bb#03-lan#l
IP address :

netmask

gateway

bb#01 could not apply the network settings.
Continue? [y|n]

EXAMPLE7  Apply the XSCF network settings in the SPARC M10-1. The prompt is auto-

noon

matically given a "y" response.

XSCF> applynetwork -y
The following network settings will be applied:

bb#00 hostname :hostname-0
DNS domain name :example.com
nameserver :10.23.4.3
interface :bb#00-1lan#0
status 1up

IP address :10.24.144.214
netmask :255.255.255.0
route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :bb#00-lan#l
status :down

IP address

netmask

route

Continue? [y|n] :y

Please reset the all XSCFs by rebootxscf to apply the network settings.
Please confirm that the settings have been applied by executing
showhostname, shownetwork, showroute, showsscp and shownameserver after
rebooting the all XSCFs.

EXAMPLE 8  After setting the DNS server and the search paths, apply the XSCF network
settings.

m Name server: 10.23.4.3, 10.24.144.5, and 10.24.131.7
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SEE ALSO

applynetwork(8)

m Search path: examplel.com, example2.com, example3.com, example4.com, and
example5.com

XSCF> applynetwork
The following network settings will be applied:
bb#00 hostname :hostname-0

DNS domain name :example.com
nameserver :10.23.4.3
nameserver :10.24.144.5
nameserver :10.24.131.7
search :examplel.com
search :example2.com
search :example3.com
search :exampled.com
search :example5.com
interface :bb#00-1lan#0
status :up

IP address :10.24.144.214
netmask :255.255.255.0
route : -n 0.0.0.0 -m 0.0.0.0 -g 10.24.144.1
interface :bb#00-lan#l
status : down

IP address

netmask

route

Continue? [y|n] :Y

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

rebootxscf (8), sethostname (8), setnameserver (8), setnetwork (8),
setremotestorage (8), setroute (8), setsscp (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

EXTENDED
DESCRIPTION

clearremotepwrmgmt(8)

clearremotepwrmgmt - Deletes the management information of the remote power
management function (Remote Cabinet Interface over LAN: RCIL) of SPARC M10
systems.

clearremotepwrmgmt [-a |-G groupid] [ [-q] -{y|n}]

clearremotepwrmgmt -h

clearremotepwrmgmt is a command to delete the management information of
remote power management group on the host node that has been registered as a
remote power management group.

Before incorporating a host node to the remote power management group or
deleting it from the remote power management group, you need to execute this
command on the target host node. You do not have to execute
clearremotepwrmgmt on the I/O node because the management information is
not stored on the I/O node.

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-a Deletes all administrative information of remote power
management groups which is configured. When the -a and -G
options are omitted, it is regarded as the -a option is specified.

-G groupid Specifies the remote power management group to delete the
information. In groupid, specify only a single group ID using an
integer from 1 to 32. When the -a and -G options are omitted, it
is regarded as the -a option is specified.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).

m When you execute clearremotepwrmgnt, if the remote power management
function is enabled, it causes an error. It is necessary to set it disabled by using
setremotepwrmgmt -c disable. When no remote power management group
exists, it ends normally.
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EXAMPLES

EXIT STATUS

SEE ALSO

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

EXAMPLE1 Delete the management information of the remote power management group
on the host node.

XSCF> clearremotepwrmgmt

All remote power management group informations are cleared. Continue?
[ylnl: ¥

The command completed successfully.

XSCF>

EXAMPLE2 Delete all administrative information of remote power management groups
in the host node.

XSCF> clearremotepwrmgmt -a

All remote power management group informations are cleared.Continue?
[ylnl: ¥

The command completed successfully.

XSCF>

EXAMPLE 3  Delete the administrative information of remote power management group
#1 in the host node.

XSCF> clearremotepwrmgmt -G 1

Group#01 remote power management group informations are cleared.Continue?
ly|nl: ¥

The command completed successfully.

XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

getremotepwrmgmt (8), setpacketfilters (8), setremotepwrmgmt (8),
showremotepwrmgmt (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

OPERANDS

clearstatus(8)

clearstatus - Clear the fault information of field replaceable units (FRUs) that have
been detected as faulty units.

clearstatus devicepath

clearstatus -h

clearstatus is a command to clear the fault information of specified FRUs that
have been detected as faulty units.

The following fault information is cleared:

m Fault information which is stored in XSCF
m The fault flag stored in the FRUID-ROM of FRU

Note — You can execute the clearstatus only when all domains are powered off.
To verify that all domains are powered off, execute the showlogs power
command and look for the value System Power Off.

To execute this command, platadm privilege is required.

For details on user privileges, see setprivileges(8).
The following option is supported:

-h Displays usage statement. When used with other options or
operands, an error occurs.

The following operand is supported:

devicepath Specifies an FRU of which the faulty flag is cleared. FRUs shown
below can be specified according to the system configuration.

m For SPARC M10-1:
/MBU

/MBU/MEM#x
x: an integer between 00A and 03A, between 10A and 13A,
between 00B and 03B, between 10B and 13B

/MBU /PClI#x/LINK
x: an integer between 0 and 2

/FAN#x
x: an integer between 0 and 6

/OPNL

/PSU#x
x:0or1l

/PSUBP
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m For SPARC M10-4/M10-4S (without crossbar box):

/BB#x/CMUL
x: an integer between 0 and 15
/BB#x/CMUL/MEM#y
x: an integer between 0 and 15, y: an integer between 00A
and 07A, between 10A and 17A, between 00B and 07B,
between 10B and 17B
/BB#x/CMUU
x: an integer between 0 and 15
/BB#x/CMUU/MEM#y
x: an integer between 0 and 15, y: an integer between 0 and
31
/BB#x/XBU#y
x: an integer between 0 and 15, y: 0 or 1
/BB#x/PSUBP
x: an integer between 0 and 15
/BB#x/OPNL
x: an integer between 0 and 15
/BBi#x/FANU#y
x: an integer between 0 and 15, y: an integer between 0 and 4
/BB#x/PSU#y
x: an integer between 0 and 15, y: O or 1
/BB#x/PSU#y /LINK
x: an integer between 0 and 15, y: 0 or 1

m For SPARC M10-4S (with crossbar box):

/ XBBOX#x /XBU#y
x: an integer between 80 and 83, y: an integer between 0 and
2
/XBBOX#x/XSCFU
x: an integer between 80 and 83
/XBBOX#x/XBBPU
x: an integer between 80 and 83

/ XBBOX#x /XSCFIFU
x: an integer between 80 and 83
/XBBOX#x/OPNL
x: an integer between 80 and 83
/ XBBOX#x/FANU#y
x: an integer between 80 and 83, y: an integer between 0 and
3
/ XBBOX#x /PSU#y
x: an integer between 80 and 83, y: 0 or 1
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EXTENDED
DESCRIPTION

clearstatus(8)

m For PCI Expansion unit:

/MBU/PCl#x/PCIBOX#y/10B
x: an integer between 0 and 2, y: last 4 digits of the serial
number of the PCI Expansion unit

/MBU /PCli#x/PCIBOX#y /FANBP
x: an integer between 0 and 2, y: last 4 digits of the serial
number of the PCI Expansion unit

/MBU /PCli#x /PCIBOX#y /FAN#z
x: an integer between 0 and 2, y: last 4 digits of the serial
number of the PCI Expansion unit, z: an integer between 0
and 2

/MBU/PCl#x/PCIBOX#y /PSU#z
x: an integer between 0 and 2, y: last 4 digits of the serial
number of the PCI Expansion unit, z: 0 or 1

/MBU/PCl#x/PCIBOX#y/LINKBD
x: an integer between 0 and 2, y: last 4 digits of the serial
number of the PCI Expansion unit

/BB#x /PCli#ty /PCIBOX#z/10B
x: an integer between 0 and 2, y: an integer between 0 and
10, z: last 4 digits of the serial number of the PCI Expansion
unit

/BB#x /PCl#y /PCIBOX#z/FANBP
x: an integer between 0 and 2, y: an integer between 0 and
10, z: last 4 digits of the serial number of the PCI Expansion
unit

/BB#x /PCl#y / PCIBOX#z / FAN#w
x: an integer between 0 and 2, y: an integer between 0 and
10, z: last 4 digits of the serial number of the PCI Expansion
unit, w: an integer between 0 and 2

/BB#x /PCli#ty /PCIBOX#z /PSU#w
x: an integer between 0 and 2, y: an integer between 0 and
10, z: last 4 digits of the serial number of the PCI Expansion
unit, w: 0 or 1

/BB#x /PCl#y /PCIBOX#z/LINKBD
x: an integer between 0 and 2, y: an integer between 0 and
10, z: last 4 digits of the serial number of the PCI Expansion
unit

m If you are to clear the link card of the PCI Expansion unit, confirm that the
following conditions are both satisfied before executing the clearstatus.

» The building block to which the target PCI Expansion unit is connected has
been built into the physical partition (PPAR)

= Power of that physical partition is on
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The clearstatus only makes the reservation to clear, and the fault flag is not
cleared. To clear the fault flag and build the FRU into system, it is necessary to
power off the PPAR and then power on again.

m If you are to clear a target other than the link card of the PCI Expansion unit,
confirm that the following conditions are both satisfied before executing the
clearstatus.

» The building block on which the target FRU is mounted has not been built
into the physical partition (PPAR)

» Power of that physical partition is off

The clearstatus only clears the fault flag and it is not to say that after the
clearance, the FRU is built into the system. To build the FRU into the system, it is
necessary to use the replacefru(8), turn off the system input power and then
turned on again, or start up PPAR.

m If you are to clear the CPU memory unit (CMUU or CMUL), the flag of the
subordinate memory (DIMM) is also cleared.

m Execute the clearstatus after disabled the write inhibit to FRUID-ROM. If the
write inhibit to FRUID-ROM is enabled, clear of the fault information of the FRU
is not performed.

m The Deconfigured status cannot be cleared by this command. The
Deconfigured status will be cleared automatically after the abnormality, the
root cause of the Deconfigured status, is resolved.

EXAMPLES EXAMPLE 1 Clears the fault flag of /BB#00/CMUL.

XSCF> clearstatus /BB#00/CMUL

EXAMPLE 2  Clears the fault flag of /MBU/PCI#0/PCIBOX#A3B5/IOB.

XSCF> clearstatus /MBU/PCI#0/PCIBOX#A3B5/IOB

EXIT STATUS | The following exit values are returned:

0 Successful completion.

>0 An error occurred.
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console(8)

console - Connects to the control domain console.

console [ [-g] -{y|n}] -p ppar_id [-£ | -] [-s escapeChar]

console -h

console is a command to connect from the XSCF shell to the control domain
console on the specified physical partition (PPAR).

There are two types of control domain consoles, RW console that is available for
inputs and outputs and RO console that is available only for reference. To one
PPAR, only one RW console can be connected, but more than one RO console can be
connected. If one RW console has been already connected, attempting to connect to
another RW console causes an error. Even in this case, if the user has platadm
privilege or pparadm privilege for the target PPAR, it can be connected to the RW
console forcibly. In this case, the RW console that is currently connected will be
disconnected.

To end the control domain console and return to the XSCF shell, press the [Enter]
key, and then enter "#" and "." (period).

Note — If you return to the XSCF shell from the domain console, or if you terminate
the XSCF shell, both without logging out of the domain, you will be automatically
logged out from the domain. At the same time, a termination signal might be sent
to any program that is running in the background on the domain console.

To execute this command, any of the following privileges is required.

platadm, platop, fieldeng Enables execution for all PPARs.

pparadm, pparmgr, pparop Enables execution for PPARs for which you have
access privilege.

For details on user privileges, see setprivileges(8).
The following options are supported.

-f Forcibly connects to an RW console. The RW console that is
currently connected will be disconnected. This can be specified
only by a user who has platadm privilege or pparadm privilege
for the target PPAR.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).
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EXTENDED
DESCRIPTION

EXAMPLES

-p ppar_id Specifies PPAR-ID of the PPAR to be connected. For ppar_id, only
one integer from 0 to 15 can be specified depending on the
system configuration.

-q Prevents display of messages, including prompt, for standard
output.

-r Connects to an RO console.

-s escapeChar Specifies an escape symbol. The default is "#." As escapeChar, any

of the following characters can be specified. Use the double
quotation marks (") to enclose the character.
H#n, n@n, n/\u, n&u, n?n, n>(.n’ H=||, H'n’ " | "

The specified escape symbol is enabled only in the session in
which console is executed.

n__n

-y Automatically responds to prompt with "y" (yes).

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

m In the domain console, "#" used for the first letter in the line is recognized as an
escape symbol. The escape symbol is specified for having the console perform a
special processing. The examples of combination available for specifying with "#"
are as shown below.

i S Outputs the status message.

"#' + "."(period) Disconnects the control domain console.

m To input "#" for the console at the beginning of the line, press the [#] key twice.

m To display the information about the control domain console that is currently
connected to the PPAR, use showconsolepath(8).

Example1  Connect to the RW console of PPAR-ID 0.
XSCF> console -p 0

Console contents may be logged.
Connect to PPAR-ID 0?[y|n] :¥

<<Contents of domain console input/output are displayed.>>

<<Pressing the [#] + [?] key combination outputs a status message.>>
console: read write mode.
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Example 2

console(8)

<<Pressing the [#] + [.] key combination exits from the control domain console.>>
exit from console.
XSCF>

escape symbol.
XSCF> console -p 1 -f -s "#"

Console contents may be logged.
Connect to PPAR-ID 1?[y|n] :¥

<<Contents of domain console input/output are displayed.>>

<<Pressing the [#] + [?] key combination outputs a status message.>>
console: read write mode.

<<Pressing the [#] + [.] key combination exits from the control domain console.>>
exit from console.
XSCF>

Example3  Connect to the RO console of PPAR-ID 2.

XSCF> console -p 2 -r

Console contents may be logged.
Connect to PPAR-ID 2? [y|n]l: ¥

<<Contents of domain console input/output are displayed.>>

<<Pressing the [#] + [?] key combination outputs a status message.>>
console: read only mode.

<<Pressing the [#] + [.] key combination exits from the control domain console.>>
exit from console.
XSCF>

The following exit values are returned.

Indicates normal end.

>0 Indicates error occurrence.

sendbreak (8), showconsolepath (8)

System Administration

Connect to the RW console of PPAR-ID 1 forcibly. At this time, specify "#" for
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deleteboard(8)

deleteboard - Releases the system board (PSB) from the physical partition (PPAR)
configuration.

deleteboard [ [-q] -{y|n}] [-£] [-v] [-c disconnect] [ [-m function=mode]...] psb
[ psb...]

deleteboard [ [-g] -{y|n}] [-£] [-v] -c unassign [ [-m function=mode]...] psb [
psb...]

deleteboard [ [-q] -{y|n}] [-£] -c reserve psb [ psb...]

deleteboard -h

deleteboard is a command to release a PSB from the PPAR configuration, in
which the PSB is currently incorporated.

deleteboard cannot be used on a SPARC M10-1/M10-4.

You can specify any of the following releasing methods depending on the
conditions after releasing the PSB.

disconnect Releases the PSB from the PPAR configuration and sets it to
assigned state. Because the PSB remains being assigned to the
PPAR configuration, you can incorporate it into the PPAR again
by restarting the PPAR or executing addboard(8).

unassign Releases the PSB completely from the PPAR configuration and
sets it to system board pool state. The PSB in system board pool
state can be incorporated or assigned to other PPAR
configuration.

reserve Does not release the PSB immediately from the PPAR
configuration but just reserves it for releasing. After it is
reserved, when the specified PPAR is stopped, the PSB is
released from the PPAR configuration and set in system board
pool state.

To execute this command, any of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).
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OPTIONS | The following options are supported.

-c disconnect Releases the PSB from the PPAR configuration and sets it to
assigned state. If you omit the -c option, -¢ disconnect is
assumed specified.

-c reserve Reserves the releasing of PSB. If you omit the -c option, -c
disconnect is assumed specified.

-c unassign Releases the PSB completely from the PPAR configuration and
sets it to system board pool state. If you omit the -c option, -c
disconnect is assumed specified.

-f Releases the specified PSB forcibly.

Caution — Releasing a PSB from PPAR forcibly by using the - £
option may lead to serious problems on a process to which the
CPU bound or on a process that is accessing to the device. For
this reason, we recommend that users do not use the -f option
during normal operation. If you specify the - £ option, be sure to
check the conditions of PPAR and business processes.

-h Displays the usage. Specifying this option with another option
or operand causes an error.
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-m function=mode Set up the operation mode and its value. Specify the operation
mode to function. Any of the following can be specified.

unbind

Set up the operation mode when the resources are
insufficient at the destination to which a logical domain that
uses the resources of the PSB that is to be detached, is

migrated.

If resources are insufficient at the destination, execute any of

the following:

» Sufficient resources must be secured at the destination by
deleting the resources from the logical domain whose
resources are to be migrated, or from any other logical
domains inside the PPAR.

s Sufficient resources must be secured at the destination by
shutting down any logical domain inside the PPAR.

When unbind is specified to function, any of the following can
be specified to mode. The default is none.

none

resource

shutdown

Do not secure resources at the destination.
The deleteboard will produce an error if
resources are insufficient. This option cannot
be specified while the PPAR is running in
factory-default state. If an error is produced,
it is necessary to use the virtual DR feature
of Oracle VM Server for SPARC to remove
CPU cores or memory from logical domains.

Secure resources at the destination by
deleting resources from the logical domain
whose resources are to be migrated. or any
other logical domains inside the PPAR.
None of the logical domains is shut down to
secure resources at the destination.

Secure resources at the destination by
deleting resources from the logical domain
whose resources are to be migrated or from
any other logical domains inside the PPAR.
If resources were not secured, any of the
logical domains inside the PPAR will shut
down to secure resources at the destination.

-n Automatically responds to prompt with "n" (no).
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OPERANDS

EXTENDED
DESCRIPTION

%

Th

Prevents display of messages, including prompt, for standard
output.

Show the detailed progress report of the processing of PSB
detachment. Ignored when executed along with the -a.

n__n

Automatically responds to prompt with "y" (yes).

e following operands are supported.

psb Specifies the PSB number of the PSB to be released. You can

make multiple specifications by separating them with spaces.
The specification format is below.

xy
X Specifies an integer from 00 to 15.
y It is fixed to 0.

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

If you specify -c disconnect while the PPAR is stopped or if the PSB has
already been released from the PPAR configuration, no processing is performed.
Also while the PPAR is in starting process or in stopping process, it causes an
€rror.

If you specify -c unassign even while the PPAR is stopped or the PSB has
already been released from the PPAR configuration, the PSB is switched from the
assigned state to the system board pool state. If the PSB has already been in the
system board pool state, no processing is performed. While the PPAR is in
starting process or in stopping process, it causes an error.

If you specify -c reserve while the PPAR is stopped or the PSB has already
been released from the PPAR configuration, the PSB is switched immediately
from the assigned state to the system board pool state. If the PSB has already
been in the system board pool state, no processing is performed.

When a PSB is released, the hardware resources on the PSB are released from the
Oracle Solaris. Therefore, it may take time to execute the command.

The PSB assigned state is the state that the PSB is reserved for incorporating to
the specified PPAR. By restarting the PPAR or executing addboard(8), the PSB is
incorporated. You cannot incorporate or assign the PSB that has already been
assigned to any other PPAR.

The system board pool is the state that the PSB does not belong to any PPAR.
Because the PSB in system board pool state does not belong to any PPAR, you
can assign or incorporate it freely as long as it is defined in PCL.
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Even if the PPAR is not running, you can execute this command. However, to
execute this command with specifying -c unassign or -c¢ disconnect while
the PPAR is running, the Logical Domains (LDoms) Manager needs to be
running.

When the PPAR is running in the factory-default state, an error is produced if -m
unbind=none is specified. When the PPAR is running in the factory-default
state, specify either -m unbind=resource or -m unbind=shutdown.

If the PPAR DR feature is disabled, deleteboard -c unassign or
deleteboard -c disconnect cannot be executed when the PPAR is running.
Please refer to setpparmode(8) and showpparmode(8) for details on the PPAR
DR feature.

If CPU Activation error occurs in a PPAR, deleteboard -c unassign or
deleteboard -c disconnect cannot be executed when the PPAR is running.

EXAMPLE 1  Put PSB00-0, 01-0, 02-0, 03-0 in the system board pool (execute the following

command when the PPAR is powered off)..

XSCF> deleteboard -c unassign 00-0 01-0 02-0 03-0

PSB#00-0 will be unassigned from PPAR immediately. Continue?[y|n]
PSB#01-0 will be unassigned from PPAR immediately. Continue?[y|n]
PSB#02-0 will be unassigned from PPAR immediately. Continue?[y|n]
PSB#03-0 will be unassigned from PPAR immediately. Continue?[y|n]

EXAMPLE2 Reserve the PSBs 00-0, 01-0, 02-0, and 03-0 for releasing.

XSCF> deleteboard -c reserve 00-0 01-0 02-0 03-0
PSB#00-0 will be unassigned from PPAR after the PPAR restarts.
Continue?[y|n] :¥

PSB#00-0 will be unassigned from PPAR after the PPAR restarts.
Continue?[y|n] :y

PSB#00-0 will be unassigned from PPAR after the PPAR restarts.
Continue?[y|n] :¥

PSB#00-0 will be unassigned from PPAR after the PPAR restarts.
Continue?[y|n] :¥

EXAMPLE 3 Put PSB01-0 in the system board pool (execute the following command when

the PPAR is powered off)
XSCF> deleteboard -c configure -p 0 01-0
PSB#01-0 will be configured into PPAR-ID 0. Continue?[y|n] :¥

Start connecting PSB to PPAR. [3600sec]

Connected PSB to PPAR.
Start configuring PSB to Logical Domains (LDoms) Manager. [1800sec]

Configured PSB to Logical Domains (LDoms) Manager.
Operation has completed
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO addboard (8), replacefru (8), setpcl (8), setupfru (8), showboards (8),
showpcl (8), showfru (8), showpparstatus (8)
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deletecodactivation(8)

deletecodactivation - Deletes the CPU Activation key from the system.

deletecodactivation [-f][ [-g] -{y|n}] -1 key-index

deletecodactivation -h

deletecodactivation is a command to delete the specified CPU Activation key
from the SPARC M10 Systems.

Note — For details on the CPU Activation key, see the Fujitsu M10/SPARC M10
Systems System Operation and Administration Guide.

The system checks the number of CPU Activations and the number of CPU core
resource that is allocated to a physical partition (PPAR). If deleting a CPU
Activation key results in the number of CPU Activations being lower than the
assigned number of CPU core resource, the CPU Activation key is not deleted from
the system. To delete the CPU Activation key in this case, you need to reduce the
assigned number of CPU core resource. Use setcod(8) to change the assigned
number of CPU Activations.

To execute this command, platadm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-f Deletes the specified CPU Activation key forcibly from the system.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

-1 key-index Specifies the administration number of the CPU Activation key to
be deleted from the system. Use showcodactivation(8) to check
the administration number.

-n Automatically responds to prompt with "n" (no).

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press the
[n] key.

EXAMPLE 1  Delete the CPU Activation key with the administration number 10.

XSCF> deletecodactivation -i 10
Above Key will be deleted, Continue?[y|n]:¥y
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO deletecodactivation (8), setcod (8), showcod (8), showcodactivation (8),
showcodactivationhistory (8), showcodusage (8)
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deletepowerschedule(8)

deletepowerschedule - Deletes a schedule for powering on/off the automatic power
control system (APCS).

deletepowerschedule [ [-q] -{y|n}] {-rid|-p ppar_id|-a}

deletepowerschedule -h

deletepowerschedule is a command to delete a schedule for powering on/off
the APCS.

To execute this command, either of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).

The following options are supported.

-a Deletes all the schedule data.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).

-p ppar_id Specifies PPAR-ID for deleting a schedule. Depending on the

system configuration, you can specify an integer from 0 to 15 for
ppar_id. All the schedules which are set to the specified PPAR-ID
are deleted.

-q Prevents display of messages, including prompt, for standard
output.
-rid Specifies the schedule data to be deleted. You can check id by

using showpowerschedule(8).

non

-y Automatically responds to prompt with "y" (yes).

m By using showpowerschedule(8), you can check the contents of the currently
set schedule.

m Use addpowerschedule(8) to set a schedule.
m Specifying non-existent ppar_id or id, or invalid option causes an error.

m The schedule data which has been set by using addpowerschedule -a to cover
all PPAR will not be deleted by deletepowerschedule -p ppar_id.

System Administration 83



deletepowerschedule(8)

84

EXAMPLES

EXIT STATUS

SEE ALSO

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

EXAMPLE 1 Delete all the schedules set to PPAR-ID 1.
XSCF> deletepowerschedule -p 1

PPAR-ID 1 Power schedule will be deleted, Continue?[y|n]:¥
XSCF>

EXAMPLE 2 Delete the schedule set to the schedule ID 3.

XSCF> deletepowerschedule -r 3
ID 3 Power schedule will be deleted, Continue?[y|n]:¥
XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

addpowerschedule (8), setpowerschedule (8), showpowerschedule (8)
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deleteuser(8)

deleteuser - Deletes an XSCF user account.

deleteuser user

deleteuser -h

deleteuser is a command to delete an XSCF user account.

Executing deleteuser deletes the user account and all the data associated with
the user account, such as a password and a public key for Secure Shell (SSH).

When you delete a user account, the XSCF shell and the XSCF Web session which
are being executed on the deleted user account end at the same time. Because the
user account is deleted from the system, you cannot use the user account for login.
You cannot delete the user account that is currently used for login.

To execute this command, useradm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

The following operands are supported.

user Specifies the XSCF user account to be deleted.

EXAMPLE 1  Delete an XSCF user account.

XSCF> deleteuser jsmith

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

adduser (8), disableuser (8), enableuser (8), showuser (8)
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deletevbootcerts(8)

deletevbootcerts - Deletes X.509 public key certificates used for performing Verified
Boot of Oracle Solaris.

deletevbootcerts -p ppar_id [-£] [ [-q] -{y|n}] -1 index

deletevbootcerts -h

The deletevbootcerts command deletes X.509 public key certificates registered
to physical partitions (PPAR) that are used for performing Verified Boot of Oracle
Solaris.

The deletevbootcerts command can only delete the certificates that are added
by users using the addvbootcerts(8), but not the certificates pre-installed in the
system. Moreover, the certificates that are to be deleted, must be configured
beforehand so that they are not used by Verified Boot. Configuration information
can be confirmed by the showvbootconfig(8).

To execute this command, either of the following privileges is required.

platadm Enables execution for all PPARs.
pparadm Enables execution for PPARs for which you have administration
privilege.

For details on user privileges, see setprivileges(8).

The following options are supported.

-f Forcibly deletes the specified X.509 public key certificates from a
PPAR.
-1i index Specifies the management number of the X.509 public key

certificate that is to be deleted. Management numbers from 1
through 5 can be allotted. Management numbers can be
confirmed by the showvbootcerts(8).

-n Automatically responds to prompt with "n" (no).

-p ppar_id Specifies the PPAR-ID of the PPAR whose X.509 public key
certificates are to be deleted.

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).

-h Displays the usage. Specifying this option with another option

or operand causes an error.

EXAMPLE 1  Delete the X.509 public key certificate that is registered with management

System Administration 87



deletevbootcerts(8)

number 1 to PPAR-ID 0.

XSCF> deletevbootcerts -p 0 -i 1
Index 1, CUSTOM_CERT_1 will be deleted from PPAR-ID O,
Continue?[y|n]:¥y

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO addvbootcerts (8), setvbootconfig (8), showvbootcerts (8), showvbootconfig (8)
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diagxbu(8)

diagxbu - Diagnose crossbar cable and crossbar unit (XBU).

diagxbu [ [-q] -{y|n}] -b bb_id -t target_bb [-t target_bb...]
diagxbu [ [-q] -{y|n}] -b bb_id -p ppar_id
diagxbu -h

diagxbu is a command to to diagnose a crossbar unit or cables which are
connected to a crossbar unit, that is mounted on a SPARC M10-4S chassis or
crossbar box.

The crossbar unit is mounted on SPARC M10-4S or a crossbar box, connected with a
crossbar cable. The diagxbu conducts diagnosis by checking whether the
connections between SPARC M10-4S chassis, connected by crossbar cables, are
being properly established. To execute diagxbu, specifying SPARC M10-4S to be
diagnosed, and SPARC M10-4S to be communicated are required.

SPARC M10-4S to be diagnosed can be specified with -b bb_id. To start the
diagnosis, the system board (PSB) on SPARC M10-4S must be in system board pool,
or powered off.

Any of the following SPARC M10-4S should be specified, according to the status of
PSB on SPARC M10-4S, as the communication target.

m When a PSB is in the system board pool, or its power is off, specify SPARC M10-
4S5 by -t target_bb.

m Several SPARC M10-4S chassis can be specified as the target of -t target_bb.
In such a case, PSBs on SPARC M10-4S must not be incorporated in PPARs, or
such PPARs should be in a powered off state.

m When a PSB is running on a physical partition (PPAR), specify PPAR by -p
ppar_id. Only one -p ppar_id can be specified. At this time, the PPAR must be in
a powered on state.

This command is not supported on SPARC M10-1 and SPARC M10-4.

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).
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OPTIONS

EXTENDED
DESCRIPTION

The following options are supported.

-b

-t

bb_id Specifies BB-ID of a SPARC M10-4S to diagnose. For bb_id,
integer 0-3 can be specified on SPARC M10-4S (without a
crossbar box), and 0-15 can be specified on SPARC M10-4S
(with a crossbar box). It can be used along with -t or -p.

Displays the usage. Specifying this option with another
option or operand causes an error.

Automatically responds to prompt with "n" (no).

ppar_id Specifies the PPAR-ID of the PPAR on which the destination
SPARC M10-4S is running. ppar_id can be specified with an
integer 0-15 depending on the system configuration.

Prevents display of messages, including prompt, for
standard output.

target_bb Specifies BB-ID of the target SPARC M10-4S. For bb_id,
integer 0-3 can be specified on SPARC M10-4S (without a
crossbar box), and 0-15 can be specified on SPARC M10-4S
(with a crossbar box).

n__n

Automatically responds to prompt with "y" (yes).

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

An error occurs when a PSB on SPARC M10-4S specified with -b bb_id or -t
target_bb is in one of the following statuses.

» Being included in a PPAR and this PPAR is running.

» Being included in a PPAR and this PPAR is at OpenBoot PROM of the booting
process.

» Being included in a PPAR and this PPAR is being powered on, powered off, or
in the resetting process.

s addboard(8) and deleteboard(8) are in execution for PSB.

An error occurs when a PPAR specified with -p ppar_id is in one of the following
states.

= No PPAR exists.
= PPAR is not running.
An error occurs when testsb(8) or diagxbu(8) is being performed.

Diagnosis is terminated when [Ctrl]+[C] has been entered while executing
diagnosis of a crossbar cable or a crossbar unit.
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Diagnosis of the crossbar unit cannot be executed on a system which consists
only one SPARC M10-4S chassis.

Diagnosis target and connection target SPARC M10-4S chassis and PPAR is
selected in the following ways:

= Diagnosing crossbar boxes

After replacing or adding a crossbar box, use the following procedure to
diagnose whether connections using crossbar boxes are properly established.
1. Execute the showboards -a command and check that power is turned off

(the "Pwr" column shows "n" and the "Test" column does not show "Testing")
and the "Fault" column shows "Normal" in all the PSBs.

2. Among the PSBs in 1., select the SPARC M10-4S chassis that is to be
diagnosed and specify all the other PSBs as the target of connection to execute
the diagxbu.

To conduct diagnosis with the above procedure, at least two PSBs , whose
power has been turned off and the "Fault" column in the output of the
showboards -acommand shows "Normal", is necessary. If there are no more
than one such PSBs or if there are no PPARs which should be powered off
before replacing crossbar boxes, conduct diagnosis by specifying a running
PPAR as follows. In such a case, the target SPARC M10-4S chassis and PPAR is
to be selected in the following way.

[In case the diagnosis target crossbar box is XBBOX#80 or XBBOX#81]

There must be at least two BB-IDs with the range of 0 to 11 among the BB-IDs
included in PPAR (specified by the -p) and the BB-IDs which are specified by
the -b.

[In case the diagnosis target crossbar box is XBBOX#82 or XBBOX#83]

There must be at least one BB-ID within the range of 0 to 11 among the BB-IDs
included in PPAR (specified by the -p) and at least one BB-ID within the
range of 12 to 15 among the BB-IDs which are specified by the -b.

However, it is not possible to conduct diagnosis on crossbar boxes if there is
no powered off PSBs or if the system is comprised with only one SPARC M10-
4S chassis.

» Diagnosing SPARC M10-4S chassis

After replacing or adding a SPARC M10-4S chassis, execute any of the
following procedures to diagnose whether connections using SPARC M10-4S
chassis is properly established.

- If there is a plan to add in a configured PPAR, execute diagxbu by
specifying that PPAR-ID with the -p and the target BB-ID with the -b.

System Administration 91



diagxbu(8)

92

EXAMPLES

- In case of a PPAR, which has been planned to be added and the
configuration has been determined but the PPAR has not yet constructed ,
execute the diagxbu with the -b, whose parameter is the BB-ID of the
constituent SPARC M10-4S chassis that is to be diagnosed; all the other
SPARC M10-4S chassis is to be specified with the -t.

- In case of a PPAR, which has been planned to be added, check the status of
all the PSBs with the showboards -a and if any PSB is in a powered off state
(the "Pwr" column shows "n" and the "Test" column does not show "Testing")
and the "Fault" column shows "Normal", use any of their BB-ID with the -t ,
but if there are no such PSBs, use any of the PPAR-IDs with the -p when
executing the diagxbu.

EXAMPLE 1 Diagnosing the crossbar cable that connects BB-ID 0 and BB-ID 1, and the
crossbar unit. (In this case diagnosis completed successfully.)

XSCF> diagxbu -b 0 -t 1
XBU diagnosis is about to start, Continue?[y|n] :¥
Power on sequence started. [7200sec]

O..... 30..... 60..... 90..... 120end
XBU diagnosis started. [7200sec]
0..... 30..... 60..... 90..... 120end
Power off sequence started. [1200sec]
O..... 30..... 60..... 90..... 120end
completed.
*Note*

Please confirm the error of XBU by "showlogs error".
In addition, please confirm the degraded of XBU by "showstatus".

EXAMPLE 2 Diagnosing the crossbar cable and the crossbar unit that connects PPAR-ID 0
and BB-ID 1. (In this case diagnosis completed successfully.)

XSCF> diagxbu -b 1 -p 0
XBU diagnosis is about to start, Continue?[y|n] :¥
Power on sequence started. [7200sec]

0..... 30..... 60..... 90..... 120end
XBU diagnosis started. [7200sec]
O..... 30..... 60..... 90..... 120end
completed.
Power off sequence started. [1200sec]
O..... 30..... 60..... 90..... 120end
completed.
*Note*

Please confirm the error of XBU by "showlogs error".
In addition, please confirm the degraded of XBU by "showstatus".

EXAMPLE 3 Diagnosing the crossbar cable that connects PPAR-ID 0 and BB-ID 1, or cross-
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diagxbu(8)

bar unit. (The case where an error has been detected in the diagnosis.)

XSCF> diagxbu -b 1 -p 0
XBU ddiagnosis is about to start, Continue?[y|n] :¥
Power on sequence started. [7200sec]

0..... 30..... 60..... 90..... 120end
completed.
Power off sequence started. [1200sec]
0..... 30..... 60..... 90..... 120end
completed.

A Hardware error occurred by XBU diagnosis.

*Note*
Please confirm the error of XBU by "showlogs error".
In addition, please confirm the degraded of XBU by "showstatus".

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

showlogs (8), showstatus (8), testsb (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

OPERANDS

EXAMPLES

EXIT STATUS

SEE ALSO

disableuser(8)

disableuser - Disables an XSCF user account.

disableuser user

disableuser -h

disableuser is a command to disable an XSCF user account.

This does not affect the session that you currently log in. The disabled user account
cannot be used for the next and later login. This setting is applied not only to the
Secure Shell (SSH) but also to the console connected in serial or in Telnet
connection. A login to XSCF Web is also disabled.

All the data associated to the disabled user account such as a password or SSH key
are stored in XSCF. Using enableuser(8) enables the disabled user again.

To execute this command, useradm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

The following operands are supported.

user Specifies the XSCF user account to be disabled.

EXAMPLE 1 Disable an XSCF user account.

XSCF> disableuser jsmith

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

adduser (8), deleteuser (8), enableuser (8), showuser (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

dumpcodactivation(8)

dumpcodactivation - Saves the CPU Activation key in a file.

dumpcodactivation [-v] [-V][[-q] -{y|n} ] [-e [-P password]] [-u user] [-p
proxy [-t proxy_type]l url

dumpcodactivation -h

dumpcodactivation is a command to save the CPU Activation key, which is set
for XSCF, to the specified file.

The CPU Activation key which is saved to the file can be restored to XSCF, by using
the restorecodactivation(8).

To execute this command, any of the following privileges is required.
platadm, platop, fieldeng

For details on user privileges, see setprivileges(8).
The following options are supported.

-e Encrypts a file. You can specify a password using -P password. If
you omit -P password, it displays a prompt for password entry.
When you encrypt and save the CPU Activation key, you need a
password for restoring it. If you lose the password, the CPU
Activation key cannot be restored.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).

-P password Sets a password for encryption. Specify it with the -e option. If

you omit the -P option, a prompt for setting a password
appears. You can specify this using up to 128 characters.

-p proxy Specifies the proxy server to use for transfer. If you omit -t
proxy_type, the default proxy type is http. Specify proxy in
servername:port format.

-q Prevents display of messages, including prompt, for standard
output.

-t proxy_type Specifies the proxy type. Specify it with the -p option. You can
specify any of http, socks4, and socks5. The default is http.

-u user Specifies your user name when logging in to remote FIP or
HTTP server requiring authentication. The command will
display a prompt for password entry. You can specify this using
up to 127 characters.
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OPERANDS

EXTENDED
DESCRIPTION

EXAMPLES

EXIT STATUS

SEE ALSO

-v Displays detailed information. This option is used to diagnose
server problems.

Y Displays detailed network activities. This option is used to
diagnose network and server problems.

n__n

-y Automatically responds to prompt with "y" (yes).

The following operands are supported..

url Specifies URL to be the destination of saving the CPU Activation
key. The following types of format are supported.

http: //server[:port]/path/file
https: //server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press the
[n] key.

CPU Activation key can only restore the data that was saved from a system with
the same system serial number.

EXAMPLE 1 Save the CPU Activation key on the USB device.

XSCF> dumpcodactivation -v -V file:///media/usb_msd/cpukey.cfg

reading database ... ... e e e *done
creating temporary file ... done
starting file transfer ...transfer from ’/ssd/dumpcodactivation.mAulel’ to

'file:///media/usb_msd/cpukey.cfg’
* Closing connection #0

done

removing temporary file ... done
operation completed

XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

dumpconfig (8), restorecodactivation (8)

98 Fujitsu M10/SPARC M10 Systems XSCF Reference Manual ¢ Last Revised December 2015



NAME

SYNOPSIS

DESCRIPTION

dumpconfig(8)

dumpconfig - Saves the XSCF configuration information in a file.

dumpconfig [-v] [-V] [[-q] -{y|n} ] [-e [-P password]] [-c comment] [-u user]
[-p proxy [-t proxy_typell url

dumpconfig -h

dumpconfig is a command to save the XSCF configuration information in the
specified file.

The following are regarded as the XSCF configuration information.

m System specific information

System specific information of each system includes the following information
on the place of installation or network information etc.

NTP: NTP configuration

Altitude configuration

Power capping: power capping configuration

Power supply scheduling: power supply scheduling configuration

Remote Power Management (RCIL): Remote Power Management
configuration, Remote Power Management group configuration

XSCF network: take-over IP address, SSCP, host name, domain name, routing,
DNS configuration, IP packet filtering rules

SSH/Telnet service: SSH service configuration, Telnet service configuration,
hot public key, user public key, timeout value

HTTPS service: HTTPS service configuration, certification authority, web
server private key, web server certificate

Remote maintenance service configuration information: REMCS configuration

CPU activation information: CPU activation key, CPU core resource
information

Logical domain configuration information: logical domain configuration,
startup reservation information

OpenBoot PROM environment variable configuration information: Oracle
Solaris/OpenBoot PROM configuration

Verified Boot: Information of X.509 public key certificates used for performing
Verified Boot of Oracle Solaris

Remote storage: Connection settings to remote storage

m System common information

System common information includes the following information that are used
among systems.
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Privileges

User administration: user account, password policy, password, user privilege,
lockout feature

Audit: audit configuration

Time: time zone, daylight saving time

Warm-up operation time: warm-up operation time configuration

Dual power feed: dual power feed configuration

Air conditioning wait time: wait time before the system startup configuration

Direct I/O function: enable/disable direct I/O function to PCI card mounted
on a PCI expansion unit

SSH/Telnet service: timeout value

LDAP service: LDAP client, enable/disable LDAP

Active Directory service: Active Directory client

LDAP over SSL service: LDAP over SSL client

Mail notification: SMTP configuration, mail notification function

SNMP: SNMP agent, trap host, v3 trap host, User-based Security Model
(USM) management information, View-based Access Control Model (VACM)
management information

System Board configuration: memory mirroring

Remote maintenance service configuration information: ASR feature (enable/
disable service tag)

Physical partition configuration information: allocation status of physical
partitions in PSB, configuration policy, I/O nullification option

Physical partition mode configuration

OpenBoot PROM environment variable configuration information: XSCF
configuration

Using restoreconfig(8) enables restoration of the saved configuration
information to XSCF. Please refer to restoreconfig(8) for details on the XSCF
configuration information that will be restored.

The XSCF configuration information file is a file in which the XSCF configuration
information is saved in the base64 encoded text format. Users can specify any name
for this file. This file is encrypted by specifying the -e option.

To execute this command, any of the following privileges is required.
platadm, platop, fieldeng

For details on user privileges, see setprivileges(8).
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dumpconfig(8)

The following options are supported.

-c comment

-n

-P password

-p proxy

-g

-t proxy_type

Sets a comment in the file. If there are several piece of the saved
XSCF configuration information, this can be used for
categorizing the files. The comment will not be loaded into the
XSCF at restoration.

Specify comment using up to 132 characters. You can use
alphanumeric characters, double quotation marks ("), and
spaces. Alphabets are case-sensitive. To use spaces, enclose the
entire comment in double quotation marks. No special
characters are available.

An example of a comment is shown below.
-c "This is a valid comment"

Because spaces are used in the comment without enclosed in
double quotation marks, the following example is incorrect.
-c This is an invalid comment

Because it includes unavailable special characters, the following
example is incorrect.
-¢ "This! is @invalid"

Encrypts a file. You can specify a password using -P password. If
you omit - P password, it displays a prompt for password entry.
When you encrypt and save the XSCF configuration information,
you need a password for restoring it. If you lose the password,
the XSCF configuration information cannot be restored.

Displays the usage. Specifying this option with another option
or operand causes an error.

Automatically responds to prompt with "n" (no).

Sets a password for encryption. Specify it with the -e option. If
you omit the -P option, a prompt for setting a password
appears. You can specify this using up to 128 characters.

Specifies the proxy server to use for transfer. If you omit -t
proxy_type, the default proxy type is http. Specify proxy in
servername:port format.

Prevents display of messages, including prompt, for standard
output.

Specifies the proxy type. Specify it with the -p option. You can
specify any of http, socks4, and socks5. The default is http.
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OPERANDS

EXTENDED
DESCRIPTION

EXAMPLES

-u user

%

Specifies your user name when logging in to remote FTP or
HTTP server requiring authentication. The command will
display a prompt for password entry. You can specify this using
up to 127 characters.

Displays detailed information. This option is used to diagnose
server problems.

Displays detailed network activities. This option is used to
diagnose network and server problems.

n_n

Automatically responds to prompt with "y" (yes).

The following operands are supported..

url

Specifies URL to be the destination of saving the XSCF
configuration information. The following types of format are
supported.

http: / /server[:port]/path/file
https://server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press the

[n] key.

Note — If XSCF configuration information which was saved by dumpconfig, is
restored by restoreconfig(8) on the same chassis or on a different chassis,
confirm that the XSCF configuration information has been properly restored.

EXAMPLE 1

Save the XSCF configuration information on the USB device.

XSCF> dumpconfig -v -V file:///media/usb_msd/system.cfg

file '/media/usb_msd/system.cfg ' already exists

Do you want to overwrite this file? [y|n]l: ¥

reading database ... ... e e e e *done
creating temporary file ... done

starting file transfer ...transfer from '/ssd/dumpconfig.mAuleL' to

'file:///media/usb_msd/system.cfg '
* Closing connection #0

done

removing temporary file ... done
operation completed

XSCF>

102  Fujitsu M10/SPARC M10 Systems XSCF Reference Manual ¢ Last Revised June 2016



dumpconfig(8)

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO dumpcodactivation (8), restoreconfig (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

OPERANDS

EXAMPLES

EXIT STATUS

SEE ALSO

enableuser(8)

enableuser - Enables an XSCF user account.

enableuser user

enableuser -h

enableuser is a command to enable the disabled XSCF user account.

The enabled user account becomes available for login to the console by using Secure
Shell (SSH). Using enableuser enables the account that is disabled by using
disableuser(8).

To execute this command, useradm privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

The following operands are supported.

user Specifies the XSCF user account to be enabled.

EXAMPLE 1 Enable a user account.

XSCF> enableuser jsmith

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

adduser (8), deleteuser (8), disableuser (8), showuser (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

flashupdate(8)

flashupdate - Updates the firmware.

flashupdate -c check -m {xcp |xscf} -s version
flashupdate [ [-q] -{y|n}] -c update -m {xcp |xscf} [-£f] -s version
flashupdate -c sync

flashupdate -h

flashupdate is a command to update the firmware.

This command updates the following firmware. By specifying -c check, you can
check the availability of update in advance.

m Updating the entire XSCF Control Package (XCP) (XSCF firmware, Hypervisor
firmware, OpenBoot PROM firmware, and Power-On Self-Test (POST) firmware)

m Updating XSCF firmware only

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

-c check Checks whether or not the specified firmware can be updated.

-c update Updates the specified firmware. When the system is in the
multi-XSCF configuration, all XSCFs are updated at the same
time.

-c sync When the system is in multi-XSCF configuration, this option

matches the version of each XSCF firmware. It is used when the
FRU including XSCF is replaced.

-f To update the firmware to the specified version, it is overwritten
even if the same version has already been written.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-m XCp Targets the entire XCP. Specify this option to check, register, and
update the firmware.

-m xscf Targets the XSCF firmware. Specify this option to check or
update the firmware.

-n Automatically responds to prompt with "n" (no).

-q Prevents display of messages, including prompt, for standard
output.
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-s version Specifies the firmware version for checking, registering, or
updating the firmware. version specifies the major version and
minor version in decimal. This can be specified using the
following format.

xxyy
xx Major version
yy Minor version
-y Automatically responds to prompt with "y" (yes).

EXTENDED | m When you execute the command, a prompt to confirm whether to execute it with

DESCRIPTION the specified contents is displayed. To execute, press the [y] key. To cancel, press

108

the [n] key.

m When XCP or XSCF firmware is updated, the XSCF is reset. Therefore, while the
XSCEF is in LAN connection, it is once disconnected.

m If there is any faulty Field Replaceable Unit (FRU), the firmware cannot be
updated. Correct the fault of FRU before updating it.

m From XCP 2050 onwards, when firmware update is completed, the master XSCF
and XSCF in the standby status is automatically switched.

m Do not execute the switchscf(8) when running the flashupdate.
m The -m xscf option is used when updating only the XSCF firmware.

EXAMPLES EXAMPLE 1 Confirm whether or not the firmware can be updated to Version 0101.

XSCcrF> flashupdate -c check -m xcp -s 0101

EXAMPLE 2 Update the firmware from Version 0101 to Version 0102.

XSCF> flashupdate -c update -m xcp -s 0102
The XSCF will be reset. Continue? [y|n] :¥
XCP update is started. [2400sec]

0..... 30..... 60..... 90..... 120..... 150..... 180..... 210..... 240..... -
270..... 300..... 330..... 360..... 390..... 420..... 450..... 480..... 510.....
540..... 570..... 600

EXAMPLE 3 Update the XSCF firmware from Version 0101 to Version 0102.

XSCF> flashupdate -c update -m xscf -s 0102
The XSCF will be reset. Continue? [y|n] :¥
XCP update is started. [2400sec]

0..... 30..... 60..... 90..... 120..... 150..... 180..... 210..... 240..... -
270..... 300..... 330..... 360..... 390..... 420..... 450..... 480..... 510.....
540..... 570..... 600
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO version (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

getflashimage(8)

getflashimage - Downloads an XSCF Control Package (XCP) image file.

getflashimage [-v] [ [-q] - {v|n}] [-u user] [-p proxy [-t proxy_typel] url
getflashimage -1
getflashimage [ [-ql -{Y|1’1}] [-d]

getflashimage -h

getflashimage is a command to download an XCP image file used for
flashupdate(8).

If there are two or more older versions of XCP image files on the XSCF unit, the
oldest version of XCP image file will be removed after a file of new version is
downloaded. After the image file is downloaded successfully, the correctness of the
file is verified, and the MD5 checksum value is displayed.

To execute this command, platadm or £ieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported..

-d Deletes all the older versions of the XCP image file on the
service processor.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-1 Displays the list of the XCP image files on the service processor.

-n Automatically responds to prompt with "n" (no).

-p proxy Specifies the proxy server to use for transfer. If you omit -t

proxy_type, the default proxy type is http.Specify proxyin
servername:port format.

-q Prevents display of messages, including prompt, for standard
output.

-t proxy_type Specifies the proxy type. Specify it with the -p option. You can
specify any of http, socks4, and socks5. The default is http.

-u user Specifies your user name when logging in to remote FTP or
HTTP server requiring authentication. The command will
display a prompt for password entry.

-v Displays detailed information. This option is used to diagnose
network and server problems.

non

-y Automatically responds to prompt with "y" (yes).
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OPERANDS | The following operands are supported..

url Specify URL for downloading the firmware image. The
following types of format are supported.

http: / /server[:port]/path/file
https: //server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

file is replaced with any of the following values.

BBXCPvovvv. tar.gz
PCIBOXvovvo. tar.gz

Also, vvvv is replaced with the version number consisting of
four characters.

Extended | When you execute the command, a prompt to confirm whether to execute it with
description | the specified contents is displayed. To execute, press the [y] key. To cancel, press the
[n] key.

EXAMPLES EXAMPLE1 Download an image file from the HTTP server.

XSCF> getflashimage http://imageserver/images/BBXCP2070.tar.gz
OMB received
1MB received
2MB received

88MB received

89MB received

90MB received
Download successful: 92977 Kbytes in 52 secs (1770.387 Kbytes/sec)
Checking file...
MD5: e619e6dd367c888507427e58cdb8e0al

EXAMPLE2 Download an image file from the FTP server.

XSCF> getflashimage ftp://imageserver/images/BBXCP2070.tar.gz
OMB received
1MB received
2MB received

88MB received

89MB received

90MB received
Download successful: 92977 Kbytes in 52 secs (1770.387 Kbytes/sec)
Checking file...
MD5: e619e6dd367c888507427e58cdb8elal
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EXAMPLE3 Download an image file by using the HTTP proxy server with port number
8080.

XSCF> getflashimage -p proxyserver:8080 http://imageserver/images/
BBXCP2070.tar.gz

OMB received

1MB received

2MB received

88MB received

89MB received

90MB received
Download successful: 92977 Kbytes in 52 secs (1770.387 Kbytes/sec)
Checking file...
MD5: e619e6dd367c888507427e58cdb8ela2

EXAMPLE 4 Download the image file by using the user name and its password.

XSCF> getflashimage -u jsmith http://imageserver/images/
BBXCP2070.tar.gz
Password: [not echoed]

OMB received

1IMB received

2MB received

88MB received

89MB received

90MB received
Download successful: 92977 Kbytes in 52 secs (1770.387 Kbytes/sec)
Checking file...
MD5: e619e6dd367c888507427e58cdb8ela3

EXAMPLE5 Download an image file from the USB memory stick.

XSCF> getflashimage file:///media/usb_msd/images/BBXCP2070.tar.gz
OMB received
1MB received
2MB received

88MB received

89MB received

90MB received
Download successful: 92977 Kbytes in 52 secs (1770.387 Kbytes/sec)
Checking file...
MD5: e619e6dd367c888507427e58cdb8ela3

EXAMPLE 6 Download the image file from the FIP server with the -v option.

XSCF> getflashimage -v ftp://imageserver/images/BBXCP2070.tar.gz
Free space: 423MB

transfer from 'ftp://imageserver/images/BBXCP2070.tar.gz' to '/data/firm/
xcp//BBXCP2070.tar.gz"
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OMB received
1MB received
2MB received

89MB received
90MB received
* Closing connection #0
Download successful: 92977 Kbytes in 52 secs (1781.409 Kbytes/sec)
Checking file...
MD5: d5c6e721644cf£6524107£79c6b9ebbl0

EXAMPLE 7  If there is an image file of older version on the XSCF unit, download the image
file from the FTP server.

XSCF> getflashimage ftp://imageserver/images/BBXCP2070.tar.gz
Existing versions:
Version Size Date
BBXCP2052.tar.gz 95209343 Tue Mar 04 10:41:01 UTC 2014
OMB received
1MB received

89MB received

90MB received
Download successful: 92980 Kbytes in 62 secs (1505.969 Kbytes/sec)
Checking file...
MD5: 5cbad3c3a76£719b6e59edff47dcc6d0

EXAMPLE 8 If there are two image files of older versions on the XSCF unit, download the
image file from the FTP server. The oldest image file will be removed.

XSCF> getflashimage ftp://imageserver/images/BBXCP2092.tar.gz
Existing versions:

Version Size Date
BBXCP2052.tar.gz 95209343 Tue Mar 04 10:41:01 UTC 2014
BBXCP2070.tar.gz 95167872 Mon Mar 17 10:25:21 UTC 2014

Warning: About to delete existing old versions.
Continue? [y|n]: ¥

OMB received

1MB received

89MB received

90MB received
Download successful: 92980 Kbytes in 62 secs (1505.969 Kbytes/sec)
Checking file...
MD5: 5cbad3c3a76£719b6e59edff47dcc6d0

EXAMPLE9 Remove all image files on the XSCF unit.

XSCF> getflashimage -4
XSCF>
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EXAMPLE 10 Display a list of all image files on the XSCF unit.
XSCF> getflashimage -1
Existing versions:

Version Size Date
BBXCP2070.tar.gz 95209343 Tue Mar 04 10:41:01 UTC 2014

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO flashupdate (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

getremotepwrmgmt(8)

getremotepwrmgmt - Obtains the setup file of the remote power management
function (Remote Cabinet Interface over LAN: RCIL) of SPARC M10 systems.

getremotepwrmgmt {-G groupid} [-v] [-u user] [-X proxy [-t proxy_typel] [
-y|-n] configuration_file

getremotepwrmgmt -h

getremotepwrmgnt is a command to obtain the settings information of remote

power management group and to save it as a management information file in CSV
format.

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

-G groupid Specifies one group ID of the remote power management group.

You can specify a value from 1 to 32.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).
-t proxy_type Specifies the proxy type.

Specify it with the -X option. You can specify any of http,
socks4, and socks5. The default is http.

-u user Specifies your user name when logging in to remote FTP or
HTTP server requiring authentication. The command will
display a prompt for password entry.

-v Displays detailed information.

This option is used to diagnose network and server problems.

-X proxy Specifies the proxy server to use for obtaining information. If
you omit -t proxy_type, the default proxy type is http.Specify
proxy in servername:port format.

non

-y Automatically responds to prompt with "y" (yes).
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OPERANDS

EXTENDED

DESCRIPTION

118

EXAMPLES

The following operands are supported.

configuration_file Specifies URL to be the destination of saving the management

information file.
The following types of format are supported.

http: //server[:port]/path/file
https: //server[:port]/path/file

ftp: //server[:port]/path/file
file:///media/usb_msd/path/file

If non-existing group ID is specified for the -G option, an error occurs.

You can use the management information file of the remote power management
group obtained with getremotepwrmgnt as it is for when you execute
setremotepwrmgmt -c config.

Set the format of the management information file to CSV. For details on the
format of the management information file, see the Fujitsu M10/SARC M10
Systems System Operation and Administration Guide.

It is necessary to create the management information file for each group. If one
management information file has multiple group IDs, it causes an error.

If the password to access the distribution destination of the information is not set
in the management information file and the default user is not specified, it is
required to enter the password when distributing the information of the remote
power management group.

Use the following procedure for updating the settings of the existing remote
power management group.

. Execute getremotepwrmgnmt to obtain the settings information of the remote

power management group to be updated as management information file.

. Edit the file obtained in Step 1.

. Execute setremotepwrmgmt -c disable to disable the remote power

management function of the remote power management group to be updated.

. Specify the management information file that was edited in Step 2, and execute

setremotepwrmgmt -c config to update the settings of the remote power
management group.

. Execute setremotepwrmgmt -c enable to enable the remote power

management function of the updated remote power management group.

EXAMPLE 1  On the FTP site, obtain the management information file of the remote power
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management group 1.

XSCF> getremotepwrmgmt -G 1 -X proxyserver:8080 -u jsmith ftp://
dataserver/data/rpm _group.l.conf

Group#01l remote power management group information is got.Continue? [y|n]:
Y

transfer from '/tmp/rpm_group.l.conf' to 'ftp://dataserver/data/
rpm_group.l.conf'

Password:
* About to connect () to proxyserver port 8080
* Trying proxyserver... * connected

* Connected to proxyserver (XXX.XXX.XXX.xxx) port 8080
* Proxy auth using (nil) with user ''

* Server auth using Basic with user 'jsmith'

> PUT ftp://dataserver/data/rpm_group.l.conf HTTP/1.1
Authorization: Basic bHdhbmc6bHdhbmc=

User-Agent: dumpconfig

Host: dataserver:21

Pragma: no-cache

Accept: */*

Content-Length: 24720

Expect: 100-continue

HTTP/1.1 100 Continue

HTTP/1.1 200 OK

Server: Sun-Java-System-Web-Proxy-Server/4.0

Date: Mon, 04 Aug 2012 16:46:11 GMT
Transfer-encoding: chunked

Connection #0 to host proxyserver left intact
Closing connection #0

The command completed successfully.

XSCF>

* x AA A AN A

EXAMPLE 2  On the http site, obtain the management information file of the remote power
management group 1.

XSCF> getremotepwrmgmt -G 1 -X proxyserver:8080 -u jsmith http://
dataserver/data/rpm_group.l.conf

Group#01l remote power management group information is got.Continue? [y|n]:
Yy

The command completed successfully.

XSCF>

EXAMPLE 3  On the USB device, obtain the management information file of the remote
power management group 1.

XSCF> getremotepwrmgmt -G 1 file:///media/usb_msd/rpm group.l.conf
Group#01l remote power management group information is got.Continue? [y|n]:
Y

Making sure mount point is clear

Trying to mount USB device /dev/sdal as /media/usb_msd

Mounted USB device

file '/media/usb_msd/rpm_group.l.conf' already exists

Do you want to overwrite this file? [y|n]l: ¥
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removing file 'file:///media/usb_msd/rpm_group.l.conf' ... done

reading database ... .............. *done

creating temporary file ... done

starting file transfer ...transfer from '/tmp/rpm_group.l.conf.HEl1RZa' to
'file:///media/usb_msd/rpm_group.l.conf'

done

removing temporary file ... done

Unmounted USB device
The command completed successfully.
XSCF>

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO clearremotepwrmgmt (8) , setremotepwrmgmt (8), showremotepwrmgmt (8)
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NAME

SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

EXTENDED
DESCRIPTION

initbb(8)

initbb - detach the SPARC M10-4S and the crossbar box from the system and
initialize it to the factory default

initbb [ [-q] -{v|n}] [-£] -b bb_id
initbb -h

initbb detaches the SPARC M10-4S and the crossbar box from the system
configuration and initializes it to the factory default.

After you executed the initbb, the SPARC M10-4S and the crossbar box will be
halted.

initbb cannot be used on a SPARC M10-1/M10-4.

To execute this command, platadm or £ieldeng privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-b bb_id Specifies the SPARC M10-4S or the crossbar box to initialize. In
bb_id, you can specify an integer from 0 to 15 in case of SPARC
M10-4S, and from 80 to 83 in case of crossbar box.

-f Forcibly detach the SPARC M10-4S or the crossbar box even
though a system is abnormal condition.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-n Automatically responds to prompt with "n" (no).

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).

m Execute the initbb in the master XSCF. Whether it is the master XSCF or not
can be confirmed by using the showbbstatus(8).

m The initbb cannot initialize the master XSCFE.

m After you executed the initbb, the SPARC M10-4S and the crossbar box will be
detached from the system and be halted. To build it into the system again, power
off and on the system or add on the target SPARC M10-4S and the crossbar box.

m By making the serial connection to XSCF on target SPARC M10-4S or the crossbar
box, the status and the completion of initialization can be confirmed.

m To initialize the crossbar box, execute the command while the system power is
off.
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EXAMPLES

To initialize the crossbar box, execute the command after the system turned off.
If the system is not turned off, it results in an error.

System turn-off condition means that all PPAR are turned off. If those are up and
running, execution of poweroff -a will turn off all PPAR, and then system power
will be disconnected. Execute the showhardconf(8) command and see the display
of "System_Power:" ("On" or "Off"), to confirm the condition of system power.

To initialize the SPARC M10-4S, execute the command while the system board on
the SPARC M10-4S is in the system board pooling status, or while it is detached
from the PPAR configuration. If the system board is not in the system board
pooling status, it turns to the system board pooling status. If the system board is
built into the PPAR configuration and the PPAR is in operation, it results in an
error.

To initialize the SPARC M10-4S, the PPAR which has the same ID as the target
SPARC M10-4S needs to be powered off.

After initialized the SPARC M10-4S, the PPAR which has the same ID as the
target SPARC M10-4S becomes unable to power on. This can be resolved by
either of the following methods.

= Add on the initialized SPARC M10-4S and build it into the system again
» Change the PPAR configuration to use another PPAR-ID

When the serial number of the target SPARC M10-4S or the crossbar box has
been used as the serial number of the system, it results in an error.

If "'n" is entered for the prompt at the command execution, it ends without
initializing the SPARC M10-4S.

When you specified the -f option, the SPARC M10-4S or the crossbar box is
detached from the system configuration even though it is in the abnormal status.
However, if the target SPARC M10-4S or the crossbar box is not normal, there is
no guarantee that it will be initialized properly.

After the command was executed, a CPU Activation key, which had been
registered to the system is deleted. To retain a CPU Activation key, you must
save this CPU Activation key by executing the dumpcodactivation(8)
beforehand. Be sure to execute initbb before executing the
restorecodactivation(8) for the restoration of the saved CPU Activation
key.

In a case where initbb was executed before saving the CPU Activation key, you
must register a CPU Activation key again.

When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

EXAMPLE 1 Initializes BB#01 to the factory default. After executed the command, BB#01
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stops.

XSCF> initbb -b 1

You are about to initialize BB/XB-Box.

NOTE the following.
1. BB/XB-Box is excluded from the system and halted.
2. PPAR-ID of the same value as BB-ID becomes invalid.

Continue? [y|n] :¥

EXAMPLE 2 Initialize XBBOX#81. The prompt is automatically given a "y" response. After
executed the command, XBBOX#81 stops.
XSCF> initbb -y -b 81
You are about to initialize BB/XB-Box.
NOTE the following.

1. BB/XB-Box is excluded from the system and halted.
2. PPAR-ID of the same value as BB-ID becomes invalid.

Continue? [y|n] :y

non

EXAMPLE 3  Initializes BB#01. The prompt is hidden and automatically given a "y" re-
sponse.

XSCF> initbb -q -y -b 1
EXIT STATUS The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO showbbstatus (8)
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SYNOPSIS

DESCRIPTION

Privileges

ioxadm(8)

ioxadm - Manages the cards connected to the PCI Expansion unit, link card, and
host server.

ioxadm [-f] [-A] [-v] [-M] env [-e] [-1] [-t] [ target [ sensor]]
ioxadm [-£f] [-2] [-v] [-M] list [ target]

ioxadm [-£f] [-A] [-v] [-M] locator [on|off] [ target]
ioxadm [-£f] [-A] [-v] [-M] poweroff target

ioxadm [-£f] [-A] [-v] [-M] poweron target

ioxadm [-£f] [-2] [-v] [-M] reset target

ioxadm [-£] [-A] [-v] [-M] setled [on|off|blink] target led_type
ioxadm serial target serial_num

ioxadm -c check target -s wversion

ioxadm [-£f] [-2] [-v] [-M] -c update target -s wversion
ioxadm [-f] [-A] [-M] versionlist [ target]

ioxadm -h

ioxadm is a command to manage the cards connected to the PCI Expansion unit,
link card, and host server.

To use ioxadm, it is necessary to specify the operand and the option required for
the operand. What can be specified for the target device is a card mounted in the
PCI slot built in the host server, PCI Expansion unit, or Field Replaceable Unit
(FRU) in the PCI Expansion unit. The cards in the host server are identified by
character strings indicating the paths from the host server to the cards.

For details, see the section of target of the option.

To execute this command, any of the following privileges is required.

Privileges Operands or options
platop env, list, versionlist operands
platadm env, list, versionlist, locator, poweroff, poweron

operands, and -c option

fieldeng All operands

For details on user privileges, see setprivileges(8).
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OPTIONS | The following options are supported.

-A

-c check

-c update

-s version

Hides the headers of outputs and displays only the analyzable
outputs. Each field is separated with a single tab.

Checks whether the firmware can be applied. Checks the firmware
of the type/version specified by the operand.

Updates the firmware of the PCI Expansion unit and link card.
Updates the firmware of the version and target specified by the
operand.

Executes the command forcibly ignoring the warning.

Displays the usage. Specifying this option with another option or
operand causes an error.

Displays text one screen at a time.

Specifies the version of the firmware. Specifies when checking,
registering, or updating the firmware. Specifies the major version
and minor version in version continuously.

The version of firmware is specified by four figures such as "xxyy."
The numbers have the following meanings.

xX Major release number
yy Minor release number

Displays detailed information. For details, see each operand.

Fujitsu M10/SPARC M10 Systems XSCF Reference Manual ¢ Last Revised June 2015



target

ioxadm(8)

Specifies the target device. You can specify any of the cards
mounted in the PCI slot built in the host server, PCI Expansion
unit or the FRU in the PCI Expansion unit.

The cards mounted in the slots of the host server are identified by
host_path.

host_path depends on the platform and indicates the path to the
slot of the host server in which the card is mounted. host_path is
indicated in the following format.

BB#0-PCI#0, PCI-E slotO

PCI Expansion unit (box_id) is identified by the serial number.

To refer to the serial number, use "PCIBOX#nnnn." "nnnn" is the
last four digits of the serial number of PCI Expansion unit.

Depending on the specified contents, only one of the
components of PCI Expansion unit may be affected. For
example, the IO Board and power supply unit can be turned on
and off independently.

The FRU (fru) in PCI Expansion unit is identified as follows.

PCIBOX#nnnn/I0B — IO Board
PCIBOX#nnnn/FANBP — Fan backplane

PCIBOX#nnnn/PSU#0 — Power supply unit in the rear lower
bay

PCIBOX#nnnn/PSU#1 — Power supply unit in the rear upper
bay

PCIBOX#nnnn/FAN#0 — Fan unit in the front left bay
PCIBOX#nnnn/FAN#1 — Fan unit in the front central bay
PCIBOX#nnnn/FAN#2 — Fan unit in the front right bay
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OPERANDS | The following operands are supported.

-e

target

Semnsors

FRU.

unit.

env [-e] [-1] [-t] [farget [sensor]]

Displays the summary of the environment status of the PCI Expansion unit
or link card.

Displays the status regarding electricity (measurement
values of the current and voltage, rotation speed of the
fan, and settings of the switches).

Displays the status of LED.

Displays the measurement value of the temperature
Sensor.

See the section of target of the option. For the contents
unique to the env operand, see the following.

Specifies the sensor whose data is to be displayed. If not
specified, the information on all sensors is displayed. It is
specified with target.

If the FRU in the PCI Expansion unit or card in the slot of the host server is
specified as target, env just displays the environment information on the

If none of the options, -e, -1 or -t is specified, the information on all sensors
are displayed. If no sensor is specified, the information on all sensors is
displayed. If target is not specified, the information on all PCI Expansion
units is displayed.

If box_id is specified as target, env displays the list of the sensor measurement
values for all FRUs and link cards mounted in the specified PCI Expansion

The options of env can be used in any combinations.
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The following information is also applied to env and the displayed result.

m The result is displayed in a table format. Each FRU sensor is displayed in
the first column. What is entered in the second column is the sensor name.
It is displayed as T_AMBIENT in the case of the ambient temperature and
V_12V_0V in the case of the measurement value of the voltage of the 12V
rail. The third, fourth, and fifth columns shows the sensor measurement
value (Value), sensor resolution (Res), and unit(Units), respectively. See
Example 1.

m Each FRU has various sensors. To specify multiple values in sensor, specify
them separating the values with spaces. The values which can be specified
in sensor are shown in the Sensor column of Example 1. Units displays
the degrees C, voltage, ampere, SWITCH, and RPM.

m The name of sensor depends on FRU and varies according to the type of
FRU. It may vary among each FRU in some cases.

m If the -v option is specified, the detailed information is output. In addition
to the normal output, the maximum value and minimum value (Max, Min)
supported by the sensor as well as the upper and lower warning
thresholds (Min Alarm, Max Alarm) are included in the outputs.

m The LED indicator does not support these fields.

m The filed including "-" indicates that the setting is not supported. For
example, there is no warning threshold regarding the lower limit of the
temperature.

led_type

Specifies the FRU LED which can be controlled by XSCF. It is specified with
the setled operand. The following table shows the statuses of the LEDs

which can be controlled by the values of the setled operand: off, on, and
blink. Y (yes) shows the controllable LEDs. N (no) shows the uncontrollable

LEDs.
LED Name off on blink
LOCATE Locate Y N Y

* All LED statuses can be set for the OVERTEMP LED and the ACTIVE LED of
the chassis. However, the LED status after change may not be displayed
because the status of the LED is frequently updated by hardware.

Note — Other LEDs are not controlled by software. The list of the LEDs
included in the system can be displayed by using the env -1 operand.
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list [target]

Displays the list of the PCI Expansion unit managed by the system.

If 1ist is executed without specifying target, the list of the PCI Expansion
unit is displayed. ( One PCI Expansion unit is displayed in each line.) Each
line includes the identifier unique to PCI Expansion unit and the name
unique to the host of the link card. See Example 3.

If the command is executed by specifying the argument of PCI Expansion
unit or the path of the link card, a single line including the specified FRU is
displayed. If host path is specified, only the information of the link card is
displayed. If the detailed option [-v] is set, the detailed information of FRU
is included in the output. See Example 4 and 5.

locator [on |off] [target]

Sets or inquires the status of the chassis (locator) LED.

If locator is executed without specifying an option, the current status of the
LED regarding the specified FRU is output.

To use the field of the option, the target argument is essential. The only target
which can be specified is the PCI Expansion unit.

on Illuminates the LED.
off Turns off the LED.

The chassis locator is the orange LED. If FRU is specified, the yellow service
LED of FRU is used with the chassis (locator) LED.

There is only one FRU which activates the location indicators simultaneously
in the chassis of PCI Expansion unit. If the chassis (locator) LED is turned off,
the (service) FRU LED stops blinking. See Example 6.

poweroff target

Indicates that the specified FRU was shut down, the corresponding LED was
turned on, and the FRU has become removable. If target is PSU, use it with
the -f.

Note — Do not remove both of the two power supply units (PSU) of the same
PCI Expansion unit. If the two power supply units are shut down, the power
of PCI Expansion unit cannot be turned on again from the command line. The
power of PCI Expansion unit needs to be turned on only from the chassis.

Note — The LED and fan may operate even if one of the power supply units
is shut down, because they are powered from two power supply units.
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poweron target

Recovers all power supply to the IO Boards. Or reactivates the power supply
from a removable power source. If a new power supply unit is installed and
the POWER switch is turned on, or the IO board is connected to a link card
with a power source, the power supplies are automatically turned on.
However, as for the power supply units or IO Boards whose power has
already been turned off for removal, this command can be used to turn on the
power again only if the position of the POWER switch is ON.

reset target

Reinitializes the FRU components used for monitoring of the PCI Expansion
unit environment. If the IO Board or link card is specified, the bridge
controller of the link card is reset and reinitialized. If PCI Expansion unit is
specified, the fan controller and demultiplexer of PCI Expansion unit as well
as the bridge controller associated with PCI Expansion unit are reset and
reinitialized.

setled [on|off |blink] target led_type

Sets the LED status.

off Turns off the LED.
on Illuminates the LED.
blink Makes the LED blink.

For details on the LED types, see led_type.

The only target which can be specified is the PCI Expansion unit.

serial target serial_num

Specifies a serial number of the PCI Expansion unit. This operand is used to
re-register the serial number of the PCI Expansion unit when replacing the 10
board and Fan backplane at a time.

The only target which can be specified is the PCI Expansion unit.
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versionlist [target]

If either the PCI Expansion unit or the link card is specified in the target, the
firmware version of each device is compared according to the combination of
the PCI Expansion unit and the link card.

If "versionlist" is executed with specifying a target, the comparison result of
firmware versions is displayed. Comparison result is displayed in tabular
form. Each line contains information on the device name of the PCI
Expansion unit, firmware version of the PCI Expansion unit, device name of
the link card, firmware version of the link card and the comparison result
(mismatch : there is some difference, equal: there is no difference). In case of

"mismatch”, the respective line starts with an asterisk. Please refer to example
7.

EXAMPLES EXAMPLE 1  Display the measurement values of the temperature, voltage, current, and fan
rotation speed sensors.

XSCF> ioxadm env -te PCIBOX#A3B5
Location Sensor Value Res Units

PCIBOX#A3B4/PSU#0 FAN 3224.324 - RPM
PCIBOX#A3B4/PSU#1 FAN 3224.324 - RPM
PCIBOX#A3B4/FAN#0 FAN 3522.314 - RPM
PCIBOX#A3B4/FAN#1 FAN 3522.314 - RPM
PCIBOX#A3B4/FAN#2 FAN 3522.314 - RPM
PCIBOX#A3B4/FAN#0 FAN 3522.314 - RPM
PCIBOX#A3B4/I0OB T_INTAKE 32.000 - C
PCIBOX#A3B4/I0B T_PART_NO1l 32.000
PCIBOX#A3B4/IOB T_PART_NO2 32.000 -
PCIBOX#A3B4/IOB T_PART_NO3 32.000 - C
PCIBOX#A3B4/IOB V_12_0V 12.400 - V
PCIBOX#A3B4/IOB V_3_3_NOO 3.320 -
PCIBOX#A3B4/IOB V_3_3_NOl1l 3.310 -
PCIBOX#A3B4/IOB V_3_3_NO2 3.310 -
PCIBOX#A3B4/IOB V_3_3_NO3 3.320 -
PCIBOX#A3B4/IOB V_1_8V 1.820 - V
PCIBOX#A3B4/I0OB V_0_9V 0.910 - V

I
[elNe}

<< <<

EXAMPLE 2 Display all sensor measurement values regarding one link. Hides the header.

XSCF> ioxadm -A env BB#00-PCI#1
BB#00-PCI#1 LINK On - LED
BB#00-PCI#1 MGMT On - LED
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EXAMPLE 3  Display the paths of all PCI Expansion unit or link cards.

XSCF> ioxadm list
PCIBOX Link
PCIBOX#0033 BB#00-PCI#1
PCIBOX#12B4 BB#01-PCI#0

In Example 3, the connection between the PCI Expansion unit and the link card in
the host server are displayed by 1ist. The IO Board and PCIBOX#0033 with a
power source are connected to the host server via the link card. Link shows the
link card connected to the IO Board.

EXAMPLE 4 Display a single PCI Expansion unit.

XSCF> ioxadm list PCIBOX#12B4
PCIBOX Link
PCIBOX#12B4 BB#01-PCI#0

EXAMPLE 5 Display the card in the detailed output mode with the header hidden using
the host path.

XSCF> ioxadm -A -v list BB#00-PCI#1
BB#00-PCI#1 F20 - 000004 5111500-01 On

EXAMPLE 6 Display the status of the locator LED of the PCI Expansion unit.

XSCF> ioxadm locator PCIBOX#12B4
Location Sensor Value Resolution Units
PCIBOX#12B4 LOCATE Blink - LED

The white LED of the chassis of PCI Expansion unit has a POWER button. This
button can be used to switch the status of the white locator LED of the chassis to
"Off" or "High-speed." If the locator LED is turned off using this button, the FRU
service LED of high-speed blinking is cleared.

EXAMPLE 7 Firmware version of the PCI Expansion unit, firmware version of the link card
at the point of connection and the comparison result is displayed.

XSCF> ioxadm versionlist
PCIBOX Ver. Link Ver. Info

PCIBOX#0033 1010 BB#00-PCI#1 1010 equal
* PCIBOX#12B4 1010 BB#00-PCI#0 1011 mismatch

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.
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OPTIONS
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EXTENDED
DESCRIPTION

EXAMPLES

nslookup(8)

nslookup - Refers to the Internet name server for the host name.

nslookup hostname

nslookup -h

nslookup is a command to refer to the Internet name server for the specified host
name.

The following information is displayed.

Server Name of the Internet name server
Address IP address of the Internet name server
Name Host name

Address IP address of the host

No privileges are required to execute this command.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

The following operands are supported.

hostname Specifies the host name set in the network interface. You can
specify it by the Fully Qualified Domain Name (FQDN) or an
abbreviation.

Executing nslookup with nothing specified causes an error.

EXAMPLE 1  Display the information of the host name scf0-hostname0.
XSCF> nslookup scf0-hostname0
Server: server.example.com

Address: 192.168.1.100

Name : scfO0-hostnamel.example.com
Address: 192.168.1.101
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.
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password(8)

password - Sets the password of the XSCF user account and the effective period.

password [-e days| date|NEVER] [-1 inactive] [-M maxdays] [-n mindays] [-w
warn] [ user]

password -h

password is a command to set the password of the XSCF user account and the
effective period of the password.

The password is specified within 32 characters. The following characters can be
used.

m abcdefghijklmnopqrstuvwxyz

» ABCDEFGHIJKLMNOPQRSTUVWXYZ
m 0123456789

m @#%N&F [} ()_-+="~,></"?;:[SPACE]

If password is executed with one or more options specified, the effective period of
the account is changed. For the default value, see setpasswordpolicy(8).

If password is executed with option omitted, the prompt to change the password is
displayed.

If password is executed with the user operand omitted, the current user account
becomes the target.

The user account must be local no matter whether the user name is specified. If the
user account is not local, the password will cause an error.

To execute this command, the following privileges are required.

useradm The user can configure a password and effective period of any
user account unconditionally.

the other The user can configure only its own password.

privileges

For details on user privileges, see setprivileges(8).
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OPTIONS | The following options are supported.

-e days|date| Never Sets the number of days of the effective period of the XSCF
user account beginning today in days. 0 to 10730 can be
specified.If the result of adding the value specified in days to
the current date exceeds January 2038, the specified value
becomes invalid and the command is not executed.

Sets the expiration date of the account in date. Specifies a
date before January 2038. This can be specified using one of
the following format.

mm/dd/yy (10/30/12)
yyyy-mm-dd (2012-10-30)
yy-mm-dd (12-10-30)
dd-Mmm-yy (30-Oct-12)
dd-Mmm-yyyy (30-Oct-2012)
dd Mmm yy ("30 Oct 12")
Mmm dd, yy ("Oct 30, 12")
Mmm dd, yyyy ("Oct 30, 2012")

If a format including a space is used, put it in double
quotation marks ("). This is not case-sensitive.

Never indicates that the account has already expired. This
is not case-sensitive.

-h Displays the usage. Specifying this option with another
option or operand causes an error.

-1 inactive Sets the number of days from the expiration of the password
to account lock. This value is assigned when a new user
account is created. The default is -1. If the value is -1, it
indicates that the account is not locked even after the
expiration of the password. This is specified with an integer
from -1 to 999999999.

-M maxdays Sets the maximum number of days when the password is
effective. This value is assigned when a new user account is
created. The default is 999999. This is specified with an
integer from 0 to 999999999.

-n mindays Sets the minimum number of days from a change in the
password to the next change. The default is 0. This indicates
that the password can be changed at any time. This is
specified with an integer from 0 to 999999999.

This value is assigned to a new user account when the
account is created.
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EXTENDED
DESCRIPTION

EXAMPLES

EXIT STATUS

SEE ALSO

-wW warn

password(8)

Sets the number of days until the actual expiration after the
issuance of the alarm of the expiration date of the password
to the user. This value is assigned when a new user account
is created. The default is 7. This is specified with an integer
from 0 to 999999999.

The following operand is supported.

user

Specifies the XSCF user account name.

m When the password is changed with another user specified in the user operand,
the password policy of the system is not reflected automatically. Use the user
operand if the default password of a new user is to be created, the user account
expires, or you forget the password. Be sure to specify a password in compliance
with the password policy of the system when changing the password of another
user. You can execute showpasswordpolicy(8) to refer to the current password

policy.

m When the user with the useradm privilege attempts to execute the command,
the password and effective period of another user account can be changed, even
in a case where the effective period of the specified user account had already
been specified with a different value.

In this case, the password and effective period will be overwritten with the
specified values.

EXAMPLE 1

Set the expiration date of the password to February 2, 2012.

XSCF> password -e 2012-02-02

EXAMPLE 2

Lock the account 10 days after the expiration of the password.

XSCF> password -i 10

The following exit values are returned.

0
>0

Indicates normal end.

Indicates error occurrence.

setpasswordpolicy (8), showpasswordpolicy (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

OPERANDS

EXAMPLES

ping(8)
ping - Sends the ECHO_REQUEST packet of ICMP to the host on the network.

ping [-c count] [-q] host
ping -h

ping is a command to extract ECHO_RESPONSE from the specified host or
gateway using the ECHO_REQUEST datagram of ICMP.

If ping can be executed normally, you can determine that the network between
XSCF and the specified host or gateway is normal. It is also possible to measure the
network performance from the result.

To execute this command, any of the following privileges is required.

m Case that "localhost," the loop-back address "127.0.0.0/8," and the interface
of the SSCP link is specified in host

fieldeng
m Other than above

No privileges are required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-c count Specifies the frequency to send a packet. If the specified number
of packets is sent and the responses are received, ping is
terminated. If omitted, packets continue to be sent until
termination by the user.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-q Controls the output. Outputs only at the time of start and
termination without displaying the progress.

The following operands are supported.

host Specifies the host name or IP address to which a packet is to be
sent.

EXAMPLE 1  Send a packet to the host name, scf0-hostname0, three times.

XSCF> ping -c¢ 3 scfO0-hostnamel

PING scfO-hostname0 (192.168.1.100): 56 data bytes

64 bytes from 192.168.1.100: icmp_seqg=0 ttl=64 time=0.1 ms
64 bytes from 192.168.1.100: icmp_seg=1 ttl=64 time=0.1 ms
64 bytes from 192.168.1.100: icmp_seqg=2 ttl=64 time=0.1 ms
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--- scfO0-hostname0 ping statistics ---
3 packets transmitted, 3 packets received, 0% packet loss
round-trip min/avg/max = 0.1/0.1/0.1 ms

EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.
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poweroff(8)

poweroff - Shuts down the physical partition (PPAR).

poweroff [ [-q] -{y|n}] [-£] [-M] -p ppar_id
poweroff [ [-q] -{y|n}] [-M] -a

poweroff -h

poweroff is a command to shut down PPAR.

Shuts down all of the specified PPARs. PPAR is shut down after the execution of the
normal shut down processing for the Oracle Solaris.

To execute this command, any of the following privileges is required.

platadm, fieldeng Enables execution for all PPARs.

pparadm, pparmgr Enables execution for PPARs for which you have
administration privilege.

For details on user privileges, see setprivileges(8).
The following options are supported.

-a Shuts down all of the PPARs in operation. Only the users with
the platadm and fieldeng privileges can specify this option.
They shut down even during waiting for warm-up or air-
conditioning, or start processing of PPARs.

-f Forcibly shuts down the PPAR specified by XSCF. It is used with
the -p option.

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-M Displays text one screen at a time.

-n Automatically responds to prompt with "n" (no).

-p ppar_id Specifies the PPAR-ID of the physical partition to be shut down.

Depending on the system configuration, you can specify an
integer from 0 to 15 for ppar_id. It does not shut down during
waiting for warm-up or air-conditioning, or start processing for

PPAR.

-q Prevents display of messages, including prompt, for standard
output.

-y Automatically responds to prompt with "y" (yes).
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EXTENDED | m When you execute the command, a prompt to confirm whether to execute it with
DESCRIPTION the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

m If the Oracle Solaris of the logical domain is running, the shutdown processing
equivalent to the -1 5 option of shutdown(1M) is executed.

m You cannot shut down PPAR if the Oracle Solaris of the logical domain is in
operation. Execute poweroff again after completion of start.

m If the Oracle Solaris of the logical domain is running in the single user mode, you
cannot shut it down using poweroff. Execute shutdown(1M) by the logical
domain.

m When you changed the configuration of the logical domain, execute the 1dm
add-spconfig command on the control domain, to store the latest
configuration information in XSCF. If you do not store the information, the PPAR
stop processing may fail to work properly.

m If poweroff is executed, the shutdown result is displayed in the following
format for each of the specified PPARs.

Powering off Indicates normal end.

Not powering off Indicates error occurrence, which prevented shutdown.
An error message is displayed with the result.

m You can confirm whether each PPAR on the system has shut down by using
showdomainstatus(8).

m The shutdown process may take time, depending on the status of the guest
domain. For details, refer to "Chapter 6 Starting/Stopping the System" of Fujitsu
M10/SPARC M10 Systems System Operation and Administration Guide.

m If poweroff is executed on the logical domain when any of the guest domains is
in a state other than "Active", the powering off takes time.

EXAMPLES EXAMPLE 1 Shut down all PPARs.

XSCF> poweroff -a

PPAR-IDs to power off:00,01,02,03
Continue? [y|n]:¥

00:Powering off

01:Powering off

02:Powering off

03:Powering off

*Note*

This command only issues the instruction to power-off.

The result of the instruction can be checked by the "showpparprogress".
XSCF>
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EXIT STATUS

SEE ALSO

poweroff(8)

EXAMPLE 2 Shut down PPAR-ID 0.

XSCF> poweroff -p 0
PPAR-IDs to power off:00
Continue? [y|n]:¥
00:Powering off

*Note*
This command only issues the instruction to power-off.

The result of the instruction can be checked by the "showpparprogress".
XSCF>

EXAMPLE 3  Forcibly shut down PPAR-ID 0.

XSCF> poweroff -f -p 0
PPAR-IDs to power off:00

The -f option will cause domains to be immediately resets.
Continue? [y|n]:¥
00:Powering off

*Note*
This command only issues the instruction to power-off.

The result of the instruction can be checked by the "showpparprogress".
XSCF>

EXAMPLE 4 Shut down PPAR-ID 2. The prompt is automatically given a "y" response.
XSCF> poweroff -y -p 2
PPAR-IDs to power off:02
Continue? [y|n]:¥

02:Powering off

*Note*
This command only issues the instruction to power-off.

The result of the instruction can be checked by the "showpparprogress".
XSCF>

EXAMPLE5 Shut down PPAR-ID 2. The message is hidden and the prompt is automatical-
ly given a "y" response.

XSCF> poweroff -qg -y -p 2

XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

poweron (8), reset (8), showdomainstatus (8), showpparprogress (8)
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SYNOPSIS

DESCRIPTION

Privileges

OPTIONS

EXTENDED
DESCRIPTION

poweron(8)

poweron - Starts the physical partition (PPAR).
poweron [ [-q] -{y|n}] [-M] -p ppar_id
poweron [ [-q] -{y|n}][-M] -a

poweron -h

poweron is a command to start PPAR.

Starts all of the specified PPARs.
To execute this command, any of the following privileges is required.

platadm, fieldeng Enables execution for all PPARs.

pparadm, pparmgr Enables execution for PPARs for which you have
administration privilege.

For details on user privileges, see setprivileges(8).
The following options are supported.

-a Starts all of the PPARs whose setup has been completed. Only
the users with the platadm or fieldeng privilege can specify
this option. "PPAR whose setup has been completed" means
PPAR whose setting has been completed by setupfru(8).

-h Displays the usage. Specifying this option with another option
or operand causes an error.

-M Displays text one screen at a time.

-n Automatically responds to prompt with "n" (no).

-p ppar_id Specifies the PPAR-ID of the physical partition to be started.

Depending on the system configuration, you can specify an
integer from 0 to 15 for ppar_id.

-q Prevents display of messages, including prompt, for standard
output.
-y Automatically responds to prompt with "y" (yes).

m When you execute the command, a prompt to confirm whether to execute it with
the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.
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m If poweron is executed, the start result is displayed in the following format for
each of the specified PPARs.

Powering on Indicates normal start.

Not Powering Indicates error occurrence, which prevented start. An error
on message is displayed with the result.

m You can confirm whether PPAR has been started by using showhardcon£(8).

EXAMPLES EXAMPLE 1  Start all PPARs.

XSCF> poweron -a

PPAR-IDs to power on:00,01,02,03
Continue? [y|n]:¥

00:Powering on

01:Powering on

02:Powering on

03:Powering on

*Note*
This command only issues the instruction to power-on.
The result of the instruction can be checked by the "showpparprogress".

EXAMPLE 2  Start PPAR-ID 0.

XSCF> poweron -p 0
PPAR-IDs to power on:00
Continue? [y|n]:¥y
00:Powering on

*Note*
This command only issues the instruction to power-on.
The result of the instruction can be checked by the "showpparprogress".

EXAMPLE 3  Start PPAR-ID 0. The prompt is automatically given a "y" response.

XSCF> poweron -y -p 0
PPAR-IDs to power on:00
Continue? [y|n]:¥
00:Powering on

*Note*
This command only issues the instruction to power-on.

The result of the instruction can be checked by the "showpparprogress".
XSCF>
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EXAMPLE 4  Start PPAR-ID 1. The message is hidden and the prompt is automatically giv-

ena y response.

XSCF> poweron -q -y -p 1
XSCF>

EXIT STATUS The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO | poweroff (8), reset(8), showpparstatus (8), showpparprogress (8)
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EXTENDED
DESCRIPTION

prtfru(8)

prtfru - Displays the FRUID data of the system and PCI Expansion Unit.

prtfru [-c] [-1] [-M] [-x] [ container]

prtfru -h

prtfruis a command to acquire Field Replaceable Unit Identifier (FRUID) from
the system and PCI Expansion Unit.

The output format is the tree structure and each container is output with the FRU
tree hierarchy.

If prtfru is executed with no argument specified, the hierarchy of FRU and all
FRUID container data are output.

Note — The FRU information from the physical partition (PPAR) cannot be acquired
even by using this command.

To execute this command, fieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

-c Outputs only the container and container data. This option does
not output the FRU tree hierarchy.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

-1 Outputs only the FRU tree hierarchy. This option does not output
the container data.

-M Displays text one screen at a time.

-x Outputs data with the system identifier of prtfrureg.dtd (SYSTEM)

in the XML format.

The following operands are supported.

container Specifies the path name of specific hardware to store data.

The prtfru(8) command must be executed alone. An error returns when
attempting the prtfru(8) command while another user is executing the same
command.
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EXAMPLES

Fujitsu M10/SPARC M10 Systems XSCF Reference Manual ¢ Last Revised December 2015

EXAMPLE 1

XSCF> prtfru -1
/frutree

/frutree/BB#0 (fru)

Display the FRU tree hierarchy on SPARC M10-4S.

/frutree/BB#0/CMUL (container)

/frutree/BB#0/CMUL/MEM#00A
/frutree/BB#0/CMUL/MEM#01A
/frutree/BB#0/CMUL/MEM#02A
/frutree/BB#0/CMUL/MEM#03A
/frutree/BB#0/CMUL/MEM#04A
/frutree/BB#0/CMUL/MEM#05A
/frutree/BB#0/CMUL/MEM#06A
/frutree/BB#0/CMUL/MEM#07A
/frutree/BB#0/CMUL/MEM#10A
/frutree/BB#0/CMUL/MEM#11A
/frutree/BB#0/CMUL/MEM#12A
/frutree/BB#0/CMUL/MEM#13A
/frutree/BB#0/CMUL/MEM#14A
/frutree/BB#0/CMUL/MEM#15A
/frutree/BB#0/CMUL/MEM#16A
/frutree/BB#0/CMUL/MEM#17A
/frutree/BB#0/CMUL/MEM#00B
/frutree/BB#0/CMUL/MEM#01B
/frutree/BB#0/CMUL/MEM#02B
/frutree/BB#0/CMUL/MEM#03B
/frutree/BB#0/CMUL/MEM#04B
/frutree/BB#0/CMUL/MEM#05B
/frutree/BB#0/CMUL/MEM#06B
/frutree/BB#0/CMUL/MEM#07B
/frutree/BB#0/CMUL/MEM#10B
/frutree/BB#0/CMUL/MEM#11B
/frutree/BB#0/CMUL/MEM#12B
/frutree/BB#0/CMUL/MEM#13B
/frutree/BB#0/CMUL/MEM#14B
/frutree/BB#0/CMUL/MEM#15B
/frutree/BB#0/CMUL/MEM#16B
/frutree/BB#0/CMUL/MEM#17B

(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)

/frutree/BB#0/CMUU (container)

/frutree/BB#0/CMUU/MEM#00A
/frutree/BB#0/CMUU/MEM#01A
/frutree/BB#0/CMUU/MEM#02A
/frutree/BB#0/CMUU/MEM#03A
/frutree/BB#0/CMUU/MEM#04A
/frutree/BB#0/CMUU/MEM#05A
/frutree/BB#0/CMUU/MEM#06A
/frutree/BB#0/CMUU/MEM#07A
/frutree/BB#0/CMUU/MEM#08A
/frutree/BB#0/CMUU/MEM#09A
/frutree/BB#0/CMUU/MEM#10A
/frutree/BB#0/CMUU/MEM#11A
/frutree/BB#0/CMUU/MEM#12A
/frutree/BB#0/CMUU/MEM#13A
/frutree/BB#0/CMUU/MEM#14A

(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container
(container
(container
(container
(container
(container
(container
(container

)
)
)
)
)
)
)
)
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/frutree/BB#0/CMUU/MEM#15A
/frutree/BB#0/CMUU/MEM#16A
/frutree/BB#0/CMUU/MEM#17A
/frutree/BB#0/CMUU/MEM#00B
/frutree/BB#0/CMUU/MEM#01B
/frutree/BB#0/CMUU/MEM#02B
/frutree/BB#0/CMUU/MEM#03B
/frutree/BB#0/CMUU/MEM#04B
/frutree/BB#0/CMUU/MEM#05B
/frutree/BB#0/CMUU/MEM#06B
/frutree/BB#0/CMUU/MEM#07B
/frutree/BB#0/CMUU/MEM#08B
/frutree/BB#0/CMUU/MEM#09B
/frutree/BB#0/CMUU/MEM#10B
/frutree/BB#0/CMUU/MEM#11B
/frutree/BB#0/CMUU/MEM#12B
/frutree/BB#0/CMUU/MEM#13B
/frutree/BB#0/CMUU/MEM#14B
/frutree/BB#0/CMUU/MEM#15B
/frutree/BB#0/CMUU/MEM#16B
/frutree/BB#0/CMUU/MEM#17B

(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)
(container)

/frutree/BB#0/XBU#0 (container)
/frutree/BB#0/XBU#1 (container)
/frutree/BB#0/PSUBP (container)
/frutree/BB#0/0PNL (container)
/frutree/BB#0/PSU#0 (container)
/frutree/BB#0/PSU#1 (container)

/frutree/BB#1 (fru)

/frutree/BB#1/CMUL (container)

/frutree/BB#1/CMUL/MEM#00A
/frutree/BB#1/CMUL/MEM#01A

XSCF> prtfru -lc

/frutree
/frutree/BB#0/CMUL/MEM#00A
/frutree/BB#0/CMUL/MEM#01A
/frutree/BB#0/CMUL/MEM#02A
/frutree/BB#0/CMUL/MEM#03A
/frutree/BB#0/CMUL/MEM#04A
/frutree/BB#0/CMUL/MEM#05A
/frutree/BB#0/CMUL/MEM#06A
/frutree/BB#0/CMUL/MEM#07A
/frutree/BB#0/CMUL/MEM#10A
/frutree/BB#0/CMUL/MEM#11A
/frutree/BB#0/CMUL/MEM#12A
/frutree/BB#0/CMUL/MEM#13A

(container)
(container)

Display the list of containers on SPARC M10-4.

(container
(container
(container
(container
(container
(container
(container
(container
(container
(container
(container
(container

)
)
)
)
)
)
)
)
)
)
)
)

prtfru(8)
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO ioxadm (8)
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SYNOPSIS

DESCRIPTION

rastest - Causes a fault virtually.

rastest -c {test|hb}

rastest -h

rastest(8)

rastest is a command to register an error log after causing a fault virtually.

Error logs to be registered are defined for this command. The registered error logs
can be shown by the showlogs(8).

While the SNMP agent is enabled, SNMP trap can be sent. For the SNMP agent

settings, refer to setsnmp(8).

Warnings are not sent to remote maintenance service or email when rastest is

executed. Moreover, components are not degraded and LED is also not lighted up.
PPAR does not also panic and restart.

When the rastest is executed, it automatically determines the model of the
system and according to the model, logs errors about the following FRUs as pseudo

trouble spots.

Depending on the option, pseudo failure of any one of the following will occur.

test

Record error logs on pseudo failures.

= SPARC M10-1

No. 1 pseudo faulty unit
No. 2 pseudo faulty unit
No. 3 pseudo faulty unit

= SPARC M10-4

No. 1 pseudo faulty unit
No. 2 pseudo faulty unit
No. 3 pseudo faulty unit

m SPARC M10-4S

No. 1 pseudo faulty unit
No. 2 pseudo faulty unit
No. 3 pseudo faulty unit

No. 1 pseudo faulty unit
No. 2 pseudo faulty unit
No. 3 pseudo faulty unit

/MBU
/OPNL
/PSU#0

/BB#0/CMUL
/BB#0/OPNL
/BB#0/PSU#0

/XBBOX#80/XBU#0
/XBBOX#80/OPNL
/XBBOX#80/PSU#0

/BB#0/CMUL

/BB#0/OPNL
/BB#0/PSU#0
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Privileges

OPTIONS

EXTENDED
DESCRIPTION

hb Registers an error log of heart beat notifications.

= SPARC M10-1
No. 1 pseudo faulty unitt /MBU

= SPARC M10-4
No. 1 pseudo faulty unit /BB#xx/CMUL

m SPARC M10-45

No. 1 pseudo faulty unit / XBBOX#xx/XBU#0
or

No. 1 pseudo faulty unit /BB#xx/CMUL
xx: BB-ID of master XSCF

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

-chb Registers an error log of heart beat notifications.
-c test Registers an error log of suspected faults.
-h Displays the usage. Specifying this option with another option

or operand causes an error.

m In case of suspected failure (-c test), the following error log is registered and
trap is sent.

» Error log

Date: May 30 17:10:45 JST 2013
Code: 80000000-003e01009301009600-££0200010000000000000000
Status: Alarm Occurred: May 30 17:10:42.798 JST 2013
FRU: /BB#0/CMUL, /BB#0/0OPNL, /BB#0/PSU#0
Msg: Pseudo error for test trap notice

n Trap

2013-05-30 17:09:52 A4U4S144 [10.26.147.53] (via UDP: [10.26.147.53]1:54687)
TRAP, SNMP vl,

community paplcommunity
XSCF-SP-MIB: : scfMIBTraps Enterprise Specific Trap
(XSCF-SP-MIB: :scfComponentStatusEvent) Uptime: 1:55:35.40

XSCF-SP-MIB: :scfComponentErrorStatus.bb.0.cmul.0.notApplicable.0 =
INTEGER:

faulted(3)
XSCF-SP-MIB: :scfTrapStatusEventType.0 = INTEGER: alarm(1l)
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XSCF-SP-MIB: :scfSystemSerialNumber.0 = STRING: 2081208019

XSCF-SP-MIB: :scfSystemType.0 = STRING: SPARC M10-4S

XSCF-SP-MIB: :scfSystemName.0 = STRING: A4U4S5144

XSCF-SP-MIB: :scfTrapFaultEventCode.0 = STRING: FF020001

XSCF-SP-MIB: :scfTrapFaultTimestamp.0 = STRING: May 30 17:10:42.798
JsT 2013

XSCF-SP-MIB: :scfTrapFaultKnowledgeUrl.0
https://support.oracle.com/msg/M10-Pseudo.error
<https://support.oracle.com/msg/M10-Pseudo.error>

XSCF-SP-MIB: :scfTrapFruSerialNumberlst.0 = STRING: PP120903GW

XSCF-SP-MIB: :scfTrapFruPartNumberlst.0 = STRING: CA07361-D912 A0 /
BGA-16CL-01

XSCF-SP-MIB: :scfTrapFruSerialNumber2nd.0 = STRING: PP120902HF

XSCF-SP-MIB: :scfTrapFruPartNumber2nd.0 = STRING: CA07361-D011 AQ0 /
NOT-FIXD-01

XSCF-SP-MIB: :scfTrapFruSerialNumber3rd.0 = STRING: MD12070325

XSCF-SP-MIB: :scfTrapFruPartNumber3rd.0 = STRING: CA01022-0761 / D-01

XSCF-SP-MIB: :scfTrapFruPartPath.0 = STRING: /BB#0/CMUL, /BB#0/0OPNL, /
BB#0/PSU#0

XSCF-SP-MIB: :scfTrapProductName.0 = STRING: Fujitsu M10-4S

XSCF-SP-MIB: :scfTrapSupportServiceStatus.0 = INTEGER:
supportServiceRequired (1)

XSCF-SP-MIB: :scfMIBTrapData.26.0 = STRING: "M10-Pseudo.error"S

In case of heartbeat notice (-c hb), the following error log is registered and trap
is sent.

n Error log

Date: May 31 15:28:23 JST 2013
Code: 10000000-00a6010000££0000££-££0100010000000000000000
Status: Information Occurred: May 31 15:28:20.370 JST 2013
Msg: Pseudo error for heartbeat trap notice

s Trap

2013-05-31 15:28:30 XB-SYS39 [10.26.147.113] (via UDP:
[10.26.147.113]:57525) TRAP, SNMP
vl, community paplcommunity
XSCF-SP-MIB: : scfMIBTraps Enterprise Specific Trap
(XSCF-SP-MIB: :scfComponentStatusEvent) Uptime: 0:15:14.83
XSCF-SP-MIB: :scfComponentErrorStatus.xbbx.1l.xbux.0.notApplicable.0 =
INTEGER
normal (1)
XSCF-SP-MIB: :scfTrapStatusEventType.0 = INTEGER: information (4)
XSCF-SP-MIB: :scfSystemSerialNumber.0 = STRING: 2111206002
XSCF-SP-MIB: :scfSystemType.0 = STRING: SPARC M10-4S
XSCF-SP-MIB: :scfSystemName.0 = STRING: XB-SYS39
XSCF-SP-MIB: :scfTrapFaultEventCode.0 = STRING: FF010001
XSCF-SP-MIB: :scfTrapFaultTimestamp.0 = STRING: May 31 15:28:20.370
JST 2013
XSCF-SP-MIB: :scfTrapFaultKnowledgeUrl.0 = STRING:
XSCF-SP-MIB: :scfTrapFruSerialNumberlst.0 = STRING:
XSCF-SP-MIB: :scfTrapFruPartNumberlst.0 = STRING:
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XSCF-SP-MIB: :scfTrapFruSerialNumber2nd.0 = STRING:

XSCF-SP-MIB: :scfTrapFruPartNumber2nd.0 = STRING:

XSCF-SP-MIB: :scfTrapFruSerialNumber3rd.0 = STRING:

XSCF-SP-MIB: : scfTrapFruPartNumber3rd.0 = STRING:

XSCF-SP-MIB: :scfTrapFruPartPath.0 = STRING:

XSCF-SP-MIB: :scfTrapProductName.0 = STRING: Fujitsu M10-4S

XSCF-SP-MIB: :scfTrapSupportServiceStatus.0 = INTEGER:
supportServiceRequired (1)

XSCF-SP-MIB: :scfMIBTrapData.26.0 = STRING: "M1l0-Heartbeat"

EXAMPLE 1 Registering an error log of suspected faults.

XSCF> rastest -c test
XSCF>

EXAMPLE 2 Registering an error log of heart beat notifications.

XSCF> rastest -c hb
XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

showsnmp (8), showlogs (8)
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rebootxscf(8)

rebootxscf - Resets XSCF.

rebootxscf [ [-q] -{y |n}] -a

rebootxscf [ [-g] -{y |n}] -b bb_id

rebootxscf [ [-g] -{y |n}] -s

rebootxscf -h

rebootxscf is a command to reset XSCF.

The contents set by the following command is reflected in XSCF after resetting
XSCF by rebootxsct.

m applynetwork(8)

m setaltitude(8)

m setntp(8)

To execute this command, platadm or fieldeng privilege is required.

For details on user privileges, see setprivileges(8).

The following options are supported.

—a

bb_id

Resets the XSCFs of all SPARC M10 Systems chassis and
crossbar boxes. It cannot be executed from an XSCF other than a
master XSCF.

Resets the XSCF of the specified bb_id. It cannot be executed
from an XSCF other than a master XSCEFE. bb_id can be specified
with an integer from 0 to 15 for a SPARC M10 Systems, and with
an integer from 80 to 83 for crossbar box.

Displays the usage. Specifying this option with another option
or operand causes an error.

Automatically responds to prompt with "n" (no).

Prevents display of messages, including prompt, for standard
output.

Resets its own XSCF.

noon

Automatically responds to prompt with "y" (yes).

m When you execute the command, a prompt to confirm whether to execute it with

the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.
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m When you execute the command, the connections between telnet, ssh, etc. and
XSCF are disconnected.

m If -a is specified, the XSCFs of all SPARC M10 Systems chassis and crossbar
boxes are reset. To just reset an individual SPARC M10 Systems, specify -b
bb_id.

m If XSCF reset executed automatically by setdate(8) is cancelled, resetting XSCF
by rebootxscf again does not reflect the set contents in XSCF.

EXAMPLE 1 Reset all XSCFs.

XSCF> rebootxscf -a
The XSCF will be reset. Continue? [y|n]l:¥

EXAMPLE 2 Reset all XSCFs. The prompt is automatically given a "y" response.

XSCF> rebootxscf -y -a
The XSCF will be reset. Continue? [y|n]l:¥y

EXAMPLE 3 Reset its own XSCF. The message is hidden and the prompt is automatically
given a "y" response.

XSCF> rebootxscf -q -y -s

EXAMPLE 4 Cancel reset of its own XSCF in the middle. The prompt is automatically giv-

non

ena n response.

XSCF> rebootxscf -n -s
The XSCF will be reset. Continue? [y|n]:n
XSCF>

The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

applynetwork (8), setdate (8)
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replacefru(8)

replacefru - Replaces the Field Replaceable Unit (FRU) and chassis.

replacefru

replacefru -h

replacefru is a command to replace the FRU and chassis.

You can interactively select, confirm, replace, etc. the FRU and chassis required for
replacement of FRU in the menu format.

With replacefru, the following FRUs and chassis can be replaced.

m Fan unit
m Power supply unit
m SPARC M10-4S

m Crossbar box

To execute this command, fieldeng privilege is required.

For details on user privileges, see setprivileges(8).
The following options are supported.

-h Displays the usage. Specifying this option with another option or
operand causes an error.

m Depending on the implementation status of the FRU which is to be replaced or
the status of the chassis, replacement may not be executed. In such a case an
error message, stating that the target FRU or chassis cannot be selected, will be
displayed.

In the following conditions, replacement is not possible.
s Common to all FRUs and chassis

The target chassis (if the target is a FRU, then the chassis on which it is
mounted) is in any of the following states.

- In the middle of firmware updating
- Not in the state of "SCF READY"
= FAN

Due to removal for replacement, if the number of connected devices becomes
less than the minimum number of devices required to start the chassis.

However, the minimum number of connected devices that is required to start
a chassis depends on the model and the power status.

= PSU
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If there is only one PSU which is running normally.
= XSCFU

In case the target XSCF unit is mounted on the master chassis.
» SPARC M10-4S

- In case the target SPARC M10-4S is the master chassis.

- Physical partitions (PPAR), including the target SPARC M10-4S is in a
powered on state

- If there is a chassis which has the same BB-ID as the target SPARC M10-4S,
but was not implemented in any system before

» Crossbar boxes
- In case the target cross-bar box is the master chassis.
- The target crossbar box for the setsscp(8) is not powered off

- If there is a chassis which has the same BB-ID as the target crossbar box, but
was not implemented in any system before

Note — The "powered off" state of a crossbar box means that all the PPARS which
use the crossbar box as communication channel are powered off. If there are any
such PPARs which are powered on, power them off individually or execute the
poweroff -a command to power off all the PPARs, which will eventually power
off the crossbar box in question. To confirm that a crossbar box is powered off,
make sure that the state of the target crossbar box does not show "Cabinet Power
On" in the power logs, or confirm that power LED (green) at the front panel of the
crossbar box chassis is turned off.

m In case the target is any FRU other than an XSCF unit or the target is a chassis,
removal only of this target can be executed by canceling all other procedures just
after the removal of the target FRU or the chassis. In such case, the target FRU or
chassis will have the state of maintenance. To consummate the maintenance
status, undergo maintenance of the FRU or chassis, using the replacefru

Note — Removal of the chassis, as stated above, is a temporary removal of the
chassis from the system for maintenance purposes. Information on the target
system, like serial number etc., are not deleted. Moreover, the removed chassis is
also not initialized. To permanently remove a chassis from a system, use the
initbb(8).

m It is not possible to add a chassis anew with a BB-ID whose information is not
registered in the system, using the replacefru. In such a case, use the
addfru(8) to add the chassis.

m replacefru can be executed only in the master XSCF. Attempting to execute it
on a standby XSCF causes an error.
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EXIT STATUS | The following exit values are returned.

0 Indicates normal end.

>0 Indicates error occurrence.

SEE ALSO addboard (8), addfru (8), deleteboard (8), initbb (8), showhardconf (8),
showlogs (8), showpparstatus (8), testsb (8), unlockmaintenance (8)
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reset(8)

reset - Resets the specified physical partition (PPAR) or a logical domain.

reset [ [-g] -{y|n}] -p ppar_id por

reset [ [-q] -{y|n}] -p ppar_id -g domainname sir
reset [ [-q] -{y|n}] -p ppar_id -g domainname panic
reset [ [-q] -{y|n}] -p ppar_id xir

reset -h

Note — reset may cause a failure of the disk, etc. because it forcibly resets the
system. This shall be used exclusively for recovery in the case of hang-up of the
Oracle Solaris, etc.

reset is a command to reset the specified PPAR or the logical domain.

The following four types can be specified as the reset method.

por Resets PPAR.

sir Resets the logical domain.

panic Orders panic to the Oracle Solaris of the logical domain. It is
ignored during shutdown processing or under suspension.

xir Resets all CPUs in PPAR.

If PPAR is reset with specifying xir, the PPAR is restarted with the logical domain
configuration as factory-default, and a hypervisor dump file is collected. For
details, refer to "8.13 Collecting a Hypervisor Dump File" of Fujitsu M10/SPARC
M10 Systems System Operation and Administration Guide.

To execute this command, any of the following privileges is required.

platadm, fieldeng Enables execution for all PPARs.
pparadm, pparmgr Enables execution for PPARs for which you have

administration privilege.

For details on user privileges, see setprivileges(8).
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The following options are supported.

-g

%

domainname  Specify the logical domain name of the logical domain that is to
be reset. It can be specified only if panic or sir is specified in
level. When the control domain is reset, the logical domain name
should be fixed at "primary".

Displays the usage. Specifying this option with another option
or operand causes an error.

Automatically responds to prompt with "n" (no).

ppar_id Specifies only one PPAR-ID to be reset. Depending on the
system configuration, you can specify an integer from 0 to 15 for
ppar_id.

Prevents display of messages, including prompt, for standard
output.

Automatically responds to prompt with "y" (yes).

The following operands are supported.

por Resets PPAR.

sir Resets the logical domain.

panic Orders panic to the Oracle Solaris of the logical domain.

xir Resets all CPUs in PPAR.

m When you execute the command, a prompt to confirm whether to execute it with

the specified contents is displayed. To execute, press the [y] key. To cancel, press
the [n] key.

You can confirm the current status of PPAR after ordering reset by using
showhardconf(8).

If reset is executed in the following status, the processing is stopped before the
Oracle Solaris is started.

» The autoboot function for the specified guest domain is disabled in
setpparmode(8).

» The autoboot function for the logical domain is disabled in OpenBoot PROM
environment variable, auto-boot?.

When changing the configuration of logical domains, render the state of all
logical domains to either "active" or "bound" and then execute the 1dm add-
spconfig command on the control domain to store the latest configuration
information in XSCF.
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In case there is even one logical domain which was not in either "active" or
"bound" state whe