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The Fujitsu Declaration on Cybersecurity

In this age of ever-advancing ICT, everything is connected through networks, and social 
infrastructure is being built, entirely overwriting traditional concepts. We enjoy a wide variety 
of benefits, or value from intelligence generated from a huge volume of data and intricately 
interconnected services. 

The source of these benefits and value is information that is distributed through cyberspace. 
As a company engaging in the ICT solutions business, we, the Fujitsu Group, are responsible 
for maintaining the security of cyberspace. We believe this cybersecurity initiative will 
contribute in delivering the stability and sustainability of the development of our society and it 
will be critical engagement for the Fujitsu Group’s growth.

As a leading ICT solutions provider, the Fujitsu Group as a whole will make every effort to 
maintain cybersecurity in order to contribute to the creation of a stress-free and reliable 
network society, as described in the FUJITSU Way, and strive toward a future that enriches 
people's lives with infinite possibilities.

1. Our security initiatives as a global ICT company:
• We will offer cybersecurity solutions including ICT products and services created with 

leading edge technology to protect cyberspace and contribute to the stabilization the 
international community.

• We will offer comprehensive cybersecurity solutions to strengthen and expand our business 
and also to improve our corporate value.

• As a socially responsible ICT company, we will aim for a free and healthy development of 
ICT systems.

2. Our internal security measures:
• We will maintain cybersecurity and information security for the entire corporate group by 

meeting and conforming to domestic and international standards, laws and regulations, 
clearly defining our cybersecurity and information security policies and making sure to 
implement them.

3. Our security initiatives for both inside and outside the group:
• The corporate group as a whole will engage in activities based on a comprehensive security 

strategy.
• We will combine and effectively use our internal security know-how and wisdom gained 

from working with our customers.
• We will systematically develop human capital with high-level cybersecurity competencies.
• To keep up with sophisticated attacks, we will continue focusing on research and 

development in pursuit of new technology.
• Both inside and outside Japan, we will build an ecosystem of human capital development, 

information sharing, technical development and investments to promote healthy 
industrialization of the security business.

• We will respect the dignity of all individuals and give full consideration to prevent security 
measures from violating privacy or basic human rights.

More specifically, we will implement the following strategy:
• We will continue offering technologies and services that secure our customers' business 

continuity and minimize damage not only in detection of and protection from cyberattacks 
but also in handling them.

• We will provide our customers a business environment where they can feel secure in this 
age of IoT, in which a wide variety of devices such as sensors are used. 

• We will support our customers building comprehensive security measures including human 
resources and business processes and also help them develop human resources to improve 
organizational durability.


