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Intel Firmware Vulnerability
List of affected FUJITSU Products
In an advisory note on May 1 2017, Intel published security information about an escalation of privilege 
vulnerability in Intel® Active Management Technology (AMT), Intel® Standard Manageability (ISM), and 
Intel® Small Business Technology. Reference: INTEL-SA-00075 or CVE-2017-5689
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Notes
■■ This list provides an overview of Fujitsu affected systems introduced since 2012.
■■ The vulnerability currently affects CCD products only.
■■ The list is regularly updated.
■■ BIOS updates will be available starting June 2017.

AFFECTED MODELS:
FAI MODEL NUMBER FAI MODEL NUMBER FAI MODEL NUMBER

LIFEBOOK® E546 LIFEBOOK P727 LIFEBOOK  U745

LIFEBOOK   E547 LIFEBOOK P772 LIFEBOOK  U747

LIFEBOOK   E556 LIFEBOOK S752 LIFEBOOK  U757

LIFEBOOK   E557 LIFEBOOK S762 LIFEBOOK  U772

LIFEBOOK   E733 LIFEBOOK T725 LIFEBOOK  U904

LIFEBOOK   E734 LIFEBOOK T726 LIFEBOOK  U937

LIFEBOOK   E736 LIFEBOOK T732 STYLISTIC® Q616

LIFEBOOK   E743 LIFEBOOK T734 STYLISTIC   Q665

LIFEBOOK   E744 LIFEBOOK T902 STYLISTIC   Q702

LIFEBOOK   E746 LIFEBOOK T904 STYLISTIC   Q704

LIFEBOOK   E752 LIFEBOOK T935 STYLISTIC   Q736

LIFEBOOK   E753 LIFEBOOK T936 STYLISTIC   Q737

LIFEBOOK   E754 LIFEBOOK T937 STYLISTIC   Q775

LIFEBOOK   E756 LIFEBOOK U727 STYLISTIC   R726
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