
Challenge

Securing sensitive data for modern 
workplaces

RBF faced pressing challenges in 
securing sensitive data, particularly 
across managed and unmanaged 
devices. Their aim was clear: implement 
strong data access controls, identity 
protection, and device compliance 
while meeting stringent cloud security 
requirements. RBF needed a tailored 
solution that aligned with operational 
goals without sacrificing ef ficiency.

“Fujitsu’s comprehensive security assessment provided us with 
invaluable insights, helping us identify and strengthen key areas 
in our security strategy. Their expertise has been vital in aligning 
our cybersecurity with broader operational goals, ensuring RBF’s 
continued resilience and security.”
Rajnesh Chand, Manager Cybersecurity & Innovation, Reserve Bank of Fiji

The Reserve Bank of Fiji (RBF) 
prioritised elevating its Microsoft 
365 environment to ensure top-tier 
security and compliance requirement. 

With Fujitsu Cyber, RBF enhanced its Microsoft 365 
environment’s security posture, balancing robust 
protection with seamless operational ef ficiency. 

Leveraging advanced tools like Purview, Intune, and 
conditional access, RBF’s Microsoft 365 security now 
meets industry benchmarks, aligning with the ASD 
Blueprint for Secure Cloud.

Empowering 
data security 
& compliance
Reserve Bank of Fiji’s journey to a 
robust Microsoft 365 framework



Solution

Comprehensive Microsoft 365 security enhancement

To address RBF’s security and compliance needs, Fujitsu began with an initial Microsoft 365 security 
assessment, uncovering critical risks and areas for improvement. This assessment provided RBF with 
a clear roadmap of prioritised actions that would maximise security improvements with minimal 
upfront investment. Key steps included:
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Uncompromised 
data Security

Strengthened data protection 
for corporate and personal 
devices.

Streamlined 
access & identity 
management

Improved compliance and 
security through granular 
access controls.

Future-proof 
compliance 

Built a scalable, resilient 
security framework aligned 
with leading industry 
standards.

Aligned with the 
ASD Blueprint, this 
solution set a new 
security standard 
for RBF, providing 
a flexible yet 
secure Microsoft 
365 environment.

Fujitsu Digital Acceleration Services of fers a seamless, end-to-end catalogue of services. With 
expertise in Consulting, Cybersecurity, Data & AI, Cloud & Modern Workplace, SAP, and ServiceNow.

Fujitsu Cyber
www.fujitsu.com/au/services/security/
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Results

A secure, future-ready Microsoft 365 ecosystem

Through this targeted approach, RBF gained immense value from a modest investment, 
transforming its Microsoft 365 security posture without costly or complex overhauls. Key outcomes 
included:

• Microsoft 365 security assessment & recommendations: 
Conducted an in-depth analysis of RBF’s Microsoft 365 
environment, identifying vulnerabilities and providing actionable 
insights.

• Stakeholder engagement & roadmap development: Worked 
closely with RBF leadership to define security priorities and align 
enhancements with operational goals.

• Advanced security configuration: Implemented Intune for device 
compliance and Purview for sensitivity labelling to ensure data 
protection across managed and unmanaged devices.

• Enhanced access control policies: Strengthened security with 
conditional access settings, allowing only compliant devices to 
access sensitive resources.

https://www.fujitsu.com/au/services/security/

