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FOR SAFE OPERATION

This manual contains important information regarding the use and handling of this
product. Read this manual thoroughly. Pay special attention to the section "NOTE
ON SAFETY" Use the product according to the instructions and information
available in this manual. Keep this manual handy for further reference.

Fujitsu makes every effort to prevent users and bystanders from being injured or from
suffering damage to their property. Use the product according to this manual.

ABOUT THIS PRODUCT

This product is designed and manufactured for use in standard applications such as
office work, personal device, household appliance, and general industrial
applications. This product is not intended for use in nuclear-reactor control systems,
aeronautical and space systems, air traffic control systems, mass transportation
control systems, medical devicesfor life support, missile launch control systems or
other specialized uses in which extremely high levels of reliability are required, the
required levels of safety cannot be guaranteed, or afailure or operational error could
be life-threatening or could cause physical injury (referred to hereafter as "high-risk”
use). You shall not use this product without securing the sufficient safety required for
high-risk use. If you wish to use this product for high-risk use, please consult with
sales representatives in charge before such use.
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RADIO FREQUENCY INTERFERENCE STATEMENT

The following notice is for EU users only.

WARNING: Thisisaproduct which meets Class A of EN55022. In adomestic environment this

product may cause radio interference in which case the user may be required to take adequate
measures.

The following notice is for USA users only.

This equipment has been tested and found to comply with the limits for a Class A digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference when the equipment is operated in a commercial environment.

This equipment generates, uses, and can radiate radio frequency energy and, if not installed and
used in accordance with the instruction manual, may cause harmful interference to radio
communications. Operation of this equipment in aresidential areaislikely to cause harmful
interference in which case the user will be required to correct the interference at his own expense.

Laser standards

This equipment includes Class 1 laser products and complies with FDA Radiation Performance

Standards, 21 CFR 1040.10 and 1040.11, and the International Laser Safety Standards | EC60825-
1: 2001.
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TRADEMARK ACKNOWLEDGEMENTS

® Microsoft, Windows, MS, Windows NT, and Windows Server are trademarks or
registered trademarks of Microsoft Corporation in the United States and/or other
countries.

® Linuxisatrademark or registered trademark of Linus Torvaldsin the United States
and other countries.

® Red Hat, RPM, and all Red-Hat-based marks and logos are trademarks or
registered trademarks of Red Hat, Inc. in the United States and other countries.

® SUSE isatrademark of Novell, Inc. in the United States and other countries.

® Intel, Xeon, and Itanium are trademarks or registered trademarks of Intel
Corporation.

® Ethernet isaregistered trademark of Fuji Xerox Co., Ltd. and Xerox Corporation
in the United States and other countries.

® All other product names mentioned herein are the trademarks or registered
trademarks of their respective owners.

® System and product names in this manual are not always noted with trademark or
registered trademark symbols (™), (®).

TERMS AND CONDITIONS

The product includes software provided by third parties in addition to that provided
by Fujitsu Ltd. You are granted permission to use the third parties’ software subject to
the terms and conditions below. If you acquire the source code of the software to
which the following terms and conditions apply, refer to LICENSE1 EN.pdf and
LICENSE2_EN.pdf, which are provided with the 'PRIMEQUEST Manuals
(C122-E013-C2).

THIS SOFTWARE ISPROVIDED "ASI1S" AND FUJITSU LIMITED MAKES NO
WARRANTIES, EITHER EXPRESSED OR IMPLIED, ASTO ANY MATTER
WHATSOEVER REGARDING TO THIS SOFTWARE, INCLUDING, WITHOUT
LIMITATION, WARRANTIES OF MERCHANTABILITY OR FITNESSFOR ANY
PARTICULAR PURPOSE.

IN NO EVENT SHALL FUJTSU LIMITED BE LIABLE FOR ANY CLAIM
FROM A THIRD PARTY, OR SPECIAL, INDIRECT OR CONSEQUENTIAL
DAMAGESOR ANY DAMAGES WHATSOEVER RESULTING FROM LOSS OF
USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT,
NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN
CONNECTION WITH THE USE, COPYING, MODIFICATION OR
DISTRIBUTION OF THIS SOFTWARE.

Fujitsu Ltd, April 2006
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The contents of this manual shall not be disclosed in any way or reproduced in any
media without the express written permission of Fujitsu Limited.

All Rights Reserved, Copyright © FUJITSU LIMITED 2005-2008
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PRIMEQUEST 580A/540A/
520A

10 2008-04-10 |Entire manual (correction) Technical brushup

Note: In thistable, the revised section isindicated by its section number in the

current edition.
An asterisk (*) indicates a section in the previous edition.
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Preface

This manual describes the preparation for PRIMEQUEST installation,
PRIMEQUEST power-on/off sequences, initialization procedures, and software
installation methods. This manual is intended for system administrators.

This section explains

Structure and Contents of this Manual

Other Reference Manuals

Abbreviations

Text Conventions

Syntax of the Command Line Interface (CLI)

Notes Regarding Notations Used in This Manual
Conventionsfor Alert Messages

Environmental Requirements for Using This Product
Reader Feedback

Structure and Contents of this Manual
This manual is organized as described below:

CHAPTER 1 PRIMEQUEST Overview
Provides an overview of the hardware, software, and network connections and

describes the workflow leading up to the initiation of operation.

CHAPTER 2 Setup

Describes how to perform the setup procedures required after installing the main unit.

CHAPTER 3 Operating System Installation

Describes the operating systems that can be installed, types of installation methods,
and operating system installation procedures.

CHAPTER 4 Work Required After Operating System Installation

Describes how to install and set up various software programs after installing the
operating system.

CHAPTER 5 Security Setup
Describes the SNMP and security settings.

C122-E001-10EN [



Preface

CHAPTER 6 GSWRB Initialization
Describes theinitial settings required for using the optional GSWB product.

Appendix A Software Programs Supplied with the PRIMEQUEST
Hardware

Describes the software programs supplied with PRIMEQUEST.

Appendix B Installation Procedure
Provides instructions applicable to PRIMEQUEST installation.

Appendix C Power Control

Describes power-on and power-off.

Appendix D Installation in the SAN Boot Environment

Describes how to set up the SAN boot environment.

Appendix E Setting Item List

Provides lists of default values for the MMB (server management unit) and PSA
(PRIMEQUEST Server Agent).

Appendix F Overall View of Management LAN IP Addresses
Describes the I P addresses used for PRIMEQUEST.

Glossary
Explains the terms used in this manual.

Index
Provides keywords and corresponding reference page numbers so that the reader can

easily search for itemsin this manual as necessary.
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Other Reference Manuals

The following manuals are provided for reference:
a) PDF manuals included on the PRIMEQUEST Manuals CD-ROM disk

(C122-E013-C2)

Title Description Manual code
PRIMEQUEST 580A/540A/580/ |Explains requirements, considerations, and notes |C122-BO01EN
540/480/440 System Design on the system operation design of the
Guide PRIMEQUEST 580A/540A/580/540/480/440.

PRIMEQUEST 580A/540A/580/ |Explains specifications and requirements for C122-HO01EN

540/480/440 Installation
Planning Manual

installation sites that are applicable to the
installation of the PRIMEQUEST 580A/540A/
580/540/480/440.

PRIMEQUEST 520A/520/420
System Design Guide

Explains requirements, considerations, and notes
on the system operation design of the
PRIMEQUEST 520A/520/420.

C122-BO09EN

PRIMEQUEST 520A/520/420
Installation Planning Manual

Explains specifications and requirements for
installation sites that are applicable to the
installation of the PRIMEQUEST 520A/520/420.

C122-HOOZ2EN

PRIMEQUEST 500A/500/400
Series Installation Manual

Explains the setup of the PRIMEQUEST,
including the preparation for the installation,
initial settings, and software installation.

C122-EO001EN

PRIMEQUEST 580A/540A/
520A/500/400 Series Reference
Manual: Basic Operation/GUI/
Commands

Explains operations, setup methods, and the
system management method that are required for
the system operation of the PRIMEQUEST. The
explanation covers basic operations and functions
of the MM B, PSA, and EFI.

C122-EOO3EN

PRIMEQUEST 500A/500/400
Series Reference Manual: Tools/
Operation Information

Explains system maintenance, Hot Plug, REMCS,
and LEDs and other information required for
system operation. Also, the manual provides
supplementary information such as information
on the physical |ocations of components.

C122-EQ74EN

PRIMEQUEST 500A/500/400
Series Reference Manual:
Messages/Logs

Explains measures to be taken against problems
that occur during operation and describes various

types of messages.

C122-EOO4EN

PRIMEQUEST GSWB User's
Manual

Explainsthe requirements, points to consider, and
notes concerning installing and operating GSWB,
an optional product.

C122-EO028EN

SPARC Enterprise/
PRIMEQUEST Common
Installation Planning Manual

Explains basic information and policy on
installation planning and facilities planning that
are required for the installation of the SPARC
Enterprise series and PRIMEQUEST series.

C120-HOO7EN

PRIMEQUEST 580A/540A
Dynamic Partitioning (DP)
Manual

Explains the Dynamic Partitioning (DP) function
which the PRIMEQUEST 580A/540A supports.

C122-EO85EN
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Abbreviations
In this manual, the product names are abbreviated as follows:

Title Description
Red Hat® Enterprise Linux® AS (v.4 for Itanium) Red Hat (*1)
Red Hat® Enterprise Linux® 5 (for Intel Itanium)
Red Hat® Enterprise Linux® AS (v.4 for Itanium) RHEL-AS4 (1PF)
Red Hat® Enterprise Linux® 5 (for Intel Itanium) RHELS5 (IPF) (*2)
SUSE™ Linux Enterprise Server 9 for Itanium Processor Family SUSE
SUSE™ Linux Enterprise Server 10 for Itanium Processor Family (*)
SUSE™ Linux Enterprise Server 9 for Itanium Processor Family SUSE9
SUSE™ Linux Enterprise Server 10 for Itanium Processor Family SUSE10
Microsoft® Windows® XP Professional Windows XP
Microsoft® Windows® XP Home Edition
Microsoft® Windows Server® 2003, Enterprise Edition for Itanium- |Windows
based Systems Windows Server 2003
Microsoft® Windows Server® 2003, Datacenter Edition for Itanium-
based Systems
Microsoft® Windows Server® 2008 for Itanium-Based Systems Windows
Windows Server 2008

Text

*1: Version-independent abbreviation

*2: A description in the form of "RHELS.x (IPF)" indicates an updated version.

Conventions

This manual uses the following fonts and symbols to express specific types of

information.

Fonts/symbols Meaning

Example

. I ndi cates names of manuals.
Italic

See the PRIMEQUEST 580A/540A/580/
540/480/440 System Design Guide.

I ndicates names of manuals,
chapters, sections, items,
buttons, or menus.

non

See Chapter 5, "System Maintenance."

I ndicates window names,
window button names, tab
names, and dropdown menu
selections.

[l

Click the [OK] button.

C122-E001-10EN



Preface

Syntax of the Command Line Interface (CLI)
The command syntax is described below.

Command syntax

The command syntax is asfollows:

® A variablethat requiresinput of avaue must be enclosed in < >.

® An optional element must be enclosedin| ].

® A group of options for an optional keyword must be enclosed in [ ] and delimited
by |.

® A group of optionsfor amandatory keyword must be enclosed in{ } and delimited
by |.

| The command syntax is shown in a frame such as this one. ‘

Notes Regarding Notations Used in This Manual
® [tems marked with "Linux" apply to both Red Hat® Enterprise Linux® AS (v.4 for
[tanium), Red Hat® Enterprise Linux® 5 (for Intel Itanium) SUSE™ Linux
Enterprise Server 9 for Itanium Processor Family, SUSE™ Linux Enterprise
Server 10 for Itanium Processor Family.

® ThelO Unitisindicated as"1OU" inthe MMB Web-Ul and in the figures shown in
this manual .

Conventions for Alert Messages

Thismanual uses the following conventionsto show alert messages. An alert message
consists of an alert signal and alert statements.

Thisindicates a hazardous situation that could result in serious personal
injury if the user does not perform the procedure correctly.

AWARNING

This indicates a hazardous situation that could result in minor or moderate

A personal injury if the user does not perform the procedure correctly. This
CAUTION signal also indicates that damage to the product or other property may occur

if the user does not perform the procedure correctly.

Thisindicates information that could help the user to use the product more

IMPORTANT effectively.
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Alert messages in the text

In the text, alert messages are indented to distinguish then from regular text. A wider
space precedes and follows the message to show where the message begins and ends.

[AWARNING

Certain tasks in this manual should only be performed by a certified service
engineer. Users must not perform these tasks. Incorrect operation of these tasks
may cause electric shock, injury, or fire.

® [nstallation and reinstallation of all components, and initial settings

® Removal of front, rear, or side covers

® Mounting/de-mounting of optional internal devices

® Plugging or unplugging of external interface cards

® Maintenance and inspections (repairing, and regular diagnosis and maintenance)

The important alert messages are listed in the "Important Alert Messages' table in the
section titled, "NOTE ON SAFETY." after "Preface.”

Environmental Requirements for Using This Product

This product is a computer which is intended to be used in a computer room. For
details on the operational environment, see the following manuals:

® PRIMEQUEST 580A/540A/580/540/480/440 Installation Planning Manual
(C122-HOO1EN)
® PRIMEQUEST 520A/520/420 Installation Planning Manual (C122-HOO2EN).

Reader Feedback

 Inthismanual, it is assumed that two BMMs (optional products) can be connected to asingle
IO Unit and 10X thisisreflected both in the explanations and in the figuresincluded in this
manual. The PRIMEQUEST 400 series supports only connection to one BMM (BMM#0) per
IO Unit and IOX.

* Inthis manual, the term BP (BackPlane) used in descriptions for the PRIMEQUEST 480/440
series actually stands for MP (MidPlane).

» The screen images in this manual may be different from the actual screen images.

* If you find any errors or unclear statements in this manual, pleasefill in the "Reader's Comment
Form" sheet at the back of this manual and forward it to the address indicated at the bottom of
the sheet.

» Thismanual is subject to revision without prior notice.

» The PDF version of this manual is best viewed in Adobe® Reader® with a magnification
of 100% and Single Page for the page layout.
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NOTE ON SAFETY

Important Alert Messages
This manual provides the following important aert signals:

[ACAUTION|

This indicates a hazardous situation that could result in minor or moderate
personal injury if the user does not perform the procedure correctly. This signal
also indicates that damage to the product or other property may occur if the user
does not perform the procedure correctly.

Before shutting down power, make sure the following
events have occurred; otherwise, data may be destroyed:
® All applications have completed processing.
® No user is using a component.

Task Warning Page
Normal Malfunction P2-9
operation The MMB Web-Ul (Web user interface) supports the

following browsers. Note that other browsers may not
correctly display the Web UI.
® Microsoft® IE (Internet Explorer) v5.5 (SP2) or later
® Netscape v7.02 or later
Data destruction PC-6
When power to the main processing unit is turned off in an |P.C-8
operation from the MMB, only the following LEDs of the
OPL and the MMB stay lit:
® MMB-Ready LED of the OPL
® Power LED of the MMB
® Ready LED of the MMB
® Active LED of the MMB
Before turning off the main power (UPS, power
distribution box, circuit breaker switches, etc.), be sure to
confirm that all LEDs other than the above are off.
Otherwise, turning off the main power may cause damage
to data.
Data destruction PC-10

C122-E001-10EN
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NOTE ON SAFETY

Task Warning Page

Normal Malfunction P4-102

operation When performing the following operations, set Boot
Watchdog [Disable]:

® CD-ROM boot

® Startup in single user mode

® Backup and restore using SystemcastWizard
If the operation above is performed with Boot Watchdog
set [Enable], operating system restart is repeated for the
specified number of times, after which a specified action
(Stop rebooting and Power Off, Stop rebooting, or
Diagnostic Interrupt assert) is performed. The retry count
for restarting the operating system and the action to be
performed are determined according to the settings of the
[ASR (Automatic Server Restart) Control] window of the
MMB.
At this time, by clicking the [Apply] button after checking
the [Cancel Boot Watchdog] check box in the [ASR
(Automatic Server Restart) Control] window of the MMB,
Boot Watchdog can forcibly be set to [Disable].
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NOTE ON SAFETY

Alert Labels
The following labels are attached to this product:

These labels provide information to the users of this product.

A CAUTION]

Do not peel off the labels.

PRIMEQUEST 580A/540A/580/540/480/440
¢ Main unit

AE E CAUTION

ER AECEARRESANHY ERTEBOMBUET,
STRSELANDFRABCMALLNTTEL,

HAZARDOUS VOLTAGE. SERVICE ENGINEER
ONLY TOUCH THE INSIDE.

[=]

& GIBEYA LA S TERROCE,
CAUTION | ELECTROSTATIC SENSITIVE DEVICE!

:“Iége ‘aao

u|| i i':'
i rerereyinmexe s

=

Front view

Rear view

ABIC BAvtHY BRTEBOLBYET,
BTRSELAOFRARCMRELTTELD,
HAZARDOUS VOLTAGE. SERVICE ENGINEER

ONLY TOUCH THE INSIDE.

MAEE CAUTION =

&z: |nqnuznu=1unm;t.
CAUTION | ELECTROSTATIC SENSITIVE DEVI
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NOTE ON SAFETY

AEE
BR CORECEEEOREANNSY
7, BROBRERLT 6B,
RFRHELTOA 54 VA uF
£06T 6C

—Co

ACAUTION

THIS UNIT HAS MORE THAN ONE POWER
SUPPLY CORD. TURN ALL MAIN LINE
SWITCHES OFF BEFORE SERVICING TO
AVDID ELECTRIC SHOCK

AACHTUNG

DIESES SYSTEM HAT MEHR ALS EINE
NETZ-ZULEITUNG. ES MUSSEN ALLE
NETZ-ZULETTUNGEN GETRENNT WERDEN
BEVOR DAS SYSTEM GEOFFNET WIRD,

AATTENTION

CET APPAREIL A PLUSIEURS SOURCES
D ALIMENTATION. AFIN DE NE PAS VOUS
ELECTROCUTER, DEBRANCHEZ TOUS LES
DISJONCTEURS AVANT L ENTRETIEN DE

L APPAREIL.
[
« Extended Power Cabinet

AE E CAUTION Sl = Ax &

ABICEEREBAHSY BRTIBANBYSET, | M " =l
&5 FFESELAOHRABEMNELTTEL, ER CORRCEUMOREANNDY
HAZARDOUS VOLTAGE. SERVICE ENGINEER 7, BROBRENHLT AL,
ONLY TOUCH THE INSIDE, ﬁﬁﬁmégiﬂﬂyv—wzw}
ANEE Jﬁw;uzuwﬁamm EREDRCEs

CAUTION | ELECTROSTATIC SENSITIVE DEVICES.

ACAUTION

THIS UNIT HAS MORE THAN ONE POWER
SUPPLY CORD. TURN ALL MAIN LINE
SWITCHES CFF BEFORE SERVICING TO
AVOID ELECTRIC SHOCK.

AACHTUNG

DIESES SYSTEM HAT MEHR ALS EINE
NETZ-ZULEITUNG. ES MUSSEN ALLE
NETZ-ZULETTUNGEN GETRENNT WERDEN
BEVOR DAS SYSTEM GECFFNET WIRD,

[ AATTENTION

CET APPAREIL A PLUSIELRS SOURCES
PR Hgogde o D ALIMENTATION. AFIN DE NE PAS VOUS

| ELECTROCUTER, DEBRANCHEZ TOUS LES

B = DISJONCTEURS AVANT L ENTRETIEN DE

Front view Rear view L APPAREIL. &
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NOTE ON SAFETY

+ Extended I/O Cabinet

&n GIBHUA LA LT TERAOCE, |
CAUTION | ELECTROSTATIC SENSITIVE L‘E\I‘Iﬂd

AEE
B CONECHRNOREANYSY
£7, BROBRENLY 53 L,
BIRELTOA 254 22 o F
+ANTEC L.

|&u SIWRUA LR LT TERADC L,
| CAUTION | ELECTROSTATIC SENSITIVE DEVI

ACAUTION

THIS UNIT HAS MORE THAN ONE POWER
SUPPLY CORD. TURN ALL MAIN LINE
SWITCHES OFF BEFORE SERVICING TO
AVOID ELECTRIC SHOCK

AACHTUNG

DIESES SYSTEM HAT MEHR ALS EINE
NETZ-ZULEITUNG ES MUSSEN ALLE
NETZ-ZULEITUNGEN GETRENNT WERDEN
BEVOR DAS SYSTEM GEOFFNET WIRD.

(& oo Bao ] :
e aa- aaoel :

AATTENTION

CET APPAREIL A PLUSIELRS SOURCES
DALIMENTATION AFIN DE NE PAS VNS T |
| 1= |

ELECTROCUTER. DEERANGHEZ TOUS
DISUONCTELRS AVANT LENTRE‘I'IEN e
L APPAREIL. ﬂ

=

Front view Rear view

AE S

o

BRCOEEES ST ALY b RARK)
RAELOT, RERRCALL THR
BRER S TCRE0,

AWARNING

HIGH TOUCH CURRENT.
EARTH CONNECTION
ESSENTIAL BEFORE
CONNECTING SUPPLY.

AACHTUNG

HOHER ABLEITSTROM.
VOR ANSCHLUSS AN DEN
VERSORGUNGSSTROMKRE LS
UNBEDINGT ERDUNGSVER-
BINDUNG HERSTELLEN

A\AVERT ISSEMENT

COURANT DE FU|TE ELEVE
RACCORDEMENT A LA TERRE
INDISPENSABLE AVANT LE
RACCORDEMENT AU RESEAU.

=]
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NOTE ON SAFETY

« PCI_Box

AE E CAUTION =

B8 STIINE, THTONEI- FERLT(RED,
(ERU, BRRTRIECORY THEL, )
DISCONNECT ALL POWER SUPPLY UORDG
BEFORE SERVICE TO AVOID ELECTRIC SHOCK.
(EXCEPT FOR ACTIVE MAINTENANCE)

AE E CAUTION i
ER ABCUERESHNGY BRTSBOMEY ST,
RIBEELADHRABIMNENTTEL,

HAZARDOUS VOLTAGE. SERVICE ENGINEER
ONLY TOUCH THE INSIDE.

&s BFHHFUZ MRS TERAOC L,
CAUTION | ELECTROSTATIC SENSITIVE DEUICESm

Left side view

AE & CAUTION ]
ER ABCUEREBANGY BRTIBONGYET,
FFELEUADSRABIRRENTTEL,

HAZARDOUS VOLTAGE. SERVICE ENGINEER
g ONLY TOUCH THE INSIDE.

A EE | RFBRURFR LS SERAOCL,
CAUTION | ELECTROSTATIC SENSITIVE DEVICES,

Front view (without cover)

Xii C122-E001-10EN



NOTE ON SAFETY

PRIMEQUEST 520A/520/420
¢ Main unit

,.

\

4h EE CAUTION
~x\ j \ EHTAEThABYET. UNSTABLE.

EREISHINC, RIESAFEMPRTIEZL,
USE STABILIZER BEFORE PULLING OUT UNIT.

A\

AER

s

HAZARDOUS

CAUTION &

TN,

VOLTAGE. SERVICE ENGINEER

ONLY TOUCH THE INSIDE.

SEBYET

A o

[t A I G

= 3

. —t A
- - —2—y r -1

=]

Rl
m i, )m
ALL

DISC
CORDS BEFORE SEIWICE T0

Al Ei..ECTIII
?oEK(EFT FOR CT “HANCEJ

& G

mm&mm&g

Front view Rear view
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Product Handling

Maintenance

[AWARNING|

Certain tasks in this manual should only be performed by a certified service
engineer. Users must not perform these tasks. Incorrect operation of these tasks
may cause electric shock, injury, or fire.

@ [nstallation and reinstallation of all components, and initial settings

® Removal of front, rear, or side covers

® Mounting/de-mounting of optional internal devices

@ Plugging or unplugging of external interface cards

@ Maintenance and inspections (repairing, and regular diagnosis and maintenance)

[AACAUTION|

The following tasks regarding this product and the optional products provided from
Fujitsu should only be performed by a certified service engineer. Users must not
perform these tasks. Incorrect operation of these tasks may cause malfunction.

® Unpacking optional adapters and such packages delivered to the users

Remodeling/Rebuilding

[ACAUTION|

Do not make mechanical or electrical modifications to the equipment.
Using this product after modifying or overhauling may cause unexpected injury or
damage to the property, the user, or bystanders.
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1.1

1.2

CHAPTER 1 PRIMEQUEST QOverview

Workflow for starting operation

This section describes the workflow to be executed to start PRIMEQUEST operation.

For the hardware and software overview, see the following manual that appliesto
your model.

® PRIMEQUEST 580A/540A/580/540/480/440
See the PRIMEQUEST 580A/540A/580/540/480/440 System Design Guide
(C122-BOO1EN).

® PRIMEQUEST 520A/520/420
See the PRIMEQUEST 520A/520/420 System Design Guide (C122-BO09EN).

Setup Workflow

This chapter describes how to set up the PRIMEQUEST. Some setup tasks should be
performed by a certified service engineer, whereas other setup tasks should be
performed by the user. This section covers the tasks that should be performed by the
user.
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CHAPTER 1 PRIMEQUEST Overview

Tasks performed by
certified service
engineer

Set up

Tasks performed by
the user

Notes:

Equipment setup

>

MM B connection (test
environment)

MM B connection and setup
(operating environment)

Network setup for normal
operation

MMB initialization

>

Partition initialization

M ode settings

>

Saving settings

OSinstallation

e

Postinstallation wor k

e

Setup of attached software
programs

e

SNMP security setting

>

* Only for PRIMEQUEST

580A/540A/580/540/480/440

GSWaB initialization

Perform inventory checking and BIOS setup and
check partitions using atest program.

Testing is conducted in a created test environment.

Setup the MMB P address and other parameters to
be used for normal operation and connect to the
MMB. See Section 2.2.1.

Specify parameters for the entire MMB, such asthe
user accounts and system name. See Section 2.2.4.

Set the partition names or configure the partition.
See Section 2.5.
Set up the mode when necessary. See Section 2.5.8.

Save the specified setting values (for MMB and
GSWB). See Section 2.6.

GSWB is supported only in PRIMEQUEST 580A/
540A/580/540/480/440.

Install the operating systems. See Chapter 3.

Specify the monitoring method, dump environment,
and save the settings (PSA and EFI). See Chapter 4.

Set up the attached software programs. See
Appendix A.

Set up SNMP and security.
See Chapter 5.

Set up GSWBs when necessary. GSWBs can
perform basic functions with as-shipped settings.
Basic functions referred to here mean functions that
do not useaGSWB VLAN (as shipped, VLANs are
not configured). Refer to PRIMEQUEST GSWB
User's Manual (C122-E028EN).

Note: The GSWB isan optional product.

Figure 1.1 Setup workflow

Before the user can start setup tasks, certified service engineers must have
executed tasks including machine setup, the part of MMB setup they are
responsible for, and test program execution.

1-2
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1.2 Setup Workflow

1.2.1 Items required for setup

Depending on your system configuration, you have to prepare the following items. 1f
you need to prepare these items, contact the sales personnel or a certified service
engineer.

Note:  Anexternal switching hub is required to construct asystemina
configuration where the PRIMEQUEST is connected to an external
switching hub viaaLAN.

® PC to be used as a console

® L AN cables (for user LAN)
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CHAPTER 2 Setup

2.1 Before Starting Setup

The setup procedure roughly consists of steps (1) to (3) below. Before starting setup,
you need to determine the address and other information.

If the power has not been supplied to the main unit or partition, turn on the power by
performing the power-on procedure explained in Appendix C, "Power Control."

Note: The management LAN and the business LAN must be configured on
different subnets.

(1) MMB setup (see Section 2.2 for the procedure)
Before starting MMB setup, you need to determine the following;:

 |P address, host name, subnet mask, and gateway address

* |Paddress of the PC to be used for the MMB console

» User accounts

» Name of the PRIMEQUEST system (also used as the SNMP system name)
» Environment used for management VLAN

and others.

(2) Partition setup (see Section 2.5 for the procedure)
If you use the partition function to configure multiple partitions, you must determine
the number of partitions and the following items in advance:

* Partition names

* Partition configuration
* HomelOU

» Boot control

e System Mirror

and others.

Note: Naming each partition the same name as the host name of the OS installed
in the partition makes managing partition an easier task.
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CHAPTER 2 Setup

(3) GSWB setup (only for PRIMEQUEST 580A/540A/580/540/480/440)
(refer to the PRIMEQUEST GSWB User's Manual (C122-E028EN))

GSWBs can perform basic functions with as-shipped settings. Basic functions
referred to here mean functionsthat do not usea GSWB VLAN. The PRIMEQUEST
GSWB User's Manual (C122-E028EN) explains the settings to be made during
installation. These settings are not required unless you plan to use GSWB. To make
these settings, you must determine the following in advance:

» Host name, host I P address, subnet mask, default gateway
* Port to be enabled

Remarks: These settings are required for each GSWB that is used.
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2.2 MMB Connection and Setup

2.2

2.2.1

MMB Connection and Setup

When you start MMB setup, the MMBs are in atest environment constructed by a
certified service engineer, and test programs have been executed init. Therefore, you
need to reset the MMBs for actual operation.

More specifically, you need to specify MMB | P addresses and connect cables
assuming actual operation. After the MMBs are connected, use the MM B Web-UI
(Web user interface) to register and specify the user accounts, security parameters,
time, and other MMB settings.

The figure below shows the MMB connection and setup flow.

Connection environment settingsfor | @ Set up the connection environment for actual
actua operation —» 2.2.1 operation.

Network settings for actual operation | ® Set up the network and Web server to be used
5223 for actual operation.

@ Registration of user accounts

MMB initialization —» 2.2.4 ® Setting user account of certified service
engineer

@ Setting system name

@ Setting date and time

@ Setting Telnet

® Setting aVLAN inaadministration LAN hub

Connection environment settings for actual operation

The connection environment for testing must be reset for actual operation. You need
to perform the following operations:

® Specifying the IP address for the PC to be used asthe MMB console (—» 2.2.1.1)
® Connecting the MMB console PC to the MMB user port (- 2.2.1.2)
@® External LAN connection for PRIMEQUEST (PRIMEQUEST 580A/540A/580/
540/480/440)
(- 2.2.1.3)
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2211

2212

Specifying the IP address for the PC to be used as the MMB
console

On the user's PC to be used as the MMB console, specify the IP address of that PC.
For information on the procedure, see the manuals for the PC.

Connecting the MMB console PC to the MMB user port

Connect the user's MMB console PC to the MMB user port by using a LAN cable.
After connection is complete, the MMB console PC becomes able to communicate
with the MMB LAN.

The PRIMEQUEST 580A/540A/580/540/480/440 uses a redundant MM B
configuration in which one MMB is active and the other is a standby. When
connecting the cable to an MMB LAN port during the setup, select the port of the
active MMB (ACT LED: normally MMB#0 is on) indicated by the LED.

ACT LED User port
i
[ —
© B - L
i © © e mr
/
N o1
\\‘ P |
Vs
“\ / !
(LTI ’ !
1 / !
’
P ]
ra !
4 1
FANBH ’ p
rd
s 1
// !
I
= // )
4 I
s
/ If
T
pIP|P|P|PIP|P|P Ife’_
clefc|e|cfefc|c||B(B]fs
| MMEZ] | acsH L UL ELEfEfrfn (M (2R
T #|u e nle|g)e]||M|N]e IS
T(6(5(4]3]2 1 (0|7 &
Q) (L]
TOURT N T f-
] ™ 2
ggg l\ 10X I
® \ I
=F M
-Eg
%Eé g FAN_C#1 (FAN for $B)

*1 PCHé#2 and PCI#3 can be used only in the
PRIMEQUEST 520A/520.

Rear view (PRIMEQUEST 580A/540A/580/540/480/440)  Rear view (PRIMEQUEST 520A/520/420)

Figure 2.1 Location of the MMB user port
Remarks: BMM#1 is supported only in the PRIMEQUEST 500A/500 series.
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2.2 MMB Connection and Setup

2.2.1.3 External LAN connection for PRIMEQUEST (PRIMEQUEST
580A/540A/580/540/480/440)

This section describes the configuration for and notes on PRIMEQUEST external
LAN connections. Fujitsu recommends establishing the external LAN connection

after making the security settings.

10U#0 1OU#7
BMM#1 BMM#1
BMM#0 BMM#0
IP= IP=
192.168.1.1 192.168.1.8
' |
VIP =
/ 192.168.1.102 \
(4 N
MMB#0 MMB#1
o2
192.168.1.100 REMCS VIP = 12 1652 1L 101
o i M | St iy [
For remo‘te For hanagement by the user For remote For management by the user
maintenance - maintenance
For local maintenance ’—F
‘ — For local maintenancg

IP=
192.168.3.202 |

Dial-up router or |

External switch

]
!

- external switch
[
.x. #

REMCS center

Maintenance terminal (FST) ||web-Ul
IP=
192.168.1.200 IP=
192.168.1.201 3

Notes:

1. The IP addresses in this figure are examples.

2. IP: Physical address

VIP: Virtual IP address

REMCS IP: IP address for remote maintenance.

the user and the other for remote maintenance.

Two subnets must be setup: One for management by

Specify the same subnet for management by the user

and for local maintenance.

4.  BMM#1 is supported only in the
PRIMEQUEST 580A/540A/580/540.

Figure 2.2 Management LAN network configuration and IP addresses
(PRIMEQUEST 580A/540A/580/540/480/440)

The MMB#0 and MM B#1 management (user) ports are connected to an external

switching hub viaLAN cables. At the same time, a general-purpose PC for MMB

Web-UI operation is aso connected to the hub.

Specify the same subnet for the physical and virtual |P addresses of MMB#0 and

MMB#1.

Each MMB has a physical 1P address (192.168.1.100 for MM B#0 and 192.168.1.101
for MMB#1 in the above figure) and avirtual |P address (192.168.1.102 in the above
figure). Thevirtual 1P addressis used for communication with the externally
connected targets (Web browser, maintenance terminal, REMCS, and others).
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Note:

@ |f you want to use a switching hub that supports aloop guard function
(such as the spanning tree protocol and domain separation) as an external
switch, suppress the loop guard function by disabling [ Spanning Tree
Protocol] for the port for connection between the switching hub and the
main unit or by turning on [Domain Separation].

® The MMB transmits packets in communication of the following types:
NTPR, adarm e-mail, REMCS, and SNMP trap. If both aphysical IP
address and a virtual address are set for the MMB, the I P address of the
packet sender becomes the physical |P address of the MMB.
Under the following conditions, firewall, mail, and other servers must be
configured such that the packets with the physical |P addresses of
MMB#0 and MMB#1 can pass through:

- Thedestination server is an external server outside the firewall.
- |P addresses are restricted by the mail server used.

Also, if the REMOTE MAINTENANCE port is used with the PRIMEQUEST 580A/
540A under the above conditions, the servers must be configured such that the
packets with the | P addresses for REMOTE MAINTENANCE can pass through.

Remarks:

® Thephysical |P addresses of the MMBs are aso used for linkage with
PRIMECLUSTER.

® |f REMCS connection isinvolved, the connection method explained
below isused. For details, see Chapter 6, "REMCS" in the
PRIMEQUEST 580A/540A/520A/500/400 Series Reference Manual:
Basic Operation/GUI/Commands (C122-E003EN).

- Internet connection:
The REMCS ports are connected to an external switching hub or to the
center viathe firewall from the external switch of the management
port.

- P-Pconnection:
The REMCS port of each MMB (MMB#0 and MMB#1) is directly
connected to the dial-up router.

2-6
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2.2 MMB Connection and Setup

2.2.1.4 External LAN connection for PRIMEQUEST (PRIMEQUEST
520A/520/420)

This section describes the configuration for and notes on PRIMEQUEST external
LAN connections. Fujitsu recommends establishing the external LAN connection
after making the security settings.

10U 10X
BMM#1
BMM#0

IP=
192.168.1.1

BMM#1
BMM#0

IP=
192.168.1.8

]

MMB
IP= REMCS VIP =
192.168.1.100 192.168.3.102
For managemem by the user
For remote For I<‘)cal maintenan Notes:
maintenance o
1. The IP addresses in this figure are examples.

B

2. IP: Physical address

IP= Dial-up router or External switch REMCS IP: IP address for remote maintenance.

192168.3.202 | 4" external switch 3. Two subnets must be setup: One for management by
the user and the other for remote maintenance.

# @ Specify the same subnet for management by the user

Maintenance terminal (FST) and for local maintenance.

4. BMM#1 supports the PRIMEQUEST 520A/520 only.
REMCS center = IP N
192.168.1.200 192 168.1.201

Figure 2.3 Management LAN network configuration and IP addresses (PRIMEQUEST
520A/520/420)

o

The MMB management (user) port is connected to an external switching hub via
LAN cables. At the sametime, a general-purpose PC for MMB Web-Ul operation is
also connected to the hub.

The MMB has aphysical |P address (192.168.1.100 in the above figure). The IP
addressis used for communication with the externally connected targets (\Web
browser, maintenance terminal, REMCS, and others).

Note:

® |f you want to use a switching hub that supports aloop guard function
(such as the spanning tree protocol and domain separation) as an external
switch, suppress the loop guard function by disabling [ Spanning Tree
Protocol] for the port for connection between the switching hub and the
main unit or by turning on [Domain Separation).
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® The MMB transmits packets in communication of the following types:
NTPR, aarm e-mail, REMCS, and SNMP trap.
Under the following conditions, firewall, mail, and other servers must be
configured such that the packets with the physical 1P address of MMB can
pass through:

- Thedestination server is an external server outside the firewall.
- |P addresses are restricted by the mail server used.

Also, if the REMOTE MAINTENANCE port is used with the PRIMEQUEST 520A
under the above conditions, the servers must be configured such that the packets with
the I P addresses for REMOTE MAINTENANCE can pass through.

Remarks:

® The IP addresses of the MMB are also used for linkage with
PRIMECLUSTER.

® |f REMCS connection isinvolved, the connection method explained
below isused. For details, see Chapter 6, "REMCS" in the
PRIMEQUEST 580A/540A/520A/500/400 Series Reference Manual:
Basic Operation/GUI/Commands (C122-E003EN).

- Internet connection:
The REMCS ports are connected to an external switching hub or to the
center viathe firewall from the external switch of the management
port.

- P-P connection:
The REMCS port of MMB isdirectly connected to the dial-up router.

2.2.2 MMB login and logout, and window configuration

You use the MMB Web-UI window for operationsin Section 2.2.3, "Network settings
for actual operation,” 2.2.4, "MMB initialization", and 2.5, "Partition Initialization."
This section explains how to log in to MMB Web-UI and how to read its display.

® | ogin to and logout from the MMB Web-Ul (- 2.2.2.1)
® \Web-Ul window elements (— 2.2.2.2)
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2.2.2.1 Login to and logout from the MMB Web-UlI

The procedure for logging in to the MMB Web-UI is described below.

To log in to the Web-UI, you need to either specify the virtual 1P address or physical
| P address of the active MMB, or specify the fully qualified domain name (FQDN)
corresponding to the | P address.

To specify afully qualified domain name (FQDN), the DNS server must already be
specified.

[AACAUTION]

Malfunction
The MMB Web-UI (Web user interface) supports the following browsers. Note that
other browsers may not correctly display the Web UI.

® Microsoft® IE (Internet Explorer) v5.5 (SP2) or later

® Netscape v7.02 or later

Login procedure
1 Start the Web browser.
Remarks 1: To use JavaScript, the MMB Web-Ul must enable it by browser
setting.
Remarks 2: For downloading through the MMB Web-UI, downloading must be
enabled by the browser setting.
2 Enter thefollowing URL.

Standard http://nodename:adminport
SSL https://nodename:adminport

nodename: Specifiesan MMB FQDN or | P address.
adminport: Specifies a port number that is allocated to the MM B management
port (default value: 8081 for standard or 432 for SSL).
3 Enter auser account name and password as follows, and click the [Login] button.
Remarks: When the browser is started for thefirst time or a setting change is not
made, the following default user account and password are applied
and a change to a new password is requested.

Username Administrator
Password Password specified by the Fujitsu certified
service engineer during system setup.
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Logout procedure
1 Toquit operation, click [Logout] on the upper right of the browser window.

Log out from the Web-UI.
Remarks: To perform other operations, select a menu or sub-menu.

2.2.2.2 Web-Ul window elements

This section explains information to be displayed on the Web-UI window using the
window of the PRIMEQUEST 580A/540A/580/540/480/440 as an example.

Information displayed on the window

.--{a) FUJTSU logo display . . - | b) Information area .|c) Active MMB display
Model: Active:MMB#1
‘ 8] Part Number: ' ‘
FUI [-I-SU Serial Number: .U
Status: Mormal W Urder Mainienance
Partition 3witch User & dmirsstration Metwork Configuration  Matntenane: Dot

. [d) Maintenance status
-|  display

:-{ e) Navigation bar

f) Sub-menu

. ] 9) Sub-menu hierarchy display bar

-- h) Content display area

Figure 2.4 [Web-UIl Frame Information] Window

a) FUJITSU logo display
The FUJITSU logo mark isdisplayed. Click thismark to display the FUJITSU

homepage.

b) Information area

Model: PRIMEQUEST XXX Active:MMB#0
Part Number:

Serial Number:

Status: Under Maintenan: e

This area displays the following information.

® [Model]
Displays the PRIMEQUEST model name (Product Info Product Name of

operation panel FRU).
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® [Part Number]
Displays the PRIMEQUEST part number (Product Info Product Part/Model
Number of operation panel FRU).

Note: When "Read Error" is displayed, contact your Fujitsu certified service
engineer.
® [Serial Number]
Displays the serial number of the PRIMEQUEST.
Note: When "Read Error" is displayed, contact your Fujitsu certified service
engineer.

® [Status]
Displays the status of the entire PRIMEQUEST. The system status display
indicates the three statuses below. Click one of the three to display the [System
Event Log] window.

Table 2.1 System status display

Status Display color Icon
Norma Green None
. Black ! inyellow
Wi Yell .
aming ow triangle A
Error Red White x in red circle 9

c) Active MMB display

Displays the number of the MMB that is operating as an active MMB with the Web-
Ul connected.

d) Maintenance status display
When a certified service engineer is maintaining this device by using a maintenance
wizard menu, "Under Maintenance” isdisplayed in orange. When maintenanceis not
being conducted, no information is displayed.

e) Navigation bar

Partiion Swatch User Admmustration Wetwork Configuration  Mamtenance

The top layer menus are displayed. A menu being selected is displayed in black
characters, and one not selected is displayed in white characters.

® [System], [Partition], [Switch], [User Administration], [Network Configuration],
[Maintenance]
Click one of the menusto display the sub-menu in g).
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Note: [Switch] isdisplayed for the PRIMEQUEST 520A/520/420 and for the
PRIMEQUEST 580A/540A/580/540/480/440 with a built-in GTHB.

® [Logout]
Click hereto log out from the MMB Web-UI.

f) Sub-menu hierarchy display bar

| = system

Hierarchy display

The menu hierarchies that the user passes from the top menu to the sub-menu
displayed in the sub-menu area are displayed. Click the menu displayed hereto
display the content window of that menu.

‘Exampl e: >System>System Status ‘

g) Sub-menu
The sub-menu of the menu selected on the navigation bar is displayed.

Model: Active:MIMB#1
(-2} Part Number:
FUI [TSU Serial Nuniher:
Status: Marmal Under Mainienanee

Fartition Switch User Administration Network Configuration Iantenance
Fhystem

The sub-menu is displayed as follows.

« Up to three menu hierarchies are displayed.

« A "+" display at the beginning indicates that there are lower-layer
menus.

« A "-"display at the beginning indicates that there are lower layer
menus, which are expanded.

« A"-"display at the beginning indicates that there is no lower menu.

* When the cursor is positioned on a menu, the menu color is
displayed in reverse video.

» The background color of a selected menu changes.

Figure 2.5 Sub-menu
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h) Content area
The window for a selected sub-menu is displayed in the content area.

Model: Active:MMB#0
Part Number:

o
FUJITSU Serial Number:

Status: Normal

>System >System Information.

Title area Help

Status display and setting area

Content area

Button area Apply | Cancel

B
a
B
B
B
L]
]
B
L]
L

Figure 2.6 Content area

The content areais divided into the following three.

® Titlearea
Content title is displayed.
» Thisareahasa[Help] button for displaying the Help menu for the content and the
[Refresh] button to display the most up-to-date content.
» The [Refresh] button is applied to only the content area.
» The [Refresh] button is not displayed on all windows. It is not displayed on one
where only settings are made and its status is not automatically changed.

Remarks:Use [Refresh Rate] in the [Network Configuration] menu to set arefresh
rate.

» Windows with a [Refresh] button display are subject to automatic refreshing.
(Excluding PSA)
» Thisareaisnot scrolled together with [ Status display and setting area).

® Status display and setting area

This area displays content related status and setting details.
The status display has three patterns, "Normal status,” "Warning status,” and "Error
status," each displayed with the background colors indicated below.
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Table 2.2 Status display

Status Background color
Normal Typical window background color
Warning Warning color (yellow)
Error Error color (red)

When the user has only the display authority, input field, radio button, and check
box are displayed dimmed (not selectable).

® Button area
Buttons for setting the status display and setting the setting area contents are
displayed. The[Apply] and [Cancel] buttons are normally displayed.
For contents that are displayed only and do not require user input, this button area

is not displayed.

Basic operation

The basic operation flow is as follows:

1 Select amenu from the navigation bar.
The submenu of the selected menuis displayed in the sub-menu area.
2  Select amenu from the sub-menu.
The window of the selected menu is displayed in the content area.
3 Check and set information on the displayed window.
Click the [Apply] button to set the information.
Click the [Cancel] button to return the information to its state before it was input.
Remarks: To return to the upper hierarchy, click the [«] (Back) button on the
| E toolbar.
The upper-hierarchy screen is displayed in the content area.

Note: If the MMB Web-UI is used from Internet Explorer and the dialog box for
process execution confirmation or process completion notification is
displayed for more than two minutes, the MMB Web-UI is disconnected.
In such cases, log in to the MMB Web-UI again.
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Notation used for window operation

The window operations in this manual are described as follows:

® Menu operation of Web Ul
[1-11]
Example: Describing the operation procedure for displaying the [ System Status]
window
Click [System] — [System Status]. (Select the itemsin order of
indication.)
® Describing multiple menus indicated in the same hierarchy

[V ]

Example: Describing the operation procedure for displaying the [Port
Configuration] window of the IOU, front panel, port-channel, or
partition
Click [Switch] — [GSWB#x] — [Port] — [Port Configuration] — [IOU]/
[Front Panel]/[port-channel]/[ Partition].

® Describing one of multiple components (The actual Web-Ul isindicated with a
number.)

Component-nametx

Example: Describing a partition number in the second hierarchy
Click [Partition] — [Partition#x] — [Mode].

If one of the MMB error or warning states shown in the following "operation
interruption check conditions" occurs, refrain from operating the window. Instead,
contact your Fujitsu certified service engineer.

® Operation interruption check conditions
e The Alarm LED on the MMB ison.
e The Active LEDs on both MMB#0 and MMB#1 are off.
A connection to the MMB Web-UI cannot be established.
The Alarm LEDs on two or more boards in the main unit are on.
"ReadError" is displayed on the MMB Web-UI.
* "Not Present” is displayed for the state of every unit in the [ System Status]
window of the MMB Web-UI.
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2.2.3

2.23.1

Network settings for actual operation

This section explains the following settings, which are required for actual operation.
Perform these as needed for your operation mode.

® Setting up the MMB network (PRIMEQUEST 580A/540A/580/540/480/440) (—
2.2.3.1)

@® Setting up the MMB network (PRIMEQUEST 520A/520/420) (— 2.2.3.2)

® Specifying Telnet parameters (— 2.2.3.3)

® Setting up the DNS server (— 2.2.3.4)

For backing up the settings, see Section 2.6, "Saving Configuration Information.”

Remarks: This can be performed by users with administrator privilege.

Setting up the MMB network (PRIMEQUEST 580A/540A/580/
540/480/440)

Specify information including the virtual | P address used to access the Web-Ul and
the physical |P address assigned to the MMB interface.

Note that this information may have already been set by a Fujitsu certified service
engineer. If the information need not be changed, proceed with the next setting.

Notes:

® Specify the same subnet for the physical and virtual |P addresses of
MMB#0 and MM B#1.

® When thevirtual IP addressis set, and the PRIMEQUEST series machine
is accessed from an external device (for example, from a
Web browser, maintenance terminal, the REMCS, etc.), the accessis
performed through the virtual IP address. Therefore, it isimpossible to
access the MMB Web-Ul by specifying the physical |P address of MMB
#0 or MMB #1.

Remarks:

® |f you make changesto [MMB#0 IP Address] or [MMB#1 IP Address]|
and click the [Apply] button in the [Network Interface] window, the
network is temporarily stopped and the Web-UlI is disconnected to reflect
the settings. In this case, you can reconnect the Web-UI by making a
selection from the menu.

® \When the IP address is changed, the connection to the MMB Web-Ul is
terminated. To usethe MMB Web-Ul, log in again.

2-16
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Procedure
1 Click [Network Configuration] — [Network Interface].
The [Network Interface] window appears.

Swstem Fartition Switch User Admdnistration Ilaintenance Logout
=Hetwork Configuration »Metwork Intetface

L1 Network ntesface Network Interface Help |
(]
s Click the Apply button for all changes to take effect.
[]
Virtual IP Address
Hosthame |PRIMEQUESTID1D501005
& IF Address {10 24 18 {140
(] SubnetMask |[255  [pss | oss o
[] ;
Gateway addezss{ [10 24 16 fi
MME#0 IP Address
Interface C Enable @ Disable
Hostnams (optionst) I
IF Address
Subnet Mask

Gateway address _ _ _ .

MME#] IP Address

Interface O Ensble @ Disable

Hostaame (eptionsd) [T

IF Address

Subnst Mask 955 = [EE ==

Gateway address
DN (optional)

DN € Enable @ Disable

oussever | T . COIDDE . COODR OO

DS Server 2| [T ORI R R

DS Server3 [

Applyl Cancel |

Figure 2.7 [Network Interface] window (PRIMEQUEST 580A/540A/580/540/480/440)

2  Specify the IP Address, Subnet Mask, and Gateway Address to the [Virtual |P
Address] items. The host name must be specified.

Table 2.3 Displayed and setting items in the [Network Interface] window

ltem Description
Hostname Specify the host name.
IP Address Specify the virtual |P address to be used to access the Web-UI.
Subnet Mask Specify the subnet mask.
Gateway Address Specify the gateway |P address.

3  In[MMB#0 IP Address] or [MMB#1 IP Address], click [Enable] for the
[Interface] item, and enter values for each item.
Specify the physical |P address to be assigned.
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Table 2.4 Displayed and setting items in the [Network Interface] window

Item Description
Hostname Specify the host name.
IP Address Specify the IP address.
Subnet Mask Specify the subnet mask.
Gateway Address Specify the gateway 1P address.

4  After setting all necessary items, click the [Apply] button.
If anincorrect value is specified for the IP address or another required

Note:

parameter, the MM B Web-UlI is not displayed. Connect a general-
purpose PC to the COM port of the MMB, and specify the correct values.
For details on how to set the parameters, see Appendix B, "Installation

Procedure."

2.2.3.2 Setting up the MMB network (PRIMEQUEST 520A/520/420)

Specify information including the I P address used to access the Web-UI.

Note that this information may have already been set by a Fujitsu certified service
engineer. If the information need not be changed, proceed with the next setting.

Remarks: When the |P address is changed, the connection to the MMB Web-Ul is

Procedure

1

Click [Network Configuration] — [Network Interface].

terminated. To usethe MMB Web-Ul, log in again.

The [Network Interface] window appears.

System Partition User Adwdristration

[ Network Interface

=Network Configurationn =Network Interface

||
L]
L]
L]
L]

Tlaintenance

Network Interface

Click the Apply button for all changes to take effect.

IP Adidress
Hostrnams |PRIMEQUEST1D?DSSQDWD
IF Addess |10 24 12 I
Subnet Mesk | [255 Jems |25 o
Gatewray address |1D _|211 |12 _|1

DNS (optional)
DHS " Enable @ Disahle
DN Server | T '
DI Server 2 I P
DHS Serer 3 O N

Applyl Cancel

Figure 2.8 [Network Interface] window (PRIMEQUEST 520A/520/420)
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2  Specify the IP Address, Subnet Mask, and Gateway Addressto the [IP Address]
items. The host name must be specified.

Table 2.5 Displayed and setting items in the [Network Interface] window

Item Description
Hostname Specify the host name.
IP Address Specify the IP address to be used to access the Web-UI.
Subnet Mask Specify the subnet mask.
Gateway Address Specify the gateway |1P address.

3  After setting all necessary items, click the [Apply] button.
Note: If anincorrect valueis specified for the | P address or another required

parameter, the MMB Web-Ul is not displayed. Connect a general-

purpose PC to the COM port of the MMB, and specify the correct values.
For details on how to set the parameters, see Appendix B, "Installation

Procedure."

C122-E001-10EN
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2.2.3.3 Specifying Telnet parameters

Specify Telnet parameters for MMBs. This can be performed by users with
administrator privilege.

Procedure
1 Click [Network Configuration] — [Network Protocols].
The [Network Protocols] window is displayed.

Isintenance Logout
Network Protocols ﬂl
Click the Apply Button for all chenges 1o take effect.
Weh (HTTPHTTPS)
HTTP @ Enable " Disable
HTTF Fort#[1024-65535] iBUE'\
HTTPS C Enatle © Disable
HTTPS Pout#[432,1024-63535] J432
Timeout (sec) [1,60-9999] [z600
Telnet
Telnet @ Enable C Disable
Telnet Fort#[23,1024-65535] |FE]
Titmeout (se¢) [0.60-9299] o
SSH
S5H " Enable @ Disable
S5H Port#[22,1024-65535] 2
Timsout (sec) [1.60-9999] [fao
SNMP
SHMP Agent @ Enable © Digable
Agent Port#[161,1024-65535] [161
SNMF Trap & Enable C Disable
Trap Poit#[162,1024-65535] [162
Apply | Cancel

Figure 2.9 [Network Protocols] window
2  Specify the settings to the [ Telnet] items.

Table 2.6 Displayed and setting items in the [Network Protocols] window

ltem | Description
<Telnet>
Telnet Sets [Enable]/[Disable] of Telnet.
Default: [Disable]
Telnet Port Sets a port to be used for Telnet.
Default: 23
Timeout Setsatime interval alotted for entering data with Telnet
connected before the connection is cut off. (At the end of this
time interval, time-out occursif no datais entered.)
Default: 600 seconds

3 Click the[Apply] button.
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2.2.3.4 Setting up the DNS server

Specify the DNS server to enableitsuse. You may specify it at alater time.

Procedure
1

Click [Network Configuration] — [Network Interface].

The [Network Interface] window appears.

[ Network Interface

BHEn

L L 8- N+

[+]

m Partitio ioh User Administration

bNetwork Configuration >N etwork Interface

Iaintenance

Network Interface

Click the Apply button for all changes to take effect.

Logout

L]

Virtual IP Address
Hostaome [PRIMEQUESTIDI0501005
IP Address [10 s 16 140
Subnstbask | [255 258 258 o
Gateway address| [10 4 [18 fi
MMB#I] IP Address
Interface " Enshle  Disable
Hostnsns (ptionss) [
IF Address .l f O Bl
Subnet Mask . 23 i . iz
Guteway address | [T .|

MMB#] IP Address

Intetface

Hostname (optional)

IF Address

Subnet Mask

Gateway address

DNS (optional)

DHE
DN Server |

DNS Server 2

DNE Server 3

" Enable * Disable

_
-

_
o |

Applyl Cancel |

Figure 2.10 [Network Interface] window (PRIMEQUEST 580A/540A/580/540/480/440)
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Systern Parfition User Adrministration Tlaintenance Logont
>Hetwork Configuration =Network Interface

[ ]
[ Network Interface Networl Interface Help
|
: Click the &pply button for all changes to take effect.
IP Address
Hostrams IF’RIMEQUESﬂ 070552010
%
- IP hddess |10 24 12 ME
(] Submet Mask | [255 28 {255 o
L]
Gateway address |1D _|2:‘1 |12 _|1
DNS (optional)
DNS  Enshle @ Disshle
DS Server | o | o |
DNS Server 3 o | 1o |
DS Server 3 . 0|

Apply | Cancel

Figure 2.11 [Network Interface] window (PRIMEQUEST 520A/520/420)

2 Click [Enable] for the [DNS] item under [DNS (optional)], and enter values for
each item.

Table 2.7 Displayed and setting items in the [Network Interface] window
Item Description

DNS Specify whether to use the DNS server.

Enabled: Use the DNS server.

Disabled: Do not use the DNS server.

The default is [Disabled].

DNS Serverl Specify the IP address of DNS server 1.
DNS Server2 Specify the IP address of DNS server 2.
DNS Server3 Specify the IP address of DNS server 3.

3 After al necessary settings have been made, click the [Apply] button.

2.2.3.5 SMTP settings

Set up MMB SMTP (Simple Mail Transfer Protocol). More specifically, specify
whether to report errors by e-mail if they occur during operation. If you specify
reporting by e-mail, you will also need to specify the error level and the report
destinations.
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Setting e-mail reporting

* Procedure

1 Click [Network Configuration] — [Alarm E-Mail].
The [Alarm E-Mail] window is displayed.

Alarm E-Mail

Click the Apply Button to apply all changes

Alarm E-Mail| € Enable & Disable
From

To

SMTP Server,
Subject

EoDoOoEBEERA

Apply Cancell Filter | Test E-Mail |

Figure 2.12 [Alarm E-Mail] window
2  Specify therequired items.

Table 2.8 Displayed and setting items in the [Alarm E-mail] window

ltem Description

Alarm E-Mail Specifies whether to transmit an Alarm E-Mail if an event
occurs. To specify transmission, select [Enable].

From: Sets the E-Mail address of the sender.

To: Sets the E-Mail address of the recipient.

SMTP Server Setsan SMTP server |P address or FQDN. Note that the
FQDN can be set only when a DNS has been set.

Subject Sets the subject of the mail.

3 Click the appropriate button.
» To set email sending conditions: Click the [Filter] button.
* To enable the setting: Click the [Apply] button.
» To send e-mail for testing: Click the [Test E-Mail] button.

Note: A DNS server must be specified prior to specifying afully qualified
domain name (FQDN). You can specify it by selecting [Network
Configuration] — [Network Interface].
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Specifying mail sending conditions
* Procedure

1 Tospecify mail sending conditions, click the [Filter] button inthe [Alarm E-Mail]
window.

The [Alarm E-Mail Filtering Condition] window is displayed.

Mamtenance

B
L] Alarm E-Mail Filtering Condition _Help |
L]
: Select the filtermg conditions and click the Apply Button
Severity [ Error ¥ Warning [ Info
Patiionn MO M1 M2 F3F4FsFE§FTOECC10 NN C12013 014015
Unit: @41
: © Spectied FPsUs I~ Fans
C [T SB#0 7 SB#1 I SB#2 T SB#3
T SB# I SB#5 7 SB#6 = SB#7
T IOU#0 T IOU#1 T IOU#2 T IOU#3
T IOU#4 [ IOU#5 T IOU#6 [ IOU#7
7 3ATHO 7 A1
T XDR0 T XDR1 XDz I XDI#3
I CECB KV I~ Panel

™ MMEB#D T MMEB#1 T GEWB#0 T GSWB#1
" PCI Bos#0 [ DCT Boxi#l W PCL Box#2 [ DCL Bosi3
[FDCL Bos#d [ DCT Box#tS [T PCL Box#6 [ PCL Bosk?
Source: @ Al
© Spectfied = CFU I~ DIMI T Chipset
I~ Voltage I~ Temperature 7 Other

Apply | Cancel

Figure 2.13 [Alarm E-Mail Filtering Condition] window
(PRIMEQUEST 580A/540A/580/540/480/440)

System Partition User &diministration Tylautenance Logout
=Hetwork Configuration =Alarm E-ail
-]
L] Alarm E-Mail Filtering Condition Help
L]
: Select the filtering conditions and click the Apply Button.
Severity ¥ Emor ¥ Warning [# Infa
o
Pariiion: o [T1 203
o Unit: [CHNI]
B © Specified ¥ psts [ Fans
L1 o E-Iail 7 sp40 7 sBa1
7 101 F10% 7 PCT Box
¥ FOB 7 FiNE ¥ 10BP
¥ MMB [¥ OF-Parel [Fep
Source: [Nl
© Sperifisd = cpu ¥ DIMM 7 Chipset
¥ Voltags 7 Terperature ¥ Oither

Apply | Cancel

Figure 2.14 [Alarm E-Mail Filtering Condition] window
(PRIMEQUEST 520A/520/420)
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2 Select the required items.
If multiple items are selected, they are joined by the AND operator and their sub-
items are joined by the OR operator.

Table 2.9 Displayed and setting items in the [Alarm E-mail Filtering Condition] window

Item

Description

Severity

Selectsthelevel of Severity to bereported by e-mail. More than one can be
selected.
 [Error]: Important problems such as hardware problems
» [Warning]: Events not always important but likely be a problem in the
future
* [Info]: Normal events such as partition power-on
Default: All errors

Partition

Selects the target partition for reporting by mail. More than one can be
selected.
Default: All partitions

Unit

Selects a unit to be displayed.
Select [All] or [Specified] with aradio button.
o If [All] is selected, filtering by [Unit] is not done.
 |If [Specified] is selected, filtering by unit can be set. Use the check box
to select aunit for which you want events displayed.
Default: [All]

Source

Selects the source on which notification e-mail is to be sent.
Select [All] or [ Specified] with aradio button.

 [All]: Filtering by sourceis not done.

» [Specified]: Filtering by source can be set.

3 Click the[Apply] button.
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2.2.4 MMB initialization
This section explains the operations for various types of MMB initialization.

Note: The MMB uses the following TCP/IP port numbers:
- 623/udp: RMCP communication
- 664/udp: RMCP communication
- 5000: Event communication from PSA

It is recommended to back up the setup information after completing the following
setup tasks.

For backing up the settings made here, see Section 2.6, "Saving Configuration
Information.”

® Registering user accounts (— 2.2.4.1)

® Specifying a user account for the certified service engineer in charge (— 2.2.4.2)
® Specifying the system name (- 2.2.4.3)

® Setting the date and time (— 2.2.4.4)

® Setting amanagement LAN hub (- 2.2.4.5)
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2.2.4.1 Registering user accounts

Register as many MMB user accounts as required.

Procedure
1 Click [User Administration] — [User List].
The [User List] window appears.

Hystem Partition Switch
*User Administration >User List

O] Usex List
User List Help

Click the Add User button to add a new user.
Felect a user, then click the Edit/Remove User button to edit or remove the user.

[Usertame [ Full Hame [ Privilege| Status |

C Administrator Drefault A dministrator Admin | Enabled

€ PRIMEQUEST FRIMEQUEST User

Add User | Edit User | Remave User | Cancell

Figure 2.15 [User List] window

Table 2.10 Displayed and setting items in the [User List] window

ltem Description
User name Displays the user name.
Full Name Displays the actual name of [User Name].
Privilege Displays permission for the user account.
Status Displays the current status of this account:
Enabled or Disabled.
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2  Click the [Add User] button.
The [Add User] window appears.

Metwork Configuration Maintenance

h
=User A dminis serList »Add User

] ser List

Click the Apply Button for all changes Lo lake effect

UserNan
Passwor d

Clonifim Password |

Privilegs @ sdmin © Operator © User ' CE

Status © Enabled © Disabled

Full Hame | (optional)

Applu Cancel |

Figure 2.16 [Add User] window

Note: To change an existing user account, click the [Edit User] button in the
[User List] window, and change its registration details in the [ Edit User]
window.

3 Specify therequired items.

Table 2.11 Displayed and setting items in the [Add User] window
Item Description
Specify the user name, using 8 to 32 characters.
The characters that can be used to specify the user nameare0to 9,

User name atoz,AtoZ,-,and .
The user name must begin with aletter fromatoz or A to Z.
Specify the password in 8 to 32 characters. The password cannot
be one that can be easily guessed by the help of dictionary. If the
specified password is inappropriate, the system prompts for
another password.

Pasaword The characters that can be used to specify the password are as
follows:
Digits: 0to9

Letters: atoz, AtoZ

Specia characters: ' "#$% & '()=-"~\@ []{}:*;+7?<.
>,/ |

Confirm Password  |Reenter the password for confirmation.
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Item Description

Specify permission for the user account.

The user account is permitted only to read the
PRIMEQUEST system status.

[User] The user account is not permitted to specify
system configuration information or to turn on/off
the power to the partition.

The user account is permitted to read the
PRIMEQUEST system status.

Itisnot permitted to perform user management or
[CE] network configuration change operation or to turn
on/off the power to the partition or the system
using the normal procedure.

Maintenance operations are permitted.

The user account is permitted to read and specify
the PRIMEQUEST system status. However, itis
not permitted to perform user management or
LAN configuration change operation.

The user account is permitted to perform any
[Admin] operation.

Note: [Admin] means administrator privilege.
Specify the current status of this account.

Status » [Enabled]: The account is available.

+ [Disabled]: The account is not available.

Used to enter the actual name corresponding to the name specified
Full Name for [User Name] or other information. Thisfield accepts up to 32
characters.

Privilege

[Operator]

4  Click the [Apply] button.
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2.24.2

2.24.3

Specifying a user account for the certified service engineer in

charge

Specify auser account that will be used by the certified service engineer in charge for
maintenance purposes. The procedureisthe same asthat described in Section 2.2.4.1,
"Registering user accounts." Specify the user permission for the certified service

engineer as CE.

Specifying the system name

Specify aname for the PRIMEQUEST system. Only users who are granted Admin
permission can change this name. This nameis aso used as the SNMP system name.

Procedure
1 Click [System] — [System Information].
The [System Information] window appears.

Partitior ation. Ie

L1 System Information

ke Configuration  WMamtenance

System Information

Click the Apply Button to apply all changes.

System MName

|TestTeam72rgaukLEast—1JASeNeLFuﬂtsu

Product MName

PRIMEQUEST 480

Part Mumber

MC5A0P111T

Sental Mumber

1010448001

FSB Frequency

400MH=

Asset Tag

East-side-#§"=

L]
L]
L]
L]
L]
L]

Apply | Cancel

Figure 2.17 [System Information] window
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2  Specify [System Name].

Table 2.12 Displayed and setting items in the [System Information] window
Item Description
System Name The name assigned to the PRIMEQUEST system is displayed.
Users who are granted Admin permission can change this
name. Thisfield accepts up to 64 characters.
Default: PRIMEQUEST + serial number

Remarks:

» Any of the following characters can be used:
[0-9],[aZ],[A-Z], (en-size space)

P"#3% &' ()=-"~\@ []1{}:*;+?2<.>,/_|
However, the following restrictions apply:
- The following characters cannot be used at the beginning
of astring:
# (en-size space)
- Thefollowing character cannot be used at the end of the
string:
(en-size space)

» Thisname will aso be used as the SNMP system name.
SNMP system name specification cannot be performed
separately. The system name specified here is displayed on
the [SNMP Configuration] window and it cannot be

changed.
Product Name The product name of the PRIMEQUEST system is displayed.
Part Number The part number of the PRIMEQUEST system is displayed.

Note: When "Read Error" is displayed, contact your Fujitsu
certified service engineer.

Serial Number The serial number of the PRIMEQUEST system is displayed.

Note: When "Read Error” is displayed, contact your Fujitsu
certified service engineer.

FSB Frequency The frequency is displayed.

Asset Tag Asset management information is displayed.

Users who are granted Administrator permission can change

the Asset Tag information. Thisfield can accommodate up to

32 characters.

Remarks:

Thisfield is designed for users to manage the PRIMEQUEST

system asset number and others.

3 Click the[Apply] button.
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2.2.4.4 Setting the date and time

Set the MMB date and time and NTP (when the NTP server is used).

You do not need to perform this step if it has already been performed by the certified
service engineer for test program execution.

Remarks: The MMB has NTP client and NTP server functions. The NTP client
function of the MMB makes time adjustments using the other NTP server.
Each PRIMEQUEST partition uses the NTP server function of the MMB
to adjust the time in a partition.
However, the MMB need not be specified for the NTP serversin any of the
partitions. For stable NTP operation, specify multiple NTP servers from
the NTP client (Fujitsu recommends at least three).

Procedure
1 Click [Network Configuration] — [Date/Time].
The [Date/Time] window is displayed.

Sys ‘artition er A 101 Ifamtenance Logout
>Metworle Confiquration >Date/Time
O Date/Tie
L] ’ Date/Time Refresh | Help
L]
. Click the Apply Button to apply all changes.
L]
Date Boos iz -]ia
. ™ Modify the Time
e

.
= Time zone [Asia | flTnkyn =l
2 NTP  Enable @ Disable
TP Time Correction Mode | © Btep & Slew

WTE Server :

NTP Sevr2

WTP Serverd :

The Latest Sync Date/Time |

Apply | Cancel

Figure 2.18 [Date/Time] window
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2 Enter therequired items.

Table 2.13 Displayed and setting items in the [Date/Time] window

Item Description
Date Specifies a date.
* No setting isrequired if an NTP server is used.
Time Sets hh:mm:ss (24-hour format). To set the time, select the

[Modify the Time] check box. Entry inthe hh:mm:sstimefield
is enabled only when the check box is selected.

Because the MMB time when thiswindow is opened is
displayed, reloading is required to update the display.

When the automatic update is set, the time when the window is
updated is displayed.

* No setting isrequired if an NTP server is used.

Time zone Select atime zone from the pull-down menu.

NTP Sets [Enable]/[Disable] of the NTP function.

If the NTPfunction is set to [Enable], the MMB makesthe NTP
server time synchronizations that are set in NTP Serverl to
NTP Server3 below.

The NTP function must a so be set to [Enable] when other
clients such as partitions use the MMB as an NTP server.

Default: Disable

NTP Serverl Setsthe IP address of the primary NTP server.

(Vaid when the NTP function is [Enable].)
NTP Server2 Sets the | P address of the secondary NTP server.

(Valid when the NTP function is[Enable].)
NTP Server3 Sets the | P address of the thirdary NTP server.

(Valid when the NTP function is[Enable].)
The Latest Sync Displays the last time the MMB was synchronized with the
Data/Time specified NTP server.

3 Click the [Apply] button.
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2.2.45 Setting a management LAN hub

This function sets Speed/Duplex for each port on the MMB and then setsaVLAN
between the partition LAN port and MMB LAN port that are connected to the
management LAN. The function aso sets the communication speed and method
(duplex) of each MMB port. These settings can be made with the Administrator

privilege.

Speed/Duplex setting for the management LAN port

Set "AUTO" for Speed/Duplex of the USER port.

Remarks: If Speed/Duplex of the USER port is set to avaue other than "AUTO," the
Auto MDI/MDI-X function is disabled. To prevent this problem, use the
following cable:

To connect a switching hub device: Crossover cable
To directly connect a PC: Straight cable

Also, note the following about the REMCS port:

® For the PRIMEQUEST 500/400 series
The REMCS port also hasthe Auto MDI-X function. If Speed/Duplex issetto a
value other than "AUTO," the appropriate cable for use is the same as that for the
USER port.
® For the PRIMEQUEST 580A/540A/520A
* The REMCS port does not have the Auto MDI-X function.
Use the following cable regardless of the Speed/Duplex setting:
To connect a switching hub device: Straight cable
To directly connect a PC: Crossover cable
Note:
A different cable is used compared with that of the USER port. Be careful.
* |f Speed/Duplex of an external device connected to the REMCS port is set to
avalue other than "AUTO," also set "AUTO" for Speed/Duplex of the
REMCS port. (Be sure to set the same value as that of the external device.)

VLAN functions of management LAN and VLAN mode

The management LAN hub on the MM B accommodates partition networks, user
ports, REMCS ports, and certified service engineer ports. If thishubisatypica hub,
the following problems occur.

® [nter-partition communication isenabled, so that atransaction systeminstalled in a
partition can be accessed from another system installed in another partition, and
this poses a security risk.
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® A user transaction system can be viewed from an REMCS port and a certified
service engineer port.

To solve these problems, VLAN functions are used in the management LAN hub.
VLAN isafunction for logically dividing each port of one switching hub into groups,
each operated as an independent LAN.

The VLAN functions of the PRIMEQUEST management LAN can be used in one of
the three modes bel ow, so that the user can select the mode that is suited to the
operation method.

The following three modes are available. The default isthe VLAN mode.

® No VLAN Mode (Inter-partition communication connection mode)

» Communication is enabled among all partition ports.

» Communication among REMCS ports, certified service engineer ports, and
user ports and communication among REMCS ports, certified service
engineer ports, and partition ports are not possible (Table 2.14).

® VVLAN Mode (Inter-partition communication disconnection mode)

* Inter-partition communication is disconnected. Communication is possible
between the user port and a partition port as well as between the MMB and a
partition in the PRIMEQUEST cabinet. Communication is possible only
between the ports with the "Y" designation in Table 2.15.

Communication is possible among the user port, MMB, and partition ports.
® Port Disable Mode (Partition system communication disconnection mode)

» Mode for security upgrade

» The ports of all partitions are disconnected. Communication between the
management LAN and any partition port is disabled. Communicationis
possible only between the ports with the "Y" designation in Table 2.16.
Communication is not possible between the MMB and any partition port.
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Table 2.14 Communication-enabled ports in No VLAN Mode of management LAN

No VLAN mode User ports C?ertified REMCS MMB | Partition ports
engineer ports ports
User ports Y N N \4 Y
Certified engineer ports N Y N Y N
REMCS ports N N Y Y N
MMB Y Y Y Y Y
Partition ports Y N N Y Y

Y: Communication-enabled
N: Communication-disabled

Table 2.15 Communication-enabled ports in VLAN Mode of management LAN

VLAN mode User ports (?ertified REMCS MMB | Partition ports
engineer ports ports
User ports Y N N Y Y
Certified engineer ports N Y N Y N
REMCS ports N N Y Y N
MMB Y Y Y Y Y
Partition ports Y N N Y N

Y: Communication-enabled
N: Communication-disabled

Table 2.16 Communication-enabled ports in Port Disable Mode of management LAN

Port disable mode | User ports C?ertified REMCS MMB | Partition ports
engineer ports ports
User ports Y N N Y N
Certified engineer ports N Y N Y N
REMCS ports N N Y Y N
MMB Y Y Y Y N
Partition ports N N N N N

Y: Communication-enabled
N: Communication-disabled
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Procedure
1 Click [Network Configuration] — [Management LAN Port Configuration].
The [Management LAN Port Configuration] window is displayed.

Iufamtenance

ort Configuration

L]
L] Management LAN Port Configuration Help
[ Management LA Port Confic
! Click the Apply Button to apply all changes
|
YLAN Mode
€ No VLAN Mode
& VLAN Mode
L] The cemmunication between partition(s) 1s disabled.
L] € Port Disable Mode
L] The communication between partition(s) and between partition(s) and MWEB's port(s) is disabled.
SpeedDuplex for MMB#0

User Port Auto j

Maintenance Port| [ Auto =l

REMCS Port  |[Auwe =]

SpeedDuplex for MMB#1

Tser Port Auto j

IMaintenance Port| [Auto j

REMCS Port Auto =l

“Apply [ Cancel

Figure 2.19 [Management LAN Port Configuration] window
(PRIMEQUEST 580A/540A/580/540/480/440)

0 Tilaintenance Logout

anage: LAN Port Configuration
L]
L Management LAN Port Configuration ‘Help
L1
: Click the Apply button for all changes to take effect.
VLAN Mode
' Mo VLAN Made
€ YLAN Mode
L] The corrunication between partition(s) is disabled.
] © Part Disable Mode
(] The comraumication hetween partition(s) and the communication between partition(s) and WMB's port(s) are disabled.

SpeedDuplex for MMB
User Port Auto ﬂ

Iamtenance Pout| | Auto L{

REMCSPor  |[Auto =]

Apply | Cancel

Figure 2.20 [Management LAN Port Configuration] window
(PRIMEQUEST 520A/520/420)
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2 Enter therequired items.

Table 2.17 Displayed and setting items in the [Management LAN Port Configuration]

window

Item

Description

VLAN Mode

Selectsan MMB hub VLAN mode.

* [NoVLAN Mode]: Enables communication between
MMB ports and all partition ports.

* [VLAN mode]: Disables inter-partition communication.

* [Port disable mode]: Disablesinter-partition
communication and communication between MMB ports
and partitions.

Default: [VLAN mode]

Speed/Duplex for MMB
(PRIMEQUEST
520A/520/420)

Sets Speed/Duplex of MMB#0 port.

* [Auto]: Automatic setting

[100M/Full]: Full duplex communication at 100 Mbps

[100M/Half]: Half duplex communication at 100 Mbps

[10M/Full]: Full duplex communication at 10 Mbps

[10M/Half]: Half duplex communication at 10 Mbps
Default: [Auto]

Speed/Duplex for MMB#0
(PRIMEQUEST
580A/540A/580/540/480/440)

Sets Speed/Duplex of MMB#0 port.
» [Auto]: Automatic setting
* [100M/Full]: Full duplex communication at 100 Mbps
» [100M/Half]: Half duplex communication at 100 Mbps
* [10M/Full]: Full duplex communication at 10 Mbps
e [10M/Half]: Half duplex communication at 10 Mbps
Notes: Displayed only when MMB#0 isinstalled.
Default: [Auto]

Speed/Duplex for MM B#1
(PRIMEQUEST
580A/540A/580/540/480/440)

Sets Speed/Duplex of MMB#1 port.
» [Auto]: Automatic setting
[100M/Full]: Full duplex communication at 100 Mbps
[100M/Half]: Half duplex communication at 100 Mbps
[10M/Full]: Full duplex communication at 10 Mbps
[10M/Half]: Half duplex communication at 10 Mbps
Notes: Displayed only when MMB#1 isinstalled.

Default: [Auto]

3 Click the [Apply] button.
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2.3 Enabling the Extended Mirror Mode

To use a partition in Extended Mirror Mode, a System Mirror Option must be

procured, and license data must be registered.

The system mirror option may aready be installed at the time of shipment from the
factory. If so, this procedureisnot required. For details on settings, contact a Fujitsu
certified service engineer.

1 Insert the CD-ROM disk supplied with the System Mirror Option into the

CD-ROM drive of the MMB console.
2  Click [Network Configuration] — [License] — [Mirror License].
The [Mirror License] window is displayed.

]
o
]
o
o
a
]
o
=

[ Misror License
O 32CPU License:
Dixparticense

System FPartition User Adnumstration IMantenance
=Hetwork Configuration =License >Mirror License

Mirror License

1. Belect the license key file in the lcense key CD.

Browse.

2. Input the license data and click Apply button to register the license
License Status: Registered

|License||

Applyl Cancel |

Table 2.18 Displayed and setting items in the [Mirror License] window

Figure 2.21 [Mirror License] window

Item

Description

Select the license key file |Select the license key file used to validate the license.
in the license key CD.

License Status

Displays the current license status.
» Not registered: The license has not been registered.

appropriate.
* Registered: Thelicense is correctly registered.

Alternatively, the license data (entered) for registration is not

License

Enter the license data.

C122-E001-10EN
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3 Click the [Browse] button, and select the license key file in the file selection
window.

4  Enter the license date in the sheet, which is supplied with the System Mirror
Option, in the [License] box and click the [Apply] button.
Then, Extended Mirror Mode can be set in each partition.

Remarks: For details on how to set Extended Mirror Mode, see 2.5.8, " Setting
various modes."

Note: The system mirror option must be purchased separately from the
PRIMEQUEST main unit.
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2.4 Enabling XPAR (PRIMEQUEST 500A/500 series)

For operation of split SBs, 10 Units, and IOXsinstalled in partitions, an XPAR option
must be procured and license data must be registered.

The XPAR option may aready be installed at the time of shipment from the factory.
If s0, this procedure is not required.

For details on its settings, contact a Fujitsu certified service engineer.

1 Insert the CD-ROM disk supplied with the XPAR option into the CD-ROM drive
of the MMB console.

2  Click [Network Configuration] — [License] — [XPAR License].
The [XPAR License] window is displayed.

Swstem Pattition ser & dministration Maintenance Logout

=Network Configuration =License >XPAR License

XPAR License Help|

1. Belact the license key file in the license key CD.

Browrse

2. Ingnat the license data and click Apply button to register the license.
License Status: Registered

N e nR e D nonEna e B

U 32CPU Lizense
O ¥PAR License

License

Apply | Cancel

Figure 2.22 [XPAR License] window

Table 2.19 Displayed and setting items in the [XPAR License] window

ltem Description
Select the license key file | Thisfield is used to select the license key file to enable the
in the license key CD. license.
License Status Thisfield displays the current license status.

* Not registered: The license has not been registered.
Alternatively, the license data (entered) for registration is not
appropriate.

* Registered: Thelicense is correctly registered.

License Thisfield is used to enter license data.
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3 Click the [Browseg] button, and select the license key filein the file selection
window.

4  Enter the license data that is on the sheet supplied with the XPAR option into the
[License] boxes, and click the [Apply] button.
Each partition then becomes ready to be set with XPAR.

Remarks: For details on setting XPAR, see Section 2.5.3, " Splitting and merging
SBs, 10 Units, and 10Xs (in the PRIMEQUEST 500A/500 series only)."

Note: The XPAR option is procured separately from the PRIMEQUEST main
unit.
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2.5

251

Partition Initialization

This section describes the procedures used to specify avariety of partition
information. If multiple partitions exist, perform the setup procedures for each
partition.

This section explains the following.

® Partition setting flow (- 2.5.1)

@® Shutting down a partition (- 2.5.2)

® Splitting and merging SBs, 10 Units, and 10Xs (in the PRIMEQUEST 500A/500
seriesonly) (- 2.5.3)

Adding an SB, 10 Unit, and IOX (- 2.5.4.1)
Removing an SB, 10 Unit, or IOX (- 2.5.4.2)
Setting aHome IOU (— 2.5.5)

Setting areserved SB (— 2.5.6)

Setting partition names (— 2.5.7)

Setting various modes (— 2.5.8)

Starting a partition (— 2.5.9)

Checking partition information (— 2.5.10)

Partition setting flow

When creating partitions, follow the workflow in the chart shown below as many
times as the number of created partitions. The procedures described below show
sampl e screenshots of windows displayed for the PRIMEQUEST 580A/540A/580/
540/480/440.

Note: After changing the configuration of a partition that is active, be sureto
shut down and reboot it.
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Shut down the target partition.

* Only if the partition is active.

PRIMEQUEST 500A/500 series only

Split/merge SBs, 10 Unit, and |OXs.

Adding an SBs, 10 Units, and 10X into the
partition.

* Add afree SB, 10 Unit, and |OX.

» Releasethereserved SB (— 2.5.6) and add it.

* Remove the SB, 10 Unit, and IOX from an existing partition (— 2.5.4.2)
and add them to the target partition.

Set the Home IOU.

Set areserved SB as needed.

Setting the partition name.

Setting various modes.

Reboot the partition.
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2.5.2 Shutting down a partition

This section explains how to shut down a partition that is active.

Procedure
1 Click [Partition] — [Power Control].
The [Power Control] window is displayed.

Swstem er &0 stration Networ mfiguration. Maintenance Logout
Power Control
Selsct a Power Control option for ons ot mote partitions, then click the Apply button to take effect
#] Partition I ams] Status| Powet Status] System Progress| Power Contral Forse Power OF Delay| Under Maintsrance)
0| MasterDES  [OK | Standby | Fower OF | ot specified) v O M win
1| ManDBS OK  |Standby  |PawerOff Mot specified) ¥ | [T wn
Apply || Cancel

Figure 2.23 [Power Control] window

2 Inthe[Power Control] window, select [Power Off] for the partition, and click the
[Apply] button.

Note: You may not be able to shut down a partition in which Windowsisinstalled
by using the shutdown command from the MMB Web-UI. In such cases,
execute the Windows shutdown command to power off the partition. For
details on how to shut down Windows, see the relevant Windows manual
or the PRIMEQUEST 580A/540A/520A/500/400 Series Reference Manual:
Basic Operation/GUI/Commands (C122-EO03EN).
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Table 2.20 Displayed and setting items in the [Power Control] window

Item Description
Power Select a power control setting to be displayed for the partition.
Control The [Power On] menu item is not displayed for a powered-on partition.

Conversely, the [Power Off], [Power Cycle], [Reset], [INIT], and [Force

Power Off] menu items are not displayed for a powered-off partition.

* Power On: Powers on the partition.

» Power Off: Powers off the partition.

» Power Cycle: Forcibly powers off the partition and powersit on again.

¢ Reset: Resets the partition.

e INIT: Generatesan INIT interrupt for the partition and produces a Dump.

» Force Power Off: Forcibly powers off the partition.

* Not specified: Takes no action for the partition.

Note:

» Toforcibly terminate applications running in the partition, execute

INIT. Before executing INIT, stop important applications. Also,
unmount unnecessary file systems.
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2.5.3

2.53.1

Splitting and merging SBs, IO Units, and IOXs (in the
PRIMEQUEST 500A/500 series only)

With the PRIMEQUEST 500A/500 series, you can logically split SBs, 10 Units, and
|OXsinto two separate units as necessary, enabling flexible system configuration .

This section describes procedures for splitting and merging SBs, 10 Units, and 10Xs.

Remarks: SBs, 10 Units, and 10Xs belonging to a partition operating in Extended
Mirror Mode cannot be split.

You can split and merge only free SBs, 10 Units, and I0OXs. To split or merge any
SBs, 10 Units, and |OXs that already belong to partitions, they must first be
unregistered from the partition.

Notes:

* |f the XPAR license has not been registered, the [Split Configuration] menu, [SB
Split] window, and [IOU Split] window are not displayed.

» Extended Mirror Mode cannot be set in partitions containing SBs, 10 Units or
|OXs split with XPAR set. No split SB, 10 Unit, or IOX can be assigned to a
partition that is set in Extended Mirror Mode.

* No SB split with XPAR set can be assigned as the reserved SB of a partition that
is set in Extended Mirror Mode. Extended Mirror Mode cannot be set in
partitions to which split SBs are assigned as reserved SBs.

* XPAR is supported only in the PRIMEQUEST 500A/500 series, and the XPAR
option isrequired for setting XPAR.

Splitting an SB and merging SBs
This section describes the procedure for splitting an SB or merging SBs.
Notes:

- If the XPAR license has not been registered, the [SB Split] window is not displayed.

1 Click [Partition] — [Split Configuration] — [SB Split].

The [SB Split] window is displayed.
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SB Split
Click the Apply Button for all changes to take effect.
SB# | Partitiong Status| Humber |Memory| Split
of CPUs
04 Free (84 2 AGH
17
0B Free [0):4 1 4GB
il 2 2+0 4HIGE | O
% M ot-present O
3 Free QK 1+1 4HGE | [T

Figure 2.24 [SB Split] window

Table 2.21 Displayed and setting items in the [SB Split] window

Item Description

SB# Displays an SB identification number (numbers). If the SB is already
split, XA and xB are displayed.

Partition# Displays a partition number or "Free," which indicates that the SB is
free.

Status Displays the SB status.

Number of CPUs |Displays the number of CPUs mounted on the SB.

Memory Displays the memory size available on the SB.

Split Specifies whether to split the SB.

» To split an SB:
1 Check the [Split] check box of the SB to be split into two portions, and click the
[Apply] button.
The SB is split into two portions, with XA and xB displayed for them in the
window.

* To merge SBs:

1 Uncheck the [Split] check box of the SBsto be merged, and click the [Apply]
button.
The SBs are merged and shown as one merged SB in the window.
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2.5.3.2 Splitting an 10 Unit or IOX and merging IO Units or IOXs

This section describes the procedure for splitting an 1O Unit or IOX or merging 1O
Unitsor I0OXs. Only free 10 Units and 10Xs belonging to a partition can be split.

Notes:
- If the XPAR license has not been registered, the [IOU Split] window is not
displayed.

1 Click [Partition] — [Split Configuration] — [IOU Split].
The [IOU Split] window is displayed.

ser & dministration Network Confizuration. Maintenance Logout,

Syatem
>Pattition >3plit Configuration =[0T Split

TOU Split Help

Click the Apply button for all changes to take effect.

[10U% [ Pattitioni [Status [PCIstots L‘.Rel-r,-ljp'un‘s_ _ [optit |

o
3 Free QK | i
44 Free 0K [y (a7 Fa |Ea [Ca | Ca "

v
4B Fres )4 B [ Cp |CB |@B | @B
5 Free QK | m|
[ Free QK | mj
7 Free Q. O

Apply | Cancel |

Figure 2.25 [IOU Split] window (PRIMEQUEST 580A/540A/580/540)

Uset Administration Network Configuration Iaintenance Logout.

=Partition =3plit Configuration 21017 Split

10U Split Help |

Click the Apply button for all changes to take effect.

[FCI slats

IOU | Farition$  Status

[ECIU parts [
#0 #1 #2 &3

10X | Partttion Status

Applyl Cancel |

Figure 2.26 [IOU Split] window (PRIMEQUEST 520A/520)
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Table 2.22 Displayed and setting items in the [IOU Split] window

Item Description

IOU# Displays an 10 Unit identification number (numbers). If thelO Unitis
already split, XA and xB are displayed.

IOX (inthe Displays an 10X identification number (numbers). If the IOX is

PRIMEQUEST |already split, XA and xB are displayed.

520A/520 only)

Partition# Displays a partition number or "Free," which indicates that the 10 Unit
or IOX isfree.

Status Displaysthe 10 Unit or IOX status.

PCI slots Specifies the PCI slots assigned to the split 10 Units A and B.

PCIU ports Specifies the PCIU ports assigned to the split IO Unitsor IOXs A and B.

Split Specifies whether to split the 10 Unit or |OX.

* To split an 10 Unit or I0X:
1 Check the [Split] check box of the IO Unit or IOX to be split.
2  Specify the PCI dlots and PCIU ports assigned to the split IO Units A and B by
selecting the appropriate [PCI slots] and [PCIU ports] radio buttons.
3 Click the [Apply] button.
The 1O Unit or 1OX is split, with XA and xB displayed for each portion in the

window.

» To merge IO Units or IOXs:

1  Uncheck the [Split] check box of the IO Units or IOXsto be merged, and click the

[Apply] button.
The IO Units or IOXs are merged and shown as one merged 1O Unit or IOX inthe

window.
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254 Configuring a partition
This section explains how to add and remove an SB, 10 Unit, and 10X.

® Adding an SB, 10 Unit, and IOX (— 2.5.4.1)
® Removing an SB, 10 Unit, or IOX (— 2.5.4.2)

2.5.4.1 Adding an SB, IO Unit, and 10X
You can add an SB, 10 Unit, and 10X to a partition.
Notes:

» Extended Mirror Mode cannot be set in partitions containing SBs, 10 Units or
|OXs split with XPAR set. No split SB, 10 Unit, or IOX can be assigned to a
partition that is set in Extended Mirror Mode.

* No SB split with XPAR set can be assigned as the reserved SB of a partition that
is set in Extended Mirror Mode. Extended Mirror Mode cannot be set in
partitions to which split SBs are assigned as reserved SBs.

* XPAR is supported only in the PRIMEQUEST 500A/500 series, and the XPAR
option isrequired for setting XPAR.

Remarks: You can add an SB, 10 Unit, or IOX to apartition even while the OS of the
partition is operating. In such cases, reboot the partition to validate the
changed configuration.

Procedure
1 Click [Partition] — [Partition Configuration].
The [Partition Configuration] window is displayed.
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ion Iaintenance

Partition Configuration

Select a partition, then click the Adderanve SBAOT, Set Partition Mawe, or Hore buttons to confignre the partition.

L
L]
L]
O
L]

Plutanium

|Uramum

|Radium

Hote) R represents Reserved SB
H represents Hore 10U
@ represents Installed SBAOU other than the dhave

Set Partition Name

Add SB/AOU

Remove SB/OU | Hamel Cancel |

Figure 2.27 [Partition Configuration] window (PRIMEQUEST
580A/540A/580/540/480/440)

on Nainterance

Partition Configuration

Select a partition, then click the Add/Remove SBIOU, Set Partition Name, or Home buttons to configure the partition,

HMote) H represents Home [01T
@ rpresents Installed SBAOU other than the ahove

‘Set Partition Name

| addsBaou |

# | Patition Name Status| Power Status 5 23 T P 0%
oo |[unsT 156 OK |On L H
o1 | [omsT OK |On . H

Remove SBA0U | [ Home || Cancal |

Logout

ol

Figure 2.28 [Partition Configuration] window (PRIMEQUEST 520A/520/420)
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Table 2.23 Displayed and setting items in the [Partition Configuration] window

Item

Description

#

Displays a partition identification number.

In the case of a PRIMEQUEST 580A/540A/580/540/480/440,
displays a partition number from 0 to 15. In the case of a
PRIMEQUEST 520A/520/420, displays a partition number from
Oto 3.

Partition Name

Displays and sets a name assigned to a partition. The name can
include up to 16 characters.

You can use the following characters:

0-9, az, A-Z," " (en-size space), #, - (hyphen), _ (underscore)
Remarks:

Set the same name as Host Name to be set on the OS to make the
name easy to recognize.

Status Displays partition status.
* OK: Normal
» Degraded: Component error has occurred. (Thefailed
component can be disconnected to continue operation.)
* Failed: Failure hasoccurred.
» None: No partition configuration. Specifically, SBs and
IO Units are not allocated.
Power Status Displays partition power status.
* On: ON
» Standby: Standby
SB Displays ® to indicate the partition to which the SB belongs.
If the SB has been split into two portions, two columns are
displayed. The columninwhich no SB is mounted is grayed out.
I0OU Displays ® to indicate the partition to which the IOU belongs. If

the 10O Unit has been split into two portions, two columns are
displayed.

If "H" isdisplayed, the IOU isthe Home IOU. The columnin
which no 10U is mounted is grayed out.

IOX (PRIMEQUEST
520A/520/420 only)

Displays ® to indicate the partition to which the IOX belongs. If
the IOX has been split into two portions, two columns are
displayed.

The column in which no 10X is mounted is grayed oui.

2  Click the radio button of the number of the partition in which an SB, 10 Unit, or

|OX isto be added.

3 Click the [Add SB/IOU] button.
The [Add SB/IOU to Partition] window is displayed with alist of available SBs,

|O Units, and |OX.
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Swatch User Administration Nets Configuration Maintenance Logout

Add SB/IOU to Partition

Select a 3B or an IO o add to the partition #0, then click the Apply Button.

Free 3B/A0U Status Haote

()SBH#2 I Reserve Humbet of CFUs = 4, Memoryr=§ OB

) SB#s [Reserve Mumber of CPUs = 2, Memory = 4 GB

) aB#7 oK Humber of CPUs = 4, Memoty = 4GB
O10us2 oK Humber of PCT slots = 4, Humber of PCTUs =10
Q10U OK Humber of PCI slots = 4, Humber of PCIUs =0
O10U# 0K Humber of PCI slots = 4, Humber of PCIUs =0
O I10UHT OK Humber of PCT slots = 4, Humber of PCTUs =0

Figure 2.29 [Add SB/IOU to Partition] window

Table 2.24 Displayed and setting items in the [Add SB/IOU to Partition] window

Item Description
Free SB/IOU Displays free SBs, 1O Unit, and 10X (SBs not belonging to any
partition).
Status Displays the status of afree SBs, 1O Unit, and |OX.
Note (For SB)
¢ [Number of CPUs]: Displays the number of CPUs installed
on the SB.

» [Memory]: Displaysthe size of memory installed on the SB.
Note: When an SB is extracted and inserted, "unknown"
(unknown memory size) may be displayed.

Note (For 10 Unit or 10OX)

* [Number of PCI dlots]: Displays the number of 10 Unit PCI
slots.

* [Number of PCIUs]: Displaysthe number of PCI units
connected to the 1O Unit.

* [Number of PEXU]: Displaysthe number of PCl Express
units connected to the 10 Unit.

4  Click the radio button of an SB, 10 Unit, or IOX to be added to a partition.
Free SBs, 10 Units, or IOX can be selected only one at atime.
5 Click the [Apply] button.
A confirmation dialog box is displayed.
6 Click the [OK] button.
The selected SB, 10 Unit, or IOX is added to the partition.
Repeat steps 3 to 6 until all the necessary SBs, 10 Units, or IOX are added
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2.5.4.2 Removing an SB, IO Unit, or 10X

This section explains how to remove an SB, 10 Unit, or IOX from the partition.

Remarks: You cannot remove an SB, 1O Unit, or IOX from a partition while the OS
of the partition is operating. In such cases, set the partition power to the
standby state, and then remove the SB, 10 Unit, or IOX.

Procedure
1 Click [Partition] — [Partition Configuration].
The [Partition Configuration] window is displayed.

ser Administration N fiouration aintenance Logout

Partition Configuration Help

Select a partition, then click the AddReruove SBAQU, Set Partition Hane, or Home buttons to configure the partition.
Partition Confimmation

L]
L]
L]
(]
L

Plutonium

Uranium

Radium

Hote) R represents Reserved 5B
H represents Home 10U
@ represents Installed SBAOU ather than the shove

Set Partition Mame | Add SEAOU | Remove SBACU | Home | Cancel |

Figure 2.30 [Partition Configuration] window (PRIMEQUEST
580A/540A/580/540/480/440)

User Advitistration ration Maindenancs Logont
>Fartition ~Fartition Configaation

Partition Configuration Help

Select a partition, then click the Add/Remove SEAOU, Set Partition Name, or Home buttons to configure the partition

Partition Confignration

# | Partition Mare Status| Porwsr Status— D | ou | ox
Cop | |UNST_156 OK | On L H
C1 | |UNST 157 OK |Om * H

Hote) H represents Home 10T
@ represents Installed SBAOL other than the shave

Set Partition Narne | Add SBAOU | Remove SBAOU | Home | Cancel |

Figure 2.31 [Partition Configuration] window (PRIMEQUEST 520A/520/420)
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2  Click the radio button of the number of the partition from which an SB, 10 Unit,
or |OX isto be removed.

3 Click the [Remove SB/IOU] button.
The [Remove SB/IOU from Partition] window is displayed with alist of the SBs,
1O Units, and 10X incorporated into the partition selected in step 2.

satinn Confizuration Maintensnce e
Remove SB/I0U from Partition
Select a 3B o an 10T to semuve from the pastition 40, then click the Apply Button

SEAOD Statas Wate

540 oK Humber of CFUs - 1, Memory — 405

OSB#I OK Humber of CPUs = 4, Memory = 32 GB

Clougn oK Husiser of EC1 slot — 4, Number of PCITTs - 2

O 10U#1 0K Humber of PCI slots = 4, Number of PCIUs =0

Apply || Cancel

Figure 2.32 [Remove SB/IOU from Partition] window

Table 2.25 Displayed and setting items in the [Remove SB/IOU from Partition] window

Item Description
SB/IOU Displays the SBs, IO Units, and 10X belonging to the partition.
Status Displays the status of each SB, 1O Unit, and |OX.
Note (For SB)
¢ Number of CPUs. Displaysthe number of CPUsinstalled on
the SB.

« Memory: Displaysthe size of memory installed on the SB.
Note: When an SB is extracted and inserted, "unknown"
(unknown memory size) may be displayed.

Note (For 10 Unit or 10X)

* Number of PCI dlots: Displays the number of PCI slotson
the 10 Unit.

* Number of PCIUs. Displaysthe number of PCI units
connected to the 1O Unit.

e [Number of PEXU]: Displaysthe number of PCl Express
units connected to the 10 Unit.

4  Click the radio button of the SB, 10 Unit, or IOX to be removed from the
partition. You can select only one SB, 10 Unit, or IOX at atime.

5 Click the [Apply] button.
A confirmation dialog box appears.

6 Click the [OK] button.
The selected SB, 10 Unit, or IOX isremoved from the partition and becomesfree.
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2.5.5 Setting a Home IOU

This operation defines one of the mounted IO Unitsand IOX in a partition asits
Home 10OU.

Procedure

1 After SBs, 10 Units, and IOX areincluded, click [Partition] — [Partition

Configuration].
The [Partition Configuration] window is displayed.

drinistration k Ilaintenance

S T Logout
atition >Farlition Configuration
L]
Partition Configuration ﬂl
-]
! Select a partition, then click the Add/Remave SBAOL, Set Partition Narae, or Horue buttons to configure the partition
] Patitinn Confizuration
L]
Flutanium
Uranium
Fadium
HNote) R represents Reserved SB
H represents Home 10T
@ epresents Installed SBAOL other than the sbove
Set Partition Name | Add SBAOU | Remove SBAOU | Home | Cancel |
Figure 2.33 [Partition Configuration] window (PRIMEQUEST
580A/540A/580/540/480/440)
User & deinistration tion Maindenance Logout

=Partition =Partition Configuration

Partition Configuration

Select a partition, then click the Add/Remove SBIOU, Set Partition Mame, or Home buttons to configure the partition,

5B

# | Partition Meme Status| Pawer Status|————| 100 | 10X
oo |[unsT 156 OK |On L H
oL OK |On . H

Hote} H represents Home ICTT
@ 1epresents Installed SBAOU other than the ahove

ol

Set Parttion Name || Add 580U || Remove SBA0U | Home | Cancel |

Figure 2.34 [Partition Configuration] window (PRIMEQUEST 520A/520/420)
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2  Select the partition to which you want to add a Home 10U, and click the [Home]

button.

The [Partition Home] window is displayed.

L]
L]
L]
|
L]

Partitin Confizmation

stratir Jonfizmation Mamtenance Lognnt

Partition Home Help

Select a Home IOUT for the partition #1, then elick the Apply Button.

Home 10T

[100 [ Status

| & IOUA0BINAD | OK \

Apply | Cancel

Figure 2.35 [Partition Home] window

Table 2.26 Displayed and setting items in the [Partition Home] window

ltem | Description
<Home |OU>
IOU Displaysthe 10 Units and IOX that contain BMMs and are
included in partitions.
Status Displays the status of the target BMM.

3 Click theradio buttons of an 10 Unit or IOX to be made home.
Note: For the SB to be defined as the home SB, always select the one having the
smallest number.
4  Click the[Apply] button.
The specified 10 Unit or 1OX is set respectively as partition home. "H" is
displayed in the corresponding 10U column in the [Partition Configuration]

window.
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2.5.6 Setting areserved SB

A reserved SB is prepared for a partition with consideration given to the operation states.
If an SB included in the partition fails and must be disconnected, the reserved SB is
newly added to the partition to replace the disconnected SB.

Regarding free SBs and SBsthat have aready been defined asreserved SBsfor particular
partitions, the user can a so define to which partitions reserved SBs are to be set.

In addition, one of the split SBs can be specified as areserved SB in a partition.
Notes:

* If an SB failure causes the reboot of a partition, a switch is made to the reserved
SB indicated as the Reserved SB in the partition.

If afailure occursin one of the components (such as memory) in a duplicated
component configuration in Extended Mirror Mode and the other component
continues operating without interruption, switching to areserved SB is not made.

» No SB split with XPAR set can be assigned as the reserved SB of a partition that
is set in Extended Mirror Mode. Extended Mirror Mode cannot be set in
partitions to which split SBs are assigned as reserved SBs.

» Thereserved SB defined for a partition is recommended to be one that has the
same memory and CPU configurations asthose of SBs configured in the partition.
If the number of CPUs increases during switching to the specified reserved SB,
additional licenses are required.

» Thereserved SB must contain the same type of CPU as those of SBs configured
in the partition. An SB housing a different type of CPU cannot be defined as the
reserved SB.

* An SB with 32 GB of memory mounted (8-GB DIMM x 4) cannot be mixed in
the same partition with an SB having another memory configuration.

Therefore, an SB with 32 GB of memory mounted (8-GB DIMM x 4) cannot be
set as areserved SB in a partition consisting of SBs having another memory
configuration.

* An SB with 16 GB of memory mounted (4-GB DIMM x 4) cannot be mixed in
the same partition with an SB having another memory configuration.

Therefore, an SB with 16 GB of memory mounted (4-GB DIMM x 4) cannot be
set as areserved SB in apartition consisting of SBs having another memory
configuration.

» When started for the first time after a switch to areserved SB in a partition on
which Windows Server 2003 isinstalled, the system prompts for arestart of the
partition. As soon as the message is displayed, restart the partition as instructed.
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» When estimating the length of time that operation may be stopped because of an
SB failure in a partition on which Windows Server 2003 isinstalled, consider the
time required for arestart. The actual time required for resuming operation is the
total of the time taken for system startup and the time taken for areboot after the
switching to areserved SB.

Procedure
Click [Partition] — [Reserved Configuration)].

1

The [Reserved Configuration] window is displayed.

The check boxes are displayed vertically in an SB column that containsthe free or

reserved SBs.

Remarks: For PRIMEQUEST 500 series, the contents of the [Reserved SB
Configuration] window vary with the MMB firmware version. If the
firmware version is 3.24 or later, the window in Figure 2.36 or Figure
2.39 isdisplayed. If the firmware version is earlier than 3.23, the
window in Figure 2.37 or Figure 2.40 isdisplayed. Confirm the
firmware version on the [Firmware Information] window (click

[System] — [Firmware Information].).

Systent St
>Pattition =Reserved 5B

Reserved SB Configuration

Check the check boxes of the partitions to tegistet the Reserved SB and set the replacement condition, then click the Apply button

Partition Name

| Powrer

b

Mistor Mode] 5B

SB0A_TOU0A

OK |Standuy

Standard

SBOB_IOU0B

OK |Standuy

Standard

SBlA_IOULA

OK | Standuy

Standard

SBIB_IOUIB

OK |Standuy

Standard

Extended

Standard

Standard

Standard

wlalo|o|ls|lw|w|~|af =

BB3A_IOUZA

OK | Standuy

Standard

Standard

10

SB4A 044

OK |Standuy

Standard

11

Standard

12

Standard

13

Standard

14

Standard

SBIA_TOUAA

OK |Standuy

Extended

Apply | Cancel |

Geetting) [0 [1 |3 (3 |4

[Reeplacement
Condition

r

1] 0 ) ) ) Y D ST

[CPU/DIMM failure =]

Figure 2.36 [Reserved SB Configuration] window (PRIMEQUEST 580A/540A and
PRIMEQUEST 580/540: This window is displayed for MMB firmware version 3.24 or

later)
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ation Maintenance

Reserved SB Configuration

Clickths check boxies of the partitions to register the Reserved SB, then click the Apply buttan

Reserved 5B Configs

Power | Birror Mode| 5B
| Status (setting)
IMasterDBS Standby | Standard
ManDBS Standby [ Standard

# | Partition Hame| Statu

GO CIICPC LG

Figure 2.37 [Reserved SB Configuration] window (PRIMEQUEST 580/540: This window
is displayed for an MMB firmware version earlier than 3.23.)

ation Maintenance

Reserved SB Configuration

Clickths check boxies of the partitions to register the Reserved SB, then click the Apply buttan

Reserved 5B Configs

. . 5B
# | Partition Name| Status| Power Status o1z [3 [45]s [7
0 |MastetDBS |OK | Standby o @ |l ]| ¥
ManDES Standby

Cancel

Figure 2.38 [Reserved SB Configuration] window (PRIMEQUEST 480/440)
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set Administration Hetw

System Furation Maintenance
>Partition *Reserved 8B Configuration

Reserved SB Configuration Help

Check the check boxes of the partitions o register the Reserved 3B and set the replacement condition, then
click the Apply button,

DHeservedSECﬂnﬁ atio;
P P PO el o
0 |Wintest |OK |Standby| Stendad |@ | @ |[CPUDIMM failure =]
1 Hone Extended O
2 Hone Standard I
3 Hone Standard O

Applyl Cancel |

Figure 2.39 [Reserved SB Configuration] windows (PRIMEQUEST 520A and
PRIMEQUEST 520: This window is displayed for an MMB firmware version 3.24 or later.)

ystem 1Js iinistration miration Tlaintenance Logout
=Fartitinn =Reserved 3B Configuration

Reserved 8B Configuration Help

Click the check boxdes of the partitions to register the Reserved SB, then click the Apply button.

Reserved SB Conflaurati Power [Wirror Mods| 5B

Status | (setting) [0
HONAME |OK | Standoy | Standsy | @
HONAWME |OK | Standby | Standby

Partition Mame| Status

[+ [T R IR I I+

#
0
1

5l

App\yl Cancel |

Figure 2.40 [Reserved SB Configuration] window (PRIMEQUEST 520: This window is
displayed for an MMB firmware version earlier than 3.23)

ster User trati n Waintenancs Logont
Fartition ~Reserved SE Configaation

Reserved SB Configuration Help

Click the check baxdes of the partitions 10 register the Reserved SB, then click the Apply button

FReserved SE Configuration S
Partition Narae| Status| Power Status|

ES

HONAME |OK | Standby L

o

HONAME

Apply | Cancel |

Figure 2.41 [Reserved SB Configuration] window (PRIMEQUEST 420)
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2  Select the check box for the target partition in acolumn containing an SB that has
not been added to any partition (free SB or reserved SB).

3 [Replacement Condition] sets the condition that determines the timing at which
the reserved SB is to be switched.
(PRIMEQUEST 580A/540A/520A or PRIMEQUEST 500 series running MMB
firmware whose version level is 3.24 or | ater)

4  Click the [Apply] button.

Notes.  To change areserved SB to afree SB, clear its check box in the [Reserved
SB Configuration] window.
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2.5.7 Setting partition names

This function sets a partition name. This can be performed by users with
administrator privilege.

Procedure
1 Click [Partition] — [Partition Configuration].
The [Partition Configuration] window is displayed.

St Administratio muration. Maiitsnance Logont
ition ~Patition Confizuration

Partition Configuration Help

Select a partition, then click the AddReruove SBAQU, Set Partition Hane, or Home buttons to configure the partition.
Partition Confimmation

]
(]
L]
1
(]

Plutonium

Uranium

Radium

Hote) R represents Reserved 5B
H represents Home 10U
@ represents Installed SBAOU ather than the shove

Set Partition Mame | Add SEAOU | Remove SBACU | Home | Cancel |

Figure 2.42 [Partition Configuration] window (PRIMEQUEST
580A/540A/580/540/480/440)

Srstern User Ldministration e ion Ilamtenance Laogout
=Partition =Partition Configuration

Partition Configuration Help |

Select a partition, then click the Add/Remove SBACU, Set Partition Narae, or Home huttons to configure the partition.

5B

# | Partition Nare. Status| Porer Statm———— 1011 | 10X
og |[unsT 156 OK |On ] H
oy |[unsT 187 OK |On L |

pici
Hote] H represents Home 10T
@ 1epresents Installed SBAIOU other than the shave

Set Patition Name || Add5B/0U || Remowe SBA0U | Home | Cancel |

Figure 2.43 [Partition Configuration] window (PRIMEQUEST 520A/520/420)
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2  Select the partition to which you want to assign a partition name, and enter the
partition name in the [Partition Name] cell.
Remarks:

® The name can include up to 16 characters. You can use the following
characters:
0-9, &z, A-Z," " (en-size space), #, - (hyphen), _ (underscore)

® Set the same name as host name to be set on the OS to make the name
easy to recognize.

3  Click the [Set Partition Name] button.
The name is set for the entered partition.
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2.5.8 Setting various modes

This function sets the PCI address mode (only for PRIMEQUEST 580A/540A/580/
540/480/440) for a partition, the System Mirror Mode, and the Hyper Threading
Mode (only for PRIMEQUEST 500A/500 series).

Note the following about setting XPAR mode:
Notes:

« Extended Mirror Mode cannot be set in partitions containing SBs, 10 Units or
|OXs split with XPAR set. No split SB, 10 Unit, or IOX can be assigned to a
partition that is set in Extended Mirror Mode.

* No SB split with XPAR set can be assigned as the reserved SB of a partition that
isset in Extended Mirror Mode. Extended Mirror Mode cannot be set in
partitions to which split SBs are assigned as reserved SBs.

* XPAR is supported only in the PRIMEQUEST 500A/500 series, and the XPAR
option isrequired for setting XPAR.

Procedure
1 Click [Partition] — [Partition#x] — [Mode].
The [Mode] window is displayed.

ser fdiministration Hetwork Configuration Maintenance

Mode Help |

Select mode for the partition, then click the Apply Button.
Hote : & partition power offfon is zequired For the selections to becoms sffective.

B
]
LIE
-]
]
a

FCI A ddress Mode | cument status| FCI Bus Mode
setting @ PC1Bus Mode © PCI Segment Mode
Mirzor Mode custent status| Standard Mirror Mode

seiting @ Standard Misror Mode

" Extended Mirror Mode

Hyper Threading cusrent status| Disabled

seiting  Enable & Disable

Diyniamic Partitioning| cusrent status| Disabled

seiting  Enable @ Disable

Apply | Cancel

Figure 2.44 [Mode] window (PRIMEQUEST 580A/540A)
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Uger Ad 011
ition *Partition#0 =Mode

curation Maintenance

L]
Mode
B
= Select mode for the pantition, then click the Apply Button,
L Mote : & partition power offfon is required for the selections to become effective.
L] PCL Address Mode | current status| PCI Segment Mode
= setting " PCIBus Mode & PCI Segment Mods
Ilitror Mode current status| Standard Mirror Mode
setling. # Standard Mirror Mode
" Extended Mirror Mode
Hypet Threading | cutrent status| Disabled

setling

" Enabls @ Disable

Appl-yl Cancel |

Figure 2.45 [Mode] window (PRIMEQUEST 580/540)

Mode

Helect mode for the partition, then click the Apply Button.
Mote : A partition power offfon is required for the selections to become effective.

Ditror Mode

cugrent status)

Hon-mitror Mode

setting

€ Standard Mirror Mode
€ Extended Mirror Mode

‘Hyper Threading|

cugtent status

Disabled

seiting

 Enable @ Disable

Apply | Cancel |

Logout

Helo

Figure 2.46 [Mode] window (PRIMEQUEST 520A/520)

i A ot Mef
>Partition >Partition#0 >hode
L]
Mode

nEmBa

utation Maintenancs

Select mode for the partition, then click the Apply Button,
Hote : A partition power offfon is required for the selections to become effective

PCI Address Mode | current stabus| PCL Segment Mode

setting | € PCIBus Made * PCI Segment Mode
Mitror Mode current status| Standard Mirror Mods

setting. @ Standard Mirar Mode

€ Extended Misror Mode

Applyl Cancel |

Hel|

Figure 2.47 [Mode] window (PRIMEQUEST 480/440)
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>Pattition >Partition#0 >Mode

User &dmimstration Network Configuration Maintenance Logout

Mode Help |
Select mode for the partition, then click the Apply Button,
Note : A partition power offfon is required for the selections to become effective.
Mitror Made cusrent status) Non-mirror Mode
O Ibrm ioh seiling (f: Standard Mirror Mode
| Boot Contzal Extended Mirror Mode
LI ASR Contral

0 Console Reditestion
O Mode
Opsa

Applyl Cancel |

Figure 2.48 [Mode] window (PRIMEQUEST 420)

2  Set various modes.

Remarks: For details on the Dynamic Partitioning setting, see the PRIMEQUEST
580A/540A DP (Dynamic Partitioning) Manual (C122-EO85EN).

Table 2.27 Displayed and setting items in the [Mode] window

480/440)

ltem Description
PCl Address Mode Displays a PCI address mode that is enabled in the partition.
(current status) » [PCI BusMode]: Definesall PCI spacesin the partition
(only for PRIMEQUEST | under segment number 0.
580A/540A/580/540/ * [PCI Segment Mode]: Defines the PCI spaces in the

partition, segment by segment, for each 10 Unit. When they
are setin [PCl Segment Mode], a PCl device under |OU#0
appears in the space under segment#0, and a PCI device
under |OU#1 also appears in the space under segment#1.

PCI Address Mode
(setting)

(only for PRIMEQUEST
580A/540A/580/540/
480/440)

Sets the PCI address mode of a partition.

The set mode is enabled after the partition is reset.

Notes:

» Set PCI Bus Modefor the partition that uses Windows Server
2003 as the OS.

» Set PCl Segment Mode for the partition that uses Linux as
the OS.

* If Linux isinstalled, PClI Bus Mode must be set.

 For information on how to set the PCI address mode for a
partition running Windows Server 2008, see the
PRIMEQUEST Windows Server 2008 User's Guide
(C122-E087EN).

Interleave M ode between
SBs (only for
PRIMEQUEST 480/440)

Note: This modeis displayed for PRIMEQUEST 480/440
machines. However, do not use this mode.
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Item Description
Mirror Mode Displays the modes that are currently valid.
(Current status)
Mirror Mode SetsaMirror Mode by selecting one of the following modes.
(setting) For details on the Mirror Mode, see the System Design Guide.

» Standard Mirror Mode

» Extended Mirror Mode

Note: When [Mirror Mode] is set as [Disable] in the [ System
Setup] window, [Mirror Mode] is grayed out and cannot

be selected.
The default is[Standard Mirror Mode].
Hyper Threading Indicates whether the Hyper Threading function is enabled or
(current) disabled.

(available only in the » Enabled: Hyper Threading is enabled.
PRIMEQUEST 500A/ |+ Disabled: Hyper Threading is disabled.

500 series)
Hyper Threading Enables or disables the Hyper Threading function.
(setting) » Enable: Enables Hyper Threading.

(available only in the » Disable: Disables Hyper Threading.
PRIMEQUEST 500A/ | Thedefault for Hyper Threading is [Disable] (disabled).

500 series)
Dynamic Partitioning Displays whether the Dynamic Partitioning function is enabled.
(current)  Enabled: Dynamic Partitioning is enabled.

(PRIMEQUEST 580A/ |+ Disabled: Dynamic Partitioning is disabled.
540A seriesonly)
Dynamic Partitioning Specifies whether to enable the Dynamic Partitioning function.

(setting) » Enable: Enables Dynamic Partitioning.
(PRIMEQUEST 580A/ |+ Disable: Disables Dynamic Partitioning.
540A seriesonly) Note:

The DP function is not supported in any of the cases listed

below. Inthese cases, set [Disable] since operation cannot be

guaranteed; setting [Enable] leads to a possibility that

installation cannot be performed correctly.

» The system used runs under RHEL with aversion level
earlier than RHEL 5.1 (1PF).

* The system used runs a Windows version earlier than
Windows Server 2008.

* The system used runs under SUSE.

* The virtual machine function is used.

The default setting is [Disable] (disabling Dynamic

Partitioning).

For details, see the PRIMEQUEST 580A/540A Dynamic

Partitioning (DP) Manual (C122-EO85EN).

C122-E001-10EN 2-69



CHAPTER 2 Setup

IMPORTANT

» To apply the changes to settings made on this window, the partition needs to be
turned on/off.

3 Click the[Apply] button.
A confirmation window is displayed.
4 Click the [OK] button.
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2.5.9 Starting a partition

This section explains how to start a partition that isin operation.

Procedure
1 Click [Partition] — [Power Control].
The [Power Control] window is displayed.

ch 1. or Maintenance Logout
o

Power Control

Seleet a Power Control option for one or more partitions, then click the Apply button Lo Lake effect

#| Partition Name| Status| Power Status| System Progress| Power Control Force Power Off Delay| Under Maintenance,
0| MastetDBS | OK | Standby Power Off (Mot specified) | [] min
1| ManDES OK  |Standby | PowerOff Mot specified) v O min

Figure 2.49 [Power Control] window

2 Inthe[Power Control] window, select [Power On] for the partition, and click the
[Apply] button.

Table 2.28 Displayed and setting items in the [Power Control] window
Item Description

Power Control Select a power control setting to be displayed for the partition.

The [Power On] menu item is not displayed for a powered-on partition.

Conversely, the [Power Off], [Power Cycle], [Reset], [INIT], and

[Force Power Off] menu items are not displayed for a powered-off

partition.

» Power On: Powers on the partition.

» Power Off: Powers off the partition.

* Power Cycle: Forcibly powers off the partition and powersit on
again.

* Reset: Resets the partition.

» INIT: Generatesan INIT interrupt for the partition and produces a
Dump.

* Force Power Off: Forcibly powers off the partition.

* Not specified: Takes no action for the partition.

Note:

« To forcibly terminate applications running in the partition, execute
INIT. Before executing INIT, stop important applications. Also,
unmount unnecessary file systems.
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2.5.10 Checking partition information

This function displays partition status information and partition related information.

You can aso check the entire partition configuration in the PRIMEQUEST systemin

the [Partition Configuration] window.

Procedure
1 Click [Partition] — [Partition#x] — [Information]

The [Information] window is displayed.

T et & dministration Metwork Conflguration WMaintenance

O Infosmation
O Bast Canteol

O 45R Control

E_‘ Console Redirection
O node

O ras

Information

Partition Name IMasterDES

Status OK

Power Stalus Standby

System Progress Powrer OFF

Husbes of CPU Packages 3

Physical Memory Sizs 360K

Figure 2.50 [Information] window

Table 2.29 Displayed and setting items in the [Information] window

Item

Description

Partition Name

Displays a partition name.

Status

Displays partition status.

¢ OK: The partition is operating normally.

» Degraded: The partition contains a failing component
(operation continues with the failing component isolated).

e Warning: The partition isin the warning state (a problem
will probably occur in the future).

» Failed: The partition failed.

Power Status

Displays partition power status.
* On: Partition power ison.
« Standby: Partition power isin standby status.

2-72

C122-E001-10EN



2.5 Partition Initialization

Item Description
System Progress Displays partition progress conditions.
* [Power Off]: Power to the partition is off.
» [Power On In Progress]: Partition power-on processingisin
progress.
* [Reset]: The partition is being reset.
o [POST XXXXHh]: Indicates that POST Code=XXXXhis
started.
» Boot: The partition isin one of the following states:
- The partition is being booted.
- SAisnot ingtalled.
- Installation isin progress.
- Backup or restoration using Systemcast Wizard isin
progress.
» [OS Running]: The operating system is running.
* [OS Shutdown]: The operating system is shut down.
* [Panic]: The partition isin the panic state.
» [Power Off In Progress|: Partition power-off processingisin

progress.
» [Check Stop]: The partition has stopped.

Number of CPU Displays the number of CPU packages included in a partition.

packages Notes:

Degraded CPUs are not included in this number.

Physical Memory Size |Displays the size of physical memory included in the partition.
Notes:

This size differs from the memory size that the OS can actually
use.

Degraded DIMMs are not included in this memory size.
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2.6 Saving Configuration Information

This section describes how to save the settings made during installation. Be sureto

make a backup of MMB configuration information.

® MMB Configuration Information Backup (—» 2.6.1)

Remarks:

* For saving PSA retention information and EFI settings, see Section 4.13, "Saving
Setup Information” in Chapter 4, "Work Required After Operating System
Installation.”
» Make abackup of MMB configuration information at aregular interval.
2.6.1 MMB Configuration Information Backup

This section describes how to back up the MMB configuration information. The

MMB configuration information is backed up to aremote PC.

Remarks: For backing up the MMB configuration information, see the Section
5.6.2.1, "[Backup/Restore Configuration] window" in the PRIMEQUEST
580A/540A/520A/500/400 Series Reference Manual: Basic Operation/
GUI/Commands (C122-EO03EN).

Procedure

1 Click [Maintenance] — [Backup/Restore Configuration] — [Backup/Restore
MMB Configuration].
The [Backup MMB Configuration] window is displayed.

System Fathilion Switch User A dnamstration Hebwork Configatstion
>Maintenance >Backup/Restore Configuration >Backup/Restore MME Configuration

i B Backup MMB Configuration Help |
O Backup/Restore MIME Configu
Ol Backup EFI Configuration.
O Restore EFl Configuration

To backup the MMB Configurstion, click " Backup” butten, |_Backup

Restore MMB Configuration

To testore the MMB Configuration, select a file and click "Restore" button

Restare

Figure 2.51 [Backup MMB Configuration] window
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2  Click the [Backup] button.
The browser saving destination dialog box is displayed.

3  Sedlect asaving path and click the [OK] button.
This starts the downloading of a configuration information file.
The default name of the MMB configuration information file to be backed up is
asfollows.

| MMB_ (backup-date) (MMB-version).dat \
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3.1 Overview

This section chapter describes the following topics:

® |nstallable operating systems (— 3.1.1)
® Typesof installation methods (— 3.1.2)
® Requirementsfor installation (— 3.1.3)
® Work required after operating system installation (— 3.1.4)

3.1.1 Installable operating systems
The installable operating systems include:

* Red Hat® Enterprise Linux® AS (v.4 for Itanium)

Red Hat® Enterprise Linux® 5 (for Intel Itanium)

SUSE™ Linux Enterprise Server 9 for Itanium Processor Family

SUSE™ Linux Enterprise Server 10 for Itanium Processor Family

Microsoft® Windows Server® 2003, Enterprise Edition for [tanium-based Systems
Microsoft® Windows Server® 2003, Datacenter Edition for Itanium-based Systems
Microsoft® Windows Server® 2008 for Itanium-Based Systems

3.1.2 Types of installation methods

This section describes the types of Linux and Windows installation methods and the
differences among them.

Linux installation methods
Linux OS installation methods include the following:

® Loca instalation: Linux OSinstallation using the KVM
(PRIMEQUEST 580A/540A/580/540/480/440)
Installation using the independent KVM switch
(PRIMEQUEST 520A/520/420)

® Remote installation: Installation using SystemcastWizard Lite
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Remarks: Use remote installation for installation in multiple partitions.

The Figure 3.1 indicates the differences between the above installation methods.

Table 3.1 Comparison of Linux installation methods

Simultaneous
e , : . L Ease of
Classification Method Server configuration installation in _
. » operation
multiple partitions
Loca Installation using |Display, USB keyboard, USB
installation the KVM mouse, and USB floppy drive
that are connected to the KVM
interface unit
: . Not allowed High
Installation Display, USB keyboard, USB g
without using the |mouse, and USB floppy drive
KVM that are connected to the server
unit.
Remote Installation using |Deployment server and
installation SystemcastWizar |SystemcastWizard Lite Allowed High
dLite software required

Windows installation methods

Windows OS installation methods include the following:

® Remote installation
Installation using SystemcastWizard Lite
® Loca installation
* Installation using the Installation Support Tool for Windows
* Installation using the KVM

The Figure 3.2 indicates the differences among the above install ation methods.

Table 3.2 Comparison of Windows installation methods

Simultaneous Linkage with
e Recommendation| installation in Ease of PRIMEQUEST
Classification Method . .
level multiple operation Software
partitions Installer
Remote SystemcastWizard Most Available (@) Available
installation Lite remote OS setup |recommended
Local Installation Support | Recommended Unavailable (@) Available
installation Tool for Windows
Local Manual installation | Seldom Unavailable Unavailable
installation using the KVM recommended

3-2

C122-E001-10EN



3.1 Overview

e SystemcastWizard Lite remote OS setup (recommended)

The SystemcastWizard Lite software supplied with the PRIMEQUEST server is used
to install Windows. It enables automatic installation of Windows via a network.

The High-Reliability Tools are automatically installed after Windows installation is
completed.

For details, see Section 3.3.2, "Windows installation using SystemcastWizard Lite."
 Installation Support Tool for Windows

The Installation Support Tool for Windows software which is supplied with the
PRIMEQUEST server isused to install Windows. Most of thisinstallation method is
automated, except for CD-ROM/DV D replacement and some other operations.

The High-Reliability Tools are automatically installed after Windows installation is
completed.

For details, see Section 3.3.3, "Windows installation using the installation support
tool."

* Manual installation using the KVM
Windows is manually installed from the Windows installation DVD.

The High-Reliability Tools must be installed manually after Windows installation is
completed.

For details, see Section 3.3.4, "Windows Installation using the KVM (PRIMEQUEST
580A/540A/580/540/480/440)" and Section 3.3.5, "Windows Installation using the
independent KVM switch (PRIMEQUEST 520A/520/420)."
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3.1.3

3.14

Requirements for installation
Install an OS in each partition.

Installation procedures described in this chapter assume that the PRIMEQUEST has
fulfilled the following requirements:

® The tasks described in Chapter 2, " Setup” have been completed.
- The PRIMEQUEST main unit has already been installed.
- Theserver unit has already been appropriately installed.
- The MMB console is connected and can control the MMB.
- Required partitions have already been defined.
® All that isrequired for OS (LINUX or Windows) setup is ready.
- Instalation medium
- Server license
- CAL (Windows)

Work required after operating system installation

After completing the installation of the operating system, you need to perform the
tasksindicated in the Table 3.3. For further information on each task, see Chapter 4,
"Work Required After Operating System Installation.”

Table 3.3 Tasks required after installation

OS installed Task Description
Linux or Windows |PSA setup Specify the settings required to make the
PSA operable.
Set up SM.A.R.T.
Set up Watchdog.
Linux or Windows |[NTP client setup Set up an NTP client.

Linux (Red Hat only) [Dump environment setup | Set up a dump environment.
or Windows

Linux (Red Hat only) |OS Backup Back up the installed operating system.

or Windows

Linux or Windows  |Settings saving Save PSA settingsand EFI configuration
information.

Remarks: The components required by REMCS functions on the OS side are
installed when PSA isinstalled under Linux (Red Hat) or Windows.
REMCS configuration will be performed by a certified service engineer.
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3.2 Linux Installation

This section describes the following installation methods:

® Linux Installation using the KVM interface unit (PRIMEQUEST 580A/540A/580/
540/480/440) (- 3.2.1)

® Linux installation using the independent KVM switch (PRIMEQUEST 520A/520/
420) (- 3.2.2)

® Linux installation using SystemcastWizard Lite (- 3.2.3)

To efficiently install multiple systems (three or more system partitions), an
installation method using SystemcastWizard Lite is recommended.

3.2.1 Linux Installation using the KVM interface unit (PRIMEQUEST
580A/540A/580/540/480/440)

3.2.1.1 Hardware requirements and procedure

Before installing an OS using the KVM interface unit, you must first create a config
file. A configfileisafilethat contains OS installation option settings, etc. Usethe
installation support tool to create a config file.

Table 3.4 provides an outline of the system requirements for the installation support
tool. For details, see the PRIMEQUEST Installation Support Tool User's Guide (Red
Hat) (C122-EQ05EN) or the PRIMEQUEST Installation Support Tool User's Guide
(SUSE) (C122-E047EN).

Table 3.4 System requirements for the installation support tool

Classification Compatible environment

A personal computer running Windows

The OS must be one of the following:

* Windows 2000 Professional Service Pack4 or later
» Windows XP Home Edition Service Pack2 or later
» Windows XP Professional Service Pack?2 or later

* Only the 32-bit version of the OS

Hardware

When config file creation is complete, you can start installation using the KVM. To
perform installation using the KVVM, the following devices are required for the KVM:

» Display
» USB Keyboard
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* USB Mouse
» USB floppy disk drive

The ingtallation procedureis as follows:

Create a config file.

pu%

Connect the KVM switch.
Ll

Set up the EFI.
a

Set up the PCI address mode.
s

Set the USB floppy drive.
ps

Set the Linux OS CD-ROM.
o

Turn on the power to the partition(s).
=8

Install the Linux OS
&

Install supplied software programs.

&

Work required after installation

3.2.1.2 Creating a config file installation support

Using the tool, choose OS installation options, etc. For details, see the
PRIMEQUEST Installation Support Tool User's Guide (Red Hat) (C122-EOOSEN) or
the PRIMEQUEST Installation Support Tool User's Guide (SUSE) (C122-EO47EN).
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3.2.1.3 Connecting the devices

Perform the following steps to connect the KVM to the partition on which you are
installing the Linux OS:

(1) Connecting the KVM

1 Connect akeyboard, amouse, and a display unit to the KVM interface unit.

Management LAN

PRIMEQUEST

Partition |—
Partition |—

@ Partition I-.-

1| KVM interface
unit

MMB

Figure 3.1 Example of connections for installation using the KVM
2

On the MMB Web-UI, click [Partition] — [USB/Video/DVD Switch].
The [USB/Video/DVD Switch] window appears.

Remarks: For information on how to log in to the MMB, see Section 2.2.2.1,
"Login to and logout from the MMB Web-Ul,"

USB/Video/DVD Switch

Selert partition to connect USE, Video, or DVD respectively, then click the Apply button Lo lake effect

# | Partition Hame|

Status| Fower Status| USE
MasterDES | 0K

1 | ManDBS
Free

=)

¥ideo| DVD)
Standby [
QK | Standby e e |0

@ e @

Figure 3.2 [USB/Video/DVD Switch] window

3 Select the USB, Video and DVD radio button for the partition on which you are
installing the OS, and click the [Apply] button.
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(2) Setting up the EFI
Set up the EFI for the partition on which you are installing the OS to ensure that the
system will be booted from the DVD-ROM.

1 Onthe MMB Web-Ul window, click [Partition] — [Partition#x] — [Boot
Control].
The [Boot Control] window appears.

i et A dmirdstration Net aration MMaintenance
>Partition >Partition#0 >Boot Control

Boot Control

Clickthe Apply Button to apply all changes

| Mo Cwerride Vi
Buoot Felector Note: The boot Selector only applies for ane partition restart. After the
patition restart, this setting retusns to Mo Override' sutomatically.
POST(Pawer On Self Test) ;Standard Diagnosis ¥

Figure 3.3 [Boot Control] window
2  Select [Force boot from DVD] in [Boot Selector], and click the [Apply] button.
(3) Setting PCl address mode

Set "PCI Bus Mode" as the PCI address mode of the partition in which the operating
system isto be installed.

1 From the Web-Ul window of the MMB, click [Partition] — [Partition #x] —
[Mode].
The [Mode] window appears.

[]
Mode
L]
Le Selsct mode for the partition, then click the Apply Button
L] Note : & pattition power offfon is required for the selections to become effective
L] PCI Address Mode cuzzent status| PCT Segment Mode
= selling C PCIBus Mode @ PCI Segment Mode
Mirror Mode custent status| Standard Misror Mods
setting @ Standard Misror Mode
" Extended Mirrot Mods
Hyper Threading cuszent status| Disabled
selling © Enabled @ Disabled
Dynamic Partitioning | cusrent stabus| Disabled
setting " Enabled @ Disabled

Apply | Cancel

Figure 3.4 [Mode] window (PRIMEQUEST 580A/540A)
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2 Select [PCI BusMode] for [PCl Address Mode], and click the [Apply] button.
A confirmation window is displayed.
3 Click the [OK] button.

Remarks: Use PCI Bus Mode so that afixed location is set for the PRIMEQUEST
main unit on the LAN registered on the MMB during installation.

(4) Connecting a USB floppy disk drive.
1 Connect aUSB floppy disk drive to the USB port of the KVM interface unit.
Then, insert the floppy disk containing the configuration file into the USB floppy

disk drive.

(5) Inserting the Linux OS CD-ROM disk
1 Insert the CD-ROM of the Linux OSto beingtalled, into the KVM DVD-ROM
drive.

(6) Turning on the power to the partition
Turn on the power to the partition as described below.

If the power is already on, reset the partition.

1 Onthe MMB Web-Ul window, click [Partition] — [Power Control].
The [Power Control] window appears.

Use: A dnirustration onfiguration. Mamtenance Togout
Power Control
Select a Power Control option for one o more partitions, then click the Apply buttan to teke effect
#] Pastition M ame] Status] Fowe: Status] System Progress] Power Control Foree Power Off Delay| Under Mantenance
0| MastetDBS | OK | Standby Power Off (Mot specified) | [] min
\MarDBE  [OK |Standoy  |PowerOff (Mot specified) v O e
Apply || Cancel

Figure 3.5 [Power Control] window

2  From [Power Control] of the partition to be switched on, select [Power On] or
[Reset].
3 Click the[Apply] button.
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3.2.14

3.2.1.5

3.2.1.6

Installing the Linux OS
Boot the OS from the CD to install it.

For details, see the PRIMEQUEST Installation Support Tool User's Guide (Red Hat)
(C122-E005EN) or the PRIMEQUEST Installation Support Tool User's Guide
(SUSE) (C122-E047EN).

Follow theinstructions from the installer displayed on the KVVM display to change the
CD-ROM. After Linux OS instalation is complete, the system is rebooted.

Note: Switching the partition connected to the KVM devices during Linux OS
installation may stop Linux OS installation and cause an 1/O error. Do not
perform KVM switching during installation.

Installing attached software programs

After installing the OS, follow the instructions displayed on the KVM display to
insert the supplied CD-ROM into the KVM DVD-ROM drive and ingtall the attached
software program. For details of the bundled-software package installer, see the
PRIMEQUEST Installation Support Tool User's Guide (Red Hat) (C122-EOOSEN) or
the PRIMEQUEST Installation Support Tool User's Guide (SUSE) (C122-EO47EN).

Work required after installation

After ingtallation is complete, remove the USB floppy drive from the USB port of the
KVM interface unit. Then, set the PCI address mode.

Set "PCI Segment Mode" as the PCI address mode of the partition in which the
operating system has been installed. For information on the setting method, see
Section 2.5.8, " Setting various modes."

After setting the PCI address mode, perform the installation work for the Linux OS.

For further information, see Chapter 4, "Work Required After Operating System
Installation.”

3-10
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3.2.2 Linux installation using the independent KVM switch
(PRIMEQUEST 520A/520/420)

3.2.2.1 Hardware requirements and procedure

For installing using the independent KVM switch, you must first create a config file.
A config fileisafile that contains OS installation option settings, etc. Use the
installation support tool to create a config file.

Table 3.4 provides an outline of the system requirements for the installation support
tool. For details, see the PRIMEQUEST Installation Support Tool User's Guide (Red
Hat) (C122-EQ05EN) or the PRIMEQUEST Installation Support Tool User's Guide
(SUSE) (C122-EO047EN).

Table 3.5 System requirements for the installation support tool

Classification Compatible environment

A personal computer running Windows

The OS must be one of the following:

* Windows 2000 Professional Service Pack4 or later
» Windows XP Home Edition Service Pack2 or later
» Windows XP Professional Service Pack?2 or later

* Only the 32-bit version of the OS

Hardware

When config file creation is complete, the following devices are required for the
installation:

* Display
* USB Keyboard
* USB Mouse

» USB floppy disk drive

The installation procedure is as follows:
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3.2.2.2

3.2.2.3

Create a config file.

o

Connect the independent KVM switch.
ik

Set up the EFI.
o

Set the USB floppy drive. Connect the devices.
0

Set the Linux OS CD-ROM.
ik

Turn on the power to the partition(s).
L

Install the Linux OS
o

Install supplied software programs.
puR

Work required after installation

Creating a config file installation support

Using the tool, choose OS installation options, etc. For details, see the
PRIMEQUEST Installation Support Tool User's Guide (Red Hat) (C122-EO005EN) or
the PRIMEQUEST Installation Support Tool User's Guide (SUSE) (C122-EO47EN).

Connecting the devices

Perform the following steps to connect the devices required for the installation to the
partition on which you are installing the Linux OS:

(1) Connecting the independent KVM switch

1 Connect the independent KVM switch to the USB port of an 10 Unit.

3-12
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Management LAN PRIMEQUEST

MMB

¢l

| KVM interface
unit

Partition |—
Partition |—
Partition I-

Figure 3.6 Example of connections for installation using the independent KVM switch

2 Onthe MMB Web-UlI, click [Partition] — [DVD Switch].

The [DVD Switch] window appears.

Remarks: For information on how to log in to the MMB, see Section 2.2.2.1,

"Login to and logout from the MMB Web-Ul,"

System User Adrurstration. Metwo: ration Ilamntenance
>Partition =DVD Switch

DVD Switch

# | Partition Nawe| Status| Power Status

0 |LIN3T_13 |OK |On

1 |LINST_157 |OK |On

Select partition to connect DVD respectively, then click the Apply batton to take effect.

DVD)
&
-
o
Apply | Cancel |

Figure 3.7 [DVD Switch] window

3 Select the DVD radio button for the partition on which you are installing the OS,

and click the [Apply] button.

(2) Setting up the EFI

Set up the EFI for the partition on which you are installing the OS to ensure that the
system will be booted from the DVD-ROM.

1 Onthe MMB Web-Ul window, click [Partition] — [Partition#x] — [Boot

Control].
The [Boot Control] window appears.

C122-E001-10EN
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System Dser Administration  Networl ration. Iamtenance
=Partition >Partition#] =Boot Control

Boot Control Help |

Click the Apply Button to apply all changes.

On, IND Override j
Inf 2 Boot Selector Mote: The boot Selector only applies for one partition restart. Sfter the partition
E“ _Boot Contral restart, this setting returns to Mo Crverride’ antoreatically.
POST(Power On Self Test) IStandard Diagnosis j
Apply | Cancel |

Figure 3.8 [Boot Control] window
2  Select [Force boot from DVD] in [Boot Selector], and click the [Apply] button.

(3) Connecting a USB floppy disk drive.

1 Connect aUSB floppy disk drive to the BMM USB port. Then, insert the floppy
disk containing the configuration file into the USB floppy disk drive.

(4) Inserting the Linux OS CD-ROM disk

1 Insert the CD-ROM of the Linux OSto beinstalled, into the OPL DV D-ROM
drive.
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(5) Turning on the power to the partition
Turn on the power to the partition as described below.

If the power is already on, reset the partition.

1 Onthe MMB Web-Ul window, click [Partition] — [Power Control].
The [Power Control] window appears.

System ger Adminstration Metwork Confionration hlantenance

*Partition =Power Control

L1 Power Cantral
m Power Control Refresh | Help

Select & Power Control option for one or more partitions, then click the Apply button to take effect.

#| Partition Marne| Status| Power Status| System Progress| Power Control Force Power Off Delay| Under Ivlai
0| LIMST_ 156 |OK | On (05 Rurming (Mot specified) "J O .3 Tmin
1{LINST_157 |CK |[On (OF Faunming (Mot specified) j r .Elmm

Apply | Cancel |

Figure 3.9 [Power Control] window

2  From [Power Control] of the partition that is the installation target, select [ Power
On].
Remarks: If the power to the partition is already on, select [Reset].

3 Click the[Apply] button.

3.2.2.4 Installing the Linux OS

Boot the OS from the CD to install it.

For details, see the PRIMEQUEST Installation Support Tool User's Guide (Red Hat)
(C122-E005EN) or the PRIMEQUEST Installation Support Tool User's Guide
(SUSE) (C122-EO47EN).

Follow the instructions from the installer displayed on the display to change the
CD-ROM. After Linux OSinstalation is complete, the system is rebooted.
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3.2.2.,5 Installing attached software programs

After installing the OS, follow the instructions displayed on the KVM display to
insert the supplied CD-ROM into the OPL DV D-ROM drive and install the attached
software program.

For details of the bundled-software package installer, see the PRIMEQUEST
Installation Support Tool User's Guide (Red Hat) (C122-EO05EN) or the
PRIMEQUEST Installation Support Tool User's Guide (SUSE) (C122-E047EN).

3.2.2.6 Work required after installation

After ingtallation is complete, remove the USB floppy drive from the USB port of the
KVM interface unit. Then, proceed with the work required after Linux OS
installation.

For further information, see Chapter 4, "Work Required After Operating System
Installation.”
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3.2.3 Linux installation using SystemcastWizard Lite

3.2.3.1 Hardware requirements and procedure

Before you can use SystemcastWizard Lite to install the operating system, a personal
computer for SystemcastWizard Lite must be prepared. Install SystemcastWizard

Lite on this PC, and use the PC as a server (deployment server) that can store the

registered resources and information required for setup.

The Table 3.6 outlines the system requirements. For details, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-E010EN).

Table 3.6 Outline of system requirements

Classification

Compatible environment

Hardware

PRIMERGY/FMV series (1A-32)
*: A CD-ROM or DVD-ROM driveisrequired.
The server OS must be one of the following:

» Windows Server 2003, Standard Edition (Service Pack

1 or later)

» Windows Server 2003, Enterprise Edition (Service
Pack 1 or later)

» Windows Server 2003 R2, Standard Edition

* Windows Server 2003 R2, Enterprise Edition

» Windows XP Professional (Service Pack 2 or later)

* Windows Vista Business

» Windows Vista Enterprise

LAN cables

Software

SystemcastWizard Lite, bundled software of
PRIMEQUEST

C122-E001-10EN
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The installation procedure is as follows:

Connect a deployment server.

L1

Set up the accounts for MMB access.

o

Set up the deployment server.

o

Obtain resources required for installation.

N

Check the statuses of the required service functions.

Device

connection

N

Install the Linux OS.

o

Install supplied software programs

o

Work required after OS installation
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3.2.3.2 Connecting the devices

Perform the following steps to connect the devices:

(1) Connecting a deployment server
1 Connect to the network the deployment server.
To install SystemcastWizard Lite, see the PRIMEQUEST SystemcastWzard Lite
User's Guide (C122-E010EN).

PRIMEQUEST
Partition |
Deployment —1 MMB Partition |
server (A)
Partition |
MMB console (B)
Remarks:

If the deployment server (A in the figure) can run the
Web browser, the deployment server can be used as the
MMB console. In such case, you do not need to obtain
a separate MMB console (B in the figure).

Management LAN

Figure 3.10 Example of connections for installation using SystemcastWizard Lite

Notes.  Although the PXE function is used to activate the network, you cannot
activate the network across arouter. Therefore, connect the deployment
server to the management LAN to which the PRIMEQUEST machineis
connected.

The target partition is started remotely or MMB#0 is used for all
communication for backup or restoration. Always perform this operation
with MM B#0 connected to the management LAN. However, MMB#0
need not be active.
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(2) Setting up the accounts for MMB access

The user information required for remote control of the MMB with RMCP can be
specified.

1 Click [Network Configuration] — [Remote Server Management] in the MMB
Web-UI window. The [Remote Server Management] window is displayed.

s mrnstration Mamtenance
ation >Remote Server Management

Remote Server Management Help

Select auser from the list, then click the Edit button to edit the user

Tser Mame Privilege Status
€ ADMINISTRATOR Admin Enabled
Remote Server Management O HioA7ACE] i Enabled
' moriyaope Operator Enabled
€ Moriyad dmin Admin Enabled
' moriyauser A dmin Enabled
£ shimosead Admin Enabled
£ SCWAdmin Admin Enabled
£ RMCPterminal Admin Enabled
€ moriyaadmin Admin Enabled
€ testadmin Admin Enabled
© cecel101 CE Enabled
© CECECECE HE Enabled
© Userl2 No Access Disabled
© Userl3 Mo Access Disabled
© Userl4 No Access Disabled
£ Userl5 Mo Access Disabled
€ Userlb No Access Disabled

ﬂl Cancel |

Figure 3.11 [Remote Server Management] window (example)

2  Select the applicable user radio button, and click the [Edit] button.
The [Edit User] window is displayed.

h User Admmistration Mamtenance
ation >R emote Server Management

Edit User _Help |

Click the Apply Button to apply all changes

User Name [ECWAdmin

Password |

Remote Server Management | Confinm Password|
Privilege Admin =l
Status & Enabled € Disabled|

Apply | Cancel

Figure 3.12 [Edit User] window (example)
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3  Specify the user management information in the [Edit User] window, and click
the [Apply] button.

» User Name: Specify a user name (consisting of at least 8 and up to 16
characters).

» Password: Specify a password (consisting of at least 8 and up to 16
characters).

» Confirm Password: Enter the specified password again for confirmation.

* Privilege: Select Admin.

» Status: Select Enabled.

(3) Setting up the deployment server

1 Register the partition on which you are installing the Linux OS, in the
deployment server. For this purpose, use the GUI environment (deployment
console) provided by SystemcastWizard Lite. For information on the procedure,
see the PRIMEQUEST SystemcastWzard Lite User's Guide (C122-EO10EN).

(4) Obtaining resources required for installation
For the resources required for installation using SystemcastWizard Lite, see the
PRIMEQUEST SystemcastWi zard Lite User's Guide (C122-E010EN).

(5) Checking the statuses of the required service functions
Check the service statuses on the deployment server by checking the following:

» Whether you can use TFTP service required for network booting

* Whether you can use FTP service required to install the OS in network
environments

* Whether you can use DHCP service to assign an | P address to each
PRIMEQUEST partition and whether the serviceis correctly configured

3.2.3.3 Installing the Linux OS

Create resources on the deployment console, and issue arequest to install Linux.
For information on the procedure, see the PRIMEQUEST SystemcastWzard Lite
User's Guide (C122-E010EN).
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3.2.3.4 Installing bundled software package

The bundled software isinstalled by SystemcastWizard Lite after installation of the
operating system. PSA isasoinstalled at thistime.

3.2.3.5 Work required after installation

« PRIMEQUEST 580A/540A/580/540/480/440
After installation, set the PCl address mode.

Set "PCI Segment Mode" as the PCI address mode of the partition in which the
operating system has been installed. For the setting method, see Section 2.5.8,
" Setting various modes.”

After setting the PCI address mode, perform the installation work for the Linux OS.
For details, see Chapter 4, "Work Required After Operating System Installation.”

« PRIMEQUEST 520A/520/420
After installation, perform the work required after Linux OS installation.

For details on the work, see Chapter 4, "Work Required After Operating System
Installation.”

After the OSinstallation is complete, perform the tasks required after Linux OS
installation. For further information, see Chapter 4, "Work Required After Operating
System Installation.”
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3.3 Windows Installation

To implement a highly reliable system environment with the PRIMEQUEST
machine, Fujitsu recommends the "SAN boot environment,” which uses SAN storage
units (e.g., ETERNUS). Theworkflow for setting up the SAN boot environment is as
follows:

Preparing for installation
See Section 3.3.1, "Preparing for installation."

Design the SAN boot environment. )

- Create diagrams of the Fibre Channel connections and zone settings between the PRIMEQUEST machine and SAN storage
- Make RAID (LUN_R) settings, and design the SAN storage partition (LUN_V) used to store the SAN boot OS. y

v

~
[Make SAN boot settings for the PRIMEQUEST machine.

)

- Set up the Fibre Channel card.
- Record the WWPN of each Fibre Channel port.

v

Set up SAN storage and Fibre Channel switches. \

- Install and connect the SAN storage units and the switches according to the Fibre Channel connection diagram created in
"Design the SAN boot environment."”

- Retrieve and specify the RAID, partition, and zone information created in "Design the SAN boot environment" and the
WWPNs recorded in "Make SAN boot settings for the PRIMEQUEST machine."

Install Windows.

See Section 3.3.2, "Windows installation using SystemcastWizard Lite,"

Section 3.3.3, "Windows installation using the installation support tool,"

Section 3.3.4, "Windows Installation using the KVM (PRIMEQUEST 580A/540A/580/540/480/440)," or
Section 3.3.5, "Windows Installation using the independent KVM switch (PRIMEQUEST 520/420)."

J

)

v

Install the High-Reliability Tools and support drivers.

Install and set up the High-Reliability Tools and drivers. For details on these operations,
see Section 3.3.6, "High-Reliability Tools."

v

Make pre-operation preparations.

Make the necessary preparations before starting partition
operation. For details on this work, see Chapter 4,
"Work Required After Operating System Installation."

v

[ Start operation. )

Figure 3.13 Workflow for operation start
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3.3.1

3.3.1.1

This section describes the following types of operations:

® Preparing for installation (» 3.3.1)

@ \Windows installation using SystemcastWizard Lite (—» 3.3.2)

@ \Windows installation using the installation support tool (—» 3.3.3)

@ \Windows Installation using the KVM (PRIMEQUEST 580A/540A/580/540/480/
440)
(» 334

® \Windows Installation using the independent KVM switch
(PRIMEQUEST 520A/520/420) (— 3.3.5)

® High-Reliability Tools (- 3.3.6)

Note: Use SystemcastWizard Lite to install Windows Server 2003, Enterprise
Edition (1A64) purchased with avolume license.

Preparing for installation

Thismanual describes necessary procedures for the PRIMEQUEST machine. For the
configuration and tuning procedures for SAN storage products and Fibre Channel
switches, seetheir respective manuals. A Fujitsu certified service engineer setsup the
SAN boot environment. For details, contact your Fujitsu certified service engineer.

Setting up a SAN boot environment

The following types of work are required for setting up the SAN boot environment.
For details on the procedure, see Appendix D, "Installation in the SAN Boot
Environment."

® Designing the SAN boot environment
The reliability that can be obtained depends greatly on the topologies of the
PRIMEQUEST machine, SAN storage, and FC switches.

® Making SAN boot settings for the PRIMEQUEST machine
Set up the SAN storage units and PRIMEQUEST machine according to the
configuration design. The Fibre Channel EFI driver must be configured.

@ Set up SAN storage and Fibre Channel switches
Mount, connect, configure, and tune the SAN storage units and Fibre Channel
switches according to the connection diagram prepared during environment
design.

3-24
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3.3.1.2 Connecting a SAN storage unit

To install the operating system on SAN storage, a SAN storage unit must be prepared
asdescribed in Section 3.3.1.1. Theinstallation proceduresin Section 3.3.2 and 3.3.4
assume that all devices as follows are connected:

In addition, to install Windows on SAN storage, the conditions stated below must be
satisfied. After installation, confirm that Windows can start up and configure it for
the operating configuration.

* Only the LUNs on which Windows isinstalled can be identified from the
PRIMEQUEST-series machine.

» The PRIMEQUEST-series machineis connected through asingle path to the SAN
storage.

Installing Windows on SAN storage by using SystemcastWizard Lite
» Deployment server

Console (keyboard, display, mouse)
External RAID (e.g., ETERNUS)
Fibre Channel card

Optical fiber cable

LAN cable

Installing Windows on SAN storage by using the KVM
Console (keyboard, display, mouse)

External RAID (e.g., ETERNUS)

Fibre Channel card

Optical fiber cable

Floppy disk drive (must be prepared separately)

In addition, the conditions listed below must be satisfied in order to install Windows
on SAN storage. When installation is completed, confirm that Windows has started
normally, and reconfigure the operating configuration.

» The PRIMEQUEST machine can recognize only the LUN that is the Windows
installation destination.
» The PRIMEQUEST machine and SAN storage are connected by a single path.
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3.3.1.3 Pre-installation notes (PRIMEQUEST 580A/540A/580/540/480/
440)

Note: Windows does not support PCl Segment Mode. When designing partitions
with the PRIMEQUEST machine, set PCI Bus Mode by using the MMB
Web-Ul as described below.

Set it by following the procedure below.

1 Inthe MMB Web-Ul window, click [Partition] — [Partition#x] — [Mode]. The
[Mode] window is displayed.

Maode

B Select mode for the pattition, then click the Apply Button,
Mote | & pattition power offfon is required for the selections to become effective.

PCT Address Mode cusrent status| PCI Segment Mode
selting € PC1Bus Mode & PCISegment Mode

O mformation Mitror Mode cutrent status| Standard Miror Mode
o Bmmqu‘;:} setting € Standard Mirror Mods
LI ASR Control  Extended Mirror Mode
B Consoe Redirection Hyper Threading current status| Disabled
gé\)ﬂgrﬂ setting  Enabled @ Disabled

= Dynamic Partitioning current status| Disabled
§ selting " Enabled @ Disabled

Apply | Cancel

Figure 3.14 [Mode] window (PRIMEQUEST 580A/540A)

2 Select [PCl Bus Mode] and click the [Apply] button.
The message box "A Partition power off/onisrequired in order to make set..." is
displayed, click [OK] to continue processing.

Note: Install Windows when the disk partition isin the appropriate state. |If
installation is attempted in overwrite mode when Linux isaready installed,
installation fails. Be suretoinitialize the disk beforeinstalling Windowsin
such an environment. For details on SAN disk initialization, see the
manual supplied with the SAN storage unit.
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3.3.2 Windows installation using SystemcastWizard Lite

3.3.2.1 Hardware requirements and procedure

Before you can use SystemcastWizard Lite to install the operating system, a personal
computer/server for SystemcastWizard Lite must be prepared. Install
SystemcastWizard Lite on this PC/server, and use the PC as a server (deployment
server) that can store the registered resources and information required for setup.

The Table 3.7 outlines the system requirements. For details, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-E010EN).

Table 3.7 Outline of system requirements

Classification Compatible environment

PRIMERGY/FMV series (IA-32)

* A DVD ROM driveisrequired for reading the
Windows Server 2003 (IA64) installation DVD.

The server OS must be one of the following:

» Windows Server 2003, Standard Edition (Service Pack
1 or later)

* Windows Server 2003, Enterprise Edition (Service
Pack 1 or later)

» Windows Server 2003 R2, Standard Edition

» Windows Server 2003 R2, Enterprise Edition

» Windows XP Professional (Service Pack 2 or later)

* Windows Vista Business

» Windows Vista Enterprise

LAN cables

SystemcastWizard Lite, bundled software of

PRIMEQUEST

Hardware

Software
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The installation procedure is as follows:

Connect a deployment server.

Ll
Set up the accounts for MMB access.
g !
Set up the deployment server.
B Device connection
Obtain resources required for installation.
Ll
Check the statuses of the required service functions.
Ll
Install the Windows.
g !

Work required after OS installation
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3.3.2.2 Connecting the devices

Perform the following steps to connect the devices:

(1) Connecting a deployment server
1 Connect to the network the deployment server.
To install SystemcastWizard Lite, see the PRIMEQUEST SystemcastWzard Lite
User's Guide (C122-E010EN).

PRIMEQUEST
Partition |
Deployment —1 MMB Partition |
server (A)
Partition |
MMB console (B)
Remarks:

If the deployment server (A in the figure) can run the
Web browser, the deployment server can be used as the
MMB console. In such case, you do not need to obtain
a separate MMB console (B in the figure).

Management LAN

Figure 3.15 Example of connections for installation using SystemcastWizard Lite
(Windows)

Notes.  Although the PXE function is used to activate the network, you cannot
activate the network across arouter. Therefore, connect the deployment
server to the management LAN to which the PRIMEQUEST machineis
connected.

The target partition is started remotely or MMB#0 is used for all
communication for backup or restoration. Always perform this operation
with MM B#0 connected to the management LAN. However, MMB#0
need not be active.
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(2) Setting up the accounts for MMB access

The user information required for remote control of the MMB with SystemcastWizard
Lite can be specified.

If following message is displayed, connect the USB floppy disk drive to the KVM
USB port, and insert the driver disk created following the remark in Step 3 into the

floppy disk drive.

1 Click [Network Configuration] — [Remote Server Management] in the MMB
Web-Ul window. The [Remote Server Management] window is displayed.

trafion
Management

Iamtenance

(]

a Remote Server Management [Hlp |

(]

: Select auser from the list, then click the Edit button to edit the user

Tser Mame Privilege Status

€ ADMINISTRATOR Admin Exabled

[ Remote Server Management b Ay Exahiad

B ' moriyaope Operator Enabled

] € Moriyad dmin Admin Enabled

' moriyauser A dmin Enabled
£ shimosead Admin Enabled
£ SCWAdmin Admin Enabled
£ RMCPterminal Admin Enabled
€ moriyaadmin Admin Enabled
€ testadmin Admin Enabled
© cecel101 CE Enabled
© CECECECE HE Enabled
© Userl2 No Access Disabled
© Userl3 Mo Access Disabled
© Userl4 No Access Disabled
£ Userl5 Mo Access Disabled
€ Userlb No Access Disabled

ﬂl Cancel |

Figure 3.16 [Remote Server Management] window
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2  Select the applicable user radio button, and click the [Edit] button.
The [Edit User] window is displayed.

A

[+ 180 801 [ R+ LI+ L - I - I |

Remote Server Management | Confirm Password)

TUser Administration Maintenance
Remote Server IManagement

Edit User

Click the Apply Button to apply all changes

User Mame [sCWadmin

Password |

Priwlege Admin =l
Status % Enabled © Disabled|

Apply | Cancel

Figure 3.17 [Edit User] window

3 Specify the user management information in the [Edit User] window, and click
the [Apply] button.

User Name: Specify a user name (consisting of at least 8 and up to 16
characters).

Password: Specify a password (consisting of at least 8 and up to 16
characters).

Confirm Password: Enter the specified password again for confirmation.
Privilege: Select Admin.

Status: Select Enabled.

C122-E001-10EN
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(3) Setting up the deployment server

1 Register the partition on which you are installing the Linux OS, in the
deployment server. For this purpose, use the GUI environment (deployment
console) provided by SystemcastWizard Lite. For information on the procedure,
see the PRIMEQUEST SystemcastWzard Lite User's Guide (C122-E010EN).

(4) Obtaining resources required for installation

For the resources required for installation using SystemcastWizard Lite, see the
PRIMEQUEST SystemcastWi zard Lite User's Guide (C122-E010EN).

3.3.2.3 Installing the Windows

Create resources on the deployment console, and issue a request to install Windows.
For information on the procedure, see the PRIMEQUEST SystemcastWizard Lite
User's Guide (C122-E010EN).

Remarks:

® \Wheninstallation is completed, perform the work required after operating
system installation. For details on this work, see Section 3.1.4, "Work
required after operating system installation,”

® The High-Reliability Tools can be installed together with the operating
system by SystemcastWizard Lite. For details, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-E010EN).

® See Table 3.9 for the product ID locations.
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3.3.3

3.33.1

Windows installation using the installation support tool

Overview

Installation Support Tool for Windows is an automatic Windows installation tool
supplied with the PRIMEQUEST server.

Installation Support Tool for Windows requires that the parameters used for
installation be entered on a (32-bit) computer running Windows and saved on afloppy
disk in advance. Thisfloppy disk is called the "installation floppy disk."

Using the installation floppy disk, Installation Support Tool for Windows enables
automatic installation of Windows on the PRIMEQUEST-series machine from the
Windowsinstallation DVD. After Windowsisinstalled, the PRIMEQUEST Software
Installer runsto install drivers and monitoring tools required for stable operation.

Installation using Installation Support Tool for Windows has the following
advantages.

» Using aninstallation floppy disk that has been verified in advance can prevent
procedural mistakes during installation.

* Operations for installing Windows in multiple partitions having the same
configuration are easy to perform.

» Compared with installation using SystemcastWizard Lite, equipment handling is
easy because a single floppy disk contains the necessary data. No device other
than a USB floppy disk drive isrequired for installation.

Installation Support Tool for Windows isincluded in the following path on the
"PRIMEQUEST Drivers CD for Microsoft® Windows Server® 2003" (C122-E024)
(referred to as the Drivers CD, in this document) supplied with the PRIMEQUEST
product:

E:\Tools\General\IST (where the CD-ROM driveis Drive E)

For details, see the Readme file and the PRIMEQUEST Installation Support Tool for
Windows User's Guide (C122-048EN).
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3.3.3.2 Preparation

To use Installation Support Tool for Windowsto install Windows on the
PRIMEQUEST-series machine, the items listed below are required. Prepare themin
advance.

Display/Keyboard/Mouse

For atermina connected to the PRIMEQUEST-series machine

USB floppy disk drive

USB floppy disk drive connected to the PRIMEQUEST-series machine
Computer running Windows XP or Windows 2000

Installation Support Tool for Windows runs on this PC. See Table 3.8 for the
system requirements.

Windows installation DVD

Windows Server 2003 for Itanium DVD. This DVD hasthe version to which
Service Pack 1 has been applied.

Drivers CD

CD-ROM disk containing Installation Support Tool for Windows

1.44-MB floppy disk

Format the floppy disk in Windows in advance.

Table 3.8 System requirements for Installation Support Tool for Windows

Classification Compatible environment

0S

Japanese or English version of the following operating systems:

* Windows® Vista Enterprise

* - Windows® Vista Business

» Windows® XP Professional (with Service Pack 2 or later)

» Windows® XP Home Edition (with Service Pack 2 or |ater)
Windows® 2000 Professional (with Service Pack 4 or |ater)

CPU 32-bit CPU
The CPU meets the recommended specifications for the OS.
Memory The memory meets the recommended specifications for the OS.
Disk capacity Unused space of at least 1 MB for temporary folders must be
available.
Other A CD-ROM drive and floppy disk drive are required.

Note: Restrictions on installing Windows Server 2003, Enterprise Edition

Installation Support Tool for Windows cannot be used to install Windows
Server 2003, Enterprise Edition (IA64) purchased with a volume license.
Use SystemcastWizard Lite, which is supplied with the PRIMEQUEST
product.
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3.3.3.3 Creating the installation floppy disk

Start Installation Support Tool for Windows. Insert the Drivers CD into the PC that
you have prepared, and run the following program from Explorer:

E:\Tools\General\I ST\ STWin.exe (where the CD-ROM drive is Drive E)

3.3.3.4 Beginning Windows setup

The procedure is as follows:

Set up the device.

=

Remove the storage devicesin which Windows s not to be
installed.

Connect the USB floppy disk drive.

Set PCI address mode

(PRIMEQUEST 580A/540A/580/540/480/440).

4  Connect the DVD drive, display, mouse, and keyboard.

5 Insert theinstallation floppy disk and Drivers CD.

w N

Turn on power to partitions.

Execute the installation preparation
script.

Begin Windows setup.

Start up from the Windows installation DVD.
The EM S detection dialog box is displayed
Agreeto the license agreement.

Install components.

A WN PP

Install the High-Reliability Tools.

For details, see the PRIMEQUEST Installation Support Tool for Windows User's
Guide (C122-048EN).

C122-E001-10EN 3-35



CHAPTER 3 Operating System Installation

3.34 Windows Installation using the KVM (PRIMEQUEST 580A/540A/
580/540/480/440)

3.3.4.1 Hardware requirements and procedure

The devices listed below must be prepared in order to use the KVM to install
Windows on the SAN disk. Theinstallation procedure assumesthat all the following
devices are connected:

Keyboard

Display

Mouse

SAN storage unit (e.g., ETERNUYS)

Fibre Channel card

Optica fiber cable

Floppy disk drive

It must be prepared separately. Thisis connected during the Windows
installation procedure.

Remarks: For the connections between the PRIMEQUEST machine and ETERNUS

units, see the topologies shown in the SAN storage (e.g., ETERNUS)
manuals.

The installation procedureis as follows:

Connect the KVM.
ins

Set up the EFI.

o Connect the devices.

Insert the Windows DVD-ROM disk.
ins

Turn on the power to the partition(s).

g B

Install the Windows
o

Set the USB floppy drive.
o

Work required after installation
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3.3.4.2 Connecting the devices
Perform the following steps to connect the KVM to the partition on which you are

installing the Windows OS:

(1) Connecting the KVM
1 Connect akeyboard, amouse, and a display unit to the KVM interface unit.

Management LAN PRIMEQUEST

Partition |—

MMB Partition |—

@ Partition I-

1| KVM interface
unit

Figure 3.18 Example of connections for installation using the KVM

2 Onthe MMB Web-UlI, click [Partition] — [USB/Video/DVD Switch].
The [USB/Video/DVD Switch] window appears.
Remarks: For information on how to log in to the MMB, see Section 2.2.2.1,
"Login to and logout from the MMB Web-Ul,"

L
USB/Video/DVD Switch
L] USE/Video/DVD Switch
Ll : Select partition to connect USE, Video, or DVD respectively, then click the Apply button to take effect.
L]
o # | Partition Name| Status| Power Status| USE| Video| DVD
0 |MasterDES |OK |Stendby | O] O | O
1 | ManDES CK | Standby Q1 e |0
Free @le @

Figure 3.19 [USB/Video/DVD Switch] window

3  Select the USB, Video and DVD radio button for the partition on which you are
installing the OS, and click the [Apply] button.

C122-E001-10EN 3-37



CHAPTER 3 Operating System Installation

3.3.4.3 Installing Windows
This section describes how to install Windows on a SAN storage disk or internal disk.

1 Insert the Windows Server 2003 DV D-ROM disk into the KVM DV D-ROM

drive.
2 Inthe MMB Web-Ul window, click [Partition] — [Power Control].

The [Power Control] window is displayed.

1 A Amdrasteation et maration Maintenance Logout
Power Control
Select a Power Control option for one o more partitions, then chick the Apply button to take effect.
#| Partition Name| Status| Power Status| Bystem Progress| Power Control Force Power Off Delay| Under Maintenance
0| MastesDBS | OK [ Standby Power Off (Mot specified) || [] min
1| ManDES O |Stendby | Power OFf (Mot specified)  +| O ey
Apply || Cancel

Figure 3.20 [Power Control] window

3 Select [Power On] from [Power Control] of the installation target partition.
Remarks: If power to the partition is already on, select [Reset].
 Installation on a SAN storage unit such as an ETERNUS unit
Use the Fibre Channel card driver (FC driver) stored on the "PRIMEQUEST

Drivers CD for Microsoft® Windows Server® 2003" (C122-E024) (referred to as
the Drivers CD, in this document).
Prepare adriver disk on a separate PC running Windows.
* Preparing an FC driver disk
1 Format afloppy disk.
2 Insert the Drivers CD into the drive of the separate PC.
3 Using Explorer, access the following folder on the Drivers CD:
E:\Drivers\FC\Emulex (assuming that E isthe CD-ROM drive)
4 Select dl filesin the folder, and copy them to the floppy disk.
* Installation on aninternal disk

Use the SCSI driver stored on the "PRIMEQUEST Drivers CD for Microsoft®

Windows Server® 2003" (C122-E024) (referred to as the Drivers CD, in this
document).
 Preparing a SCSI driver disk

1 Format afloppy disk.

2 Insert the Drivers CD into the drive of the separate PC.

3 Using Explorer, access the following folder on the Drivers CD:

E:\Drivers\SCSI\L SILogic (assuming that E is the CD-ROM drive)
4 Select dl filesin the folder, and copy them to the floppy disk.
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4  Click the [Apply] button.
The [EFI Boot Manager] message is displayed on the display connected to the
KVM.

EFlI Boot Manager ver 1.XxX [XX.XX]

Pl ease Sel ect a boot option

DVD / Acpi ( XXXXXXXX)

Net wor k Boot / Pci (1] 0| 0) / Mac(0007E9D80F36)
EFl Shell [Built in]

Boot option mai ntenance nenu

Note: Confirm that the USB floppy disk driveis not installed.
If afloppy disk isinserted into a USB drive, the message shown
below may appear.
INF file txtsetup is corrupt or m ssing,status 18.
Setup cannot continue. Press any key to exit.

If so, pressthe [Enter] key to allow Windows to reboot, and
disconnect and reconnect the USB floppy disk drive once. Then,
resume this installation process from step 4.
If Windows does not reboot after you press the [Enter] key,
disconnect and reconnect the USB floppy disk drive once, and resume
the installation process from step 2.
Connect the USB floppy disk drive to the PC when manually
installing driversin the installation sequence.
5 Sdect "DVD /Acpi (xxxxxxxx)," and press the [Enter] key.
If an active area has been allocated to the hard disk, the message shown below
appears. While the message is displayed, press any key to boot the system from
the DVD-ROM drive.

‘Press any key to boot fromCD ... . |

6 TheWindows Server 2003 setup screen is displayed.
Thefollowing messageis displayed at the bottom of the setup screen immediately
after the screen is displayed.
This message is displayed for a short time immediately after the setup screen
(blue screen) isdisplayed. Pressthe [F6] key promptly after the setup screen
(blue screen) is displayed.

Press F6 if you need to install third party
SCSI or RAID driver ...
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Install the driver manually.
1 When the following message appears, pressthe [§] key.

To specify additional SCSI adapters, CD-ROM drivers,
or special disk controllers for use with W ndows,

i ncludi ng those for which you have a devi ce support
di sk from mass storage device manufacturer, press S

2 When the following message appears, connect the USB floppy disk drive to
the USB port of the KVM interface unit, and insert the driver disk prepared in
Remarks of step 3 into the floppy disk drive.

Pl ease insert disk | abel ed Manufacture-supplied hard-
ware support disk into Drive A

3 Pressthe[Enter] key. The following message appears.

You have chosen to configure a SCSI adapter for use
wi th W ndows, using a device support disk provided by
an adapter manufacturer. Select the SCSI adapter you
want fromthe following list, or press ESCto return
the previous screen

4 Make the following selection, and press the [Enter] key:

\Erml ex LPX000 PCI Fibre Channel HBA \

Make the following selection for SCSI:

‘LSI Logi ¢ PCl Fusi on- MPT Driver (Server 2003 | A64) ‘

Following on-screen instructions, perform the additional work of installing
the FC driver for any mounted FC card in the partition even if its cable is not
connected.

Note: Do not remove the USB floppy disk drive until installation is
completed.

Continue installation by following the instructions from the setup program.

For details, see the OS manual.

When a message requesting a floppy disk appears during installation, insert the

driver disk, and press the [Enter] key.

Remarks. The setup program requests a product ID during installation. The
product 1D location varies depending on the installed operating system
and purchase method.
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Table 3.9 Product ID locations

Installed operating Purchase method Product ID location
system
Windows Server 2003, Volume license CD case containing
Enterprise Edition for operating system media
Itanium-based Systems Hardware-bundled CoA sticker that is affixed
to the main unit or a
supplied item (*1) (*2) (*3)
Windows Server 2003, Hardware-bundled CoA sticker that is affixed
Datacenter Edition for to the main unit or a
Itanium-based Systems supplied item (*1) (*2) (*4)
*1: For the CoA sticker location, see the "Important Notice" that comes with the
main unit.

*2: 1If the CoA sticker isone of the supplied items, be sure to read the bundled
"Important Notice" and then affix the sticker to the main unit.

*3: UseaCoA sticker with an "Enterprise” marking. If more than one CoA
sticker has that marking, be careful not to use more than one product ID
during installation.

*4. Use aCoA sticker of the Datacenter that carriesa "4 CPU" marking.

9 Reboot the system. "Windows Server 2003, Datacenter” or "Windows Server 2003,
Enterprise Edition" has been added to the EFl Boot Manager screen. Select this added
item from the boot menu to start Windows.

10 Install the High-Reliability Tools after Windows startup.

For details, see 3.3.6.1, "Installation using the PRIMEQUEST Software

Installer.”
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3.3.4.4 Headless installation

Headless installation using the emergency management service (EMS) of Windows
Server 2003 is possible through the KVM. A COM cable and a notebook PC with a
COM port must be prepared in advance of thisinstallation.

Confirm that "COM" is set for the installation target partition in the [Console
Redirection Switch] window selected from [Partition] in the MMB Web-UI.

Notes on headless installation

® The COM cable must be connected to the COM port on an 10 Unit.

® Key operations for terminal software differ from those for screen display.
If the installation program prompts you to press the [Fx] (function) key, pressthe
[ESC] key and then the number key corresponding to "x."
If the installation program prompts you to press the [Page Down] key, press the
[ESC] key and then the [/] key.
If the installation program prompts you to pressthe [Page Up] key, pressthe [ESC]
key and then the [?7] key.

Note: Pressthe number key, [/] key, or [?] key promptly after pressing the [ESC]
key. If you taketoo long to pressit after pressing the [ESC] key, the
system may recognize only the [ESC] key and restart.

@ Select the keyboard type by following the procedure below.
1 When the keyboard selection screen for text setup is displayed, pressthe [s] key.

Press one of the follow ng keys to select a keyboard
type:

en-si ze/ em si ze key: 106 Japanese keyboard

Space key: 101 English keyboard

"S" key: Other keyboard

- To quit setup, press the [F3] key.
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2 Select 101 on the keyboard selection screen.

Sel ect a keyboard type fromthe following |ist:

- To continue setup, press the [Enter] key.
- To quit setup, press the [F3] key.

ot m e o e e e e e e e o e e e e e e e e e e e e e e ma—oo - +
| 106 Japanese Keyboard (I ncl udi ng USB) |
| 101 English Keyboard (Including USB) |
| NEC 98 Layout USB Keyboard |
| USB Keyboard |
e (Scroll down )--+

® Useterminal connection software that supports UTF-8.

If terminal connection software that does not support UTF-8 is used, corrupt
characters appear.
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Installation

Use terminal connection software to establish a connection. HyperTerminal is
supplied as the standard terminal connection software for WindowsXP. This section
shows an example of using Tera Term on a PC.

Set up the terminal software as follows.

Table 3.10 Setting items of the terminal software

Setting item Value
Bits/second 19200
Data hits 8
Parity None
Stop bit 1
Flow control None
Emulation VT100

Prepare and apply driver disksin advance by following steps 3 in Section 3.3.4.3,
"Installing Windows,"” When text setup on the blue screen is completed, follow the
procedure below to make the appropriate settings.

1 Start TeraTerm. When the following window is displayed, press the [ESC] and
[TAB] keys.

& SOM1 - Tera Term VT -0 x|
File Edit Setup Contral Window Help

-?" for channel help.

The CMD command is

Figure 3.21 Tera Term startup window
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2 When the following window is displayed, press the [Enter] key.

B COM1 - Tera Term WT o ] 4
Fil=  Edit Setup Contral Window Help

Figure 3.22 Setup window

3 When the following window is displayed, confirm the displayed contents, press
the [ESC] key and then the [8] key.

B COM1 - Tera Term WT o ] 4
Fil=  Edit Setup Contral Window Help

Figure 3.23 Software license agreement window
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4 When the following window is displayed, enter the product key, and press the
[Enter] key.
Next, when the password input window is displayed, enter a password, and press

the [Enter] key. (The password input window is displayed only in custom
installation.)

1 - Tera Term VT -3 x|

File Edit Setup Contral Window Help

in the form

Figure 3.24 Product key input window

5 When the following window is displayed, the operating system restarts.

Do not press any key for key input until it restarts, though the restart takes about
15 minutes.

S 102416168 — Tera Term MT [_ O] x]
File Edit Setup GControl lWindow Help

Figure 3.25 OS restart window
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3.3.5 Windows Installation using the independent KVM switch
(PRIMEQUEST 520A/520/420)

3.3.5.1 Hardware requirements and procedure

The devices listed below must be prepared in order to use the independent KVM
switch to install Windows on the SAN disk. The installation procedure assumes that
al the following devices are connected:

Independent KVM switch

Keyboard

Display

Mouse

SAN storage unit (e.g., ETERNUYS)

Fibre Channel card

Optical fiber cable

Floppy disk drive

It must be prepared separately. Thisis connected during the Windows installation
procedure.

Remarks. For the connections between the PRIMEQUEST machine and ETERNUS

units, see the topologies shown in the SAN storage (e.g., ETERNUYS)
manuals.

The installation procedure is as follows:

Connect the KVM.
ins

Set up the EFI.

o Connect the devices.

Insert the Windows DVD-ROM disk.
ins

Turn on the power to the partition(s).

g B

Install the Windows
o

Set the USB floppy drive.
o

Work required after installation
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3.3.5.2 Connecting the devices

Connect the independent KVM switch to the 10 Unit or IOX in the partition in which
the Windows OS is to be installed as described below.

(1) Connecting the KVM

1 Connect the independent KVM switch to the USB port and VGA interface of the
1O Unit.

Management LAN

PRIMEQUEST

— Partition :
| MMB T [ 1ou_H kvm F
D
L Partition \ <
] @ 10X

DVD-ROM

MMB console

e e e ————-—-——

Figure 3.26 Example of connections for installation using the independent KVM switch

2 Onthe MMB Web-Ul, click [Partition] — [DVD Switch].
The [DVD Switch] window appears.
Remarks: For information on how to log in to the MMB, see Section 2.2.2.1,
"Login to and logout from the MMB Web-Ul,"

DVD Switch

Select partition to conmect DVD respectively, then click the Apply button to take effect.

# | Partition Narae| Status| Power Status| DVD)
0 |LINST 156 |OK [Cm [
1 |LINST_157 |OK |Cn (&
Free| L8/
Applyl Cancel |

Figure 3.27 [DVD Switch] window

3 Select the radio button of the partition on which you are installing the OS, and
click the [Apply] button.
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3.3.5.3 Installing Windows
This section describes how to install Windows on a SAN storage disk or internal disk.

1 Insert the Windows Server 2003 DVD-ROM disk into the OPL DVD-ROM drive.
2 Inthe MMB Web-Ul window, click [Partition] — [Power Control].
The [Power Control] window is displayed.

Syetem Tzer Edministration  Hetne onfimuration  aintenance
=Partition =Power Control

L1 Power Control

Power Control Refresh | Help |
Select a Power Control option for ong or more partitions, then click the & pply button to take effect
#| Partition Mame| Status| Power Status| System Progress| Power Control Foree Power Off Delay| Under I
o|LNsT 156 |0k | ow 05 Ronning. | [(Not specified) ]| T 2] a
st 157 ok [on O5Rumig | [(Not specifie) | =]| I 2] wan
Apply | Cancel |

Figure 3.28 [Power Control] window

3 Select [Power On] from [Power Control] of the installation target partition.
Remarks: If power to the partition is already on, select [Reset].
 Installation on a SAN storage unit such as an ETERNUS unit
Use the Fibre Channel card driver (FC driver) stored on the "PRIMEQUEST

Drivers CD for Microsoft® Windows Server® 2003" (C122-E024) (referred to as
the Drivers CD, in this document).
Prepare adriver disk on a separate PC running Windows.
* Preparing an FC driver disk
1 Format afloppy disk.
2 Insert the Drivers CD into the drive of the separate PC.
3 Using Explorer, access the following folder on the Drivers CD:
E:\Drivers\FC\Emulex (assuming that E is the CD-ROM drive)
4 Select dl filesin the folder, and copy them to the floppy disk.
* Installation on disk connected via SCS|

Use the SCSI driver stored on the "PRIMEQUEST Drivers CD for Microsoft®

Windows Server® 2003 (C122-E024) (referred to as the Drivers CD, in this
document).
Prepare adriver disk on a separate PC running Windows.
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» Preparing a SCSI driver disk
1 Format afloppy disk.
2 Insert the Drivers CD into the drive of the separate PC.
3 Using Explorer, access the following folder on the Drivers CD:
E:\Drivers\SCSI\L SILogic (assuming that E is the CD-ROM drive)
4 Select dl filesin the folder, and copy them to the floppy disk.
Installation on a built-in SAS disk

Use the SAS driver stored on the "PRIMEQUEST Drivers CD for Microsoft®

Windows Server® 2003 (C122-E024) (referred to as the Drivers CD, in this
document).
Prepare adriver disk on a separate PC running Windows.
» Preparing a SAS driver disk
1 Format afloppy disk.
2 Insert the Drivers CD into the drive of the separate PC.
3 Using Explorer, access the following folder on the Drivers CD:
E:\Drivers\SAS\L SILogic (assuming that E is the CD-ROM drive)
4 Select dl filesin the folder, and copy them to the floppy disk.
Click the [Apply] button.
The [EFI Boot Manager] message is displayed on the display connected to the
KVM

EFI Boot Manager ver 1.XxX [XX.XX]

Pl ease Sel ect a boot option

DVD /[ Acpi ( XXXXXXXX)

Net wor k Boot / Pci (1| 0] 0) / Mac( 0007E9D80F36)
EFl Shell [Built in]

Boot option mai ntenance nenu

Note: Confirm that the USB floppy disk drive is not installed.
If afloppy disk isinserted into a USB drive, the message shown
below may appear.

INF file txtsetup is corrupt or mssing,status 18.
Setup cannot continue. Press any key to exit.

If so, press the [Enter] key to allow Windows to reboot, and
disconnect and reconnect the USB floppy disk drive once. Then,
resume this installation process from step 4.

C122-E001-10EN



3.3 Windows Installation

If Windows does not reboot after you press the [Enter] key,
disconnect and reconnect the USB floppy disk drive once, and resume
the installation process from step 2.
Connect the USB floppy disk drive to the PC when manually
installing driversin the installation sequence.
5 Sdect "DVD /Acpi (xxxxxxxx)," and press the [Enter] key.
If an active area has been allocated to the hard disk, the message shown below
appears. While the message is displayed, press any key to boot the system from
the DVD-ROM drive.

‘Press any key to boot fromCD ... . |

6 TheWindows Server 2003 setup screen is displayed.
Thefollowing messageis displayed at the bottom of the setup screen immediately
after the screen is displayed. This message is displayed for a short time
immediately after the setup screen (blue screen) is displayed. Pressthe [F6] key
promptly after the setup screen (blue screen) is displayed.

Press F6 if you need to install third party
SCSI or RAID driver

7 Install the driver manually.
1 When the following message appears, pressthe [] key.

To specify additional SCSI adapters, CD- ROMdrivers,
or special disk controllers for use with W ndows,

i ncludi ng those for which you have a devi ce support
di sk from mass storage device manufacturer, press S

2 When the following message appears, connect the USB floppy disk drive.

Pl ease i nsert disk |abeled Manufacture-supplied hard-
ware support disk into Drive A

To connect the drive to an IOU, connect it to the USB port on the left side as
viewed from the back of the main unit.
To connect it to an 10X, connect it to the lower USB port.

3 Insert thedriver disk created in step 3 into the floppy disk drive.

4 Pressthe [Enter] key. The following message appears.

You have chosen to configure a SCSI adapter for use
with Wndows, using a device support di sk provided by
an adapter manufacturer. Select the SCSI adapter you
want fromthe following list, or press ESC to return
the previous screen
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5 Makethe following selection, and press the [Enter] key:
« FC

\Enul ex LPX000 PCl Fi bre Channel HBA \

» SCSI

‘LSI Logi ¢ PCl Fusi on- MPT Driver (Server 2003 | A64) ‘

* SAS

‘LSI Logi ¢ Fusi on- MPT SAS Driver (Server 2003 | A64) ‘

Note: Do not remove the USB floppy disk drive until installation is
completed.

Continue installation by following the instructions from the setup program.

For details, see the OS manual.

When a message requesting a floppy disk appears during installation, insert the

driver disk, and press the [Enter] key.

Remarks: The setup program requests a product ID during installation. The
product ID location varies depending on the installed operating
system and purchase method.

Table 3.11 Product ID locations

Installed operating Purchase method Product ID location
system

Windows Server 2003, Volume license CD case containing

Enterprise Edition for operating system media

Itanium-based Systems Hardware-bundled CoA sticker that is affixed
to the main unit or a
supplied item (*1) (*2) (*3)

Windows Server 2003, Hardware-bundled CoA sticker that is affixed

Datacenter Edition for to the main unit or a

Itanium-based Systems supplied item (*1) (*2) (*4)

*1: For the CoA sticker location, see the "Important Notice" that comes with the
main unit.

*2: 1f the CoA sticker isone of the supplied items, be sure to read the bundled
"Important Notice" and then affix the sticker to the main unit.

*3: Usea CoA sticker with an "Enterprise” marking. If more than one CoA
sticker has that marking, be careful not to use more than one product ID
during installation.

*4. Use a CoA sticker of the Datacenter that carriesa "4 CPU" marking.
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9 Reboot the system. "Windows Server 2003, Datacenter” or "Windows Server
2003, Enterprise Edition" has been added to the EFI Boot Manager screen. Select
this added item from the boot menu to start Windows.

3.3.5.4 Headless installation

Headless installation using the emergency management service (EMS) of Windows
Server 2003 is possible through the independent KVM switch. A COM cable and a
notebook PC with a COM port must be prepared in advance of thisinstallation.

Confirm that "COM" is set for the installation target partition in the [Console
Redirection Switch] window selected from [Partition] in the MMB Web-UI.

Notes on headless installation

® The COM cable must be connected to the COM port on an 10 Unit.

® Key operations for terminal software differ from those for screen display.
If the installation program prompts you to press the [Fx] (function) key, press the
[ESC] key and then the number key corresponding to "x."
If the install ation program prompts you to press the [ Page Down] key, press the
[ESC] key and then the [/] key.
If the installation program prompts you to press the [Page Up] key, pressthe [ESC]
key and then the [?] key.

Note: Pressthe number key, [/] key, or [?] key promptly after pressing the [ESC]
key. If you take too long to pressit after pressing the [ESC] key, the
system may recognize only the [ESC] key and restart.

® Select the keyboard type by following the procedure below.
1 When the keyboard selection screen for text setup is displayed, pressthe [5] key.

Press one of the foll owing keys to select a keyboard
type:

en-si ze/emsi ze key: 106 Japanese keyboard
Space key: 101 English keyboard
"S" key: O her keyboard

- To quit setup, press the [F3] key.
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2 Select 101 on the keyboard selection screen.

Sel ect a keyboard type fromthe following |ist:

- To continue setup, press the [Enter] key.
- To quit setup, press the [F3] key.

_________________________________________________ +
| 106 Japanese Keyboard (| ncl udi ng USB) |
| 101 English Keyboard (Including USB) |
| NEC 98 Layout USB Keyboard |
| USB Keyboard |
e (Scroll down )--+

® Usetermina connection software that supports UTF-8.

If terminal connection software that does not support UTF-8 is used, corrupt
characters appear.
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Installation

Use terminal connection software to establish a connection. HyperTerminal is

supplied as the standard terminal connection software for WindowsXP. This section
shows an example of using Tera Term on a PC.

Set up the terminal software as follows.

Table 3.12 Setting items of the terminal software

Setting item Value
Bits/second 19200
Data hits 8
Parity None
Stop bit 1
Flow control None
Emulation VT100

Prepare and apply driver disks in advance by following steps 3 in Section 3.3.4.3,

"Installing Windows," When text setup on the blue screen is completed, follow the
procedure below to make the appropriate settings.

1 Start TeraTerm. When the following window is displayed, press the [ESC] and

[TAB] keys.

3 SOMI - Tera Term WT

File Edit Setup OControl Window Help

Figure 3.29 Tera Term startup window
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2 When the following window is displayed, press the [Enter] key.

Figure 3.30 Setup window

3 When the following window is displayed, pressthe [ESC] key and [8] key.

Figure 3.31 Software license agreement window
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4 When the following window is displayed, enter the product key, and press the
[Enter] key.
Next, when the password input window is displayed, enter a password, and press

the [Enter] key. (The password input window is displayed only in custom
installation.)

1 - Tera Term WT

Figure 3.32 Product key input window

5 When the following window is displayed, the operating system restarts.

Do not press any key for key input until it restarts, though the restart takes about
15 minutes.

& 102416168 - Tera Term VT [_Tol=]
File Edit Setup Control \Window Help

Figure 3.33 OS restart window
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3.3.6

3.3.6.1

High-Reliability Tools

The Drivers CD contains drivers and applications providing stable operation. These
drivers and applications are referred to as the High-Reliability Tools.

The High-Reliability Tools can be installed in different ways depending on how
Windows isinstalled:

® [nstalling Windows by using SystemcastWizard Lite
The High-Reliability Tools are automatically installed.

® [nstalling Windows by using Installation Support Tool for Windows
The Drivers CD containing the High-Reliability Tools needs to be manually
inserted into the DVD-ROM drive after Windowsisinstalled. The High-
Reliability Tools are then automatically installed.

® [nstalling Windows using the KVM
The High-Reliability Tools need to be manually installed after Windowsis
installed.

Installation using the PRIMEQUEST Software Installer

The PRIMEQUEST Software Installer automatically checks whether the applicable
tools are installed, and it automatically installs the tools that have not been installed.
Theingtaler appliesthe latest drivers. This section describes the installation
procedure using the PRIMEQUEST Software Installer.

1 Loginasauser (e.g., administrator) with the administrator privilege to the
applicable partition running Windows.
2 Insert the Drivers CD into the DVD-ROM drive.
Depending on the server model, the DVD-ROM drive can be found at the
following locations:
* PRIMEQUEST 580A/540A/580/540/480/440: KVM interface unit
* PRIMEQUEST 520A/520/420: OPL unit
3 Click [Start] — [Run]. The[Run] dialog box opens.
4  Enter the following in the [Name] field, and click [Run]:
DVD-ROM drive:\pgsetup.exe

The PRIMEQUEST Software Installer starts, and the following window is displayed.
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I PRIMEQUEST Software Installer ¥1.2L10 . x|

Ilnstall software?

Install Tool:

Following software will be installed. =
-WindowsServer2003-KB899008-v2-1abd-enu.exe
-WindowsServer2003-KB899755-ia64-enu.exe
-WindowsServer2003-KB2441 39-+v31ab4-EMNU exe
-WindowsServer2003-KB89941 6-iab4-enu.exe
-WindowsServer2003-K891 2944-ia64-ENL.exe
-WindowsServer2003-KE919385-ia64-ENL.exe
-FODADDrvers Installation)

-P3A

-DSNAP

- Software Support Guide
-Enabling RemoteDeskiop
-PHx Setting

Following software are already installed.
-Enabling Kernel Memory Dump

|
TRunE | BaE) |

Figure 3.34 High-Reliability Tools Installer startup window

5 Confirm the tools and drivers listed under [Install Tool:], and click the [Run]
button.
Installation of the High-Reliability Tools and drivers begins.
A confirmation message may be displayed. If so, give confirmation to the
message to continue installation.

6  When an installation completion message appears, click the [Exit] button.

7 Tocomplete installation, restart the partition.
At this point, installation using the PRIMEQUEST Software Installer is
compl eted.

Remarks: Log files are created at the following locations:

® Software installation results
%systemroot%\system32\L ogFiles\PQSetup.log

® Driver instalation results
%systemroot%\system32\L ogFiles\pgdad-yyyymmadd.log
yyyymmdd: Year-month-day when the driver isinstalled

Table 3.13 Installer software and setting items for installation with the PRIMEQUEST
Software Installer
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Software product name

/ Item to be installed Description

Tool

PSA SNMP must be installed in advance.
For details, see Section 3.3.6.2, "Notes on using the
PRIMEQUEST Software Installer,"

SIRMS Installed only under a Japanese version of Windows.
For details, see Section 3.3.6.2, "Notes on using the
PRIMEQUEST Software Instaler,"

SIRMS MNS Installed only under a Japanese version of Windows.
For details, see Section 3.3.6.2, "Notes on using the
PRIMEQUEST Software Installer,"

DSNAP Support tool

HRM/server Maintenance support tool

Software Support Guide | Tool that collects the necessary support information.

Driver

Intel LAN Driver

Supported Intel LAN driver

Broadcom LAN Driver

On-board LAN driver

Neterion LAN Driver

Supported Neterion LAN driver

Emulex FC Driver

Fibre Channel card driver

LSl Logic SCSI Driver SCSI driver
LSl Logic SAS Driver SASdriver
HP DAT72 Driver DAT72 driver
TANDBERG LTO2 LTO2 driver
Driver

Quantum LTO3 Driver LTO3 driver

Driver management tool

Intel PROSet

Provides the Intel LAN load balance function, etc.

Broadcom Advanced
Controller Suite (BACYS)

Provides an on-board LAN driver with load balance function,
etc.

Xframe Control Panel

Provides the Neterion LAN driver with load balance function,
etc.

Emulex HBAnyware

Can monitor the LUN status via a Fibre Channel connection.

Windows patch

KB899008 Patch for Windows Server 2003, Enterprise Edition for
Itanium-based Systems.

KB899755 |A32-EL patch

KB244139 Adds afunction for collecting a memory dump through
keyboard operation.

KB899416 Patch for correcting the infrequent problem of adamaged event
log

KB919385 Patch for support of the dual-core Intel Itanium2 processor

KB932755 Storport driver patch
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3.3.6.2

Software product name

[/ ltem to be installed Do

Setup

Enabling RemoteDesktop |Automatically sets up a remote desktop to enable remote

management.
Enabling Kernel Memory |Automatically makes dump settings in preparation for failures.
Dump
PXH setting change Makes PXH settings.
PEX setting change Makes PXH settings.

Notes on using the PRIMEQUEST Software Installer
® The Windows Server 2003 DVD-ROM isrequired for PSA installation.

SNMP must already be installed for PSA installation. If SNMPisnot installed, the
PRIMEQUEST Software Installer displays a message prompting the user to insert
the Windows Server 2003 DVD-ROM and install SNMP. Prepare the Windows
Server 2003 DVD-ROM in advance.

Intel PROSet and Xframe Control Panel are not automatically installed.

Intel PROSet and Xframe Control Panel are not automatically installed. Intel
PROSet is stored in the "Not_installed” folder on the desktop. Install it manually.
Driversg/tools are installed only when their devices are recognized.

Drivers and corresponding tools are not installed unless their devices (LAN cards,
Fibre Channel cards, etc.) are mounted in the 10 Unit of the partition.

SIRM S and HRM/server are installed only under a Japanese version of Windows
SIRMS, SIRMS MNS, and HRM/server are installed only under a Japanese
version of Windows.

Some messages may appear during the installation process.

When a dialog box with warning that adriver has not passed Windows logo testing
is displayed during installation, click [Yes] to continue the installation process.
Some installed tools may again be installation targets.

Though the PRIMEQUEST software installer has already installed these tools,
they may again beinstallation targets. They will beinstalled again, but thisisnot a
problem.
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3.3.7

3.3.7.1

3.3.7.2

Work required after installation

Setting the display adapter (PRIMEQUEST 500A/500 series)

If the ATI RAGE XL display driver supplied in the same package as Microsoft®
Windows Server® 2003 Enterprise Edition is used with a PRIMEQUEST 500A/500
series machine, the same problem as described in Microsoft Technical Information
KB924897 will probably occur. Follow the procedure below to use the standard V GA
driver. If high resolution isrequired, such asfor application installation, use the
remote desktop function.

1 Click [Control Panel] — [System].

2 Select the [Hardware] tab, and then start Device Manager.

3  Select and right-click "RAGE XL PCI Family" from Display Adapter, and then
select [Disable] from the menu.

4  Restart the system according to the popup instruction.

Installing the multipath driver

After setting up the operating system in a single-path environment, make Fibre
Channel cable settings in a multipath environment. Install the multipath driver, and
then make the cable settings in the multipath environment.

Notes:

* Do not establish amultipath connection between the PRIMEQUEST machine and
SAN storage before installing the multipath driver. Doing so may result in data
destruction. For details on multipath driver installation and the multipath
connection, see the ETERNUS Multipath Driver V2.0 User's Guide for
WindowsR).

* To use the system in asingle-path environment, install the ETERNUS device
driver. For details, see the information available under the following URL.
ETERNUS device driver, GR device driver:
http://storage-system.fujitsu.com/jp/downl oad/grdvdr/
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3.3.7.3 Restoring the disk drive

If the SCSI/SAS disk drive used for data was removed before operating system
installation, return it back toitsoriginal location. Start the operating system when the
environment designed for the system has been configured.

This ends installation of Windows.

To use the system in a single-path environment, install the ETERNUS device driver.
For details, see the information available under the following URL.
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CHAPTER 4 Work Required After Operating

System Installation

4.1 Types of Tasks Required
This chapter describes the tasks that need to be performed after operating system
installation.
The table below indicates the tasks required after operating system installation is
complete.
Table 4.1 Tasks required
Task Description OS installed Model Section
PSA installation Install the PSA. Linux PRIMEQUEST 580A/ 4.2
(Red Hat) 540A/580/540/480/440
PRIMEQUEST 520A/ 4.3
520/420
Linux(SUSE) |PRIMEQUEST 500A/ |4.4
500/400 series common
Windows PRIMEQUEST 580A/ 4.5
540A/580/540/480/440
PRIMEQUEST 520A/ 4.6
520/420
PSA monitoring setup |Set up SM.A.R.T. Linux or PRIMEQUEST 500A/ 4.8
Set up Watchdog. Windows 500/400 series common
Dump environment | Set up adump Linux PRIMEQUEST 500A/ 4.9
setup environment. (Red Hat only) |500/400 series common
Windows PRIMEQUEST 500A/ 4.10
500/400 series common
NTP client setup Set up NTP clients. Linux or PRIMEQUEST 500A/ 4,12
Windows 500/400 series common
OS backup Specify Linux OS backup |Linux PRIMEQUEST 500A/ 412.1
settings. (Red Hat only) |500/400 series common
Specify Windows OS Windows PRIMEQUEST 500A/  [4.12.2
backup settings. 500/400 series common
Settings saving Save PSA settingsand EFI Linux or PRIMEQUEST 500A/ 4.13
configuration information. | Windows 500/400 series common
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Remarks: The components required by REMCS functions on the OS side are
installed when PSA isinstalled under Linux (Red Hat) or Windows.
REMCS configuration will be performed by the certified service engineer
in charge.
PSA installation and PSA monitoring setting are required.

4-2 C122-E001-10EN



4.2 PSA Installation (Linux: Red Hat) (PRIMEQUEST 580A/540A/580/540/480/440)

4.2 PSA Installation (Linux: Red Hat) (PRIMEQUEST
580A/540A/580/540/480/440)

This section describes the items that must be checked before PSA installation.

Required tasks:
® Checking the management LAN settings (— 4.2.1)

® Checking the SELinux function settings (— 4.2.2)
® Checking the firewall function (releasing ports) (— 4.2.3)
® |nstalling FISVfefpcl (— 4.2.4)

Optional tasks:
® Setting the destination of trap sending from the partition (— 4.2.5)
® Setting the destinations of trap and e-mail sending viathe MMB (— 4.2.6)
® Other settings (— 4.2.7)

Remarks:

® Usethe PRIMEQUEST installation support tool, bundled-software
package installer, or SystemcastWizard Liteto install PSA. If you want to
manually install PSA, see Chapter 4, "Manua PSA Installation” in the
PRIMEQUEST 500A/500/400 Series Reference Manual: Tools/Operation
Information (C122-EQ74EN).
For details on the installation support tool, see the PRIMEQUEST
Installation Support Tool User's Guide (Red Hat) (C122-EOO05EN).
For details on the bundled-software package installer, see the
PRIMEQUEST Bundled-Software Package Installer User's Guide (C122-
EOOGEN).
For details on SystemcastWizard, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-EO010EN).

® During PSA installation, the following modifications required for PSA
operation are automatically put into effect:

- Adding of settings to syslog.conf

- Adding of settings to snmpd.conf

- snmptrapd.conf file setup

- Disabling of salinfo or salinfo_decode automatic startup setting (* 1)

- Disabling of smartd automatic startup setting
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- Adding of description to the servicesfile (*2)

*1 These automatic startup settings are disabled because of
conflicts with some PSA functions.

*2 Added Port:
Port numbers are not checked for duplication when contents are
added to the fj-webgate (24450) servicesfile. Change them as
necessary.

Note:  If the IP address of the MMB or the IP address of the management LAN on
the partition side has been changed, be sure to restart the PSA. Otherwise, a
display error on the PSA window of the MMB Web-Ul may occur, and
errors detected by the PSA are not reported.

4.2.1 Checking the management LAN settings

This section describes how to check the management LAN settings.
For communication of PSA with the MMB via the management LAN, the NIC
connected to the management LAN on the partition side must be active.

(1) Checking the settings for the NIC of the management LAN
Execute the following command to check the interface name assigned to the NIC of
the management LAN.

1 Enter theifconfig command to list the network interfaces recognized by the
system and confirm the relevant interface name.
Command syntax:

‘ /sbin/ifconfig —-a

Example: ethO, ethl, and o displayed on the left side are interface names.
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# /sbin/ifconfig —-a
et hO Li nk encap: Et hernet HwAddr 00: DO: B7: 53: 89: C3
inet addr:10.24.17.149 Bcast: 10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::2d0: b7ff:feb53:89c3/64 Scope: Li nk
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1107704 errors: 0 dropped: O overruns: 0 frane: 0
TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
col I'i sions: 0 txqueuel en: 1000
RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

ethl Li nk encap: Et hernet Hwaddr 00: OE: 0C: 21: 83: 97
inet addr:192.168.0.162 Bcast: 10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::20e:cff:fe2l:8397/64 Scope: Link
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1538726 errors: 0 dropped: 0O overruns: 0 frane: 0
TX packets: 356 errors: 0 dropped: 0 overruns:0 carrier:0
col I'i sions: 0 txqueuel en: 1000
RX bytes: 341051195 (325.2 MB) TX bytes: 22862 (22.3 Ki B)
Base address: 0x5ccO Menory: f bf e0000-f c000000

lo Li nk encap: Local Loopback
inet addr:127.0.0.1 Mask:255.0.0.0
inet6 addr: ::1/128 Scope: Host
UP LOOPBACK RUNNI NG MrU: 16436 Metric:1
RX packets: 3865 errors: 0 dropped: 0 overruns: 0 frane: 0

2 Usethe ethtool command to find two network interface controllers (NIC) for the
management LAN. Enter the command for each interface displayed in step 1 as
shown below.

The NICs for the management LAN have bus-info (SEG:BUS:DEV.FUNC
number) 0000:01:08.0 and 0000:01:00.0.
Command syntax:

| / sbi n/ et ht ool —i <interface-name>

Example: Asthe result of command execution for ethO and ethl, these two
interfaces match the NICs for the management LAN.

# /sbin/ethtool -i ethO
driver: el00
version: 3.0.27-k2- NAPI
firmvare-version: NA
bus-info: 0000: 01: 00. 0 ( MatchesaNIC for the management LAN)

# /sbin/ethtool -i ethl
driver: el00
version: 3.0.27-k2- NAPI
firmvare-version: NA
bus-info: 0000: 01: 08. O( Matchesa NIC for the management LAN)
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(2) Duplicating the two NICs for the management LAN

To duplicate the management LAN, activate the two NICs for the management LAN
in the partition and use them. The duplication software (that controls LAN
duplication) directs the send packets to the appropriate transmission line considering
the status of the candidate transmission lines, thus achieving redundancy. When you
specify duplication, avirtual interface is created to make the two NICs logically work
asoneNIC. PSA and other TCP/IP application programs use the | P address specified
for this virtual interface as the local system |IP address to ensure that they can
communicate with the remote system without having to consider the redundant
physical configuration.

There are two choices of duplication software: Bonding or PRIMECLUSTER GLS.
Either one monitors the transmission line that extends to the external switch and, if it
detects an error, switches the transmission line.

Asshown in Figure 4.1, PRIMEQUEST achieves duplication of the transmission line
from the partition to the external switch by including the external switch connected to
the MMB user port in the target of monitoring by the duplication software.

PRIMEQUEST
MMB#0
Partition External
. NIC User port switch
Virtual I:l
interface NIC#0 e : |
| = 57
Remote
—I'I_ system
] -1
L ] I
NIC#1 IJ__I
NIC User port
MMB#1

~ —

In this range, reliability is improved by duplication.

Figure 4.1 Concept of management LAN duplication in PRIMEQUEST

In addition, you can design further reliable transmission lines by duplicating the
external switch and the transmission lines from the remote system to the externa
switch as shown in Figure 4.48. The settings for duplication of the transmission line
from the remote system to the external switch must be configured on the remote
system.
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PRIMEQUEST
MMB#0
Partition External
Virtual ALl Userport  switch (1)
interface NIC#0 . :

1
L I:I__I
Remote

= system
[ 1 1
1 | L |
NIC#1 IJ_—I
NIC User port External
switch (2)
MMB#1

Figure 4.2 Concept of management LAN duplication in PRIMEQUEST (a configuration
characterized by improved reliability)
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» Using Bonding

Note: Changethe VLAN setting of the MMB management LAN hub to "VLAN
Mode." (For details, see 2.2.4.5, Setting a management LAN hub.)

1 Addthefollowing to the /etc/modprobe.conf file.
Assign aname (bondN, where N is0, 1, 2, ... in ascending order) to the Bonding
interface.

# vi [ etc/ nodprobe. conf

al i as <management LAN NIC interface name 1> €100

al i as <management LAN NIC interface name 2> €100

Add the follow ng:

al i as <Bonding interface name> bondi ng

opti ons <Bonding interface name> nax_bonds=N+1 /I note

opti ons <Bonding interface name> node=1

opti ons <Bonding interface name> ar p_i nt er val =1000

opti ons <Bonding interface name> ar p_i p_t ar get =<external switch IP address>

Notes:

1. If morethan one Bonding interface is required, specify the number of
Bonding interfaces required by including "max_bonds" in the bondO options.
The default value of this parameter is max_bonds=1.

2. For aconfiguration as shown in Figure 4.1, specify one IP address. For a
configuration as shown in Figure 4.2, specify two | P addresses, as indicated
below.

opti ons <Bondinginterface name> arp_i p_t ar get =< external switch(1) IP address>,
< external switch(2) IP address>

Examplel: Creating a Bonding interface
The following example of the /etc/modprobe.conf file assumes that
the management LAN interface names are ethO and ethl. Inthe
configuration shown in Figure 4.2, the | P address of external switch
(1) 1s10.20.100.10 and the I P address of external switch (2) is
10.20.100.11.

alias ethO el00

alias ethl el00

al i as bond0 bondi ng

options bond0 node=1

options bondO arp_interval =1000

options bondO arp_ip_target=10.20.100.10, 10.20.100.11
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Example 2: Adding a Bonding interface
The following example of the /etc/modprobe.conf file assumes that
the management LAN interface names are ethO and ethl. Inthe
configuration shown in Figure 4.2, the |P address of external switch
(1) is10.20.100.10 and the I P address of external switch (2) is
10.20.100.11.

al i as bond0 bondi ng

options bond0 node=0

options bond0 m i nbon=100

Add the following lines after the above lines.

options bond0 max_bonds=2

al i as bondl bondi ng

options bondl node=1

options bondl arp_interval =1000

options bondl arp_ip_target=10.20.100.10, 10.20.100.11

2 Edit theifcfg file corresponding to the relevant interface under /etc/sysconfig/
network-scripts. If the file does not exist, create it

Note: If network settings have already been made for the management LAN,
assign the 1P addresses in the ifcfg file as the | P addresses for Bonding.
Modify theifcfg file by rewriting it as described for duplication setting in
thisitem.

* Management LAN NIC interface O: ifcfg-<interface name 1> Example:
ifcfg-ethO
* Management LAN NIC interface 1: ifcfg-<interface name 2> Example:
ifcfg-ethl
» Bonding interface: ifcfg-<Bonding interface name> Example: ifcfg-bond0
A hardware addressis required for setting the ifcfg file for the management LAN
NIC interface.
If the address is not confirmed, use the ifconfig command to confirm it.
Command syntax:

/sbin/ifconfig —a
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Example: The hardware address for the ethO interface is 00:D0:B7:53:89:C3.

# /sbin/ifconfig —a
et hO Li nk encap: Et hernet HwAaddr 00: DO: B7: 53: 89: C3
i net addr: 10.24.17.149 Bcast: 10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::2d0: b7ff:fe53:89c3/64 Scope: Li nk
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1107704 errors:0 dropped: 0 overruns: 0 frane: 0
TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
col lisions:0 txqueuel en: 1000
RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

Edit or create the ifcfg file for each interface.
® Editing theifcfg file for the management LAN NIC interface

# vi [etcl/sysconfig/network-scripts/ifcfg-<NICinterface name>

Change or add the subsequent lines as shown below (you can arrange the linesin any order).
DEVI CE=<NIC interface name>

BOOTPROTO=none

HWADDR=<hardware address>

ONBOOT=yes

MASTER=<Bonding interface name>

SLAVE=yes

® Editing theifcfg file for the Bonding interface

# vi [etc/sysconfig/network-scripts/ifcfg-<Bondinginterface name>

Change or add the subsequent lines as shown below (you can arrange the linesin any order).
DEVI CE=<Bonding interface name>

BOOTPROTO=st ati ¢

ONBOOT=yes

BROADCAST=<management LAN BROADCAST address>

| PADDR=<management LAN | P address>

NETMASK=<management LAN subnet mask>

Example: The following shows an example of the ifcfg file on the assumption
that the management LAN interfaces are ethO and ethl, and that the
Bonding interface is bondO.
® ifcfg-ethO

DEVI CE=et h0O
BOOTPROTO=none

HWADDR=00: 04: 23: AB: 94: 5E
ONBOOT=yes

MASTER=bondO

SLAVE=yes
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® ifcfg-ethl

DEVI CE=et h1
BOOTPROTO=none

HWADDR=00: 04: 23: AB: 94: 5F
ONBOOT=yes

MASTER=bondO

SLAVE=yes

® ifcfg-bondO

DEVI CE=bondO
BOOTPROTO=st ati c
ONBOOT=yes
BROADCAST=192. 168. 0. 255
| PADDR=192. 168.0. 1
NETMASK=255. 255. 255. 0

Then, restart the network service to activate the Bonding interface.

Command syntax:

/ sbin/service network restart

Note:  To make the management LAN NIC settings effective, PSA need to be
restarted.

Command syntax:

/ sbin/service y30FJSVpsa stop
/ sbin/service y30FJSVpsa start

* Using PRIMECLUSTER GLS

For information on how to make the settings to duplicate the management LAN using

PRIMECLUSTER GLS, see the PRIMECLUSTER GL S manuals.

Only the "NIC switching method" can be used for the duplication of the management

LAN.

At thistime, specify the external switches connected to the MMB user ports shown in

Figure 4.1 and Figure 4.2 as the monitored hubs.
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Note:  If anetwork has already been configured for the management LAN, use the
| P address specified in the ifcfg file as the | P address for PRIMECLUSTER
GL S and configure the duplication settings by following the instructionsin
the PRIMECLUSTER GL S manuals.
After configuring the duplication settings by the GL S, restart the network
service and then restart the PSA.

Command syntax:

/ sbin/service y30FJSVpsa stop
/ sbin/service y30FJSVpsa start

4.2.2 Checking the SELinux function settings

On the OS (redhat Linux) running in the partition on which you are installing the
PSA, check whether SELinux functions are enabled. If they are, disable them.

The PRIMEQUEST system runs with the SELinux functions disabled.

Do asfollowsto verify whether the SELinux function isdisabled. If not, disable it by
editing the config file (/etc/selinux/config).

® Checking the setting

#cd /etc/selinux/
#nore config

@ Changing the setting

# vi /etc/selinux/config
Change the follow ng definition

SELI NUX=di sabl ed
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4.2.3 Checking the firewall function (releasing ports)

If the partition port has not been released during the firewall setting, release the ports
required for PSA operation. Specifically, release the following portsfor the
management LAN interfaces that have been set:

e snmp port > udp / snmp or 161

* snmptrap port > udp / snmptrap or 162 (*1) (to the physical 1P
address of the MMB (both systems))

» web-mmb communication port: tcp / fj-webgate or 24450 (* 2)
(to the virtual IP address of the MMB)

* rmcp+ port > udp/7000 to 7100 (*1) (to the physical IP

address of the MMB (both systems))

localhost snmp port : udp/1025-65535

* psa-mmb communication port : tcp/MMB side 5000 (Note 3) (to the virtual IP
address of the MMB)
icmp/icmp-type0, icmp-type8 (to the virtual 1P
address of the MMB)

*1 Release the port only when a PCL linkage is used.
Use the iptables command for checking the firewall setting.

*2 web-mmb communication port

*3 Thisis communication for the MMB 5000 port.
Because the partition operates as the client under this communication, the port
number used at the partition side is undefined. (Any number from tcp/1025 to
65535 is selected for one port.)
Moreover, asindicated in the example below, no setting is required for port
number 5000 when connection startup from the partition is enabled, or when
communication is enabled for connection with the partition that has been
established.

(Example)iptables -A OUTPUT -m state --state NEW,ESTABLISH -j ACCEPT
iptables-A INPUT -m state --state ESTABLISH -j ACCEPT

Command syntax:

/sbin/iptables —L

Use theiptables command or another command to release the port. For the usage, see
command man.

Command syntax:

| [usr/bin/man i ptabl es
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4.2.4 Installing FISVfefpcl
Remarks. FJISVfefpcl is supported only in Japan.

4.2.5 Setting the destination of trap sending from the partition
Notes:
® Make this setting only if required.

® Thesetting isrequired if partitions are managed with operation
management software.

When sending SNMP traps from the partition, you must set the trap send destination
on the partition. Add the trap send destination to the snmpd.conf file.

® Editing snmpd.conf

# vi [etc/snnp/snnpd. conf

Add the following lines for the SNMP version to be used. The lines can be provided in any order.
trapsi nk HOST [ COWUNITY [ PORT]] #SNMPv1trap setting
trap2si nk HOST [ COMWWUNI TY [ PORT]] # SNMPv2 trap setting
trapsess SNVPCVD_ARGS HOST[ : PORT] # SNMPv3trap setting

The settings are detailed below:
® Setting SNMPv1/SNMPv2 traps

trapsi nk HOST [ COWUNI TY [ PORT]] #SNMPvl trap setting
trap2si nk HOST [ COWUNI TY [ PORT]] #SNMPv2 trap setting

Define the host that receives the traps (to which traps are sent).

» With this setting made, a cold start trap is sent when snmpd is started. If SNMP
trap sending from the partition is defined, atrap is also sent when authentication
fails.

» Multiple destinations can be defined by specifying multiple pairs of the trapsink
and trap2sink lines.

* If COMMUNITY isnot specified, the character string previously specified by the
trapcommunity directive is used.

The trapcommunity command sets the default community string used to send
traps. When using trapcommunity to set the community string, specify the string
before the pair of trapsink-trap2sink lines.

trapcommuni ty STRI NG #COMMUNITY name setting
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* |f PORT isnot specified, the default SNMP trap port (162) is used.

Example: When you want to send traps with the community name "public” to port
162 of the manager with IP address 192.168.0.162

trapsink 192.168.0.162 public 162 ##SNMPV1 trap setting
trap2sink 192.168.0.162 public 162 ##SNM Pv2 trap setting

® SNMPv3 trap setting

trapsess SNVPCVD ARGS HOST[ : PORT] #SNMPv3 trap setting

Define the host that receives the traps (to which traps are sent). 1f PORT is not
specified, the default SNMP trap port (162) is used.

The major options that can be specified for SNMPCMD_ARGS are as follows:
-v version: Specifiesthe SNMP version. Specify 3 for SNMPv3.

-e enginel D: Specifiesthe value of oldEnginel D in the /var/net-snmp/snmpd.conf file
in the trap sender.

-u secName: Specifiesthe SNMPv3 account. It must be the same as the setting in the
manager.

-| secLevel: Specifies one of the following according to the security level of
SNMPv3 messages:

Table 4.2 secLevel settings

Setting Authentication Encryption
noA uthNoPriv No No
authNoPriv Yes No
authPriv Yes Yes

-aauthProtocol:  SpecifiesMD5 or SHA as the protocol used to authenticate
SNMPv3 messages. If SHA isto be used, a package must be
created using openssl that isinstalled. Thisoptionisvalid when
authentication isincluded in the security level specified by the -|
option. It can be omitted if authentication is not included.
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-A authPassword: Specifies an authentication password (eight or more characters).
The password must be the same as the setting in the manager.
Thisoption isvalid when authentication isincluded in the security
level specified by the -1 option. It can be omitted if the
authentication is not included.

-x privProtocol:  Specifiesthe protocol used to encrypt SNMPv3 messages.
Currently, only DES is supported as a privacy protocol. If
encryption isincluded in the security level specified by the -|
option, this option is valid; otherwise, it may be omitted.

-X privPassword: Specifies an encryption password (eight or more characters). The
password must be the same as the setting in the manager. If
encryption isincluded in the security level specified by the -I
option, thisoption is valid; otherwise, it may be omitted.

Example: When you want to send SNMPv3 traps with the "PRIMEQUEST" account,
with authentication and encryption enabled, to port 162 of the manager
with IP address 192.168.0.162

#trapsess —v 3 -e 0x800007e58026577a9f 421950a4 -u PRI MEQUEST -1 authPriv
-a MD5 - A 00000000
-x DES -X 11111111 192.168.0.162: 162 ##SNMPV3 trap setting

After setting the trap transfer destination, restart snmpd by executing the following
command:

‘ #letc/rc.d/init.d/ snnpd restart

After snmpd has been reactivated, activate PSA.

#/ sbi n/ servi ce y30FJSVpsa stop
#/ sbi n/ servi ce y30FJSVpsa start

4-16
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Verifying the trap transfer destination setting

To verify the trap transfer destination setting, use the standard net-snmp trap that
would be used to restart snmpd. Check the reception of thistrap to verify the transfer
destination setting.

Remarks:A trap receipt application or trap manager must be active at the trap transfer
destination to ensure that net-snmp standard traps can be received.

Restart snmpd by executing the following command on the trap transfer source
machine:

# letc/rc.d/init.d/snnpd restart

Asaresult, the trap receipt application at the trap transfer destination receives the
"ColdStart" standard net-snmp trap.

For example, if the trap transfer destination is a Linux machine, the following
message is added to syslog when snmptrapd receives the trap, and this indicates that
the trap transfer destination can correctly receive such traps.

Aug 17 12:00:53 shaka snmptrapd[2600]: 2005-08-17 12:00:53
pg-server.fujitsu.com [192.168.0.162] (via192.168.0.162) TRAPR, SNMP v1,
community public NET-SNMP-MIB::netSnmpAgentOI Ds.10 Cold Start Trap (0)
Uptime: 0:00:00.17

4.2.6 Setting the destinations of trap and e-mail sending via the MMB
Notes:
® Make this setting only if required.

® Thesetting isrequired if partitions are managed with operation
management software (such as Systemwalker).

The destinations of trap and e-mail sending viathe MMB can be set with the MMB
Web UI.

See Section 5.1.2, "System SNMP setting.” for the MMB trap destination. See
Section 2.2.3.5, "SMTP settings.” for the e-mail destination.
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4.2.7

Other settings

Remarks:Make this setting only if required.

® Setting required when areplicated disk is used
You can build anew partition by using adisk copied from a partition in the same
cabinet, such asdisk copy. Inthiscase, you need to manually change the Enginel D
of SNMPv3 used for the PSA internal communication.
You can change the Enginel D with root authority as follows:

1 Usethe ps command to check whether PSA is active.

Command syntax:

ps ax | grep psa

Example: PSA isactiveif the following processes under /opt/FISV psalbin/ are

displayed.
# ps ax | grep psa
4562 ? S 0: 00 /opt/FJISVpsal/bin/pm-0 70 /etc/opt/FISVpsa/
gl obal / pnpsa. conf
4563 ? S 0: 18 /opt/ FJSVpsal/ bin/l oggetd -p /
4564 ? S 0: 06 /opt/FJSVpsal/bin/sisp -p /
4565 ? S 0: 00 /opt/ FISVpsal/ bi n/ mbm -p /
4566 ? S 0: 01 /opt/FJISVpsal/ bin/mbs -p /
4567 ? S 0: 02 /opt/FJISVpsa/bin/fs -p [/
4568 ? S 0: 00 /opt/FJISVpsal/bin/ciipm -p /
4569 ? S 7:40 /opt/ FJSVpsal/bin/cilog -p /
4570 ? S 8:47 [opt/ FJSVpsal/bin/cios -p /
4578 ? S 0: 00 /opt/FJISVpsal/bin/cisalchild 1/
4819 ? Sl 0: 00 /opt/ FISVpsal/ bi n/ webgate -p /
21670 pts/5 S+ 0: 00 grep psa

2 If PSA isactive, use the service command to stop PSA.

Command syntax:

/ sbin/service y30FJSVpsa stop
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3 Enter the ps command to check whether snmpd is active.

Command syntax:

ps ax | grep snnpd

Example: snmpd is active if /usr/shin/snmpd is displayed.

# ps ax | grep snnpd
32611 ? S 0: 04 /usr/sbin/snnpd -Lsd -Lf /dev/null -p /var/run/
snnpd -a

4 If snmpd is active, enter the service command to stop snmpd.

Command syntax:

| / sbin/service snnpd stop ‘

5 Change the value of oldEnginel D defined in the /var/net-snmp/snmpd.conf file.

Remarks: You can change to any value in up to 34 hexadecimal digits, provided that it
is unique throughout the partitions in the same cabinet.

Example: To change the value of oldEnginel D to 0x19760523

#vi [var/ net - snnmp/ snnpd. conf
ol dEngi nel D 0x19760523

6 Enter the service command to start snmpd.

Command syntax:

| / sbin/service snnpd start ‘

7  Change the current directory to /opt/FISV psa/sh/ to regenerate the snmpv3
password used for the PSA internal communication.

Command syntax:

| cd /opt/ FJSVpsalsh/
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8 Execute snmpsetup.sh in the above directory.
Executing this command automatically generates the snmpv3 password used for
the PSA internal communication.

Command syntax:

‘ ./ snnpset up. sh install

9 Start PSA.

Command syntax:

‘ / sbin/service y30FJSVpsa start

4.2.8 PSA update installation

Using the following commands in the order shown, stop the PSA service, and perform
update installation for the PSA package.

Note: If the PEXU has been mounted, use PSA-1.10 or later.
Command syntax:

Update from PSA-1.2.X-X or later

/ sbin/service y30FJSVpsa stop
/[ bin/rpm-UWh FISVpsa- X X X-X.ia64.rpm
/ sbin/service y30FJSVpsa start

Update from PSA-1.1.X-X

/ sbin/service y30FJSVpsa stop
[bin/rpm-UWh FISVpsa- X X X-X.ia64.rpm
/ sbin/service yl0FJSVpsa start
/ sbin/service y30FJSVpsa start

*  X.X.X-X indicates the PSA version.
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4.2.9

4.2.10

4.2.11

SIRMS update installation

Using the following commands, perform update installation for the two SIRMS
packages.

Command syntax:

/bin/rpm-UWh sirns-X X X-X. ia64.rpm

/bin/rpm-UWh FISVsoftneg-X. X. X-X. i a64.rpm

* X . X.X-X indicates the version.

PSA uninstallation

Using the following commands in the order shown, stop the PSA service, and
uninstall the PSA package.

Command syntax:

/ sbin/service y30FJSVpsa stop
/bin/rpm-e FJSVpsa

SIRMS uninstallation
Using the following commands, uninstall the two SIRM S packages.

Command syntax:

/bin/rpm-e sirms
/bin/rpm-e FISVsoftnsg

Note: SIRMSisafunction to collect software configuration information when
REMCSisinuse. It must beinstalled at the time of PSA installation.
However, you do not need to install it if you perform batch installation using
the PRIMEQUEST installation support tool or bundled-software package
installer.
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4.3

Required tasks:
® Checking the management LAN settings (— 4.3.1)

® Checking the SELinux function settings (— 4.3.2)
® Checking the firewall function (releasing ports) (— 4.3.3)
® |nstalling FISVfefpcl (— 4.3.4)

Optional tasks:
@ Setting the destination of trap sending from the partition (— 4.3.5)

@ Setting the destinations of trap and e-mail sending viathe MMB (— 4.3.6)
® Other settings (— 4.3.7)

PSA Installation (Linux: Red Hat) (PRIMEQUEST
520A/520/420)

This section describes the items that must be checked before PSA install ation.

® Usethe PRIMEQUEST installation support tool, bundled-software

package installer, or SystemcastWizard Liteto install PSA. If you want to
manually install PSA, see Chapter 4 "Manual PSA Installation” in the
PRIMEQUEST 500A/500/400 Series Reference Manual: Tools/Operation
Information (C122-EQ74EN).

For details on the installation support tool, see the PRIMEQUEST
Installation Support Tool User's Guide (Red Hat) (C122-EQOSEN).

For details on the bundled-software package installer, see the
PRIMEQUEST Bundled-Software Package Installer User's Guide (C122-
EOOGEN).

For details on SystemcastWizard, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-E010EN).

During PSA installation, the following modifications required for PSA
operation are automatically put into effect:

- Adding of settings to syslog.conf

- Adding of settings to snmpd.conf

- snmptrapd.conf file setup

- Disabling of salinfo or salinfo_decode automatic startup setting (* 1)

- Disabling of smartd automatic startup setting
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- Adding of description to the servicesfile (*2)

*1 These automatic startup settings are disabled because of
conflicts with some PSA functions.

*2 Added Port:
Port numbers are not checked for duplication when contents are
added to the fj-webgate (24450) servicesfile. Change them as
necessary.

Note:  If thelP address of the MMB or the I P address of the management LAN has
been changed, be sure to restart the PSA. Otherwise, adisplay error on the
PSA window of the MMB Web-UIl may occur, and errors detected by the
PSA are not reported.

4.3.1 Checking the management LAN settings

This section describes how to check the management LAN settings.
For communication of PSA with the MMB via the management LAN, the NIC
connected to the management LAN must be active.

(1) Checking the settings for the NIC of the management LAN
Execute the following command to check the interface name assigned to the NIC of
the management LAN.

1 Enter theifconfig command to list the network interfaces recognized by the
system and confirm the relevant interface name.
Command syntax:

| /sbin/ifconfig —-a

Example: ethO, ethl, and lo displayed on the left side are interface names.
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# /sbin/ifconfig —a
et hO Li nk encap: Et hernet HWaddr 00: DO: B7: 53: 89: C3
inet addr:10.24.17.149 Bcast: 10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::2d0: b7ff:feb53:89c3/64 Scope: Li nk
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1107704 errors: 0 dropped: 0 overruns: 0 frame: 0
TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
col l'isions: 0 txqueuel en: 1000
RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

ethl Li nk encap: Et hernet Hwaddr 00: OE: 0C: 21: 83: 97
i net addr:192.168.0.162 Bcast: 10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::20e:cff:fe2l:8397/64 Scope: Link
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1538726 errors: 0 dropped: 0 overruns: 0 frame: 0
TX packets: 356 errors: 0 dropped: 0 overruns:0 carrier:0
col l'isions: 0 txqueuel en: 1000
RX bytes: 341051195 (325.2 MB) TX bytes: 22862 (22.3 KiB)
Base address: 0x5cc0 Menory: f bf e0000-f c000000

lo Li nk encap: Local Loopback
inet addr:127.0.0.1 Mask:255.0.0.0
inet6 addr: ::1/128 Scope: Host
UP LOOPBACK RUNNI NG MTU: 16436 Metric:1
RX packets: 3865 errors: 0 dropped: 0 overruns: 0 frane: 0

2  Usethe ethtool command to find a network interface controller (NIC) for the
management LAN. Enter the command for each interface displayed in step 1 as
shown below.

The NICs for the management LAN have bus-info (SEG:BUS:DEV.FUNC
number) 0000:01:08.0 and 0000:01:00.0.
Command syntax:

‘ / sbin/ethtool —i <interface-name> |

Example: Astheresult of command execution for ethQ, the interface matchesthe
NIC for the management LAN.

# /sbin/ethtool -i ethO
driver: el00
version: 3.0.27-k2- NAPI
firmvare-version: NA
bus-info: 0000: 01: 08. 0 ( MatchesaNIC for the management LAN)
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(2) Setting the NIC for the management LAN

1 Edit theifcfg file corresponding to the relevant interface under /etc/sysconfig/
network-scripts. If the file does not exist, create it.
» Management LAN NIC interface: ifcfg-<interface name> Example: ifcfg-
eth0
A hardware addressis required for setting the ifcfg file for the management LAN
NIC interface.
If the address is not confirmed, use the ifconfig command to confirm it.
Command syntax:

| /sbin/ifconfig -a

Example: The hardware address for the ethO interface is 00:D0:B7:53:89:C3.

# /sbhin/ifconfig —-a
et hO Li nk encap: Et hernet HwAaddr 00: DO: B7: 53: 89: C3
i net addr:10.24.17.149 Bcast:10.24.17.255 Mask: 255.255.255.0
inet6 addr: fe80::2d0: b7ff:fe53: 89¢c3/ 64 Scope: Link
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1107704 errors: 0 dropped: 0 overruns: 0 frane: 0
TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
coll'isions: 0 txqueuel en: 1000
RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

Edit or create the ifcfg file for each interface.
® Editing theifcfg file for the management LAN NIC interface

# vi [etcl/sysconfig/ network-scripts/ifcfg-<NICinterface name>

Change or add the subsequent lines as shown below (you can arrange the lines in any order).
DEVI CE=<NIC interface name>

BOOTPROTO=none

HWADDR=<hardware address>

ONBOOT=yes

MASTER=<Bonding interface name>

SLAVE=yes

BROADCAST=<management LAN BROADCAST address>

| PADDR=<management LAN IP address>

NETMASK=<management LAN subnet mask>

Example: The following shows an example of the ifcfg file on the assumption
that the management NIC LAN interface is ethQ.
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® ifcfg-ethO

DEVI CE=et h0

BOOTPROTO=st ati €
HWADDR=00: DO: B7: 53: 89: C3
ONBOOT=yes
BROADCAST=192. 168. 0. 255
| PADDR=192. 168.0. 1
NETMASK=255. 255. 255. 0

Then, restart the network service to activate the network interface.

Command syntax:

‘ / sbin/service network restart

To make the management LAN NIC settings effective, PSA need to be restarted.

Command syntax:

/ sbin/service y30FJSVpsa stop
/ sbin/service y30FJSVpsa start
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4.3.2

Checking the SELinux function settings

On the OS (redhat Linux) running in the partition on which you are installing the
PSA, check whether SELinux functions are enabled. If they are, disable them.

The PRIMEQUEST system runs with the SELinux functions disabled.

Do asfollowsto verify whether the SELinux function isdisabled. If not, disableit by

editing the config file (/etc/selinux/config).
® Checking the setting

#cd /etc/selinux/
#more config

® Changing the setting

# vi [etc/selinux/config
Change the follow ng definition:

SELI NUX=di sabl ed

C122-E001-10EN
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4.3.3 Checking the firewall function (releasing ports)

If the partition port has not been released during the firewall setting, release the ports
required for PSA operation. Specifically, release the following ports for the
management LAN interfaces that have been set:

e snmp port : udp / snmp or 161

snmptrap port : udp / snmptrap or 162 (*1)
(to the IP address of the MMB)

web-mmb communication port : tcp / fj-webgate or 24450 (*2)
(to the IP address of the MMB)

rmcp+ port > udp/7000 to 7100 (*1)
(to the IP address of the MMB)

localhost snmp port : udp/1025-65535

psa-mmb communication port : tcp/MMB side 5000 (Note 3) (to the virtual 1P
address of the MMB)
icmp/icmp-type0, icmp-type8 (to the virtual 1P
address of the MMB)

*1 Release the port only when a PCL linkage is used.
Use the iptables command for checking the firewall setting.

*2 web-mmb communication port

*3 Thisis communication for the MMB 5000 port.
Because the partition operates as the client under this communication, the port
number used at the partition side is undefined. (Any number from tcp/1025 to
65535 is selected for one port.)
Moreover, asindicated in the example below, no setting is required for port
number 5000 when connection startup from the partition is enabled, or when
communication is enabled for connection with the partition that has been
established.

(Example)iptables-A OUTPUT -m state --state NEW,ESTABLISH -j ACCEPT
iptables-A INPUT -m state --state ESTABLISH -j ACCEPT

Command syntax:

/sbin/iptables —L

Use theiptables command or another command to rel ease the port. For the usage, see
command man.

Command syntax:

‘ [ usr/bin/man iptables
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434 Installing FISVfefpcl
Remarks. FJISVfefpcl is supported only in Japan.

4.3.5 Setting the destination of trap sending from the partition
Notes:
® Make this setting only if required.
® The setting isrequired for linkage with operation management software.

When sending SNM P traps from the partition, you must set the trap send destination.
Add the trap send destination to the snmpd.conf file.

® Editing snmpd.conf

# vi [etc/snnp/ snnpd. conf

Add the following lines for the SNMP version to be used. The lines can be provided in any order.
trapsi nk HOST [ COWUNI TY [ PORT]] # SNMPv1 trap setting
trap2si nk HOST [ COWUNI TY [ PORT]] # SNMPv2 trap setting
trapsess SNVMPCVD_ARGS HOST[ : PORT] # SNMPv3 trap setting

The settings are detailed below:
® Setting SNMPv1/SNMPV2 traps

trapsi nk HOST [ COWUNITY [ PORT]] # SNMPv1 trap setting
trap2si nk HOST [ COVMUNI TY [ PORT]] # SNMPv2 trap setting

Define the host that receives the traps (to which traps are sent).

» With this setting made, a cold start trap is sent when snmpd is started. If SNMP
trap sending from the partition is defined, atrap is aso sent when authentication
fails.

» Multiple destinations can be defined by specifying multiple pairs of the trapsink
and trap2sink lines.

» If COMMUNITY isnot specified, the character string previoudly specified by the
trapcommunity directiveis used.

The trapcommunity command sets the default community string used to send
traps. When using trapcommunity to set the community string, specify the string
before the pair of trapsink-trap2sink lines.

| trapcommuni ty STRI NG #COMMUNITY name setting

* If PORT isnot specified, the default SNMP trap port (162) is used.
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Example: When you want to send traps with the community name "public” to port
162 of the manager with IP address 192.168.0.162

trapsink 192.168.0.162 public 162 ##SNMPV1 trap setting
trap2sink 192.168.0.162 public 162 ##SNMPV2 trap setting

® SNMPv3 trap setting

trapsess SNVMPCVD_ARGS HOST[ : PORT] #SNMPv3 trap setting

Define the host that receives the traps (to which traps are sent). If PORT is not
specified, the default SNMP trap port (162) is used.

The major options that can be specified for SNMPCMD_ARGS are as follows:
-v version: Specifiesthe SNMP version. Specify 3 for SNMPv3.

-e enginel D: Specifiesthe value of oldEnginel D in the /var/net-snmp/snmpd.conf file
in the trap sender.

-u secName: Specifiesthe SNMPv3 account. It must be the same as the setting in the
manage.

-| secLevel: Specifies one of the following according to the security level of
SNM Pv3 messages:

Table 4.3 secLevel settings

Setting Authentication Encryption
noAuthNoPriv No No
authNoPriv Yes No
authPriv Yes Yes

-aauthProtocol: SpecifiesMD5 or SHA as the protocol used to authenticate
SNMPv3 messages. If SHA isto be used, a package must be
created using openssl that isinstalled. Thisoption isvalid when
authentication isincluded in the security level specified by the -|
option. It can be omitted if authentication is not included.

-A authPassword: Specifies an authentication password (eight or more characters).
The password must be the same as the setting in the manager.
Thisoption isvalid when authentication isincluded in the security
level specified by the -I option. It can be omitted if the
authentication is not included.
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-x privProtocol: Specifies the protocol used to encrypt SNM Pv3 messages.
Currently, only DES is supported as a privacy protocol. If
encryption isincluded in the security level specified by the -|
option, thisoption is valid; otherwise, it may be omitted.

-X privPassword: Specifies an encryption password (eight or more characters). The
password must be the same as the setting in the manager. |If
encryption isincluded in the security level specified by the -|
option, thisoption isvalid; otherwise, it may be omitted.

Example: When you want to send SNMPv3 traps with the"PRIMEQUEST" account,
with authentication and encryption enabled, to port 162 of the manager
with IP address 192.168.0.162

trapsess —v 3 -e 0x800007e58026577a9f 421950a4 -u PRI MEQUEST -| authPriv -a
MD5 - A 00000000
-x DES -X 11111111 192.168.0. 162: 162 ##SNM Pv3 trap setting

After setting the trap transfer destination, restart snmpd by executing the following
command:

| #/etc/rc.d/init.d/ snnpd restart ‘

After restart of snmpd is completed, restart PSA.

#/ sbi n/ service y30FJSVpsa stop
#/ sbi n/ service y30FJSVpsa start
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Verifying the trap transfer destination setting

To verify the trap transfer destination setting, use the standard net-snmp trap that
would be used to restart snmpd. Check the reception of thistrap to verify the transfer
destination setting.

Remarks:A trap receipt application or trap manager must be active at the trap transfer
destination to ensure that net-snmp standard traps can be received.

Restart snmpd by executing the following command on the trap transfer source
machine:

# letc/rc.d/init.d/ snnmpd restart

Asaresult, the trap receipt application at the trap transfer destination receives the
"ColdStart" standard net-snmp trap.

For example, if the trap transfer destination is a Linux machine, the following
message is added to syslog when snmptrapd receives the trap, and this indicates that
the trap transfer destination can correctly receive such traps.

Aug 17 12:00:53 shaka snmptrapd[ 2600]: 2005-08-17 12:00:53
pg-server.fujitsu.com [192.168.0.162] (via 192.168.0.162) TRAP, SNMP v1,
community public NET-SNMP-MIB::netSnmpAgentOIDs.10 Cold Start Trap (0)
Uptime: 0:00:00.17

4.3.6 Setting the destinations of trap and e-mail sending via the MMB
Notes:
® Make this setting only if required.

® The setting isrequired for linkage with operation management software
(such as Systemwalker).

The destinations of trap and e-mail sending viathe MMB can be set with the MMB
Web UI.

See Section 5.1.2, "System SNMP setting.” for the MMB trap destination. See
Section 2.2.3.5, "SMTP settings.” for the e-mail destination.
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4.3.7 Other settings

Remarks:Make this setting only if required.

® Setting required when areplicated disk is used
You can build anew partition by using adisk copied from a partition in the same
cabinet, such asdisk copy. Inthiscase, you need to manually change the Enginel D
of SNMPv3 used for the PSA internal communication.
You can change the Enginel D with root authority as follows:

1 Usethe pscommand to check whether PSA is active.

Command syntax:

ps ax | grep psa

Example: PSA is active if the following processes under /opt/FISV psalbin/ are

displayed.
# ps ax | grep psa
4562 ? S 0: 00 /opt/ FJISVpsal/ bin/pm -0 70 /etc/opt/FISVpsa/
gl obal / pnpsa. conf
4563 ? S 0: 18 /opt/ FJSVpsal/ bin/l oggetd -p /
4564 ? S 0: 06 /opt/FJSVpsal/bin/sisp -p /
4565 ? S 0: 00 /opt/ FISVpsal/ bi n/ mbm -p /
4566 ? S 0: 01 /opt/FISVpsal/bin/mbs -p /
4567 ? S 0: 02 /opt/FJISVpsal/bin/fs -p [/
4568 ? S 0: 00 /opt/FJISVpsal/bin/ciipm -p /
4569 ? S 7:40 /opt/FJSVpsa/bin/cilog -p /
4570 ? S 8:47 /opt/FJSVpsal/bin/cios -p /
4578 ? S 0: 00 /opt/ FJISVpsal/bin/cisalchild 1/
4819 ? Sl 0: 00 /opt/ FISVpsal/ bi n/ webgate -p /
21670 pts/5 S+ 0: 00 grep psa

2 If PSA isactive, use the service command to stop PSA.

Command syntax:

/ sbin/service y30FJSVpsa stop
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3 Enter the ps command to check whether snmpd is active.

Command syntax:

ps ax | grep snnpd

Example: snmpd is active if /usr/sbin/snmpd is displayed.

# ps ax | grep snnpd
32611 ? S 0: 04 /usr/sbin/snnpd -Lsd -Lf /dev/null -p /var/run/
snnpd -a

4 If snmpd is active, enter the service command to stop snmpd.

Command syntax:

‘ / sbin/service snnpd stop

5 Change the value of oldEnginel D defined in the /var/net-snmp/snmpd.conf file.

Remarks: You can change to any value in up to 34 hexadecimal digits, provided that it
is unique throughout the partitions in the same cabinet.

Example: To change the value of oldEnginel D to 0x19760523

#vi [var/ net-snnp/ snnmpd. conf
ol dEngi nel D 0x19760523

6 Enter the service command to start snmpd.

Command syntax:

‘ / sbin/service snnpd start

7  Change the current directory to /opt/FISV psa/sh/ to regenerate the snmpv3
password used for the PSA internal communication.

Command syntax:

‘ cd /opt/ FISVpsalsh/
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8 Execute snmpsetup.sh in the above directory.
Executing this command automatically generates the snmpv3 password used for
the PSA internal communication.

Command syntax:

| ./ snnpset up. sh install

9 Sart PSA.

Command syntax:

| / sbin/service y30FJSVpsa start

4.3.8 PSA update installation

Using the following commandsin the order shown, stop the PSA service, and perform
update installation for the PSA package.

Note: If the PEXU has been mounted, use PSA-1.10 or later.

Command syntax:

/ sbin/service y30FJSVpsa stop
/bin/rpm-UWh FISVpsa- X. X. X-X.ia64.rpm
/ sbin/service y30FJSVpsa start

* X X.X-X indicates the PSA version.

4.3.9 SIRMS update installation

Using the following commands, perform update installation for the two SIRMS
packages.

Command syntax:

/bin/rpm-UWh sirm-X X X-X.ia64.rpm
[bin/rpm-UWh FISVsoftmsg-X X X-X.ia64.rpm

* X.X.X-X indicates the version.
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4.3.10 PSA uninstallation

Using the following commands in the order shown, stop the PSA service, and
uninstall the PSA package.

Command syntax:

/ sbin/service y30FJSVpsa stop
/bin/rpm-e FJSVpsa

4.3.11 SIRMS uninstallation
Using the following commands, uninstall the two SIRM S packages.

Command syntax:

/binfrpm-e sirmns
/[bin/rpm-e FISVsoftnsg

Note:  SIRMSisafunction to collect software configuration information when
REMCSisinuse. It must beinstalled at the time of PSA installation.
However, you do not need to install it if you perform batch installation using
the PRIMEQUEST installation support tool or bundled-software package
installer.
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4.4 PSA Installation (Linux: SUSE) (PRIMEQUEST
500A/500/400 series common)

This section describes the items that must be checked before PSA installation.

Required tasks:
® Checking the management LAN settings (— 4.4.1)

® Checking the firewall function (releasing ports) (— 4.4.4)

Optional tasks:
® Setting the destination of trap sending from the partition (— 4.4.5)
® Setting the destinations of trap and e-mail sending viathe MMB (— 4.4.6)
® Other settings (— 4.4.7)

Remarks:

® Usethe PRIMEQUEST installation support tool, bundled-software
package installer, or SystemcastWizard Liteto install PSA. If you want to
manually install PSA, see Chapter 4, "Manua PSA Installation” in the
PRIMEQUEST 500A/500/400 Series Reference Manual: Tools/Operation
Information (C122-EQ74EN).
For details on the installation support tool, see the PRIMEQUEST
Installation Support Tool User's Guide (SUSE) (C122-EO47EN).
For details on the bundled-software package installer, see the
PRIMEQUEST Bundled-Software Package Installer User's Guide (C122-
EOOGEN).
For details on SystemcastWizard, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-EO010EN).

® During PSA installation, the following modifications required for PSA
operation are automatically put into effect:

- Adding of settings to syslog.conf

- Adding of settings to snmpd.conf

- snmptrapd.conf file setup.

- Disabling of salinfo_decode automatic startup setting (* 1)

- Disabling of smartd automatic startup setting
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- Adding of description to the servicesfile (*2)

*1 These automatic startup settings are disabled because of
conflicts with some PSA functions.

*2 Added Port:
Port numbers are not checked for duplication when contents are
added to the fj-webgate (24450) servicesfile. They may need
to be changed.

Note:  If the IP address of the MMB or the IP address of the management LAN on
the partition side has been changed, be sure to restart the PSA. Otherwise, a
display error on the PSA window of the MMB Web-Ul may occur, and
errors detected by the PSA are not reported.
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44.1 Checking the management LAN settings

This section describes how to check the management LAN settings.
For communication of PSA with the MMB via the management LAN, the NIC
connected to the management LAN on the partition side must be active.

(1) Checking the settings for the NIC of the management LAN

Execute the following command to check the interface name assigned to the NIC of
the management LAN.

1 Enter theifconfig command to list the network interfaces recognized by the
system and confirm the relevant interface name.
Command syntax:

| /sbin/ifconfig —a

Example: ethO, ethl, and lo displayed on the left side are interface names.

# /shin/ifconfig —-a
et hO Li nk encap: Et hernet HwAddr 00: DO: B7: 53: 89: C3
i net addr:192.168.1.10 Bcast:192.168.1.255 Mask: 255.255.255.0
inet6 addr: fe80::2d0: b7ff:feb3:89c3/64 Scope: Li nk
UP BROADCAST RUNNI NG MULTI CAST MTU: 1500 Metric:1
RX packets: 1107704 errors: 0 dropped: 0 overruns: 0 frane: 0
TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
col I'i sions: 0 txqueuel en: 1000
RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

ethl Li nk encap: Et hernet Hwaddr 00: OE: 0C: 21: 83: 97
inet addr:192.168.1.12 Bcast:192.168.1.255 Mask: 255.255.255.0
inet6 addr: fe80::20e:cff:fe2l:8397/64 Scope: Link
UP BROADCAST RUNNI NG MULTI CAST MrU: 1500 Metric:1
RX packets: 1538726 errors: 0 dropped: 0 overruns: 0 frane: 0
TX packets: 356 errors: 0 dropped: 0 overruns:0 carrier:0
col I'i sions: 0 txqueuel en: 1000
RX bytes: 341051195 (325.2 MB) TX bytes: 22862 (22.3 Ki B)
Base address: 0x5ccO Menory: f bf e0000-f c000000

lo Li nk encap: Local Loopback
inet addr:127.0.0.1 Mask:255.0.0.0
inet6 addr: ::1/128 Scope: Host
UP LOOPBACK RUNNI NG MrU: 16436 Metric:1
RX packets: 3865 errors: 0 dropped: 0 overruns: 0 franme: 0
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2  Usethe ethtool command to find the network interface controller (NIC) for the
management LAN. (One NIC for management LAN for PRIMEQUEST 580A/
540A/580/540/480/440 and two NICs for management LAN for PRIMEQUEST
520A/520/420)

Enter the command for each interface displayed in step 1 as shown below.
The NICs for the management LAN have businfo (SEG:BUS.DEV:FUNC
number ) asfollows:

PRIMEQUEST 580A/540A/580/540/480/440: 0000:01:08.0 and 0000:01:00.0
PRIMEQUEST 520A/520/420: 0000:01:08.0

Command syntax:

‘ /usr/sbin/ethtool —i <interface-name> |

Example: Astheresult of command execution for ethO and ethl, these two
interfaces match the NICs for the management LAN.

Note: The following example assumes that a PRIMEQUEST 580A/540A/
580/540/480/440 is used.

# /usr/sbin/ethtool -i ethO
driver: el00
version: 3.0.27-k2- NAPI
firmvare-version: NA
bus-info: 0000: 01: 00. 0 ( MatchesaNIC for the management LAN)

# /usr/sbin/ethtool -i ethl
driver: el00
version: 3.0.27-k2- NAPI
firmvare-version: NA
bus-info: 0000: 01: 08. O( Matches aNIC for the management LAN)

3  Execute the following command for the found NIC for the management LAN,
and record the hardware address:
Command syntax

‘ /sbin/ifconfig <interface-name>

Example: Command execution for ethO and ethl
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i net

i net

#/ sbin/ifconfig ethO

Li nk encap: Et hernet HwAddr 00: DO: B7: 53: 89: C3

addr: 192. 168. 1. 10 Bcast: 192. 168. 1. 255 Mask: 255. 255. 255. 0
i net6 addr: fe80::2d0: b7ff:fe53:89¢c3/64 Scope: Li nk

UP BROADCAST RUNNI NG MULTI CAST MIU: 1500 Metric:1

RX packets: 1107704 errors: 0 dropped: 0 overruns: 0 frane: 0

TX packets: 2653820 errors: 0 dropped: 0 overruns:0 carrier:0
col lisions:0 txqueuel en: 1000

RX byt es: 390009908 (371.9 M B) TX bytes: 809006934 (771.5 M B)

#/ sbin/ifconfig ethl

Li nk encap: Et hernet HwAddr 00: OE: OC: 21: 83: 97

addr: 192. 168. 1. 12 Bcast: 192. 168. 1. 255 Mask: 255. 255. 255. 0
inet6 addr: fe80::20e:cff:fe2l:8397/64 Scope: Link

UP BROADCAST RUNNI NG MULTI CAST MTU: 1500 Metric:1

RX packets: 1538726 errors: 0 dropped: 0 overruns: 0 frane: 0

TX packets: 356 errors: 0 dropped: 0 overruns:0 carrier:0
collisions:0 txqueuel en: 1000

RX bytes: 341051195 (325.2 M B) TX bytes: 22862 (22.3 Ki B)

Base address: 0x5ccO Menory: f bf e0000-f c000000

In this example, the hardware addresses of ethO and ethl are as follows:
» Hardware address of ethO: 00:D0:B7:53:89:C3
» Hardware address of ethl: 00:0E:0C:21:83:97
Then, configure each NIC for the management LAN. See one of the following

sections;

* For the PRIMEQUEST 580A/540A/580/540/480/440:
— (2) Duplicating the two NICs for the management LAN

(PRIMEQUEST 580A/540A/580/540/480/440)

 For the PRIMEQUEST 520A/520/420:
— (38) Configuring the NIC for the management LAN (PRIMEQUEST

520A/520/420)

C122-E001-10EN
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(2) Duplicating the two NICs for the management LAN (PRIMEQUEST 580A/
540A/580/540/480/440)

« SUSE9

To duplicate the management LAN, activate the two NICs for the management LAN
in the partition and use them. The duplication software (that controls LAN
duplication) directs the send packets to the appropriate transmission line considering
the status of the candidate transmission lines, thus achieving redundancy. When you
specify duplication, avirtual interface is created to make the two NICslogically work
asoneNIC. PSA and other TCP/IP application programs use the IP address specified
for thisvirtual interface as the local system |IP address to ensure that they can
communicate with the remote system without having to consider the redundant
physical configuration.

The duplication software monitors the transmission line that extends to the external
switch and, if it detects an error, switches the transmission line.

Asshown in Figure 4.3, PRIMEQUEST achieves duplication of the transmission line
from the partition to the external switch by including the external switch connected to
the MMB user port in the target of monitoring by the duplication software.

PRIMEQUEST
MMB#0
Partition NIC EXFernaI
. User port switch
Virtual I:l
interface NIC#0 o : |
| = 57
Remote
—I'I_I_I o system
1 | 1 |
NIC#1 IJ__I
NIC User port
MMB#1

~—— —

In this range, reliability is improved by duplication.
Figure 4.3 Concept of management LAN duplication in PRIMEQUEST

In addition, you can design further reliable transmission lines by duplicating the
external switch and the transmission lines from the remote system to the external
switch as shown in Figure 4.4. The settings for duplication of the transmission line
from the remote system to the external switch must be configured on the remote
system.
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PRIMEQUEST

Partition

Virtual
interface

NIC#0

External
User port switch (1)

]
—

o
|

NIC#1

Userport  External
switch (2)

Remote
system

Figure 4.4 Concept of management LAN duplication in PRIMEQUEST

(a configuration characterized by improved reliability)
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» Using Bonding
Note: Changethe VLAN setting of the MMB management LAN hub to "VLAN
Mode." (For details, see 2.2.4.5, Setting a management LAN hub.)

1 Edittheifcfgfilefor the relevant interface in /etc/sysconfig/network/. If thefile
does not exist, createit. To edit thefile, first stop the network.
» Bonding interface: ifcfg-<bonding-interface-name> Example: ifcfg-bondO

Remarks: If the relevant interfaces for the management LAN are in /etc/
sysconfig/network/, disable them by deleting them.
» Filename of theifcfg file of the interface for the management LAN: ifcfg-eth-id-
<hardware-address>
® Editing theifcfg file of the NIC interface for the management LAN

# rcnetwork stop
# rm/etc/sysconfig/ network/ifcfg-eth-id-<hardware-address>

# vi [etc/sysconfig/network/ifcfg- <bonding-interface-name>

Change or add lines as shown below.
Example.  The editing of theifcfg file shown in the following example assumes
that the Bonding interface isifcfg-bondoO.

i fcfg-bondO:
BOOTPROTO=' st ati c'
MIU=""
REMOTE_| PADDR=""
| PADDR=' 192. 168. 16. 138’ # Same subnet asthe MMB
NETMASK=' 255. 255. 255. 0'
BROADCAST=' 192. 168. 16. 255’
STARTMODE=' onboot '
BONDI NG_MASTER=yes
BONDI NG_SLAVE_0=' bus- pci - 0000: 01: 08. 0'
# bus-info number for management LAN NIC#0
BONDI NG_SLAVE_1=' bus- pci - 0000: 01: 00. 0'
# bus-info number for management LAN NIC#1
BONDI NG_MODULE_OPTS=' arp_i nt erval =1000 arp_i p_t arget=192. 168. 16. 111,
192.168. 16. 112 node=1"
# external switch |P address

Then, enter "start” for the network service to activate the Bonding interface.
Command syntax:

| rcnetwork start ‘
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To make the management LAN NIC settings effective, PSA need to be restarted.
Command syntax:

/etc/init.d/ y30FJSVpsa stop
/etcl/init.d/ y30FJSVpsa start

* Using PRIMECLUSTER GLS
For the settingsto duplicate the management LAN using PRIMECLUSTER GLS,
see the PRIMECLUSTER GLS manual. To use PRIMECLUSTER GLS, specify
the external switches connected to the MMB user ports shown in Figure 4.3 and
Figure 4.4 as the monitored hubs.

Note: |If anetwork has already been configured for the management LAN, use
the I P address specified in theifcfg file as the IP address for
PRIMECLUSTER GLS and configure the duplication settings by
following the instructions in the PRIMECLUSTER GL S manuals.

After configuring the duplication settings by the GL S, restart the network service
and then restart the PSA.
Command syntax:

/fetcl/init.d/ y30FJSVpsa stop
/etc/init.d/ y30FJSVpsa start

« SUSE 10

1 Addtheline shown below to the end of /etc/modprobe.conf.local.
Name the Bonding interface (bondN, where N is a number assigned in ascending
order, suchaso, 1, 2...).

# vi [etc/ nodprobe. conf. | ocal

Add the following line to the end of thefile:

al i as <Bonding interface-name> bondi ng

opti ons <Bonding interface-name> node=1 arp_i nt erval =1000
ar p_i p_t ar get =<external-switch-IP-address>/ / (*1)

*1  For the configuration shown in Figure 4.5, specify one IP address. For the
configuration shown in Figure 4.6, specify two | P addresses.

opti ons <Bonding interface-name> ar p_i p_t ar get =<external-switch-1P-
address(1)>, <external-switch-1P-address(2)>
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PRIMEQUEST
MMB#0
Partition User External
Virtual NIC port switch
irtua
interface NIC#0 E | :
L1 I:'__I
Remote
— I:I__I system
| I
NIC#1
User
NIC port
MMB#1

—_——

Range of reliability improved by duplication

Figure 4.5 Concept of management LAN duplication in PRIMEQUEST

PRIMEQUEST
MMB#0
Partition User External
. NIC port switch (1)
Virtual
interface '| NIC#0 | |
L I:'_ |
Remote
system
]
NIC#1
User External
NIC port switch (2)
MMB#1

Figure 4.6 Concept of management LAN duplication in PRIMEQUEST
(configuration characterized by improved reliability)

2 Edittheifcfgfile for the relevant interface in /etc/sysconfig/network/. 1If thefile
does not exist, createit. To edit thefile, first stop the network.
» Bonding interface-name: ifcfg-<Bonding interface-name> Example: ifcfg-
bond0

Remarks:If the relevant interface for the management LAN isin /etc/sysconfig/
network/, disable it by deleting it.

» Filename of theifcfg file of the interface for the management LAN: ifcfg-eth-id-
<hardware-address>
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® Editing theifcfg file of the NIC interface for the management LAN

# rcnetwork stop
# rm/etc/sysconfig/ network/ifcfg-eth-id-<hardware-address>

# vi [etc/sysconfig/ network/ifcfg-<Bondinginterface-name>

Change or add lines as shown below.

Example: The editing of the ifcfg file shown in the following examples assumes that
the Bonding interface is ifcfg-bondoO.

i fcfg-bondO:

BOOTPROTO=" st ati c'

MIU=""

REMOTE_| PADDR=""

| PADDR="192. 168. 16. 138" # Same subnet asthe MMB
NETMASK="' 255. 255. 255. 0

BROADCAST=' 192. 168. 16. 255’

STARTMODE=' onboot

BONDI NG_MASTER=yes

BONDI NG_SLAVE_0=' bus- pci - 0000: 01: 08. 0'
# bus-info number of the NIC for management LAN#0
BONDI NG_SLAVE_1=' bus- pci - 0000: 01: 00. O'
# bus-info number of the NIC for management LAN#1

The Bonding interface is activated with the restart of the network service.

Command syntax

/ sbin/service network restart

To make the NIC settings for the management LAN effective, PSA needsto be
restarted.

Command syntax

fetc/init.d/ y30FJSVpsa stop
/etc/init.d/ y30FJSVpsa start
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(3) Configuring the NIC for the management LAN (PRIMEQUEST 520A/520/
420)

The connected management LAN NIC must be activated on the partition side for
communication with the MM Bs via the management LAN. Configure the NIC by
following the procedure below. Use YaST to configureit.

1

Execute the following command, and record the card name of the NIC for the
management LAN:
Command syntax

/sbin/lspci -s 0000:01:08.0

Example: Inthis example, the card nameis "Intel Corporation 82562ET/EZ/GT/
GZ - PRO/100 VE (LOM) Ethernet Controller".

# [sbin/lspci -s 0000:01:08.0
01: 08.0 Ethernet controller: Intel Corporation 82562ET/ EZ/
GI/'&Z - PRO 100 VE (LOVW) Ethernet Controller (rev 04)

Execute the following command to activate YaST.
Command syntax:

# yast |

Select [Network Devices| - [Network Card] from the menu, and proceed to the

network card selection window.

From the network cards displayed in the [Network Card Configuration] window,

select the card (NIC for the management LAN) that has the name recorded in

step 1.

Note: The name that isrecorded in step 1 may not be displayed completely
according to YaST specifications. Asshownin Figure 4.7, "Fujitsu" may
be added in front of the card name, and only the last part of the card name
may be displayed. In such cases, select the name whose displayed
character strings excluding "Fujitsu” matches the last part of the name
recorded in step 1.
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Network cards configuration
Network card setup Network cards to configur
Configure your network
card here.

Adding a network ntre

card: i reme BCM57045 Gigabit Etherne
Choose a network card Fujitsu NetXtreme BCM57045 Gigabit Etherne
from the list of Fujitsu NetXtreme BCM5704S Gigabit Etherne
detected network cards Fujitsu NetXtreme BCM57045 Gigabit Etherne
IT your network card Intel PRO/1000 MT Dual Port Server Adapter|

was not autodetected Intel PRO/1000 MT Dual Port Server Adapter]
select Other (not Other (not detected

Editing or Deleting:
IT you press Change an I, [ C o igure. ]
additional dialog in
which to change the
configuration opens Nothing is configured.

| Back

Figure 4.7 YaST window

*  Thisexampleisan SUSE9 window. The displayed contents may vary
depending on the version of the OS.

*  Inthe example, the second choice (Fujitsu Ethernet controller) matches the
last part of the name recorded in step 1.

5 Goto the [Network Address Setup] window to set up the network card.
Confirm that the value of [Configuration Name] includes the hardware address
that was checked in (1), "Checking the settings for the NIC of the management
LAN." Check [Static address setup], and specify the IP address and the subnet
mask.

Note: The specified IP address and the | P address of the MMB must have the
same subnet mask.

6  Quit YaST.
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4.4.2 Procedures for monitoring syslog

When using SUSE™ Linux Enterprise Server 10, you must make the addition settings
below.

Note: If you fail to make the settings below before installing PSA, the following
message may be output when you install PSA and PSA may not be able to
monitor driver messages.
syslogd: /var/opt/FISV psalpath/syd ogd.fifo: Operation not permitted

Remarks: Usethe[ T]and[ ] keysto move the cursor up and down on the YaST
screen.

1 Enter the following command to confirm the active syslog daemon.

‘ # grep SYSLOG DAEMON /et c/sysconfi g/ sysl og

If SYSLOG_DAEMON = If "syslog-ng" is displayed for SYSLOG_DAEMON,
/shin/syslog-ng is running as the syslog daemon.
If SYSLOG_DAEMON = If "syslog" is displayed for SYSLOG_DAEMON,
/shin/syslogd is running as the syslog daemon.
Record the name of the running syslog daemon.
2 Changethe AppArmor settings by following the procedure below:
1 Start YaST.

‘ # yast

YaST € SLES10-GM Press F1 for Help ~

Figure 4.8 YaST start screen
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2 Fromtheleft-side menu in Figure 4.9, select "Novell AppArmor" and press
the [Tab] key.
Next, from the right-side menu, select "Edit Profile" and pressthe [Enter] key.

YaST @ SLES10-GM Press F1 for Help »

Figure 4.9 Novell AppArmor- select screen

3 Usethe[Tab] key to moveto "Profile Name," and check for the active syslog
daemon under "Profile Name." The active syslog daemon is the one that was
confirmed in step 1.

If you do not find the active syslog daemon under "Profile Name," the subsequent
settings need not be made. In this case, select "Abort" from the bottom menu, and
press the [Enter] key to exit from thiswindow. Then, select "Quit" from the
bottom menu, and press the [Enter] key to quit YaST.

If you find the active syslog daemon under "Profile Name," select the name of the
syslog daemon. Then, pressthe[Tab] key to select "Next" from the bottom menu,
and press the [Enter] key.
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Please make a selection
from the listed
profiles and press Next|
to edit the profile

Edit Profile - Choose rufile toedith |

Abort

EaE =

L

Figure 4.10 AppArmor Profile select screen

4  Pressthe[Tab] key to select "Add Entry" from the bottom menu, and press the

[Enter] key.

In this Torm you can
view and modify the
contents of an
individual profile. For
existing entries you
can double click the
permissions to access a
odification dialog
Permission
Definitions:-

link
mmap PROT_EXEC
execute
inherit
discrete profile
P — discrete profile
(*clean exsc)
U - uncenstrained
U —unconstrained
(clean exec)
Add Entry:
Select the type of
resource to add from
the drop down |ist

File
Add a file entry to
this profile

AppArmor Profile Dialog

[lone] _J=

(i |
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Select "File" from the displayed list, and press the [Enter] key.

AppArmor Profile Dialog
In this form you can AppArmar profile fc
view and modity the
contents of an File Name
individual profile. For ud
existing entries you
can double click the g gns/nameservice
permissions to access a
odification dialog.
Permission
Definitions-
read
write
link
mmap PROT_EXEC
execute
inherit
discrete profile
discrete profile
(*clean exec)
U - unconstrained
-uncanstrained
(clean exec)
Add Entry:
Select the type of
resource to add from
the drop down |ist

File
Add a file entry to
this profile

[one | =

Figure 4.11 Entry addition and selection screen

5 Enter "/var/opt/FISV psa/path/syslog_fifo" at the "Enter or modify Filename"
field and press the [Tab] key.
Next, in the "Permissions’ field, use the [ Space] key to mark the "Read" and
"Write" checkboxes.
Pressthe [Tab] key to select OK and press the [ Enter] key.

AppArmor Profile Dialog
In this form you can
view and modity the
contents of an
individual profile. For
existing entries you
can double click the
permissions to access a
odification d
Permission
Definitions-
read
write
| ink Enter ar modify Filename
mmap PROT_ )
execute
inherit

U - unconstraj
-unconstrai
(clean exec)
Add Entry:
Select the type
resource to add from
the drop down |ist

File
Add a file entry to
this profile

[Done] M=

Figure 4.12 Adding the Profiles Entry screen
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6 Confirm that the changes made in step 5 have been applied.

7

AppArmor Profile Dialog
AppArmor praofile Tor

In this Torm you can
view and modify the
contents of an
individual profile. For
existing entries you
can double click the
permissions to access a
odification dialog
Permission
Definitions:-

link
mmap PROT_EXEC
execute
inherit
discrete profile
P — discrete profile
(*clean exsc)
U - uncenstrained
U —unconstrained
(clean exec)
Add Entry:
Select the type of
resource to add from
the drop down |ist

File
Add a file entry to
this profile

/ i
Jvar fopt/F.

[lone] _J=

(i |

Figure 4.13 Entry list screen

Press the [Tab] key to select "Done" from the bottom menu. The [Save changes

to the Profile] screen isthen displayed.

From the [ Save changes to the Profile] screen, select [Yes] and press the [Enter]

key.

AppArmor Profile Dialo

In this Torm you can
view and modify the
contents of an
individual profile. For
existing entries you
can double click the
permissions to access a
odification dialog

Permission
Definitions:-

U - uncenstrained
U —unconstrained
(clean exec)

Add Entry:
Select the type of
resource to add from
the drop down |ist

File

[lone] _J=

(i |

Figure 4.14 Saving the profiles screen
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8 Pressthe[Tab] key to select "Quit" from the bottom menu and press the [Enter]
key to quit YaST.
9 Restart AppArmor.

# /etc/init.d/ boot.apparnor restart
Rel oadi ng AppArnor profiles done

10 Restart the sydog services.

# letc/init.d/ syslog restart
Shutting down syslog services done
Starting syslog services done

4.4.3 SELinux function

By default, the SELinux function is disabled on the PRIMEQUEST-series machine
after OSinstallation. Do not use the SELinux function.
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4.4.4 Checking the firewall function (releasing ports)

If the port has not been released during the firewall setting, release the ports required
for PSA operation. Specifically, release the following portsfor the management LAN

interfaces that have been set:
e snmp port : udp / snmp or 161
* snmptrap port > udp / snmptrap or 162 (*1) (to the physical IP

address of the MMB (both systems))
web-mmb communication port : tcp / fj-webgate or 24450 (*2)
(to the virtual IP address of the MMB)
rmcp+ port : udp/7000 to 7100 (*1) (to the physical IP
address of the MMB (both systems))
localhost snmp port : udp/1025-65535
psa-mmb communication port : tcp/MMB side 5000 (Note 3) (to the virtual 1P
address of the MMB)
icmp/icmp-type0, icmp-type8 (to the virtual 1P
address of the MMB)

*1 Release the port only when a PCL linkage is used.
Use the iptables command for checking the firewall setting.

*2 web-mmb communication port

*3 Thisis communication for the MMB 5000 port.
Because the partition operates as the client under this communication, the port
number used at the partition side is undefined. (Any number from tcp/1025 to
65535 is selected for one port.)
Moreover, asindicated in the example below, no setting is required for port
number 5000 when connection startup from the partition is enabled, or when
communication is enabled for connection with the partition that has been
established.

(Example)iptables-A OUTPUT -m state --state NEW,ESTABLISH -j ACCEPT
iptables-A INPUT -m state --state ESTABLISH -j ACCEPT

Command syntax:

/sbin/iptables —L

Use theiptables command or another command to rel ease the port. For the usage, see
command man.

Command syntax:

‘ [ usr/bin/man iptables
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4.4.5 Setting the destination of trap sending from the partition
Notes:
® Make this setting only if required.
® The setting isrequired for linkage with operation management software.

When sending SNMP traps from the partition, you must set the trap send destination.
Add the trap send destination to the snmpd.conf file.

® Editing snmpd.conf

# vi [etc/snnpd. conf

Add the following lines for the SNMP version to be used. The lines can be provided in any order.
trapsi nk HOST [ COWUNI TY [ PORT]] # SNMPv1 trap setting
trap2si nk HOST [ COVWWUNI TY [ PORT]] # SNMPv2 trap setting
trapsess SNVPCVD_ARGS HOST[ : PORT] # SNMPv3 trap setting

The settings are detailed below:
® Setting SNMPv1/SNMPV2 traps

trapsi nk HOST [ COWUNI TY [ PORT]] # SNMPv1 trap setting
trap2si nk HOST [ COWUNI TY [ PORT]] # SNMPv2 trap setting

Define the host that receives the traps (to which traps are sent).

» With this setting made, a cold start trap is sent when snmpd is started. If SNMP
trap sending is defined, atrap is also sent when authentication fails.

» Multiple destinations can be defined by specifying multiple pairs of the trapsink
and trap2sink lines.

» If COMMUNITY isnot specified, the character string previously specified by the
trapcommunity directiveis used.
The trapcommunity command sets the default community string used to send
traps. When using trapcommunity to set the community string, specify the string
before the pair of trapsink-trap2sink lines.

trapcommuni ty STRI NG #COMMUNITY name setting
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« |f PORT isnot specified, the default SNMP trap port (162) is used.

Example: When you want to send traps with the community name "public” to port
162 of the manager with IP address 192.168.1.10

trapsink 192.168.1.10 public 162
trap2sink 192.168.1.10 public 162

##SNMPV1 trap setting
##SNMPV2 trap setting

® SNMPv3 trap setting

trapsess SNVMPCVD_ARGS HOST[ : PORT]

#SNMPv3 trap setting

Define the host that receives the traps (to which traps are sent). If PORT is not
specified, the default SNMP trap port (162) is used.

The major options that can be specified for SNMPCMD_ARGS are as follows:

-vversion: Specifiesthe SNMP version. Specify 3 for SNMPv3.

-e enginel D: Specifiesthe value of oldEnginel D in the /var/net-snmp/snmpd.conf file

in the trap sender.

-u secName: Specifiesthe SNMPv3 account. It must be the same as the setting in the

manager.

-| secLevel: Specifies one of the following according to the security level of

SNM Pv3 messages:

Table 4.4 seclLevel settings

Setting Authentication Encryption
noAuthNoPriv No No
authNoPriv Yes No
authPriv Yes Yes

-aauthProtocol:  SpecifiesMD5 or SHA as the protocol used to authenticate
SNMPv3 messages. If SHA isto be used, a package must be
created using openssl that isinstalled. Thisoption isvalid when
authentication isincluded in the security level specified by the -|
option. It can be omitted if authentication is not included.
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-A authPassword: Specifies an authentication password (eight or more characters).
The password must be the same as the setting in the manager.
Thisoption isvalid when authentication isincluded in the security
level specified by the -1 option. It can be omitted if the
authentication is not included.

-x privProtocol:  Specifies the protocol used to encrypt SNMPv3 messages.
Currently, only DES is supported as a privacy protocol. If
encryption isincluded in the security level specified by the -I
option, thisoption isvalid; otherwise, it may be omitted.

-X privPassword: Specifies an encryption password (eight or more characters). The
password must be the same as the setting in the manager. If
encryption isincluded in the security level specified by the -I
option, thisoption is valid; otherwise, it may be omitted.

Example: When you want to send SNMPv3 traps with the"PRIMEQUEST" account,
with authentication and encryption enabled, to port 162 of the manager
with |P address 192.168.1.10

#trapsess 3 -e 0x800007e58026577a9f 421950a4 -u PRI MEQUEST -| authPriv
-a MD5 - A 00000000
-x DES -X 11111111 192.168.1.10:162 ##SNM Pv3 trap setting

After setting the trap transfer destination, restart snmpd by executing the following
command:

| #/etc/init.d/ snnpd restart

After snmpd has been reactivated, activate PSA.

#/ etc/init.d y30FJSVpsa y30FJSVpsa stop
#/etc/init.d y30FJSVpsa y30FJSVpsa start
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Verifying the trap transfer destination setting

To verify the trap transfer destination setting, use the standard net-snmp trap that
would be used to restart snmpd. Check the reception of thistrap to verify the transfer
destination setting.

Remarks:A trap receipt application or trap manager must be active at the trap transfer
destination to ensure that net-snmp standard traps can be received.

Restart snmpd by executing the following command on the trap transfer source
machine:

# /etc/init.d/ snnpd restart

Asaresult, the trap receipt application at the trap transfer destination receives the
"ColdStart" standard net-snmp trap.

For example, if the trap transfer destination is a Linux machine, the following
message is added to syslog when snmptrapd receives the trap, and this indicates that
the trap transfer destination can correctly receive such traps.

Aug 17 12:00:53 pg-server snmptrapd[2600]: 2005-08-17 12:00:53 pg-
server.fujitsu.com [192.168.1.10](via 192.168.1.10) TRAP, SNMP v1, community
public NET-SNMP-MIB::netSnmpAgentOIDs.10 Cold Start Trap (0) Uptime:
0:00:00.17

Note: If the operating system is SUSE™ Linux Enterprise Server 9 Service
Pack 2 and direct reporting of traps to the SNMP manager has been set,
"0.0.0.0" isreported as the Agent Address value in the SNMP layer in
reported trap data. Consequently, the SNMP manager cannot identify the
IP address of the trap transfer source from the Agent Address value.
However, the transfer source of a PSA expansion trap can be identified,
since its trap datais accompanied by a host name.

IP addresses are reported in the P layer. To use atrap transfer source IP
address for the purpose of identification, the "%b" option can be added to
theinitial parametersin snmptrapd, such asfor reception of the | P address
by the SNMP manager using snmptrapd. This method can output
information including the trap transfer | P source address, so the transfer
source can be identified.

For details on the initial parametersin snmptrapd, see the man page for
snmptrapd.
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4.4.6 Setting the destinations of trap and e-mail sending via the MMB
Notes:
® Make this setting only if required.

® The setting isrequired for linkage with operation management software
(such as Systemwalker).

The destinations of trap and e-mail sending viathe MMB can be set with the MMB
Web UI.

See Section 5.1.2, "System SNMP setting." for the MMB trap destination. See
Section 2.2.3.5, "SMTP settings.” for the e-mail destination.
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4.4.7

Other settings

Remarks:Make this setting only if required.

® Setting required when areplicated disk is used
You can build anew partition by using adisk copied from a partition in the same
cabinet, such asdisk copy. Inthiscase, you need to manually change the Enginel D
of SNMPv3 used for the PSA internal communication.
You can change the Enginel D with root authority as follows:

1 Usethe ps command to check whether PSA is active.

Command syntax:

ps ax | grep psa

Example: PSA isactiveif the following processes under /opt/FISV psalbin/ are

displayed.
# ps ax | grep psa
4562 ? S 0: 00 /opt/FJISVpsal/bin/pm-0 70 /etc/opt/FISVpsa/
gl obal / pnpsa. conf
4563 ? S 0: 18 /opt/ FJSVpsal/ bin/l oggetd -p /
4564 ? S 0: 06 /opt/FJSVpsal/bin/sisp -p /
4565 ? S 0: 00 /opt/ FISVpsal/ bi n/ mbm -p /
4566 ? S 0: 01 /opt/FJISVpsal/ bin/mbs -p /
4567 ? S 0: 02 /opt/FJISVpsa/bin/fs -p [/
4568 ? S 0: 00 /opt/FJISVpsal/bin/ciipm -p /
4569 ? S 7:40 /opt/ FJSVpsal/bin/cilog -p /
4570 ? S 8:47 [opt/ FJSVpsal/bin/cios -p /
4578 ? S 0: 00 /opt/FJSVpsal/bin/cisalchild 1/
4819 ? Sl 0: 00 /opt/ FISVpsal/ bi n/ webgate -p /
21670 pts/5 S+ 0: 00 grep psa

2 If PSA isactive, use the following command to stop PSA.

Command syntax:

‘ /etc/init.d/ y30FJSVpsa stop
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3 Enter the ps command to check whether snmpd is active.

Command syntax:

ps ax | grep snnpd

Example: snmpd is active if /usr/shin/snmpd is displayed.

# ps ax | grep snnpd
32611 ? S 0: 04 /usr/sbin/snnpd -Lsd -Lf /dev/null -p /var/run/
snnpd -a

4 If snmpd is active, enter the following command to stop snmpd.

Command syntax:

| /etc/init.d/ snnpd stop ‘

5 Change the value of oldEnginel D defined in the /var/lib/net-snmp/snmpd.conf
file.

Remarks: You can changeto any value in up to 34 hexadecimal digits, provided that it
is unique throughout the partitions in the same cabinet.

Example: To change the value of oldEnginel D to 0x19760523

#vi [var/li b/ net-snnp/snnpd. conf
ol dEngi nel D 0x19760523

6 Enter the following command to start snmpd.

Command syntax:

| /etc/init.d/ snmpd start ‘

7  Change the current directory to /opt/FISV psa/sh/ to regenerate the snmpv3
password used for the PSA internal communication.

Command syntax:

cd /opt/ FJSVpsa/ sh/
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8 Execute snmpsetup.sh in the above directory.
Executing this command automatically generates the snmpv3 password used for
the PSA internal communication.

Command syntax:

‘ ./ snnpset up. sh install

9 Start PSA.

Command syntax:

‘ /etc/init.d/ y30FJSVpsa start

4.4.8 PSA update installation

Using the following commands in the order shown, stop the PSA service, and perform
update installation for the PSA package.

Note: If the PEXU has been mounted, use PSA-1.10 or later.
Command syntax:

Update from PSA-1.2.X-X or later

letc/init.d/ y30FJSVpsa stop
/[ bin/rpm-UWh FISVpsa- X X X-X.ia64.rpm
/etc/init.d/ y30FJSVpsa start

Update from PSA-1.1.X-X

/etc/init.d/ y30FJSVpsa stop
[bin/rpm-UWh FISVpsa- X X X-X.ia64.rpm
/[etc/init.d/ yl0FJSVpsa start
[etc/init.d/ y30FJSVpsa start

*  X.X.X-X indicates the PSA version.
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449 PSA uninstallation

Using the following commands in the order shown, stop the PSA service, and
uninstall the PSA package.

Command syntax:

/etc/init.d/ y30FJSVpsa stop
/bin/rpm-e FJSVpsa
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4.5 PSA Installation (Windows Server 2003)
(PRIMEQUEST 580A/540A/580/540/480/440)

This section describes procedure for installing PSA.

Required tasks:
® Checking the management LAN settings (— 4.5.1)

Optional tasks:
® Setting the destination of trap sending from the partition (— 4.5.2)
® Setting the destinations of trap and e-mail sending viathe MMB (— 4.5.3)
® \Windows firewall setting (— 4.5.4)
® Setting Watchdog monitoring after a STOP error (afatal system error) occurs
(— 455)

Remarks:

® Usethe PRIMEQUEST Software Installer or SystemcastWizard Lite to
install PSA. If you want to manually install the PSA, see Chapter 4,
"Manua PSA Installation” in the PRIMEQUEST 500A/500/400 Series
Reference Manual: Tools/Operation Information (C122-EQ74EN).
For details on installation using the PRIMEQUEST Software Installer, see
Section 3.3.6.1, "Installation using the PRIMEQUEST Software
Installer."
For details on installation using SystemcastWizard Lite, see the
PRIMEQUEST SystemcastWzard Lite User's Guide (C122-EOQ10EN).

® \When PSA isinstalled, the following setup tasks are automatically
performed for PSA operation:

1 Service setting
* PRIMEQUEST Server Agent
* PRIMEQUEST PEM Command Service
* PRIMEQUEST PSA Environment Control Service
2 Environment variable setting
* PATH variable
Value for use by PSA is added to the existing PATH variable.
* FJSVpsa INSTALLPATH variable
Thisis anew variable added.
3 Port setting
The parameter is set to ensure that PSA uses the TCP:24450 port.
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4 SNMP security setting
Make SNMP Service security settings because PSA must receive
SNMP packets from the MMB.
The subsequent operations varies as follows depending on the
parameter selected on the [ Security tab] in the [Properties] dialog box
of [SNMP Service] during PSA installation:
* |f [Accept SNMP packets from any host] was selected:
The SNMP security settings need not be made.
* |f [Accept SNMP packets from these hosts] was selected:
Make sure SNMP security settings unless the I|P address of the MMB
and localhost parameter are not specified.

Note:To change the SNMP Service security setting from [Accept
SNMP packets from any host] to [Accept SNMP packetsfrom
these hosts] after PSA installation, or to change the IP address
of the MM B, execute the SNMP security setting command
(setsnmpsec). For details on this command, see the
PRIMEQUEST 580A/540A/520A/500/400 Series Reference
Manual: Basic Operation/GUI/Commands (C122-EOCO03EN).

5 Window Management Instrumentation (WMI) setting

PSA collects information on PCI cards and SCSI devices by using
WMI, which isinstalled as standard with Windows.
If the amount of memory and the number of interna handlesthat WM
uses to collect this information are insufficient because there are many
LUNSs, such asin RAIDs, change settings to the following values:

» Maximum amount of memory used: 536,870,912 bytes

» Maximum number of internal handles: 65,536

6 Task scheduler settings

To monitor for errors involving the power supply of the expansion file
unit and FANs, make the following task scheduler settings:

Task name: File Unit Status Check

Activation interval: 5 minutes
The configuration information is collected when the PSA is started.
Error monitoring is then performed based on the collected information
until the next time the PSA is started. If an expansion file unit is not
connected, configuration information is collected according to the
schedule, but the process is completed immediately without error
monitoring performed. Therefore, no additional workload isimposed
on the system.
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Notes:

® [n thefirst attempt to open the PSA window from the Web-UI after the
system restart following PSA installation, the error message "E_33077
PSA is Not Active. (01:0000)" may be displayed. This may occur
because PSA requires a certain amount of time to acquire sensor
information for the system. Wait a few minutes, then try to open the
window again.

® After changing the IP address of an MMB or management LAN on the
partition side, be sure to restart PSA. Otherwise, a PSA screen display
error occurs in the Web-UI and detectable errors in PSA cannot be
reported.

® For PSA setup in Windows, the following points must be noted:

Do not enable Visual Notification in the Dr. Watson options.
Otherwise, if aPSA error occurs and amessage box opens, PSA cannot
be restarted until the message box is closed.

Do In the properties for the system log of the event viewer of the
application log, do not change the operation that is performed when the
maximum log size is reached to "Do not overwrite events (clear log
manually). Otherwise, any error that occurs when the maximum log
sizeisreached is not output to the log.

Do not stop the Windows service, print spooler service.

The operating system information collection function uses the
Windows Management Instrumentation (WMI) to collect the
configuration information. However, when the print spooler serviceis
stopped, an error isreported to WMI and configuration information is
not collected correctly.

If the following registry is set to under 20000 (this means 20 seconds),
Windows OS may become hung-up at OS Shutdown. Therefore, be
sure to set more than 20000 (this means 20 seconds). (Default value:
20000)

HKEY_ LOCAL_MACHINE\SYSTEM\CurrentControlSet
\Control\WaitToKillServiceTimeout

(Thisregistry determines how long the system waits after OS
shutdown before stopping services.)

The following message may be displayed when PSA starts up, but this
dose not cause any problems.

"PM child process abnormal end [6:750] (tagt) 1:0x00000000"
FJSVpsa Event ID 62
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45.1

Checking the management LAN settings

This section describes how to check the management LAN settings.
For communication of PSA with the MMB via the management LAN, the NIC
connected to the management LAN on the partition side must be active.

Note:  If you perform batch installation using the batch installer included in the
High-Reliability Tools, configure the management LAN after the batch
installation is completed.

(1) Verifying the NIC for the management LAN

In Device Manager, display the properties of the network adapters (Intel PRO/100 VE
Network Connection and Intel PRO/100 M Network Connection) assigned to the
management LAN, and check the settings in [Location] on the [General] tab.

Connect the network adapters for the management LAN to MMB#0 and MMB#1 as
follows:

- MMB#0: PCl Bus 1, Device 8, Function O
- MMB#1: PCl Bus 1, Device O, Function O

Use the teaming function of Intel PROSet to configure the above network adapters for
duplicated communication with the management LAN.

For Intel PROSet teaming, specify the | P addresses of the devices for the management
LAN that are configured for duplicated communication.

(2) Configuring the two network adapters for the management LAN so that

the adapters are duplicated

Use the teaming function of Intel PROSet to configure the network adapter for the
management LAN to guarantee management LAN operation for duplicated
communication.

Install Intel PROSet beforehand.
Note:

® Changethe VLAN setting of the MMB management LAN hubto "VLAN
Mode." (For details, see 2.2.4.5, Setting a management LAN hub.)

® The Spanning Tree Protocol (STP) function of the switch connected to the
user port (management LAN) of the MMB must be disabled.

® To make settings through a connection to a remote desktop, a console
session connection must be established. Establish thistype of connection
according to the following procedure:
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1Select [Start], and click [Run]. The [Run] dialog box opens.
2Enter "mstsc /v:<servername/ip address> /console” in the [ Open]
input box, and click the [OK] button.

Note:Using the teaming function for the management LAN may
change the I P address of the management LAN becauseitis
identified as anew device. If the IP address of the
management LAN is changed, a connection established from
aremote desktop to the management LAN may be terminated.

In this event, establish a connection by using the KVVM and specifying
the correct | P address.

For the connection to the server, specify an actual server name and
| P address in <servername/ip address>. (A virtual IP addressin
the cluster cannot be specified.)

* For details on the options for mstsc, you can enter "mstsc /?".

Click [Control Panel] — [Administrative Tools| — [Computer Management] —

[Device Manager].

Open [Network Adapter], and click [Inter(R) PRO/100 VE Network Connection]

to select it.
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E Computer Management (Local)

’—Jm System Tools
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Figure 4.15 [Computer Management] window
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3 The[lntel(R) PRO/100 VE Network Connection Properties] dialog box opens.

Click the [Teaming] tab, select [ Team with other adapters], and click the [New
Team] button.

Intel{R) PRO,/100 ¥E Network Connection .

2|
Resources I
Teaming | WLANS

Criver I

[retailz |
General I Link. I

Advanced
iI'ﬂeIe Adapter Teaming

Teaming options:

" Do niot team this adapter

o Mew Team... |
liear:
INo teams available j Eroperties. |

Team with other adapters

Teaming allows you to group multiple adapters into a single team =
that:

® Supports VLANS

» Supports muttiple team types for most Intel adapters s
& Offers advanced team settings

=l
Far an Auarviaws f LRIT tacmina cliclk hara

ok I Cancel |

Figure 4.16 [Teaming] tab

4  The[New Team Wizard] window isdisplayed. Enter ateam name (the default
team nameis Team #n), and click the [Next] button.

New Team Wizard I

‘Welcome to the IntellR] PRO Adapter Mew Team ‘Wizard

Specify a name for the tean:

[T=am )

Addvanced Metworking Services (ANS) team names are limitedd ;I
to 45 characters.

After you create the ANS team, you can viewe and modify its
settings on the Settings tab in Team propetties.

For more information ahout AMS teaming, click here.

|
< Back I Mest » I Cancel |

Figure 4.17 [New Team Wizard] dialog box
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5 A list of network adaptersis displayed for teaming.
Select [Intel (R) PRO/100 VE Network Connection] and [Intel(R) Pro/100 M
Network Connection] check boxes, and click the [Next] button.

x|

Select the adapters to include in this team:

[ Broadcom Met<ireme Gigabit Fiber #3

[ Broadcom Met<ireme Gigabit Fiber 4
Intel[R] PRO/100 M Metwork Connection
Intel[R) PRO/100VE Metwork Connection

L P

The list shows the adapters that are available for Advanced
Metworking Services (ANS) teaming.

Adapters that do not support ANS teaming or that are already
members of anather AMS or Express team are unavailable
and are not shawen inthe list.

When an adapter is added to an ANS team, all protocol LI

LD

< Back I Mest » I Cancel |

Figure 4.18 List of network adapters

6 Select [Adapter Fault Tolerance] from the mode list, and click the [Next] button.

New Team Wizard o

x|

apter Fault Tal

Adaptive Load Balancing

Static Link Agagregation

|IEEE 802.3ad Dynamic Link Aggregation
Switch Fault Tolerance

Adapter Fault Tolerance :I

Adapter Fault Tolerance (AFT) provides automatic redundancy
for & server's network connection. In the case of switch port,
cable, or adapter failure, vou can maintain network
connectivity.

Adapter Fault Tolerance is implemented with a primary adapter
and one or more backup, or secondary, adapters. During
normal operation, the backup adapters are in standby. If the link ﬂ

< Back I Mest » I Cancel |

Figure 4.19 List of team mode
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7 Thefollowing window is displayed. Teaming configuration processing starts
when you click the [Finish] button.

New Team Wizard i i |

The wizard hag the settings needed to create the team.

*Y'ou can view and modify the settings for these adapters from the team
properties dialog.

< Back

Cancel

Figure 4.20 Selection Completed window

8  When the configuration processing for Teaming is finished, a Teaming deviceis
created, and Team properties are displayed.
Click the [Settings] tab, and confirm that the displayed adapter information is
correct. If theinformation is correct, click the [OK] button to exit. Otherwise,
click the [Remove Team] button to delete the Teaming device, and start again
from step 2 of this procedure.

TEAM : Team #0 Properties . 21|

General | Settingsl Advancedl VLANsl Drriver I

@ TE&AM : Team #0

Device type: Metwork. adapters
Manufacturer: Intel

Locatior: Unknown

- Device status

Thiz device iz working properly. ;I

If pou are having problems with this device, click Troubleshoot to
start the troubleshoater.

Device usage:
Use this device [enable) j

oK | Cancel |

Figure 4.21 Team Number O Properties window

9 The[lntel(R) PRO/100 VE Network Connection Properties] dialog box opens
again.
Click the [OK] button to finish processing, and close [Computer Management].
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- Local Area Connection Properties _

10 Click [Control Panel] and [Network Connections|.
A list of networks is displayed.

11 Select the network whose device name is the specified Team name (e.g., Team
#0), and select [Properties] from the right-click menu.

12 Select [Internet Protocol (TCP/IP)], click the [Properties] button, and specify the
| P address, subnet mask, default gateway, and other parametersin the [Internet
Protocol (TCP/IP) Properties] dialog box.

13 Click the [Configure] button to display the Team properties.

General | Authentication | Advanced

Connect using:

Inj TEAM : Team #0

Thiz connection uses the following items:

O .LEJ Metwork Load B alancing
v S File and Printer Sharing for Microsaft Networks
i:li S IntellR] Advanced Metwork Services Protocal X
4

Install... | Uningtall | Froperties |

— Description

Allows pour computer to access rezources on a Microzoft
network.

[ Show icon in notification area when connected
[V Matify me when this connection has limited or no connectivity

21|

(] 8 | Cancel |

Figure 4.22 [Local Area Connection Properties] dialog box
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14 Click the [Advanced] tab, select [Probe] in [Settings], select [Enable] in [Valug],
and click the [OK] button.
Asaresult, the adapter activatesits link monitoring function, thereby setting
management LAN duplication.
Reboot to make the Teaming settings effective.

TEAM : Team #0 Properties 2 x|

Generall Settings  Advanced |VLANS! Diriver I
il'lieh Advanced Team Settings

Settings: Walue;

Check Time (in Seconds) ;] Enabled -
Locally Administered Address I _I
IMax no, times probe sent
(05 Packet Tagging
Receive Descriptars
Transmit Descriptors
Type of probe sent - Use Default |
Frobe

Determines whether Fault Tolerance sends probes and whether .‘_l

those probes are considered in fail-over decisions.

Probes are packets passed over the network between team

members to allow the Advanced Netwoark Services (ANS)

Teaming software to test the member's status. They do add a

amall amaount of traffic to the netwark and should be turned off

in-near capacity networks,

ok I Cancel |

Figure 4.23 [Advanced] tab

45.2 Setting the destination of trap sending from the partition
Note:

® SNMP v.3isnot supported in Windows.
® Perform the tasks for this setting only if the setting is required.

® |f partitions are managed by operation management software, this setting
Isrequired.

Click [Control Panel] — [Administrative Tools].

Click [Computer Management].

In the left tree, click [Services and Applications] — [Services|.

In the right pane, click [SNMP Service].

The [SNMP Service] dialog box appears.

Click the [Trap] tab.

Enter the desired community name in the [Community Name] field, and click
[Add to List].

7 Click [Add] inthe [Trap Send Destination] area.

A WODNPR

o 01
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8 Enter the host name or | P address of the server that will receive traps (for
notification), and click [Add].

9 Click [OK].

10 Click the[Action] menu — [Restart] to restart the SNMP service.

Verifying the trap transfer destination setting

4.5.3

To verify thetrap transfer destination setting, use the standard SNMP Service trap that
isnormally used during the SNMP Service restart in step 10. Check the reception of
thistrap to verify the transfer destination setting.

Remarks:A trap receipt application or trap manager must be active at the trap transfer
destination to ensure that standard SNMP Service traps can be received.

On the trap transfer source machine, restart SNMP Service by performing step 10.

Asaresult, the trap receipt application at the trap transfer destination receives the
"ColdStart" standard SNMP Service trap.

For example, if the trap transfer destination is a Linux machine, the following
message is added to syslog when snmptrapd receives the trap, and this indicates that
the trap transfer destination can correctly receive such traps.

Aug 17 14:50:03 shaka snmptrapd[ 2600]: 2005-08-17 14:50:03
pg-server.fujitsu.com [192.168.0.162] (via 192.168.0.162) TRAP, SNMP

v1, community public SNMPv2-SMI::enterprises.211.1.31.1.2.100.3 Cold Start Trap
(0) Uptime: 0:00:00.00

Setting the destinations of trap and e-mail sending via the MMB
Note:
® Perform the tasks for this setting only if the setting is required.

@ |f partitions are managed by operation management software, this setting
Isrequired.
Destinations for trap and e-mail sending viathe MMB are the addresses set with the
MMB Web UI.

See Section 5.1.2, "System SNMP setting.” for the MMB trap destination. See
Section 2.2.3.5, "SMTP settings.” for the e-mail destination.
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454

Windows firewall setting

To run your system with the Windows firewall enabled, specify [Exceptions] for the
following ports to guarantee that data can be sent to and received from the MMB
through the following ports:

® TCP port used by PSA: 24450 port
® UDP port used for SNMP: 161 port

1 Click [Control Panel] — [Windows Firewall].

The [Windows Firewall] window opens.

2  Click the [Exceptions] tab, and click the [Add Port] button.

The [Add Port] dialog box opens.

3 Enter the port number used by PSA, and click the [OK] button.

Add a Port ]|

|lze these zettingz to open a port through "Windows Firewall. To find the port
number and protocol, consult the documentation for the progranm or service you
want o use.

Marme: |P5-‘i"-

Port number; |2445EI

Change scope. .. | (] | Cancel

Figure 4.24 [Add a Port] dialog box

4  Click the [Add Port] button in the [Windows Firewall] window again.

The [Add Port] dialog box opens.
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5 Enter the port number used by SNMP, and click the [OK] button.

Add a Port

|Jze these settings to open a port through WWindowes Firewall. To find the port
number and protocal, conzult the documentation for the program or service pou
want to uze.

Mame: |SNMP

Bort number; I1 &1

Change scope... | (0] 8 l Cancel

Figure 4.25 [Add a Port] dialog box

6 Inthe[Windows Firewall] window, click the [OK] button, and this ends the
setting procedure.
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45.5 Setting Watchdog monitoring after a STOP error (a fatal system
error) occurs

If aSTOP error (afatal system error) occurs in the system, the results are as follows:

» "Panic" isdisplayed for " System Progress" of the relevant partition in [Partition]-
[Power Control] of the MMB Web-UlI.
* A memory dump is collected in the system.

In such cases, to prevent the system from freezing or otherwise becoming non-
responsive, monitoring using the Watchdog timer can be set.

When the specified time has elapsed, the MMB executes a Hard Reset, and the OS is
rebooted.

Setting procedure
1 Openthefollowing file:
[PSA installation folder] \etc\opt\FISV psalusr\pnwatchdog.conf
(Example: C:\Program Files\fujitsu\FISV psa\etc\opt\FISV psalusr
\pnwatchdog.conf)
2  Specify akey value as shown below. The default isO.
Section: [WATCHDOG]
Key: [TIMER]
Set value (unit: seconds) 0 (Watchdog timer not used)
1 to 6000 (Watchdog timer monitoring time)
Remarks: For the set value, measure the time required for memory dump in the
applicable partition and determine the appropriate value. If the
required time exceeds 6000 seconds (one hour and 40 minutes),
specify 0 (Watchdog timer not used).
If the set value is shorter than the time required for memory dump
processing, the Watchdog timer expires, resulting in execution of a
Hard Reset, with the result that the memory dump cannot be collected
correctly.

C122-E001-10EN 4-79



CHAPTER 4 Work Required After Operating System Installation

4.5.6 PSA update installation
This section describes the PSA update installation procedure.

Remarks:For the procedure for obtaining fix programs, ask your Fujitsu certified
engineer or the support center.

Note: If the PEXU has been mounted, use PSA-1.10 or later.

(1) Minor update installation

1 Savethefix program (fjpsaxxxx.exe) to the desired folder.
2 Start thefix program. The following installation preparation window opens.

InstallShield Wizard

Preparing to Install...

PRIMEQUEST Server Agent Setup is preparing the
InztallShield ‘Wizard, which will guide vou through the
program setup process. Pleasze wait,

Checking Operating System Yersion
]

Figure 4.26 Installation preparation window

3 When the following window is displayed to indicate that the system is ready for
installation, click the [Next] button to perform installation. Program updating is
started.

PRIMEQUEST Server Agent - InstallShield Wizard B3

PRIMEQUEST Server Agent Update

The update inzstallation iz executed.
Fleaze shut down all ather applications.

Cancel

Figure 4.27 Update installation window
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4  Click the [Finish] button to finish processing.

PRIMEQUEST Server Agent - InstallShield Wizard

InstallShield Wizard Complete

The update inztallation was completed.

< Back Carcel

Figure 4.28 Update completion window

5 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at thistime would cause no problem, select the restart option, and click the
[Finish] button.

(2) Major update installation

1 Savethefix program (fjpsaxxxx.exe) to the desired folder.
2 Start thefix program. The following installation preparation window opens.

InstallShield Wizard

Preparing to Install...

PRIMEQUEST Server Agent Setup is preparing the
InztallShield ‘Wizard, which will guide vou through the
program setup process. Pleasze wait,

Checking Operating System Yersion

L

Figure 4.29 Installation preparation window
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3 When aconfirmation message isdisplayed, click the [OK] button. Uninstallation
is started.

Detected previous version of PSA | x|

& previous version of PSA was detected.
Wiould wou like toinstall lakest version , after uninstalling previous one?

Zancel |

Figure 4.30 [Detected previous version of PSA] window

4  When uninstallation is completed, installation of the new version is started.

PRIMEQUEST Server Agent - InstallShield Wizard

PRIMEQUEST Server Agent Update

The update inzstallation iz executed.
Fleaze shut down all ather applications.

Cancel

Figure 4.31 Update installation window

5 Specify theinstallation destination, and click the [Next] button.
By default, the new version isinstalled in Program Files\Fujitsu. To change the
installation destination, click the [View] button, and specify a destination.

PRIMEQUEST Server Agent - InstallShield Wizard

Select Features

Select the features setup will install. e =

Select the features you want to install, and deselect the features you do not want to install

Destination Folder
(E:\Program FileshFuijitsut, ‘
Space Required on C: 101 MB =
Space Available on C: 22283 MB ﬂl
IrvstallShield
< Back | Mest » | Cancel |

Figure 4.32 [Select Features] window
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6 When installation is completed, the completion window shown below is
displayed. Click the [Finish] button.

PRIMEQUEST Server Agent - InstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling PRIMEQUEST Server Agent on
your computer.

Eane] |

< Back

Figure 4.33 Installation completion window

7 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at thistime would cause no problem, select the restart option, and click the

[Finish] button.
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4.5.7 PSA uninstallation
This section describes the procedure for uninstalling PSA.
1 Click [Control Panel] — [Add/Remove Programsg].
2 Select [PRIMEQUEST Server Agent] from [Currently Installed Programs], and
click [Change/Delete].
3 A deletion confirmation message appears. Click [OK] to start uninstallation.

Confirm Uninstall

Are you sure you want ko completely remove 'FRIMEQUEST Server Agent’ and all of its Features?

Cancel |

Figure 4.34 Confirmation message window

4 When uninstallation is completed, a maintenance completion window is
displayed. Click [Finish].

PRIMEQUEST Server Agent - Installshield Wizard

Uninstall Complete

InstallShield Wizard uninstalled succeeded in the uninstallation
PRIMEQUEST Server dgent. It is necessary to reactivate to
delete PRIMEQUEST Server Agent completely.

Canee]

< Back

Figure 4.35 Maintenance completion window

5 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at this time would cause no problem, select the restart option, and click the

[Finish] button.
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4.6 PSA Installation (Windows Server 2003)
(PRIMEQUEST 520A/520/420)

This section describes procedure for installing PSA.

Required tasks:
® Checking the management LAN settings (— 4.6.1)

Optional tasks:
@® Setting the destination of trap sending from the partition (— 4.6.2)
® Setting the destinations of trap and e-mail sending viathe MMB (— 4.6.3)
® \Windows firewall setting (— 4.6.4)
® Setting Watchdog monitoring after a STOP error (afatal system error) occurs
(— 4.6.5)

Remarks:

® Usethe PRIMEQUEST Software Installer or SystemcastWizard Lite to
install PSA. If you want to manually install the PSA, see Chapter 4,
"Manual PSA Installation” in the PRIMEQUEST 500A/500/400 Series
Reference Manual: Tools/Operation Information (C122-EQ74EN).
For detailson installation using the PRIMEQUEST Software Installer, see
Section 3.3.6.1, "Installation using the PRIMEQUEST Software
Installer.”
For details on installation using SystemcastWizard Lite, see the
PRIMEQUEST SystemcastWzard Lite User's Guide (C122-EOQ10EN).

® \When PSA isinstalled, the following setup tasks are automatically
performed for PSA operation:

1 Service setting
* PRIMEQUEST Server Agent
* PRIMEQUEST PEM Command Service
* PRIMEQUEST PSA Environment Control Service
2 Environment variable setting
* PATH variable
Value for use by PSA is added to the existing PATH variable.
* FJSVpsa INSTALLPATH variable
Thisis anew variable added.
3 Port setting
The parameter is set to ensure that PSA uses the TCP:24450 port.
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4 SNMP security setting

Make SNMP Service security settings because PSA must receive
SNMP packets from the MMB.
The subsequent operations varies as follows depending on the
parameter selected on the [ Security tab] in the [Properties] dialog box
of [SNMP Service] during PSA installation:
* |f [Accept SNMP packets from any host] was selected:
The SNMP security settings need not be made.
* |f [Accept SNMP packets from these hosts] was selected:
Make sure SNMP security settings unless the | P address of the MM B
and localhost parameter are not specified.

Note: To change the SNMP Service security setting from [ Accept
SNMP packets from any host] to [Accept SNMP packetsfrom
these hosts] after PSA installation, or to change the I P address
of the MMB, execute the SNMP security setting command
(setsnmpsec). For details on this command, see the
PRIMEQUEST 580A/540A/520A/500/400 Series Reference
Manual: Basic Operation/GUI/Commands (C122-E003EN).

5 Window Management Instrumentation (WMI) setting

PSA collects information on PCI cards and SCSI devices by using
WMI, which isinstalled as standard with Windows.
If the amount of memory and the number of internal handles that WM
uses to collect this information are insufficient because there are many
LUNSs, such asin RAIDs, change settings to the following values:

» Maximum amount of memory used: 536,870,912 bytes

» Maximum number of internal handles: 65,536

6 Task scheduler settings

To monitor for errors involving the power supply of the expansion file
unit and FANSs, make the following task scheduler settings:

Task name: File Unit Status Check

Activation interval: 5 minutes
The configuration information is collected when the PSA is started.
Error monitoring is then performed based on the collected information
until the next time the PSA is started. If an expansion file unit is not
connected, configuration information is collected according to the
schedule, but the process is completed immediately without error
monitoring performed. Therefore, no additional workload isimposed
on the system.
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Notes:

® [n thefirst attempt to open the PSA window from the Web-UlI after the
system restart following PSA installation, the error message "E_33077
PSA isNot Active. (01:0000)" may be displayed. This may occur
because PSA requires a certain amount of time to acquire sensor
information for the system. Wait afew minutes, then try to open the
window again.

® After changing the IP address of an MMB or management LAN, be sure
to restart PSA. Otherwise, a PSA screen display error occurs in the Web-
Ul and detectable errorsin PSA cannot be reported.

® For PSA setup in Windows, the following points must be noted:

Do not enable Visual Notification in the Dr. Watson options.
Otherwise, if aPSA error occurs and a message box opens, PSA cannot
be restarted until the message box is closed.

Do In the properties for the system log of the event viewer of the
application log, do not change the operation that is performed when the
maximum log size is reached to "Do not overwrite events (clear log
manually). Otherwise, any error that occurs when the maximum log
sizeisreached is not output to the log.

Do not stop the Windows service, print spooler service.

The operating system information collection function uses the
Windows Management Instrumentation (WMI) to collect the
configuration information. However, when the print spooler serviceis
stopped, an error is reported to WMI and configuration information is
not collected correctly.

If the following registry is set to under 20000 (this means 20 seconds),
Windows OS may become hung-up at OS Shutdown. Therefore, be
sure to set more than 20000 (this means 20 seconds). (Default value:
20000)

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet
\Control\WaitToKillServiceTimeout

(Thisregistry determines how long the system waits after OS
shutdown before stopping services.)

The following message may be displayed when PSA starts up, but this
dose not cause any problems.

"PM child process abnormal end [6:750] (tagt) 1:0x00000000"
FJSVpsa Event ID 62

C122-E001-10EN
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4.6.1 Checking the management LAN settings

This section describes how to check the management LAN settings.
For communication of PSA with the MMB via the management LAN, the NIC
connected to the management LAN must be active.

Note:  If you perform batch installation using the batch installer included in the
High-Reliability Tools, configure the management LAN after the batch
installation is completed.

(1) Verifying the NIC for the management LAN
In Device Manager, display the properties of the network adapters (Intel PRO/100 VE
Network Connection) assigned to the management LAN, and check the settingsin
[Location] on the [General] tab.

Connect the network adapter for the management LAN to MMB asfollows:
- MMB: PCI Bus 1, Device 8, Function 0

(2) Setting the network adapter for the management LAN
Note:

® The Spanning Tree Protocol (STP) function of the switch connected to the
user port (management LAN) of the MMB must be disabled.

® To make settings through a connection to a remote desktop, a console
session connection must be established. Establish thistype of connection
according to the following procedure:

1Select [Start], and click [Run]. The [Run] dialog box opens.

2Enter "mstsc /v:<servername/ip address> /console” in the [ Open]
input box, and click the [OK] button.
For the connection to the server, specify an actual server name and
| P address in <servername/ip address>. (A virtual IP addressin
the cluster cannot be specified.)
* For details on the options for mstsc, you can enter "mstsc /?".
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1 Click [Control Panel] and [Network Connections|.
A list of networksis displayed.

2  Select the network whose device nameis the specified Team name and select
[Properties] from the right-click menu.

3  Sdlect [Internet Protocol (TCP/IP)], click the [Properties] button, and specify the
| P address, subnet mask, default gateway, and other parameters in the [I nternet
Protocol (TCP/IP) Properties] dialog box.

4.6.2 Setting the destination of trap sending from the partition
Note:
® SNMP v.3isnot supported in Windows.
® Perform the tasks for this setting only if the setting is required.
® The setting isrequired for linkage with operation management software.

Click [Control Panel] — [Administrative Tools)].

Click [Computer Management].

In the left tree, click [Services and Applications] — [Services].

In the right pane, click [SNMP Service].

The [SNMP Service] dialog box appears.

Click the [Trap] tab.

Enter the desired community name in the [Community Name] field, and click

[Add to List].

7 Click [Add] inthe [Trap Send Destination] area.

8 Enter the host name or | P address of the server that will receive traps (for
notification), and click [Add].

9 Click [OK].

10 Click the[Action] menu — [Restart] to restart the SNMP service.

A W NP
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Verifying the trap transfer destination setting

4.6.3

4.6.4

To verify the trap transfer destination setting, use the standard SNMP Service trap that
isnormally used during the SNMP Service restart in step 10. Check the reception of
thistrap to verify the transfer destination setting.

Remarks:A trap receipt application or trap manager must be active at the trap transfer
destination to ensure that standard SNMP Service traps can be received.

On the trap transfer source machine, restart SNMP Service by performing step 10.

Asaresult, the trap receipt application at the trap transfer destination receives the
"ColdStart" standard SNMP Service trap.

For example, if the trap transfer destination is a Linux machine, the following
message is added to syslog when snmptrapd receives the trap, and this indicates that
the trap transfer destination can correctly receive such traps.

Aug 17 14:50:03 shaka snmptrapd[ 2600]: 2005-08-17 14:50:03
pg-server.fujitsu.com [192.168.0.162] (via192.168.0.162) TRAP, SNMP

v1, community public SNMPv2-SMI::enterprises.211.1.31.1.2.100.3 Cold Start Trap
(0) Uptime: 0:00:00.00

Setting the destinations of trap and e-mail sending via the MMB
Note:

® Perform the tasks for this setting only if the setting is required.

® The setting isrequired for linkage with operation management software.

Destinations for trap and e-mail sending viathe MMB are the addresses set with the
MMB Web Ul.

See Section 5.1.2, "System SNMP setting.” for the MMB trap destination. See
Section 2.2.3.5, "SMTP settings.” for the e-mail destination.

Windows firewall setting

To run your system with the Windows firewall enabled, specify [Exceptions] for the
following ports to guarantee that data can be sent to and received from the MMB
through the following ports:

® TCP port used by PSA: 24450 port
® TCP port used for SNMP: 161 port
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1 Click [Control Panel] — [Windows Firewall].
The [Windows Firewall] window opens.

2  Click the [Exceptions] tab, and click the [Add Port] button.
The [Add Port] dialog box opens.

3 Enter the port number used by PSA, and click the [OK] button.

Add a Port B3 |

|lze these zettingz to open a port through "Windows Firewall. To find the port
number and protocol, consult the documentation for the progranm or service you
want o use.

Marme: |P5-‘i"-

Port number; |2445EI

& TCP i UDP

Change scope. .. | (] | Cancel

Figure 4.36 [Add a Port] dialog box

4  Click the [Add Port] button in the [Windows Firewall] window again.
The [Add Port] dialog box opens.
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5 Enter the port number used by SNMP, and click the [OK] button.

Add a Port

|Jze these settings to open a port through WWindowes Firewall. To find the port
number and protocal, conzult the documentation for the program or service pou
want to uze.

Mame: |SNMP

Bort number; I1 &1

Change scope... | (0] 8 l Cancel

Figure 4.37 [Add a Port] dialog box

6 Inthe[Windows Firewall] window, click the [OK] button, and this ends the
setting procedure.
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4.6.5 Setting Watchdog monitoring after a STOP error (a fatal system
error) occurs

If aSTOP error (afatal system error) occurs in the system, the results are as follows:
PRIMEQUEST 520A/520/420

» "Panic" isdisplayed for "System Progress' of the relevant partition in [Partition]-
[Power Control] of the MMB Web-UlI.
» A memory dump is collected in the system.

In such cases, to prevent the system from freezing or otherwise becoming non-
responsive, monitoring using the Watchdog timer can be set.

When the specified time has elapsed, the MMB executes a Hard Reset, and the OS is
rebooted.

Setting procedure
1 Openthefollowing file:
[PSA installation folder] \etc\opt\FJISV psalusr\pnwatchdog.conf
(Example: C:\Program Files\fujitsu\FISV psa\etc\opt\FISV psalusr
\pnwatchdog.conf)
2  Specify akey value as shown below. The default isO.
Section: [WATCHDOG]
Key: [TIMER]
Set value (unit: seconds) 0 (Watchdog timer not used)
1 to 6000 (Watchdog timer monitoring time)
Remarks: For the set value, measure the time required for memory dump in the
environment to be applied and determine the appropriate value. If the
required time exceeds 6000 seconds (one hour and 40 minutes),
specify 0 (Watchdog timer not used).
If the set value is shorter than the time required for memory dump
processing, the Watchdog timer expires, resulting in execution of a
Hard Reset, with the result that the memory dump cannot be collected
correctly.
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4.6.6 PSA update installation
This section describes the PSA update installation procedure.

Remarks:For the procedure for obtaining fix programs, ask your Fujitsu certified
engineer or the support center.

Note: If the PEXU has been mounted, use PSA-1.10 or later.

(1) Minor update installation

1 Savethefix program (fjpsaxxxx.exe) to the desired folder.
2 Start thefix program. The following installation preparation window opens.

InstallShield Wizard

Preparing to Install...

PRIMEQUEST Server Agent Setup is preparing the
InztallShield ‘Wizard, which will guide vou through the
program setup process. Pleasze wait,

Checking Operating System Yersion
]

Figure 4.38 Installation preparation window

3 When the following window is displayed to indicate that the system is ready for

installation, click the [Next] button to perform installation. Program updating is
started.

PRIMEQUEST Server Agent - InstallShield Wizard B3

PRIMEQUEST Server Agent Update

The update inzstallation iz executed.
Fleaze shut down all ather applications.

Cancel

Figure 4.39 Update installation window
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4  Click the [Finish] button to finish processing.

PRIMEQUEST Server Agent - InstallShield Wizard

InstallShield Wizard Complete

The update inztallation was completed.

< Back Carcel

Figure 4.40 Update completion window

5 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at thistime would cause no problem, select the restart option, and click the
[Finish] button.

(2) Major update installation

1 Savethefix program (fjpsaxxxx.exe) to the desired folder.
2 Start thefix program. The following installation preparation window opens.

InstallShield Wizard

Preparing to Install...

PRIMEQUEST Server Agent Setup is preparing the
InztallShield ‘Wizard, which will guide vou through the
program setup process. Pleasze wait,

Checking Operating System Yersion

L

Figure 4.41 Installation preparation window
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3 When aconfirmation message isdisplayed, click the [OK] button. Uninstallation
is started.

Detected previous version of PSA | x|

& previous version of PSA was detected.
Wiould wou like toinstall lakest version , after uninstalling previous one?

Zancel |

Figure 4.42 [Detected previous version of PSA] window

4  When uninstallation is completed, installation of the new version is started.

PRIMEQUEST Server Agent - InstallShield Wizard

PRIMEQUEST Server Agent Update

The update inzstallation iz executed.
Fleaze shut down all ather applications.

Cancel

Figure 4.43 Update installation window

5 Specify theinstallation destination, and click the [Next] button.
By default, the new version isinstalled in Program Files\Fujitsu. To change the
installation destination, click the [View] button, and specify a destination.

PRIMEQUEST Server Agent - InstallShield Wizard

Select Features

Select the features setup will install. e =

Select the features you want to install, and deselect the features you do not want to install

Destination Folder
(E:\Program FileshFuijitsut, ‘
Space Required on C: 101 MB =
Space Available on C: 22283 MB ﬂl
IrvstallShield

< Back | Mest » | Cancel |

Figure 4.44 [Select Features] window
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6 When installation is completed, the completion window shown below is
displayed. Click the [Finish] button.

PRIMEQUEST Server Agent - InstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling PRIMEQUEST Server Agent on
your computer.

Eane] |

< Back

Figure 4.45 Installation completion window

7 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at thistime would cause no problem, select the restart option, and click the
[Finish] button.
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4.6.7 PSA uninstallation
This section describes the procedure for uninstalling PSA.
1 Click [Control Panel] — [Add/Remove Programsg].
2 Select [PRIMEQUEST Server Agent] from [Currently Installed Programs], and
click [Change/Delete].
3 A deletion confirmation message appears. Click [OK] to start uninstallation.

Confirm Uninstall

Are you sure you want ko completely remove 'FRIMEQUEST Server Agent’ and all of its Features?

Cancel |

Figure 4.46 Confirmation message window

4 When uninstallation is completed, a maintenance completion window is
displayed. Click [Finish].

PRIMEQUEST Server Agent - InstallShield Wizard

Uninstall Complete

InstallShield Wizard uninstalled succeeded in the uninstallation
PRIMEQUEST Server dgent It iz necessany o reactivate to
delete PRIMEQUEST Server Agent completely.

< Back LCance|

Figure 4.47 Maintenance completion window

5 If arestart is necessary, adialog box is displayed that prompts the user to specify
whether to restart the computer. When this dialog box is displayed, confirm that a
restart at this time would cause no problem, select the restart option, and click the

[Finish] button.
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4.7

4.8

48.1

PSA Settings

For details on PSA settings on a system with Windows Server 2008 installed, see the
PRIMEQUEST Windows Server 2008 User's Guide (C122-E087EN).

PSA Monitoring Setup

PSA is a system management application program that runs on an OS of the
PRIMEQUEST machine to monitor for failuresin the hardware and maintain the
configuration. This section describes items you need to set up in the PSA window
during installation.

® Setting SM.A.R.T. (— 4.8.1)
® Setting Watchdog (— 4.8.2)

For saving the settings that have been made, see Section 4.13.1, "Saving PSA setup
information.”

Setting S.M.A.R.T.

Setting Targets of S M.A.R.T.

The Self-Monitoring, Analysis and Reporting Technology (S.M.A.R.T.) function for
predictive monitoring can be set for hard disks. This section explains how to enable
or disable SM.A.R.T. for predictive detection of hard disks that support SM.A.R.T.
S.M.A.R.T. applies to the entire group of hard disks.

S.M.A.R.T. monitors the following disks:

* Built-in disks (excluding those which do not support SM.A.R.T.)
» External disks (excluding RAID units and those which do not support
SM.ART)

Remarks:Only auser with setting authority can set or change the monitoring method.
A user without setting authority can only referenceit.
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Information to be monitored and processing to be performed
® [nformation to be monitored

S.M.A.R.T. performs predictive monitoring for the information types below and
reports when the threshold defined for each of themin SM.A.R.T. is exceeded.
The threshold for each item depends on the type of disk of each vendor.

- Temperature

- Read error rate

- Write error rate

- Seek error rate

- Spin-up time

- Number of remaining alternate sectors

After monitoring is set, the system periodically (at about six-hour intervals) polls
S.M.A.R.T. on each disk to check for predictive detection.

® Processing performed at detection of a predictive sign of error
- Blinks the Fault LED on the relevant disk by repeating a cycle of "four quick
blinks + pause"
- Outputs information posted from SM.A.R.T. to SYSLOG and reports it
(REMCS/e-mail)

Procedure
1 Click [Partition] — [Partition#x] — [PSA] — [Setup] — [SM.A.R.T.].
The [S.M.A.R.T.] window is displayed.

System Switch Tser Admmistration Wetwork Configuration  Mamtenance Logout
=Partinon >Partitiord2 *PSA >Setup >SMART

L]
L ‘ Hel
a S.M.ART. k
L]
Clck the Apply Button to apply all changes
L]
] SMART. Monitoring
L] (& Enable
L] O Disable
s
L]
L]
-]
D Watchdog.
LSMART

Figure 4.48 [S.M.A.R.T.] window

2 Select [Enable] or [Disable] and click the [Apply] button.

ltem Description
S.M.A.R.T. Monitoring » [Enable]: Enables S.M.A.R.T. monitoring.
 [Disable]: Disables SM.A.R.T. monitoring.
Default: [Enable]
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4.8.2 Setting Watchdog

Information to be monitored

Watchdog monitoring includes two modes: Software Watchdog and Boot Watchdog.
These two watchdog modes are explained below. To enable Watchdog monitoring,
specify timeout data and action (action can be set only for Software Watchdog).

@ Software Watchdog
Software Watchdog causes the MMB firmware to periodically monitor the
condition and takes the specified action if a Watchdog timer restart instruction is
not given from PSA to MMB within the specified period.

® Boot Watchdog
Boot Watchdog takes the specified action if OS boot failsto complete its
processing within the specified period. Boot Watchdog options other than the
time-out value can be set in the MMB ASR window. Inthe MMB ASR window,
Boot Watchdog can be disabled in case of emergency.

Before making the Watchdog setting

Before setting the TimeOut value for Boot Watchdog, measure the standard value for
a TimeOut value according to the procedure below.

For the actual setting value, use avalue that istwice as large as the measured value to
secure a sufficient margin of safety.

Remarks: This operation can be performed only by a user with sufficient privileges
for this setting.

Note: When the dump environment is set for Linux, also set the dump
information storing time which is required for storing dump information
after making the dump environment setting.

1 Click [Partition] — [Power Control].
The [Power Control] window appears.

Power Control Reftesh

Select a Power Control option for one or mote partitions, then click the Apply button o taks effect.

#| Patition Name| Status| Power Status| System Progress| Power Control Force Power Off Delay| Under Maintenance
0| Maste:DBS | OK | Stendby | Powes OFf (Mot specified) v | [ i
1| ManDB3 0K [Standby Power Off (Mot specified) || [] min

Apply | Cancel J

Figure 4.49 [Power Control] window
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[For Linux ]

2  Confirm that the [ System Progress] field of the partition for which timeisto be
measured displays [OS Running].
Select [INIT] from the pull-down list in the [Power Control] window, and click
the [Apply] button.

3  After dump information is saved, measure the time period from the start of
rebooting the partition until the [ System Progress] field displays [OS Running].

[For Windows]
2  Confirm that the [ System Progress] field of the partition for which timeisto be
measured displays [Power Off].

Select [Power ON] from the pull-down list in the [Power Control] window.
3 Measurethetime period from the clicking of the [Apply] button until the [System
Progress| field displays [OS Running].

[AACAUTION|

Malfunction
When performing the following operations, set Boot Watchdog [Disable]:

® CD-ROM boot

® Startup in single user mode

® Backup and restore using SystemcastWizard
If the operation above is performed with Boot Watchdog set [Enable], operating
system restart is repeated for the specified number of times, after which a specified
action (Stop rebooting and Power Off, Stop rebooting, or Diagnostic Interrupt
assert) is performed. The retry count for restarting the operating system and the
action to be performed are determined according to the settings of the [ASR
(Automatic Server Restart) Control] window of the MMB.
At this time, by clicking the [Apply] button after checking the [Cancel Boot
Watchdog] check box in the [ASR (Automatic Server Restart) Control] window of
the MMB, Boot Watchdog can forcibly be set to [Disable].
For details of the [ASR (Automatic Server Restart) Control] window of the MMB,
see Section 5.3.11.3, "ASR (Automatic Server Restart) Control] window," in PART
I "MMB" of the PRIMEQUEST 580A/540A/520A/500/400 Series Reference
Manual: Basic Operation/GUI/Commands (C122-E003EN).

® [f 0 is specified for the value of Number-of-Restart-Tries in the [ASR (Automatic
Server Restart) Control] window of the MMB, the specified action is not executed
even after a lapse of the time at which a timeout should occur. Do not specify 0 for
the value when you enable watchdog monitoring.
For details of the [ASR (Automatic Server Restart) Control] window of the MMB,
see Section 5.3.11.3, "[ASR (Automatic Server Restart) Control] window in
PART Il "MMB" of the PRIMEQUEST 580A/540A/520A/500/400 Series Reference
Manual: Basic Operation/GUI/Commands (C122-E003EN).
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Procedure
1 Click [Partition] — [Partition#x] — [PSA] — [Setup] — [Watchdog].
The [Watchdog] window is displayed.

on e Configuration Wantenance Logout

=Partition >Partition#2 *P54 >Setup >Watchdog
L]
(-] 7 -Hel
z Watchdog (Fet)
B
Click the Apply Button to apply all changes
: Software Watchdog
= “Watchdog () Enable ® Disable
Tian o I :-conds (50-6000 seconds)
L] Watchdog Action _
B
L] Boot Watchdog
=2 Watchdog O Enable @ Disable

Time Out I :-conds (50-6000 seconds)

Mote) Acton setings of Boot Watchdeg can be set in the following window.
=Partition >Partition#2 ~=ASR Control

Figure 4.50 [Watchdog] window
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2 Enter necessary data and click the [Apply] button.

Table 4.5 Displayed and setting items in the [Watchdog] window

Item Description
Software Watchdog |Watchdog |Specify whether to enable Software Watchdog
monitoring.
[Disable]: Do not monitor.
[Enable]: Monitor.

Default: [Disable]
TimeOut |Specify the time-out value in seconds when
Software Watchdog monitoring is enabled.
Specification range: 60 - 6000 seconds

(This option can be specified only when
[Watchdog] is[Enable].)

Default: 3600
Watchdog |Select the action to be taken if recovery fails after
Action time-out occurs. Select one from the drop-down
list.
* [No Action]: Do nothing. Do SEL output,
however.

* [Reset]: Reset the partition.

e [Power Off]: Forcibly turn off the partition
without executing the normal end processing for
the OS (shutdown).

» [Power Cycle]: Forcibly turn off the partition
and then turn it on again.

* [INIT]: Cause an INIT interrupt to the partition.
(This option can be specified only when
[Watchdog] is [Enable].)

Default: [No Action]
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Item

Description

Boot Watchdog

Watchdog

Specify whether to enable Boot Watchdog
monitoring.

[Disable]: Do not monitor.

[Enable]: Monitor.

Note: When performing thefollowing operations,

set Boot Watchdog to [Disable]:
*CD-ROM boot
eStartup in single user mode
*Backup and restore using
SystemcastWizard
Default: [Disable]

TimeOut

Specify the time-out value in seconds when
Software Watchdog monitoring is enabled.
Specification range: 60 - 6000 seconds
Note:

Determine the value based on the duration from
when the partition power isturned on and
[System Progress] in the [Power Control]
window of the MMB changesto [Boot] to
when it changes to [OS Running]. To prevent
incorrect detection, Fujitsu recommends setting
asufficiently large value, larger than doublethe
above duration.

Also, take into account the time required for
storing dump information when an OS panic
OCCuUrs.

This option can be specified only when
[Watchdog] is[Enable]. ThedefaultisO. Note
that timeout data cannot be specified with the
default.
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4.9 Dump Environment Setup (Linux: Red Hat)

When the dump function is used under Linux (Red Hat) control, disk space must be
allocated in advance. For information on how to alocate the area, see the
PRIMEQUEST 580A/540A/580/540/480/440 System Design Guide (C122-BO01EN)
or PRIMEQUEST 520A/520/420 System Design Guide (C122-BO09EN).

When Linux (Red Hat) is used with PRIMEQUEST, the dump function that can be
used depends on the Linux OS version. The following briefly explains the dump
environment for each Linux OS version.

RHEL-AS4 (IPF)

When RHEL-A$4 (1PF) is used with PRIMEQUEST, the dump function (diskdump)
provided by the Linux distribution and the dump function (sadump) dedicated to
PRIMEQUEST can be used.

Figure 4.51 shows an overview of the dump environment.

Business system
I
Business application
Linux Kernel
panic .
Dump device Narlcrash
diskdump :> [:> —
Start Backu
Callect Save

sadump |:":>

~N

Figure 4.51 RHEL-AS4 (IPF) dump environment
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RHELS5 (IPF)

When RHELS5 (IPF) is used with PRIMEQUEST, the dump function (kdump)
provided by the Linux distribution and the dump function (sadump) dedicated to
PRIMEQUEST can be used.

Figure 4.52 shows an overview of the dump environment.

Business system

I
Business application

A <

Linux Kernel

%panic
@V Dump device Dump saving area

D

*;i Start |

Save
— :bﬁi
— R N~

Figure 4.52 RHELS5 (IPF) dump environment

Backup

This section describes how to set up a dump environment. For dump-related

operations, see the PRIMEQUEST 500A/500/400 Series Reference Manual: Message/
Logs (C122-EQ04EN).

If asystem failure occursin the PRIMEQUEST, the user should notify the certified
service engineer of the failure as an incident. The certified service engineer, in turn,
will perform investigation based on the collected dump data. Before the dump data
required for thisinvestigation can be collected, the initialization tasks listed below
must be executed.

The dump collection work differs for each type of Linux OS.
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RHEL-AS4 (IPF)

Configure the dump environment according to the following procedure:

® Allocating adump area
® [nitial setting for diskdump

RHELDS5 (IPF)
® Allocating adump area

® [nitial setting for kdump
This section describes the dump-related tasks in order they are executed.

® Allocating adump area(— 4.9.1)
® diskdump initial setting (— 4.9.2)
® kdump initial setting (— 4.9.3)

Do these operations with the root privilege.

Note:  Regarding the environment setting from X Window System or networks
such as telnet
Set up the dump environment at run level 3 wherever possible, without
using X Window System. If X Window System is used to set up the dump
environment, some console messages such as those related to a dump device
space shortage are not displayed on X Window System. Also when telnet or
ssh is used, some console messages may not be output. If circumstances
force you to use X Window System or telnet, use the dmesg command or /
var/log/messages to check the console messages.
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49.1

49.1.1

Allocating a dump area

The operations required for using the various dump functions are described in the
sections listed below. Perform the required operations with root authority.

® diskdump function of RHEL-A$4 (1PF):

- 4.9.1.1, Creating a dump device.

- 4.9.1.2, Allocating a dump saving area.
® kdump function of RHEL-A$4 (1PF):

- 4.9.1.2, Allocating a dump saving area.

For details on estimating the disk space, see the PRIMEQUEST 580A/540A/580/540/
480/440 System Design Guide (C122-BO01EN) or the PRIMEQUEST 520A/520/420
System Design Guide (C122-BO09EN).

Remarks:By using the installer on a PRIMEQUEST accessory CD-ROM, the dump
can automatically be created.

The operation flow is shown below. The operations require the root privilege.

Create a dump device

Allocate dump saving area

The following explains the procedure.

Creating a dump device

Use the parted command to allocate a dump device area.

The examplein this section creates the dump device /dev/sdbl.

# parted /dev/sdb
(parted) nmkpart primary 0 1000

(parted) g

To alocate adisk partition for adump device wheninstalling the Linux OS, create the
disk partition with afile system specified. After the system starts, unmount the
created partition and delete information about the created partition from /etc/fstab.
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When re-creating a dump device with regard to a dump device extension or disk
failure, re-initialize the dump device. For details on how to initialize dump devices,

see Section 4.9.2, "diskdump initial setting."

Dump device size

Use fdisk or parted to allocate a dump device area (areatype: Linux(83)).

The size of one dump device areais asfollows.

‘ Dump device size = installed memory size* + 512 MB

*  When Extended Mirror Mode is used, the usable memory sizeis half the

size of memory actually installed. Therefore, when Extended Mirror
Mode is used, the installed memory size shown above is half the size of

memory actually installed.

No dump device can be shared with afile system or swap partition.

To determine the exact size of a dump device so as to reduce disk usage when using

diskdump, perform the following operation.

cat /proc/diskdunp
sanple rate: 8

bl ock_order: 2

fall back _on_err: 1
all ow risky dunps: 1
total bl ocks: 262042

H O HHHH

# get conf PAGESI ZE
16384

Thetotal block sizeis displayed in memory pages. In this example, an area of

"262,042 x 16,384" bytesisrequired for the dump device.

Redundant dump device

To guarantee that adump can be collected on an alternate dump device in the event of
an abnormality in the normally used dump device, add at least one dump device.
Each additional dump device should be physically different from the existing device.

Usable devices

Usable devices are asfollows. Create them on a non-duplicated disk not managed on

PRIMECLUSTER GDS.
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Table 4.6 Devices usable as dump devices

Type Driver Remarks
Internal disk LSl Logic Fusion MPT | Supports the built-in SAS disk for the
driver (SCSI) PRIMEQUEST 520A/520/420

External disk Emulex FC driver
LSl Logic Fusion MPT  |For connecting the SCSI disk using the
driver (SCSI) SCSI card in the PRIMEQUEST 520A/
520/420

A dump device must be prepared for each partition of PRIMEQUEST and cannot be
shared by multiple partitions. It cannot be shared by more than one partition.

4.9.1.2 Allocating adump saving area

Allocate an areato be used to save the dump. Thisareais called adump saving area.

Prepare thisareafor each partition. Note that this area cannot be shared by more than
one partition. The areato be allocated as a dump saving area differs for each type of

Linux OS.

Confirm the dump saving area.

« RHEL-AS4 (IPF)
The dump saving areais/var/crash.
Perform the following operation to confirm that this directory exists.

| # |Is —| /var/crash

* RHELS5 (IPF)
Reserve a dedicated partition (example: /dev/sdb2) for the dump saving area and
format it as afile system (example: ext3). Perform the following operation to
confirm that this directory has been created correctly.

# mount /dev/sdb2 /var/crash
# 1s -1 /var/crash

To ensure that destruction does not occur during operation, be sure not to mount
the dump saving area.

For Linux (Red Hat), prepare the following empty area as the dump saving area.

Size of dump saving area
= (size of installed memory* + 1 GB) x number of dump files temporarily saved
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*  When Extended Mirror Mode is used, the usable memory size is half the
size of memory actually installed. Therefore, when Extended Mirror
Mode is used, the installed memory size shown above is half the size of
memory actually installed.

To estimate the size of each dump saving area, consider the maximum number of
dumps that are temporarily held on the system. If adump file can be saved to media
such as magnetic tape mediaimmediately after the system is rebooted after an error
occurs, assume that two temporarily saved dumps (diskdump/kdump and sadump
may be corrected simultaneously) are sufficient. If the dump saving arearuns short of
free space, dumps cannot be saved correctly. Manage the free disk space carefully to
ensure that a saved dump is quickly saved to external media and not left on the disk.

Note:  When the parted command is used to check the size of the dump saving area
under control of RHELS, enter "unit MiB" to change the display unit. The
parted command displays the size of the entire disk partition including the
management area used by the ext3 file system. Therefore, to check the size
of the necessary dump saving area, divide the displayed size value by 1.1 to
determine the size of the areain which an ext3 file can be created.

If adump is saved normally, afile called vmcore is created. If the saving area runs
short of free space, an incomplete dump is saved with the file name vmcore-
incomplete. If the dump saving area does not have an areathat islarge enough to save
a complete dump while RHEL-A$4 (I1PF) is used, a script called diskdump-nospace,
which can be edited by the user, is executed before failure occurs. Edit the script to
allocate an enough area. Create this script under the /var/crash/scripts directory. 1f
the dump saving area does not exist, create the relevant directory. If the directory
needs to be re-created for expansion of the dump saving area or because of damage to
the dump saving area, do this by following the ordinary method of creating
directories.

When diskdump is used, the dump saving areaisfixed to /var/crash. However, the
dump saving areas for kdump and sadump are not fixed. For the setting methods, see
Section 4.9.3.3, " Setting up the dump environment.”
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49.2 diskdump initial setting

This section explains the initial settings required for use of the dump function
provided by the distribution.

Because diskdump isincluded in RHEL-A$4 (1PF), a special installation operation is
not required. Make the following settings after installing RHEL-AS4 (IPF). This
operation requires the root privilege.

Set dump device

Set dump mode

Initialized dump device

Enable SysRq key

Set dump service

Check dump collection

The following explains the procedure.

(1) Setting a dump device
Use atext editor such asvi to add the following definition to the diskdump definition
(/etc/sysconfig/diskdump).

| DEVICE=device-name (example: DEVICE=/dev/sdel)

Note:  Specify the name of a compatible device as the device name.

Remarks:When specifying adump device list including at least one redundant device,
use a colon (:) to delimit adjacent device namesin thelist.
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(2) Setting adump mode

To usethe partial dump function to reduce the dump areaused, use atext editor such as
vi to add the following line to the diskdump module parameter (/etc/modporbe.conf):

‘opti ons di skdunp dunp_l evel =n

where n indicates one of the following dump modes:
0: Dumps al memory.
19: Use the partial dump function.

Specify when using the partial dump function to reduce dump loads when the amount of
memory ingtalled islarge. If thisis not specified, the system dumps the entire memory.

To use the compression function to reduce the dump area used, use atext editor such
as vi to add the following line to the diskdump module parameter (/etc/
modprobe.conf):

options di skdunp conpress=1

Use the file command in the manner shown below to confirm the compression of the
dump area.

* |If the dump areais not compressed
As shown in the example below, afileis displayed in ELF format.

# file vntore

vntore: ELF 64-bit LSB core file I1A-64, version 1 (SYSV), SVR4-
style, from’vminux’

* |f the dump areais compressed

# file vntore
vntore: data

If the dump file type has been reset while the diskdump serviceis active, the system
needs to be reactivated.

(3) Initializing the dump device
Perform the following operation to initialize the dump device. Check the
initialization result with the command return value. If the return valueisO, the
initialization is normally completed.

‘ # service di skdunmp initialformat |
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Note:  Thedump device area cannot be shared with afile system or other such unit.
Take care with regard to the information contained in the dump device area
because files in this area are damaged by initialformat, which formats dump
information.

(4) Enabling the SysRq key
To enable the [SysRq] key, do asfollows:

® \When the system parameter check tool isinstalled

Enter the following command:

| # /usr/sbin/fjprnset -f -S -a kernel.sysrqg=1

Enter the following command. If 1 isdisplayed, it indicates that the setting has been
validated.

# cat /proc/sys/kernel/sysrq

For the system parameter check tool, see Appendix A.5, "System Parameter Check
Tool."

® \When the system parameter check tool isnot installed
Correct the kernel/sysrq value in the /etc/sysctl.conf file to validate the setting.

# vi [etc/sysctl.conf

Line changed and added:
kernel .sysrq = 1

# sysctl —p

Enter the following command. If "1" is displayed, assumed that the setting is
reflected.

| # cat /proc/sys/kernel/sysrq

(5) Setting a dump service
Perform the following operation to set a dump service so that it starts with a boot.

| # chkconfig di skdunp on
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The following operation allows the user to check whether the setting can be correctly
made.

# chkconfig —list diskdunp

The displayed setting is as follows:

‘ di skdump 0O:ff 1:off 2:on 3:on 4:on 5:on 6:off

(6) Checking dump collection
1 Starting the dump service

Perform the following operation to start the dump service.

‘ # service di skdunmp start |

Remarks: The message shown below is output if the size of the dump deviceis
smaller than the size of installed memory. Review the setting of the dump
device area.

di sk_dunp: xx: is too small to save whol e system nenory
( xx: device name)

The following messages are output when the serviceis started. Ignore these
messages.

PRESERVEDUMP not enabl ed
SKI PSAVECORE not enabl ed
SALVAGEMESSAGE enabl ed

2  Checking dump collection

If the system actually crashes, the dump may not be collected because of an area
shortage. To prevent that, check whether the crash dump is actually collected.

Note:  If the crash dump isforcibly collected, the system isforced to crash. Before
checking the dump collection, stop any important applications.
Unnecessary file systems should also be demounted.

1 Manually collect adump.
Select [Partition] from the [Power Control] menu of the MMB WEB U, set
[INIT] control, and then click [Apply].
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2 Confirm that dump processing is completed.
Confirm that the following message is displayed on the console.

Rebooting in nn seconds.
( nnindicates the time in seconds that elapses before a restart.)

or

\ hal t

3 Reboot the system.
If it has been specified that the system automatically reboot, wait until the
system automatically reboots. If it has been specified that the system halt,
reset and reboot the system. To reset the system, click [Partition] — [Power
Control] on the MMB Web-UI, specify [Reset] as the status, and click the
[Apply] button.
4  Confirm that a dump has been collected.
Perform the following two procedures:
» Confirm that a directory of /var/crash/127.0.0.1-[date and time] has been
created.
» To check whether a dump has been collected, check whether avmcore file
has been created under the above directory.
5 Usethe rm command to delete the collected test dump in the above directory.
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4.9.3

49.3.1

kdump initial setting

This section explainsthe initial settings for use of the dump function provided by the
distribution. Although kdump isincluded in RHELS (IPF), the required packages
may not be applied depending on the setting for applying RHELS5 (IPF). This section
explains how to make the initial setting for kdump, including the application of these
packages. The operation flow of the initial setting for kdump is as follows:

Install kexec-tools

Set dump saving area label

Set dump environment

Check kdump service

Restart system

Confirm kdump collection

Installing kexec-tools

The package kexec-tools, which is required for kdump, may not automatically be
installed depending on how RHELS (I1PF) isinstalled. When necessary, therefore,
install it manually asfollows:

# rpm -qg kexec-tools
# rpm -i vh kexec-t ool s- <version/level to beinstaled>. el 5. i a64. r pm

kernel-debuginfo and kernel-debuginfo-common may also need to be installed.
When necessary, install them as follows:

# rpm -q kernel - debugi nf o- common

# rpm -q kernel -debugi nfo

# rpm -i vh kernel - debugi nf o- conmon- <version/level to be installed>
.el5.ia64.rpm

# rpm -i vh kernel - debugi nf o- <version/level to beinstalled>. el 5. i a64. r pm
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4.9.3.2 Setting a label for the dump saving area

Use the e2label command to set alabel for the areato which a dump isto be saved.

# e2l abel /dev/sdb2 /dunp
# e2l abel /dev/sdb2

/ dunp

Set
Verify

4.9.3.3 Setting up the dump environment

Edit /etc/kdump.conf to specify the areato which adump isto be saved. Also, make
settings for the dump function and others. The setting procedure is explained using a
definition example below. Code the parts, which are not explained, asindicated in the

definition example.

ext 3 LABEL=/ dunp

path /
core_col |l ector makedunpfile
defaul t reboot

1 Set/dump and the label for the areato which the dump is to be collected, and

define the label as the dump saving area.

2  Specify reboot for the operation to be performed after dump collection. If
sadump has been applied, the sadump definition is followed after kdump

collection, and therefore the values set here are ignored.

core_col |l ector makedunpfile -c -d 3

~(8) —~(4)

3 Specify thisto use the compressed dump function. Omit it if the function is not
used. The compressed dump function can reduce the dump collection area but

may take more time for dump collection. Perform performance verification
sufficiently before enabling the compressed dump function.

4  Specify thisto use the partial dump function. Omit it if the function is not used.
Also, add the following definition to KDUMP_COMMANDLINE_APPEND of

/etc/sysconfig/kdump.

| swi ot | b=128

If /etc/kdump.conf is set again, the sadump service or system needsto be restarted.
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4.9.3.4 Setting the kdump service

Enter the following so that the kdump service automatically starts when the system
boots.

‘ # chkconfig kdunmp on |

Enter the following to check whether the dump service has been set correctly.

‘ # chkconfig -- list kdunp

The settings are displayed as shown below:

‘ kdump O:off 1:o0ff 2:0on 3:o0n 4:on 5:on 6:off

4.9.3.5 Setting the kernel parameter

Specify the following with the kernel parameter append in /boot/efi/efi/redhat/
elilo.conf.

append=" --- crashkernel =512Ma@56M'

4.9.3.6 Rebooting the system

Enter the following to reboot the system.

‘ # reboot
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4.9.3.7 Checking kdump collection

If the system actually crashes, the dump may not be collected because of an area
shortage. To prevent this problem, check in advance whether the crash dump is
actually collected by using the following procedure:

Manually collect dump

Check for dump completion

Reboot system

Check dump collection

Delete dump

Note: If the crash dumpisforcibly collected, the system isforced to crash. Before
verifying the dump collection, stop any important applications.
Unnecessary file systems should also be demounted.

(1) Manually collecting a dump

Select [Partition] — [Power Control] from the MMB Web-UI to set the [INIT]
control, and then click the [Apply] button to start dump collection.

(2) Confirming that dump collection is complete

Confirm that dump collection has been completed with the following message
displayed on the console:

| makedunpfil e Conpl et ed.

Note:  When the dump has been collected successfully, the message shown in the
example that follows may be output. (Note that the actual dump file nameis
not vmcore-incomplete but is vmcore.)

The dunpfile is saved to /mt/127.0. 0. 1-2007- 02- 14- 15: 20: 37/ vntor e-
i nconpl ete.
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(3) Rebooting the system
The system is automatically rebooted. Wait until the system reboot is complete.

(4) Confirming that the dump has been collected
Perform the following to confirm that the dump has been collected:

» Confirm that a directory with the name "127.0.0.1-[date-and-time]" has been
created in the dump saving area.

Note: If "UTC =fase" isset in/etc/sysconfig/clock, the displayed date/timeis 9
hours added to the date/time of dump collection. Be careful not to
mistake it for the date/time of dump collection.

» Confirm that the dump is collected or the size of vmcore under the above
directory is more or less the same as the estimated size of the dump file.

Because the dump saving area is not mounted with the operating kernel, confirm the
dump collection as stated above after mounting the dump saving area.

(5) Deleting the dump
Use the rm command to del ete the collected test dump. Finally, unmount the dump
saving area.
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4.10

4.10.1

4.10.1.1

Setting Up the Dump Environment (Windows
Server 2003)

Windows Server 2003 allows you to use standard OS functions to collect dumps.
Before you can collect dumps, you must allocate a system area. For details on
allocating an area for such use, see the PRIMEQUEST 580A/540A/580/540/480/440
System Design Guide (C122-BO01EN) or the PRIMEQUEST 520A/520/420 System
Design Guide (C122-BO09EN).

This section describes how to set up an environment for Windows Server 2003 to
execute dump. For dump-related operations, see Chapter 1, " System Maintenance” in
the PRIMEQUEST 500A/500/400 Series Reference Manual: Tools/Operation
Information (C122-EQ74EN).

To enable system recovery in case of system failure, make the necessary settings by
referring to the following sections before starting operation.

® Setting amemory dump file and paging file (— 4.10.1)
® Early troubleshooting [DSNAP] (— 4.10.2)

Setting a memory dump file and paging file
This section explains how to set a memory dump file and paging file.

The memory dump fileis used to save debug information when a STOP error (fatal
system error) occursin the system. After the operating system and applications used
for operation are installed, make the settings required for a memory dump.

Different types of information that can be obtained by a
memory dump

Thefollowing three types of memory dumps can be configured on the PRIMEQUEST
system, and they differ in the scope of information recorded:

Before starting a memory dump, make sure that the hard disk has enough free space.

» Complete memory dump
Records all the contents of the physical memory when the system has stopped.
The boot volume must have free space equivalent to approximately the physical
memory size plus 1 megabyte. It can save only one dump. If the specified save
location already has adump file, the dump file is overwritten.
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« Kernel memory dump (recommended)
Only the kernel memory space contents are recorded. The boot volume must
have 50 megabytesto several hundred megabytes (up to the physical memory size
plus 128 megabytes) of free space. The size depends on the operating status. The
boot volume can store only one dump. If the specified save location already hasa
dump file, the dump file is overwritten.

* Small memory dump

Minimal information that is helpful for identifying a problem isrecorded. This
memory dump requires 64 or 128 kilobytes of free space. If thisoptionis
specified, afileis created each time the system is unexpectedly stopped.

Table 4.7 Modes and sizes of memory dump

Memory dump mode

Memory dump file

Complete memory dump

Physical memory size+ 1 MB

Overwrite (*2)

Kernel memory dump

Depends on the size of
memory space used during
operation of the operating
system (normally, 50
megabytes to severa hundred
megabytes)

Maximum: Mounted physical
memory + 128 megabytes (* 1)

Overwrite (*2)

Small memory dump

64 KB or 128 KB

Creation of anew file

*1 The maximum size is shown here, but the value depends on the memory space

Size.

*2 By default, an existing file is overwritten. The default setting can be changed so
that an existing fileis not overwritten. However, note that no new file would be
created, unlike in a"minimum memory dump."

Notes: Select the setting mode appropriate for system operation by considering the

following:

« |f the PRIMEQUEST Software Installer is executed, the mode is automatically
set to kernel memory dump. Because a kernel memory dump does not include
user mode information, the cause of the problem may not always be determined.

» Depending on the size of mounted memory, a complete memory dump takes
longer to create a dump and keeps business stopped longer accordingly. In
addition, more space is required for saving a dump file on the hard disk.
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4.10.1.2 Setting a memory dump

Setting a complete memory dump

Complete memory dump cannot be set from the system dump setting window. It can
be set by changing the following registry value:

HKEY_LOCAL_MACHINE\System\CurrentControl Set\Control\CrashControl
"CrashDumpEnabled" (type: REG_DWORD, data: 0x1)

After changing the setting, restart the system. For details on the dump file save path
and overwrite settings, see " Setting a kernel memory dump/minimum memory
dump.”

Setting a kernel memory dump/minimum memory dump
Set the memory dump file as follows:

1 Logon to the server with the administrator privilege.
2  Check the amount of free space on the drive on which the memory dump fileisto
be stored.
For details, see Section 4.10.1.4, " Setting the paging file."
3 Click [Start] — [Control Panel] — [System].
The [System Property] dialog box appears.
4  Click the [Detail Setting] tab, and click [Set] at [Startup and Recovery].
The [Startup and Recovery] dialog box appears.
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Startup and Recovery N cd B

— Swskern skartup

Default operating sysken;

Pifindows Server 2003, Enterprise

I Time to display list of operating systems: | 30 5: seconds

—Syskem Failure
¥ ‘irite am event to Ehe swstem log
¥ Send an administrative alert

V¥ automatically restart

—Wyrite debugging information

ISmaII memary dump (123 KE) _"_I

Small dumnp direckors:;
| %o SystemPook3E Minidump

¥ Gyerrite anyexisting file

K I Zancel

Figure 4.53 [Startup and Recovery] dialog box

5 Dothefollowing settings:
Select the type of memory dump file from [Write debugging information].
» Kernel memory dump (recommended)
Only kernel memory islogged to the memory dump file.
In [Dump file], specify the full path of the directory to which amemory dump
fileissaved. If the [Overwrite any existing file] check box is selected for
kernel memory dump, debug information is always written to the specified file.
» Small memory dump (64 KB or 128 KB)
Minimum information islogged in the memory dump file. Inthe [Small
Dump Directory] field, specify the full path of the directory used to store
small dumps. Every time an unrecoverable error occurs, anew fileis created
in the directory specified in [Small dump directory].
6 Click [OK] to close the [ Startup and Recovery] dialog box.
7  Click [OK] to exit from the [ System Property] dialog box.
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8 Reboot the system.
The settings are validated after the system reboot.

4.10.1.3 Verifying the memory dump settings

Perform a memory dump in advance to make sure that memory information is
dumped normally. In addition, measure the time taken until dump is output actually
and the time taken for a system restart in order to estimate the time required till
business can be restarted. Based on that result, reconsider the dump mode as needed.

To implement adump, specify INIT for the target partition by selecting [Partition] -
[Power Control] from the MMB Web-Ul. For details, see Chapter 5, "MMB Web-
Ul," inthe PRIMEQUEST 580A/540A/520A/500/400 Series Reference Manual: Basic
Operation/GUI/Commands (C122-EOO3EN).

4.10.1.4 Setting the paging file

Set the paging file by following the procedure below. Unless otherwise instructed,
use the values that are automatically assigned during Windows installation for the
paging file.
1 Logon to the server with the administrator privilege.
2 Click [Start] — [Control Panel] — [System].

The [System Property] dialog box appears.
3 Click the [Detail Setting] tab, and click [Set] at [ Performance Options].

The [Performance Options] dialog box appears.
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4  Click the [Advanced] tab.

Performance Options

Wisual Effects  Advanced IData Execution Prevention I

2 x

—Processor scheduling

Zhoose how to allocate processor resources,

Adjust For best performance of;

" Programs {* Eackground services!

~ Memotry usage
Choose how ko allacate system memary,

Adjust Far best performance af;

" Programs % Sustem cache

—Wirbual memors

if it were RAM.
Toktal paging file size For all drives; 2046 ME

& paging file is an area on the hard disk that Windows uses as

Change |

Ik I Zancel | anply

Figure 4.54 [Performance Options] dialog box
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5 Click [Change] of [Virtual Memory].
The Virtual Memory dialog box appears.

ol emory 2

Drive [YWalume Label] Paging File Size (MB)

2046 - 4097

—Paging file size for selected drive
Dirive: L7
Space available; 17052 ME

i+ Cuskom size:

Initial size (MBE): | 2046
Mazimurn size (ME): | 4092

g Syskem managed size

™ Mo paging file Set

— Total paging file size For all drives
Mlimirnumn allowed: 16 ME
Recommended; 49140 ME
Currently allocated: 2046 ME

Ik, I Zancel

Figure 4.55 [Virtual Memory] dialog box

6  Specify the drive on which a paging fileis created.
From the [Drive] field, select the drive on which the system isinstalled. The
selected drive is displayed at [Drive] under [Paging file size for selected drive].
7  Select the [Custom size] option button and enter avaluein [Initial size].

To find out the minimum value, follow the procedure below:

1 Enter the minimum valueinthe[lInitial size (MB)] field in the [Custom size:]
section (if the [Virtual Memory] dialog box shown in Figure 4.55is
displayed, thisvalueis 16 MB, which is the value of [Minimum alowed:] in
the [Total paging file sizefor all drives] section). Enter the minimum value +
2 MB inthe [Maximum size (MB)] field (if the [Virtual Memory] dialog box
shown in Figure 4.55 is displayed, thisvalueis 18 MB). Click the [Set]
button.
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10
11
12
13

2 Keepthevaues set if the message shown below does not appear.
If the message shown below appears, set the displayed value as the minimum
value (200 MB in this example).
Generally, it isrecommended to use the value that is automatically assigned
by the operating system.

System Control Panel Applet ﬂ

E If the pagefile on volume c: has an initial size of less than 200
I megabytes, then the system may not be able to create a
debugaing infarmation File if & STOR error occurs, Conkinue
anyway?

Figure 4.56 Confirmation message window

Enter avalue in [Maximum size].

Specify avalue greater than [Initial size].

Save the settings.

Click [Set] in [Paging file size for selected drive]. The settings are saved and
displayed under [Paging File Size] of [Drive].

Click [OK] to close the [Virtual Memory] dialog box.

Click [OK] to close the [Performance Options] dialog box.

Click [OK] to close the [ System Property] dialog box.

Reboot the system.

The settings are validated after the system reboot.

4.10.1.5 Note

Note that if the paging file is allocated to a partition other than the system partition
(usually drive C), no dump file is generated when a stop error occurs. Unless
otherwise instructed, do not move the paging file.
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4.10.2 Early troubleshooting [DSNAP]

DSNAP is a software program that quickly and securely collects investigative data,
when a problem occursin Windows OS. If a problem occursin your system, your
Fujitsu certified engineer uses this software to correctly find out your system software
configuration and setting states and conduct smooth examinations of processes.

® |nstallation method

See Section 3.3.6, "High-Reliability Tools."

® Usage

Refer to [OS Installation Drive]: \DSNAP README_EN.TXT file.
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4.11 NTP Client Setup

This section describes how to use NTP (Network Time Protocol) based time
correction on the PRIMEQUEST.

NTPisaprotocol that defines the method of exchanging time information between
computers. NTP synchronizes the system clock with an accurate reference clock at
system startup, and it then maintains the clock within a certain range of accuracy.

4.11.1 NTP operation on PRIMEQUEST

This section describes how to correct time for each partition using NTP on the
PRIMEQUEST.

The PRIMEQUEST provides NTP client and server functions on the MMB. The
MMB NTP client function allows you to specify up to three individual NTP servers.
Each partition uses the NTP server function on the MMB to adjust the time on the
partition.

However, the MM B need not be specified for the NTP serversin any of the partitions.
For stable NTP operation, specify multiple NTP servers from the NTP client (Fujitsu
recommends at |least three).
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The figure below outlines the configuration assumed when the other NTP servers are
used.

NTP Server 1 NTP Server 2 NTP Server 3 NTP Server 4 NTP Server 5

I / /

/ /PRIMEQUEST
P

ition#1

/

NTP Client
NTP Server

1/
Client

Partition#0

NTP
Client [——»

GSWB

NTP Client

Management LAN

Figure 4.57 Configuration for using external NTP servers

Remarks:
* NTPserver 1to NTP server 5 are NTP servers using very high-precision clocks
for connections to the Internet or intranets.
* GSWB is mounted only in PRIMEQUEST 580A/540A/540/540/480/440.
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4.11.2 NTP server setup
Set the NTP serversif they have not been set during MMB initialization.

Usethe MMB NTP client function to set the other NTP servers with which time
synchronization is established. Also, enable other clientsto usethe MMB asan NTP
server.

Remarks: If the MMB is set asan NTP server and each partitionis set asan NTP
client within one cabinet, use the following setting, but it is not a typical
configuration.

® NTP: Enable
® NTP Server 1to NTP Server 3: 0.0.0.0

1 Click [Network Configuration] — [Date/Time].
The [Date/Time] window appears.

3 ser & f Ifamtenance L it
=, Tirns
] Date/Tite
L] Date/Time Refrash | Help
(]
- Click the Apply Button to apply all changes
(]
Date pws iz |4
= ™ Modify the Time
me
.
L] Time zone [Asia =l flTnkyu =l
- NTP  Enable @ Disable
NTF Time Correction Mode | © Btep & Elew
BTTE Server] [ F (N E
NIP Serve2
HTP Server3 - N B N |
The Latest Sync Date/Time
Apply | Cancel |

Figure 4.58 [Date/Time] window (example)

2  Specify [NTP] as Enable.

3 Specify the IP addresses of the other NTP servers.
NTP Serverl: Specify the primary NTP server.
NTP Server2: Specify the secondary NTP server.
NTP Server3: Specify the other (thirdary) NTP server.

4  Click the[Apply] button.
The MMB establishes time synchronization with the NTP serversset in [NTP
Serverl] to [NTP Server3]. Thisalso enables other clients to usethe MMB asan
NTP server.
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5 After several minutes have passed, click the [Refresh] button, and confirm that
the correct timeis displayed.
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4.11.3 Setting each partition as an NTP client

Each partition functions as an NTP client when the NTP server is set.

4.11.3.1 NTP client operation in a partition running Linux

In each partition, the NTP client is used as follows:

1 StarttheLinux OS.
2 Adjust the time (step-wise adjustment is used only when the NTP client is used

for the first time) (ntpdate -b).
3 Start the ntp daemon to maintain the accuracy of the clock.

Remarks: In general, steps 2 and 3 are performed during IPL as specified in the
startup script.

NTP setup on a partition

To set up NTP on a partition running Linux, perform the following steps:

1 Setan NTP server in the ntp configuration file (/etc/ntp.conf) as follows:

[etc/ntp.conf file

server MM B-IP-address

Figure 4.59 NTP server IP address setting example

Because no special options are required for communication between the

MMB and apartition, the above setting isall that you need to use ntpd. When

the MMB isused as an NTP server, specify avirtual 1P address for the MMB

|P address.

For stable NTP operation, define at least three high-reliability NTP servers,

including the MMB, in the ntp configuration file.

Notes:

» The above description assumes that ntpd was already installed during
system installation.

e The MMB in the PRIMEQUEST 520A/520/420 has no virtual 1P address.
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2 Restart the service.
[Red Hat Enterprise Linux]

‘# service ntpd restart |

[SUSE Linux Enterprise Server]

# letc/init.d/ xntpd restart |

3 Modify the service configuration.
[Red Hat Enterprise Linux]

# chkconfig ntpd on |

[SUSE Linux Enterprise Server]

# chkconfig xntpd on |

4.11.3.2 Setting NTP in a Windows partition
This section explains how to set a Windows controlled NTP in a partition.

1 Log on to the system with the Administrator account.

2 Click [Control Panel] — [Date and Time].

The [Date and Time Property] dialog box appears.

3 Click the [Internet Time] tab.

4  Specify the MMB virtual |P addressin the [Server:] box, and then click [OK] to
close the box.

5 Click the[lnternet Time] tab again from the [ Date and Time Property] dialog box,
and then click [Update Now]. During normal communication with the NTP
server, the message shown in Figure 4.60 is displayed to report that
synchronization has been established.
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6

Date and Time Properties d B

Date & Time | Time Zone  Inkernet Time |

v Automatically synchranize with an Internet time server

Server: I LEL RS LR

Please wait while \Windows synchronizes with 10.74.180.120

Mext synchronization: 3/24/200% at 3:37 FM

Synchronization can occur only when your computer is connected to the
Internet, Learn more abouk bime synchronization in Help and Support
Center,

(] 4 | Zancel | apply |

Figure 4.60 MMB virtual IP address setting example

Notes:

1.

If the [Synchronize with the Internet time server automatically] check box is
selected, the MM B automatically synchronizes with the specified NTP server.
By default "time.windows.com"” is specified in the [Server:] box.

If synchronization cannot be established with the NTP server, aWin32Time
error isindicated in the event log.

An MMB physical IP addressis used in communication for time
synchronization with an external NTP server. In case a setting such asa
firewall security setting needs to be changed to enable communication, note
that communi cation needs to be enabled not only with the MMB virtual IP
address (Virtual 1P address), but also with the corresponding physical IP
addresses (MMB#0 | P address and MM B#1 | P address).

If [Update Now] is clicked within three minutes after the procedure described
in Section 4.11.2, "NTP server setup,” synchronization may fail. Inthisevent,
walit at least three minutes, and then click [Update Now] again.

Click [OK] button to save the settings.
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4.11.3.3 NTP setting for a domain belonging to a partition

If apartition in which Windowsisinstalled belongsto adomain (it isamember of the
domain), the time of the partition is automatically synchronized with the NTP server
of the domain controller. In such cases, the [Internet Time] tab is not displayed as
shown in the figure below.

Every partition in an MSCS cluster environment must always belong to adomain, and
the time of the partition also is automatically synchronized with the NTP server of the
domain controller.

Date;Time Properties rd X

Date & Time | T e |

—Date — Tirne

b RN E

1 2z 3
4 5 & 7 & 9 10
11 12 13 M 15 16 17
18 19 20 21 22 23 24
5 26 27 26 29 30

. .
[5o0ieem =

Current time zone: Pacific Daylight Time

QK I Cancel | Apply |

Figure 4.61 [Date and Time Properties] dialog box (in time synchronization with an NTP
server)
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4.12

412.1

OS Backup Settings

This section describes how to back up Linux (Red Hat) or Windows. For information
on restoration, see Chapter 1, " System Maintenance” in the PRIMEQUEST 500A/500/
400 Series Reference Manual: Tools/Operation Information (C122-EOQ74EN).

® Linux (Red Hat) backup (— 4.12.1)
@ \Windows backup (— 4.12.2)

Linux (Red Hat) backup

This section describes how to back up system volumes contained in a partition in
which the Linux OSisinstalled. Two Linux backup methods are available:

@ Using the standard OS utilities
® Using SystemcastWizard Lite

The Linux OS system volume backup procedure as described below uses the standard
OS utilitiesin each of the following two cases:

* When PRIMECLUSTER GDSiis not used
* When PRIMECLUSTER GDSiis used

Note:  Prepare asingle unit such as atape unit as a backup device.

Remarks:Perform the backup/restoration operation from the OS console. A KVM
console or serial console can be used.

For details on use of SystemcastWizard Lite for Linux backup, see the PRIMEQUEST
SystemcastWizard Lite User's Guide (C122-E010EN).
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4.12.1.1 Backup when PRIMECLUSTER GDS is not used

This section explains the applicable backup procedure when PRIMECLUSTER GDS

is not used.

The example of operation shown below assumes the following disk configuration:

/dev/ sdal : /boot/efi
/dev/sda2 : /
/dev/sda3 : swap

/ dev/sda4 : /work

Preparation

First, check the operation environment (system and disk configurations) of the
objective system.

Note:  Theinformation displayed at this time would be required for recovery if the
disk wereto fail. Record the command output to ensurethat it can be read at

the time of recovery.

(1) Check the system configuration.
1 Check IDE and SCSI card types and IRQ and 1/O port operating status.

| # dnesg

or

| # more /var/l og/ nessages

2  Check driver file names.

| # | snmod

3 Check device names, device types, and magjor and minor numbers.

| # |s -al /dev/sda*

C122-E001-10EN
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(2) Check the disk configuration.

1

Check the mount status.

‘ # cat /etc/fstab |

2

Record the partition configuration information.

In cases such as adisk failure, restoration on a new disk may be necessary.
Accordingly, the parted command must be used to record the current partition
configuration and prepare for restoration.

See below for an example of recorded information.
Example:

# parted
(parted) unit s
(parted) print

Disk /dev/sdb: 71390319s
Sector size (logical/physical): 512B/ 512B
Partitiontable: gpt

No. Start End Size File system Name Flag

1 34s 204833s 204800s fat16 Primary nsftres
2 204834s 42147873s 41943040s ext 2 Primary

3 42147874s 46228383s 4080510s I i nux-swap Primary

4 46228384s 67199903s 20971520s ext 2 Primary

(parted) quit

Remarks:In RHELS5 (IPF), the print subcommand of the parted command displays

3

simplified values with units such as"MB" added to the values. Therefore,
the values may differ greatly from the actual sizes.

To minimize differences from the size displayed at the backup time, change
the display unit to a smaller measurement unit before executing the print
subcommand, and record it for partition reconfiguration.

In the above example, "unit s" is used for the display unit (s) for sectors.

Check file system label names.

# e2l abel /dev/sda2 |

* If adevice mounted in /boot/efi is specified, an error occurs. Thiserror occurs
because the file system is different. That does not cause a problem because
"boot/efi" is not defined as a label name, checking it is not required.
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Backup

Perform the backup in the following procedure.

Switch to single-user mode

Check file system matching

Back up to media

The following explains each step.
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(1) Switch to single-user mode
To perform the backup, the user must deactivate all processes except those required to
performit. Thisisto secure file matching.
To enter this state, switch to single-user mode.

® \When the system is already active
1 Loginwith the root directory.
2 Stop running applications.
3 Enter single-user mode (run level 1).

‘ #init 1

® \When the system isin a stopped state
1 Start the system.
When the EFI boot manager menu appears, select the name of the system to
be started (such as Red Hat Enterprise Linux).
Note:  Advance settings are required to start the EFI boot manager menu.
For the setting procedure, see Section 5.3.8.2, "[Boot Control]
window" in the PRIMEQUEST 580A/540A/520A/500/400 Series
Reference Manual: Basic Operation/GUIl/Commands (C122-
EOO3EN).
2 Enter the command shown below following the "ELILO boot:" prompt.
* When aKVM consoleis used

‘ ker nel -1 abel - name 1 |

* When aseria consoleis used

‘ ker nel -1 abel -nane 1 consol e=ttyS0, 19200n8r |

After completing the transition to the single user mode, a prompt appearsin
command line mode.
Note:  Tocheck thecurrent ker nel - | abel - nane, seethe default entry
in the following config file:
/boot/efi/efi/redhat/elilo.conf
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(2) Check file system matching
To check whether the file system to be backed up is normal, check its match.

Thefile system that needs to be checked is ext3 (or ext2). "/boot/efi" and swap need
not be checked.

® For location other than /" (root), "/boot/efi,” and swap
1 Demount the file system to be backed up.

# cd /
# unpunt /work

2 Check the matching of the demounted file system.

| # e2fsck -pfv /dev/sdad ‘

Note: Do not execute the e2fsck command if the umount command
produces an error.
If the e2fsck command is executed with the file system mounted,
the selected volume may be damaged.

® For"/" (root)
1 Remount the"/" file system in Read-Only mode.

| # mount -r -n -o renount / ‘

2 Check the matching of the file system.

| # e2fsck -pfv /dev/sda2 ‘

3 Remount thefilein normal state.

| # nmount -w -n -0 renount / ‘

Note: Do not execute the e2fsck command if the mounting in Read-Only
mode fails.
If the e2fsck command is executed with the file system mounted as
write-enabled, the selected volume may be damaged.
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(3) Back up to media

Back up to backup mediafor each partition of the disk.
The dump command is used for backup, but it supports the ext2 and ext3 file systems
only. Usethetar command to back up /boot/efi of adifferent file system.

Note:  Be careful when different tape units are used for backup and restoration
because the default block sizes of the tape units may be different. Execute
backup and restoration based on the same block size. Restoration failsif the
block size used for restoration differs from that used for backup.

® Using alocally connected tape unit:
1 Prepareatape unit.
See "mt" command manuals for details.
» Display status information on the tape unit.

‘ # m -f /dev/nstO status |

* Rewind tape.

‘ # mt -f /dev/nstO rew nd |

2 Back up.
» For location other than /boot/efi
Back up with the dump command.

‘ # dunp Ouf /dev/nstO /dev/sda2

* For /boot/efi
Back up with the tar command.

# cd /boot/efi
# tar czvf /dev/nstO .
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® \When atape unit connected to the remote host is used
1 Start the network.

| # /etc/rc.d/init.d/ network start

2 Activate the network.

# ifconfig ethO Xxx.XXX.XXX.XXX netmask XXX.XXX.XXX. XXX
br oadcast\
XXX XXX, XXX. XXX

\: Indicates that no line feeds should be inserted.

Remarks: Set values such as the 1P address according to your system.
3 Prepare atape unit.
Use the mt command with the ssh command for operation with aremote tape
unit.
For details, see the mt command manual.
* Rewind tape.

| # ssh remote-host-name nt -f /dev/nstO rew nd

Enter the password in response to the password prompt.
4 Back up.
Use the ssh command for the backup operation.
 For afile system other than /boot/efi
Back up with the dump command.

| # dunp Of - /dev/sda2 | ssh remote-host-name dd of =/ dev/ nst 0

Enter the password in response to the password prompt.
* For /boot/efi
Back up with the tar command.

# cd /boot/ efi
# tar czvf - . | ssh remote-host-name dd of =/ dev/ nst 0

Enter the password in response to the password prompt.
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4.12.1.2 Backup when PRIMECLUSTER GDS is used
When GDS is used, the backup procedureis as follows:

Sop all running applications.

Switch to single-user made.

Investigate the device special name of thefile system.

Back up thefile system data to media.

Remarks: Seethe PRIMECLUSTER Global Disk Services Handbook for details.

4.12.2 Windows backup
Use SystemcastWizard Lite to back up a Windows partition.

For details, see the PRIMEQUEST SystemcastWizard Lite User's Guide (C122-
EO10EN).
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4.13

4.13.1

4.13.1.1

Saving Setup Information

This section explains how to save the information that has been set.

® Saving PSA setup information (— 4.13.1)
® Saving EFI configuration information (— 4.13.2)

Remarks.Once the system has been placed into operation, save PSA settings and EFI
configuration information at aregular interval.

Saving PSA setup information

Use the export function to convert the snapshot information retained in PSA into CSV
format and save it to the partition management area.

The export function can be performed in two modes: manual export and automatic
export. A Manual export can be performed on the export screen.

The export function can save up to 100 datafiles. When 100 files are exceeded, the
least recent fileis deleted and a new file is saved.

Exported data remains saved unless the maximum number is exceeded or it is deleted
intentionally.

Listing exported files

This section explains what can be done from alisting of files. The screen lists the
files currently exported, in order with the most recent on top.

The following types of operation can be performed from the list display screen:

@® Saving asnapshot in CSV format to afile

A snapshot of information retained in PSA can be saved in CSV format to afile.
® Downloading an exported file to the terminal

An exported file can be downloaded to the terminal.
® Deleting an exported file

An exported file can be deleted from the partition management area.

Remarks. For file deletion, see the PRIMEQUEST 580A/540A/520A/500/400 Series
Reference Manual: Basic Operation/GUI/Commands (C122-EOCO3EN).
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Procedure
1 Click [Partition] — [Partition#x] — [PSA] — [Export List].
The [Export List] window appears.

System

>Partition >Partitor#2 PS4 =>Export List

OfE e e o EEE O EEEA

Ezport List

Switch Tser Administration Wetwork Configuration Mamtenance

Export List

Click the Export button to create an export data file. An optional "Eeyword" can be added to the file name

| Exported Date | Keyword |
| @ 2007-10-13 00:15:48 | test ‘
[© 2007-10-13 001537 | aaa |

[ Download ” Delete ][ Delete Al ][ Export ]

Figure 4.62 [Export List] window (example)

Click the appropriate control button according to the processing.

To save a snapshot in CSV format to afile, click the [Export] button.

To download an exported file to the terminal, select the radio button of the target
file and click the [Download] button. Only one file can be selected at atime.

To delete al exported files, click the [Delete All] button. To delete a specificfile,
select the radio button of the target file and click the [Delete] button. Only one
file can be selected at atime.

For the subsequent operation, see Section 4.13.1.2, "Saving to aCSV format file."

Table 4.8 Displayed and setting items in the [Export] window

Item

Description

Exported Date

Select the radio button of the file to be exported or deleted.
Only onefile can be selected at atime.

The date/time the file is exported is displayed in yyyy-MM-dd
HH:mm:ss format.

The partition local timeis assigned as the time.

Keyword

The keyword entered for export is displayed.
No keyword can be entered in automatic export mode.
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4.13.1.2 Saving to a CSV format file

This section explains how to save a snapshot of information retained in PSA to aCSV
format file.

This operation can be performed by clicking the [Export] button in step 2 in Section
4.13.1.1, "Listing exported files."

Procedure
1 Enter the keyword and click the [Export] button.
When the export is successfully finished, the [Export List] window is restored.
Remarks: The keyword is a supplementary phrase assigned to exported data.
Enter it in up to 50 characters. The keyword field can be left blank if
you do not want to enter a keyword.

Characters usable for akeyword: aphanumeric characters, blank, and symbols
(excluding < >%&" \)

If the export fails, the [Export Failure Notice] dialog box appears.
Click the [Return] button. The [Export List] window is restored with the |atest
list displayed.

Export

Click the Export button to export all data.
Please enter a keyword to be added to the file name

EKeyword

L
L]
L
L
L
L
L
L
L

Figure 4.63 [Export] window (example)

2 If export failed, click the [OK] button in the [ Export Failure Notice] dialog box.
The [Export List] window is restored and the list displays the latest status.
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4.13.2 Saving EFI configuration information

Back up EFI configuration information to the remote PC.

Procedure

Click [Maintenance] — [Backup/Restore Configuration] — [Backup EFI
Configuration].

The [Backup EFI Configuration] window appears.

1

P ackup/Restor giaied Backup EFI Configuration
[ BarkupiRestore MMB Cor

O Backup EFI Conﬁgurat{on Select a partition then chek the Backup button.
o

L Restore EFI Configura

# | Partiion Mame
(ol 0| MasterDBS
© 1| ManDBS

Backup | Cancel

Figure 4.64 [Backup EFI Configuration] window (example)

Select the radio button of the partition for which configuration information is to

be backed up, and click the [Backup] button.

The storage destination dialog box appears. Select the storage path and click the

[OK] button.
The default name of the EFI configuration file to be backed up is as follows:

‘ partition-number_backup-date_efi-version.dat

Click the [OK] button.
The downloading of the configuration file begins.
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5.1 Security Settings

This chapter describes the settings required for security and how to report errors that
occur during operation.

Considering the operation conditions, specify the required security settings.

It is recommended to back up the setup information after completing the following
setup tasks. For backing up the settings made here, see Section 2.6, "Saving
Configuration Information."

® Access control setting (—» 5.1.1)

® System SNMP setting (—» 5.1.2)

® Specifying SSH parameters (— 5.1.3)

® Specifying HTTPS parameters (— 5.1.4)
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5.1.1 Access control setting
To ensure MMB security, access control for a network protocol is set.

Fujitsu recommends setting access control during installation to ensure security.
However, access control can be set |ater.

Selecting a filter to be edited
* Procedure

1 Click [Network Configuration] — [Access Control].
The [Access Control] window is displayed.

tch User Admimistration

ation >Access Control
Access Control

Click the Apply Button to apply all changes

Select] Protocol| Access Control| [P Address | Subnet Mask]
(o BEH Enahled 192162 10.17| 2552552550

| Telnet Disabled | 100.200.30.40| 2552552550

Access Control

Add Filter | Edit Fitter | Remove Filter | Can:e\l

Figure 5.1 [Access Control] window (example)

2 Usearadio button to select afilter to be edited.

Table 5.1 Displayed and setting items in the [Access Control] window

Item Description
Protocol Displays protocols subject to I P filtering.
HTTR HTTPS, Telnet, SSH, SNMP
Access Control Displays setting for enabling/disabling access.
IP Address Connection-enabled | P address
Subnet Mask Subnet mask of connection-enabled IP address
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Filter addition and editing
* Procedure

1 Toadd afilter, click the [Add Filter] button in the [Access Control] window. To
edit thefilter, click the [Edit Filter] button.
For addition, the [Add Filter] window is displayed. For editing, the [Edit Filter]
window is displayed.
The following shows a display example of the [Edit Filter] window.

5" 1 Administration IMaintenance Logout
B ntrol
L]
L] Edit Filter Help |
L]
L] Click the Apply Button for all changes to take effect.
L]
Frotacol [ssH =]
Aceess Contzoll & Enable  Disable
C] IP Address | [192 Jiee Jio 7
SwbmetMask |5 %5 P

Apply | Cancel

Figure 5.2 [Edit Filter] window (example)
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2 Enter therequired items.
Up to 64 filters can be set.

Note: When seting a proxy with the Web browser from your computer or
workstation, set the | P address taking into consideration the proxy setting.

Table 5.2 Displayed and setting items in the [Edit Filter] window

Item Description

Protocol Sets a protocol subject to IP filtering.

Select one of the following from the pull-down menu.

HTTPR, HTTPS, Telnet, SSH, SNMP

Access Control Usethe[Enable] and [Disable] radio buttons to specify whether

to implement access contral.

* |If [Disable] is selected, access to the protocol selected above
isenabled for al IP addresses. Inthis case, entry in the entry
fields of the following [IP Address] and [Subnet Mask] is
disabled.

* If [Enable] is selected, entry in the entry fields of the
following [IP Address] and [Subnet Mask] is enabled to set
an IP address that enables access to the protocol selected

above.
IP Address Connection-enabled | P address
Setting example: 192.168.0.0
Subnet Mask Subnet mask of connection-enabled IP address

Setting example: 255.255.255.0

3 Click the[Apply] button.

Filter removal

1 Select afilter and click the [Remove Filter] button. A removal confirmation
window is displayed.

2 Toremove thefilter, click the [OK] button.
The [Access Control] window is then restored, and the user can confirm that the
filter has been removed from the list.

To cancel the removal, click the [Cancel] button.
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5.1.2 System SNMP setting

Set Simple Network Management Protocol (SNMP). The SNMP can be set with the
Administrator privilege. Specify whether to notify the linked management software if
an error occurs during operation. To notify the linked management software, specify
the report destination. Set the following four.

® Enabling SNMP
® Setting SNMP detall

® Setting an SNMP trap send destination
® SNMP v3 setting

Enabling SNMP
* Procedure

1 Click [Network Configuration] — [Network Protocols]
The [Network Protocols] window is displayed.

istration Maintenance Logout
ation >N etwork Protocols
Network Protocols Help |
Click the Apply Button for all changes to take sffect.
Web (HTTP/HTTPS)
HTTP @ Enable (" Disable
HTTE Porti[102465533] [os1
HTTPS " Enable @ Disable
HTTES Port#[432,1024-65535] [4z2
Timeat (s56) [0,60-9559] [z600
Telnet
Tetnet @ Enable  Disable
Teluet Po:th([23,1024-65535] |FE]
Timecnst (s55) [0,60-9599] o
SSH
33H " Enable ® Disable
SSH Pont#[22,1024.65535] 2
Timeout (sec) [0,60-0099] [Faa
SNMP
SNME Agent & Enable  Disable
Agent Port[161,1024-65535] [161
SNME Trap & Enable © Disable
Trap Port#[162,1024-65535] [162
Apply | Cancel

Figure 5.3 [Network Protocols] window (example)
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2 Enter the[SNMP] items.

Table 5.3 Displayed and setting items in the [Network Protocols] window

Item | Description
<SNMP>
SNMP Agent Enables or disables SNMP Agent.
Default: Disable
Agent Port Sets a port to be used for SNMP Agent. Port numbers that can
be set are 161 and 1,024 to 65,535.
Default: 161
SNMP Trap Enables or disable SNMP Trap.
Default: Disable
Trap Port Set aport to be used for SNMP Trap. Port numbers that can be
set are 162 and 1,024 to 65,535.
Default: 162

3 Click the [Apply] button.
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Setting SNMP detalil
* Procedure

1 Click [Network Configuration] — [SNMP Configuration] — [Community].
The [SNMP Community] window is displayed.

fration Tufamtenance

; Logout
TP Confiuration =Comnmnity
SNMP Community Help

Click the Apply Button to apply all changes

System Information

System Mame | TestTeam 2-gould East-1_TAServer Fujitsu
System Location| |Fumsu
System Contact |mur\ya@mmh cam
Mote)Systemn Mame can be configured in System->ZSystem Information page
C
Commumty IP AddressMASE Y\S/TI:;I;EII Access Auth
public0l [200s. soow. Yoot 2001 [3=] |[Read Only = [ath =]
public02 |XXX.XXX.XXX.XXX E Read Only j prlva:yj
m Read Only j Iﬂnauthd
,E Read Only _ﬂ |noauthﬂ
| G Read Only j ﬂnauth;l
| E‘ Read Only j noauth_ﬂ
| 18 |Read Only j |ﬂnauthﬂ
Ap_plyl Cancel

Figure 5.4 [SNMP Community] window (example)

2 Enter therequired items.

* A maximum of 16 communities can be set. Enter a community to be set, access-

enabled I P address, SNMP version, access authority, and certification
information.

» To delete the items, clear the [Community] and [P address] items.

Table 5.4 Displayed and setting items in the [SNMP Community] window

ltem | Description
<System Information>
System Name Displays a system name of the PRIMEQUEST set in the

[System Information] window.

Set the name in the [ System Information] window (Section
2.2.4.3, " Specifying the system name.")
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Item

Description

System Location

Sets a system location.
Remarks: Any of the following characters can be used:
[0-9],[aZ],[A-Z], (en-size space)
"#3% & '()=-"~\@ []{}:*;+?2<.>,/_|
However, the following restrictions apply:
*The following characters cannot be used at the
beginning of a string:
# (en-size space)
*The following character cannot be used at the end of
the string:
(en-size space)

System Contact

Sets a system contact.

Remarks. Any of the following characters can be used:
[0-9],[aZ],[A-Z], (en-size space)
"#$%&'()=-"~\@ []{}:*;+?<.>,/_|
However, the following restrictions apply:

*The following characters cannot be used a the
beginning of astring:
# (en-size space)
*The following character cannot be used at the end of
the string:
(en-size space)

<Community>

Community

Sets an SNMP Community string.

Remarks: Any of the following characters can be used:
[0-9],[a-2],[A-Z], (en-size space)
"#$%&'()=-"~\@ []{}:*;+?2<.>,/_|
However, the following character cannot be used at
the beginning of the string:

"#

[P AddresssMASK

Set an access-enabled | P address or network address.

SNMP Version

Setsan SNMP version (1, 2, or 3).

Access

Specifies whether to enable reading or reading and writing.
¢ [Read Only]: Enablesreading only.
» [Read Write]: Enables reading and writing.

Auth

Used to select a security level. Thisitem can be selected only if

3isselected for [SNMP Version]. If 1 or 2 is selected for

[SNMP Version], [noauth] is automatically set for the item.

 noauth: The authentication function is not used.

* auth: The authentication function is used.

« priv: The authentication function and privacy function (data
encryption) are used.
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3 Click the[Apply] button.

Setting an SNMP trap send destination
* Procedure

1 Click [Network Configuration] — [SNMP Configuration] — [Trap].
The [SNMP Trap] window is displayed.

drmun L Iufamtenance Logout
onfiqur: >Trap
SNMP Trap Help

Click the Apply Button to apply all changes

| Trap Destination

T e
|;m Il; :;; 15 | [noauth E|[Mos & }—
o - - = e [ [E—
|1';1 1;, I;ﬁ [TE |[roauh H|[Mo=E
Ir 3 : [TE | e | | ————————
|r E ; [[E | [rosun E|[mDsE]
B — T N [ = E—

Figure 5.5 [SNMP Trap] window (example)
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2 Enter asend destination.
» Upto 16 trap send destinations can be set.
» Set acommunity or user name and the | P address of the trap transfer destination,
an SNMP version, and certification level.

Table 5.5 Displayed and setting items in the [SNMP Trap] window

Item Description
Community/User Specifies acommunity hame or user name.
Remarks: Any of the following characters can be used:
[0-9],[a-2],[A-Z], (en-size space)
"#$%&'()=-"~\@ []{}:*;+?2<.>,/_|
However, the following character cannot be used at
the beginning of the string:
"#
IP Address Specifies the IP address of the trap transfer destination.
SNMP Version Used to select an SNMP version.
* 1: A version-1 SNMP trap is sent.
e 2. A verson-2 SNMP trap is sent.
* 3: Aversion-3 SNMP trap is sent.

Auth Used to select an authentication level.

» noauth: Disables authentication and encryption based on a
password (enables authentication based on a user name).

e auth: Enables authentication based on a password but
disables encryption based on a password.

e priv: Enables authentication and encryption based on a
password.

Auth Type * md5: Selects MD5 as the hash function for password-based

encryption.
» sha: Selects SHA as the hash function for password-based
encryption.

Auth passphrase Displays the packet encryption keyword used at the time of
password-based authentication (no password-based
encryption).

Priv passphrase Displays the packet encryption keyword used at the time of
password-based authentication and encryption.

3  Click the[Apply] button.
Click the [Test Trap] button to send atest trap to the trap send destination that is

currently set.
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SNMP v3 setting

This function sets an SNMP v3 specific engine ID and user.

Notes:

If the engine ID or IP address is changed, the user set for SNMP v3 access

must be completely set again from the beginning. To validate the set user,
temporarily stop the SNMP daemon and then restart it. Therefore, if the
[Apply] button is clicked here, the SNMP service is temporarily stopped.

* Procedure

1 Click [Network Configuration] — [SNMP Configuration] — [SNMP v3

Configuration].

The [SNMP v3 Configuration] window is displayed.

O Comrmunity

O SNMPv3 Configuration

A dmmstrabion

Iufamtenance

on =5MMPv3 Configuration
SNMP v3 Configuration

Click the Apply Button to apply all changes

| ‘Eng;ns e ||
User
Auth Auth passphrase Priv passphrase
R Type Auth passphraze (confirm) Priv passphrase (confirm)
5] & ums|[ [
I © SHA|| [
O @ ys|
I e sHA|[
O & M| |
[ @ SHA|| [
o & MDs|| |
I osHA| |
r & ums|[ [
I © sHA| [ I
Apply | Cancel

Figure 5.6 [SNMP v3 Configuration] window (example)
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CHAPTER 5 Security Setup

2 Enter an SNMP v3 user.
Up to 16 users can be registered.

Table 5.6 Displayed and setting items in the [SNMP v3 Configuration] window

Item Description

Engine D Specify an engine ID.

Remarks: Any of the following characters can be used:
[0-9],[a-2],[A-Z], (en-size space)
"#$%&'()=-"~\@ []{}:*;+?2<.>,/_|
However, the following restrictions apply:

*The following characters cannot be used at the
beginning of astring: # (en-size space)

*The following character cannot be used at the end of
the string:
(en-size space)

User Name Specifies auser name. Selecting the check box of the target

user enables input of a user name.

Remarks: Any of the following characters can be used:
[0-9],[a-Z],[A-Z], (en-size space)
P"#3%&'()=-"~\@ []1{}:*;+?<.>,/_|
However, the following character cannot be used at
the beginning of the string:

T H

Auth Type Select the authentication type.

e MD5: Use MD5 as the hash function for password

encryption.

e SHA: Use SHA as the hash function for password

encryption.

authpassphrase Displays the packet encryption keyword used for password

authentication (no encryption is performed).

privpassphrase Displays the packet encryption keyword used for password

authentication and encryption.

3 Click the[Apply] button.
To reflect the selected user, temporarily stop the SNMP daemon and then restart it.
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5.1 Security Settings

51.3 Specifying SSH parameters

Specify SSH parameters for MMBs. This can be performed by users with
administrator privilege.

Procedure

1 Click [Network Configuration] — [Network Protocols].
The [Network Protocols] window is displayed.

ration DMaintenance Laogout
Network Protocols _Help |
Istwork Protocols Click the Apply Button for all changes to take effect.
Weh (HTTP/HTTPS)
HTTP @ Bnable O Disable
HTTF Foné[1024-65535] [poa
HTTPS € Bnable © Disable
HTTPS Posti[432,1024-65535] J432
Tirneout (sec) [0,60-9559) [3600
Telnet
Telnet @ Brable O Disable
Telnet Pori#{23,1024.65535] =]
Timeout (sec) [0,60-9999] o
SSH
S3H  Enable © Disable
SSH Port#[22,1024-65535] 2
Timeout (seq) [0,60-9999] | B
SNMP
SNME Agent & Enable T Disable
Agent Port#[161,1024-65535] [161
SNME Tzap & Enable ¢ Disable
Trap Port#[162,1024-65535] [162
Apply | Cancel

Figure 5.7 [Network Protocols] window (example)

2  Specify theitemsrelated to SSH.
Table 5.7 Setting items of SSH

ltem ‘ Description
<SSH>
SSH Sets [Enable]/[Disable] of SSH
Default: [Disable]
SSH Port Sets a port to be used for SSH.
Default: 22
Timeout Setsatime interval alotted for entering data with SSH
connected before the connection is cut off.
Default: 600 seconds

3 Click the[Apply] button.
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5.1.4

Specifying HTTPS parameters

Specify HTTPS parameters for MMB. This can be performed by users with
administrator privilege.

To enable HTTPS, avalid SSL certificate must have been registered. If the user
attempts to enable HTTPS without the certificate being registered, an error is

displayed.
You do not need to perform this step if it has already been performed by the certified
service engineer for test program execution.

Procedure

1

Click [Network Configuration] — [Network Protocols].
The [Network Protocols] window is displayed.

et & dministration Nety

S e afimaration Maintenance
=Network Configuration >Network Protocols

Network Protocols
Hetwork Frotacols

Click the Apply Button for all changes Lo lake effect

Weh (HTTP/HTTPS)

HTTFP @ Enable {7 Disable
HTTP Fort#[1024-65535] {EEE
HTTPS C Enable © Disable
HTTPS Post#[432,1024-65535] Ja22
Timeout (sec) [1,60-5599] [3600

Telnet
Telnet @ Enable © Disable
Telnet Port#[23,1024-65535] [
Timeout (zec) [1,60-5999] I

SSH
SSH € Ensble @ Disable
S3H Port[22,1024-65535] 2
Timeout (sec) [0,60-9599] | ]

SNMP
SHLMP Agent @ Enable ¢ Disahle
Agent Portk[161,1024-65535] [161
SHMP Ttap @ Enable " Disable
Trap Port[162,1024-65535] [162

Apply | Cancel

Figure 5.8 [Network Protocols] window (example)

5-14
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5.1 Security Settings

2  Specify the HTTPS related settings to the [HTTP] items.

Table 5.8 Setting items of HTTPS

ltem ‘ Description
<Web (HTTP/HTTPS)>

HTTPS Sets [Enable]/[Disable] of HTTPS,

Default: [Disable]

HTTPS Port# Sets a port number to be used for HTTPS.
Default: 432
HTTP/HTTPS Timeout |Setsatimeinterval allotted for entering datawith HTTP/
HTTPS connected before the connection is cut off.

Default: 600 seconds

3 Click the[Apply] button.
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CHAPTER 6 GSWB Initialization

If the optional product GSWB isimplemented in PRIMEQUEST 580A/540A/580/
540/480/440, you need to initialize the GSWB.

Perform initialization by following the instructions in the PRIMEQUEST GSWB
User's Manual (C122-E028EN).
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6-1






Appendix A Software Programs Supplied

with the PRIMEQUEST Hardware

The table below indicates the software programs supplied with the PRIMEQUEST

hardware.

Y: Supported

Table A.1 List of the software programs supplied with PRIMEQUEST hardware

Supported OSs
No. Name Function EFI Linux Linux Windows
(RedHat) | (SUSE)
1 |EFI/BIOS Firmware Y Y Y Y
2 |PsA :in%gf ysem : v v v
3 |SIRMS Software configuration ||y gy ||y (g
information collection
SCSl-related software programs
4  |Driver Driver Y Y Y Y
5 |Fusion MPT EFI appl. F/W update tool Y - - -
6 tFOLfI' on MPT management |~ \1< Browser - Y Y -
Broadcom-L AN-related software
programs
7 |Driver Driver - Y - Y
8 |BCM EFI appl. Y - - -
9 |BACS(Win) VLAN, aggregation, etc. - - - Y
Intel-LAN-related software
programs
10 |Driver Driver - Y Y Y
11 |Intel PROSet(Win) VLAN, AFT/ALB, etc. - - - Y
Neterion-LAN related software
programs
12 |Driver Driver - Y - Y
13 | Xframe Control Panel VLAN, Team, etc.
(Win) - - - Y
Emulex-FC-related software
programs
14 |Driver Driver Y Y Y Y
15 |lpuitil - Y Y Y
16 |HBAnyware - Y Y Y
C122-E001-10EN A-1



Appendix A Software Programs Supplied with the PRIMEQUEST Hardware

Supported OSs
No. Name Function EFI Linux Linux Windows
(RedHat) | (SUSE)
Others
HBA blocking driver for
17 ooy 9 N ) - -
18 |[Log trace capture Log collection - Y (*1) - -
19 |sadump (standalone) Dump - Y (*3) - -
Executed on an external
20 |Installation Support Tool PC (Windows) to create - Y Y -
the config file.
Tool for creating the
21 Instal I_ati on Support Tool  |installation flopp_y disk i i i v
for Windows used for automatic
Windows installation
Bundled-Software Package |Installation tool (bundled
22 700l software) i Y Y i
Runs OS-leve
23 |DSNAP commands to (_:ollect i i i v
basic information on
Windows OS.
PRIMEQUEST Software |Tool for installing the
24 | Installer accompanying software i i i Y
Checks the environment
variables (arguments
25 _SI}’O ;s)tlem Parameter Check requir(_ad f(or %S - Y - -
operation) being set by
the user.
Runs on an OSto collect
System data output tool the information required
26 (fisnap) for support activities by i Y Y i
executing commands.
27 | SystemcastWizard Lite Eﬂggﬁ:ggf‘ onDisk| Y
28 |SNMPMIB MIB - Y Y Y
Runs OS-level
29 |Software Support Guide _comman_ds to collect - - - Y
information to support
troubleshooting.
30 |HRM/server Mai ntenance support ) v ) v
tool
*1: Thisissupported only in Japan.

*2.  Thisissupported only in Japan and the Asian region.

A-2
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A.1 Types of Supplied Software Programs

A.l  Types of Supplied Software Programs

The PRIMEQUEST uses bundled versions of various software programs. This
chapter describes overview of these bundled versions and installation and operation of
SystemcastWizard Lite.

Installation Support Tool (— A.2)
Bundled-Software Package Installer (— A.3)
DSNAP (— A.4)

System Parameter Check Tool (— A.5)

System Data Output Tool (fjsnap) (— A.6)
SystemcastWizard Lite (— A.7)

Installation Support Tool for Windows (— A.8)
Software Support Guide (— A.9)
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A.2

A.3

Installation Support Tool

A configuration file contains the configuration parameters used to install the Linux
OS. Theinstalation support tool is used to create this configuration file. The
installation support tool is compatible with the following Linux OS:

® Red Hat Enterprise Linux AS (v.4 for Itanium)

® Red Hat Enterprise Linux 5 (for Intel Itanium)

® SUSE Linux Enterprise Server 9 for Itanium Processor Family
® SUSE Linux Enterprise Server 10 for Itanium Processor Family

The OSisinstalled on the PRIMEQUEST-series machine according to the settings
made in advance in the config file created by the installation support tool on a
Windows PC to facilitate work for this OS installation.

The bundled-software package installer facilitates installation of supplied software.

For details, see the PRIMEQUEST Installation Support Tool User's Guide (Red Hat)
(C122-E005EN) and the PRIMEQUEST Installation Support Tool User's Guide
(SUSE) (C122-E047EN).

Bundled-Software Package Installer

Bundled-Software Package Installer isatool used to collectively install utility
programs for PRIMEQUEST.

Bundled-Software Package Installer supports the following Linux OS:

® Red Hat Enterprise Linux AS (v.4 for Itanium)
® Red Hat Enterprise Linux 5 (for Intel Itanium)
® SUSE Enterprise Linux Server 10 for Itanium Processor Family

For details, see the PRIMEQUEST Bundled- Software Package Installer User's Guide
(C122-EQ06EN).

A4
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A.4 DSNAP

A4

A.5

DSNAP

DSNAP is a software program that quickly and securely collects investigative data,
when a problem occursin Windows OS. If a problem occursin your system, your
Fujitsu certified engineer uses this software to correctly find out your system software
configuration and setting states and conduct smooth examinations of processes.

® |nstallation method

See Section 3.3.6, "High-Reliability Tools."

® Usage

Refer to [OS Install Drive]: \DSNAP README_EN.TXT file.

System Parameter Check Tool

Some settings of the system parameters, which are very likely to be changed in the
Linux kernel environment, may prevent normal operation of the Linux system.
System Parameter Check Tool detects and reports these settings. System Parameter
Check Tool supportsthe following Linux OS:

® Red Hat Enterprise Linux AS (v.4 for Itanium)
® Red Hat Enterprise Linux 5 (for Intel Itanium)

System Parameter Check Tool provides commands that check and set system
parameters and the function that implements automatic checks at system boot and
shutdown.

Using System Parameter Check Tool can prevent system boot failures, which might
be caused by system parameter setting errors, and it can detect dump area setting
errors.

For details, see the PRIMEQUEST System Parameter Check Tool User's Guide
(C122-E009EN).
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A.6

Systamn mfommation

|
% - M?ng output tacl
=&l Irfommation |= === === o Compression

collection == =—====--+ and cutpat
Corenard execution Crssfing

1
1
1
1
1
1 Linux 5
1
1
1
1

' Configuration infommation,
1 operation information, ste. |

______________________

System Data Output Tool (fjsnap)

4 fisnap

System data

\

CLI cornrnand |# fienap —a <collscted-information-files

fjsnap isatool that collectively collects system information required for
troubleshooting.

fjsnap collects up to about 200 types, 1,000 files of hardware/software configuration
information, environment setups, operation information, and the logs required for
troubleshooting, and then compresses and outputs them into afile.

An outline of system information collection by fjsnap is shown below:

=0

ard filz copying o amhives with . .
callct necessary el o File with collscted
infomaation for inforrmation
wrareshgation of
problat

# (tallact all spskrn infonation.

Figure A.1 Outline of system information collection by fjsnap

For further information on fjsnap, see the PRIMEQUEST 500A/500/400 Series
Reference Manual: Messages/Logs (C122-EQ04EN).
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A.7 SystemcastWizard Lite

A.7  SystemcastWizard Lite

A.7.1  Overview of SystemcastWizard Lite

SystemcastWizard Lite is a software program you can use to install an OS or back up
or restore hard disk data viaanetwork. It isuseful, for example, when you construct
asystem involving multiple partitions. Using the PRIMEQUEST network activation
function can facilitate processing since you follow instructions from the management
console and need not insert activation CD disks or other such mediainto a
PRIMEQUEST drive.

Remote OS setup

This function is used for a new installation of an OS through a network. All end-to-
end installation processes are performed automatically based on the setup information
that is specified in advance. The required installation time and workload can be
reduced because a system with the same configuration can be constructed any number
of times and an OS can be installed in multiple partitions at the same time.

Backup/restore

This function is used to back up and restore system volumes through a network.
Since system volumes can be backed up and restored in units of disks, thisfunctionis
useful for backing up a system whileit isbeing constructed or checked and for system
recovery in the event of aproblem. A network activation function facilitates recovery
of the entire system volume while the OSisinactive.
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A.7.2  Configuration of SystemcastWizard Lite

Management LAN

SystemcastWizard

Deployment console
Installation T
Remote OS setup[>

Contents of the OS Registration o
CD/setup information J p— Disk image PRIMEQUEST
‘ Backup
v B -
\
]
Management
terminal

(deployment server [PRIMERGY/FMV series (1A-32)] )

Figure A.2 Configuration of the bundled version of SystemcastWizard Lite

Install SystemcastWizard Lite on a computer connected to the management LAN to
construct a management terminal (deployment server). From the management
console (deployment console) on this management terminal, instructions can be
issued to the PRIMEQUEST for remote OS setup and backup/restore.

Note that the DHCP function (*1) is started viathe network. Note also that an FTP
server isrequired to remotely set up aLinux OS.

*1  SystemcastWizard Lite contains asimple DHCP server.
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A.7.3

A.7.4

Installation of SystemcastWizard Lite
To use SystemcastWizard Lite, you need to install it.

When you run setup.exe for SystemcastWizard Lite, which is contained in the
"PRIMEQUEST SystemcastWizard Lite" CD-ROM supplied with the
PRIMEQUEST, theingtaller starts. Follow the instructions displayed on the screen to
install the software.

For further information, see the manual for PRIMEQUEST SystemcastWzard Lite
User's Guide (C122-E010EN).

How to use the SystemcastWizard Lite

From the Start menu on the management terminal where you installed
SystemcastWizard Lite, click [Programs] - [ SystemcastWizard Lite] - [Deployment
Console]. This starts the deployment console.

E0Deployment Console - SystemcastWizard Lite i [m] 5
Fartition Resource Logs Wiew Setting Help

£ I DB Server 1

Hardware information

PRIMEQUEST #2

1

102416137
00-0b-5d-6e-01-68
00-0b-5d-Be-41-5d

(DrHEL4
(FrHEL4-2
(T winee

ALLER 5005912 14 aga(+u9um

2005/08/12 15:46:50 (+0900)

Connected Disks

Disk Unit
C 0 IOU#0, HDD Slot#0  Acpi(PMPOAD3,DNPCICl [1WPci{DIZPeicl |00 Sesi(Pund,LunD)
1 I0U#0, HDD SInt#2  Acpi(PNPOANS,DFPEi2 WPCi(D2HPei(l [yScsitPuni Lunh)

Last request

Figure A.3 Starting the deployment console

Window components

The deployment console window consists of the following components:

a Cabinet name (drop-down list)
If multiple cabinets are registered, you can use thislist to select the cabinet to be
processed.
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b Partitions View

Displays alist of partitionsin the selected cabinet.

Resources View
Displays alist of remote OS setup resources and disk images.

Details View
Displays detailed information about the selected partition, resource, log, or other
such object.

Operation flow

The operation flow is described below.

1
2

Select the target partition from the Partitions View.

From the menu, select the task you want to perform (remote OS setup or backup/
restore). A dialog box appears.

Follow the instructions displayed on the dialog box to set up and run the software.
You can see the progress status and execution results on the deployment console
because that information is displayed in the Details View.

For details, see the PRIMEQUEST SystemcastWizard Lite User's Guide
(C122-E010EN).

A.7.5 Considerations

Only SystemcastWizard Lite, which is supplied with the main unit, can be used with
the PRIMEQUEST machines.

A-10
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A.8 Installation Support Tool for Windows

A.8

A.9

Installation Support Tool for Windows

Installation Support Tool for Windowsis atool for automatic installation of Windows
on the PRIMEQUEST-series machine.

For details, see the PRIMEQUEST Installation Support Tool for Windows User's
Guide (C122-048EN).

The PRIMEQUEST Installation Support Tool for Windows User's Guide
(C122-048EN) isincluded in the following path on the "PRIMEQUEST Drivers CD
for Microsoft® Windows Server® 2003" (C122-E024):

E:\Tools\General\IST\manual (where the CD-ROM driveis Drive E)

Software Support Guide

Software Support Guide is agroup of programs that can collectively gather
information on software errors in Windows in a prompt and accurate manner.

Fujitsu certified engineers use Software Support Guide to learn how your system
software was operating at the time an error occurred in your system and to quickly
investigate the error.

The table below lists the Software Support Guide tools, which enable quicker
troubleshooting.
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Table A.2 Software Support Guide tools and information that can be collected

Tool name Information collected
QSS (Quick Support Registries, event logs, system file list, Watson log,
System) minidumps, and M SCS cluster log
User mode Process Application (snapshot) dumps
Dumper

Desktop Heap Monitor  |Information on the size of the desktop heap, whichisa
system resource

ETW (Event Tracefor  |OS standard trace function

Windows) Process/thread, disk, network trace can be used

(ETW must be started after installing the Software Support
Guide.)

For details, verify by starting and referencing the Software Support Guide.
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Appendix B Installation Procedure

This appendix describes the procedure for PRIMEQUEST installation. Such
installation includes the following types of operations:

@ Connecting a general-purpose PC
® [nitializing the MMB
® L ogging in to the Web-Ul

B.1  Connecting a General-purpose PC

This section describes the procedure for connecting a general-purpose PC to the
PRIMEQUEST main unit.

1 Connect the COM port on the general-purpose PC to the RS-232C external
interface of the MMB, with an RS-232C cross cable ((1) in Figure B.1).

2  Connect the LAN port on the general-purpose PC to the LAN (maintenance)
external interface of the MMB, withaLAN cable ((2) in Figure B.1).

Remarks. BMM#1 is supported only in the PRIMEQUEST 500A/500 series.

C122-E001-10EN
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MMB MMB Ready MMB Active
| MMB Alarm — Location
| MAINTENANCE ABC ] [001AA ] 1
© LOCAL REMOTE © EE P& ©
] (2 @1) J© o rovaac o |
_ e 6 g — °
I A [ )
N\ 7
71
\ // ]
AR - .
v\  LAN (maintenance) RS-232C LAN (user) ’ I
/
v N , !
s , !
ACS{L ACSH0
\ 7 ]
\ Vs I
\ \ 7/
\ \ 7 ]
\ \ / 1
FANBH | N 7 |
Ve
v FAN_B#D , I
\
\ FANBHO 4 1
\ \ 4 1
7
BP \ \ , |
XDI#2 \
\GIE] > 7 I
\ XAI#1 A ¢
KAI#O N\ 7/
\Di#1 N Vs PlP[P[P|P|P|P|P Il e
XDOI#0  / c|c|cjlcjcfcjlci|cile B,’ s
lefefefefe]r]ef{mvhfe
KVM(DVD) \ CPCB y A ACSI g 4t 4 | # | # |# | #]|#|[™ M| B =
| VT MMBF0 L \ 7(6|5|af3]|2]|2f0f]|*]|#
GSWB#1 (GTHB#1) GSWB#0 (GTHB#0) \ 1)k 1
\ |
I
\ [

I0U#7 | 10U#6 | IOU#5 | I0U#4 { 10X \
LR EEE B EE | MMB I e
3 | | | A /

alfl o T auf| o T oufl o T afl o T
2 2 2 2

=t =l A= = FAN_C#1(FAN for SB)
R ENEEEEEEEEE
| I I I I

Rear view (PRIMEQUEST 580A/540A/

580/540/480/440)

*1 PCI#2 and PCI#3 can be used only in the
PRIMEQUEST 520A/520 series.

Rear view (PRIMEQUEST 520A/520/420)

Figure B.1 MMB location and external interfaces
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B.1 Connecting a General-purpose PC

Table B.1 MMB external interfaces

External interface

Quantity

Remarks

RS-232C

Used by a Fujitsu certified service
engineer to set up the unit. It isnot
used in normal operation.

LAN 100Base-TX

e User: Used for a console connection

+ Maintenance:

[LOCAL]: Dedicated for use by a
Fujitsu certified service engineer
[REMOTE]: REMCS port

3 Turn on the general-purpose PC to start terminal software.
Make the following terminal software settings.

Table B.2 Terminal software settings

Setting item Value
Bits per second 19200
Data bits 8
Parity None
Stop bit 1
Flow control Not applicable
Emulation VT100
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B.2 Initializing the MMB

This section describes the procedure for initializing the MMB.

1 Switchthe MAIN LINE SWITCH to ON.

2 The ALM LED on each unit goes on while the MMB Ready LED blinks
(initialization isin progress). Then, confirm that the ALM LED on each unit is
goes out and the MMB Ready LED stays on (end of initialization).

3 Thelogin prompt appears. Enter "Administrator” to log in.

4  Atthetime of initial login, the system prompts you to change the Administrator
password. Enter anew password.

Note: The password must be a string that consists of at least eight characters and
cannot easily be guessed. If the entered password is inadequate, the
system prompts you to enter another password.

5 Set up the MMB network.

Specify the IP address by using the following command:

Adm ni strator> set ip <IP Address> <net nask>
Admi ni strator> set gateway <defaut gateway |P Address>

Example:  Setting 192.168.0.10 for the | P address, 255.255.255.0 for the netmask,

6

and 192.168.0.1 for the gateway

Adm ni strator> set ip 192.168.0.10 255.255.255.0
Admi ni strator> set gateway 192.168.0.1

Enter the "set http enable” command to enable http.
This allows the user to access the MMB Web-Ul viaa LAN from a general-

purpose PC.

‘Adrri nistrator> set http enable |

Enter the "set telnet enable’ command to enable telnet.

‘Adrri nistrator> set telnet enable |
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8  Set the date and time as necessary.

‘Adm' ni strator> set date MvVDDhhnmi[CC] YY][, sS]

Example:  Setting 13:10:00 and April 27, 2005

|Adni ni strator> set date 04271310[[20] 05] [, 00]

B.3 Logging in to the Web-UI

This section describes the procedure for logging in to the MMB Web-Ul. The MMB
Web-UI supports the following browsers:

Internet Explorer: Version 5.5 (Service Pack?2) or later
Netscape: Version 7.02 or later

Remarks:

® Because the MMB Web-Ul uses JavaScript, JavaScript must be
enabled in the browser settings on the genera -purpose PC used.

® Because the MMB Web-Ul downloads items, downloading must be
enabled in the browser settings on the general-purpose PC used.

1 Start the browser, and enter the following URL:
http://<nodename>:<adminport>
nodename: | P address of the MMB
adminport: Port number assigned to the MM B management port (default:
8081)
Example: The IP addressis 192.168.0.10.
http://192.168.0.10:8081

2  The Management Board Web Ul window is displayed.
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3 Loginusing "Administrator".
The following window is displayed:
Username: Administrator
Password: Password that is set as described in Section B.2, "Initializing the
MMB"
Remarks: Closing this Web-UI window
To close this Web-Ul window, click [Logout] on the navigation bar

indicated by e).
- { @ Displayed FUJITSU logo . - - | b) Information area ¢) Indication of the
: : *--|  AciveMMB
: Model: ' ! Active:MMB#1
' (o) Part Number: :

: FU] [TSU :erial.Nu.mher:

. d) Maintenance status
' ' display
. ] . €) Navigation bar

_| 9) Bar displaying the submenu hierarchy

h) Content display area

Figure B.2 [Web-UIl Frame Information] window
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Appendix C Power Control

This appendix describes the power-on/off procedures.

» Power-On/Off Procedures for the Main Unit (— C.1)
» Power Control on Cabinets and Partitions (— C.2)
» Powering On and Powering Off Partitions (— C.3)

Power-On/Off Procedures for the Main Unit

This section describes the power-on/off procedures for the main unit, including the
following:

® Powering on and off by controlling the main power (— C.1.1)
® Power-on and power-off procedures for the entire system (— C.1.2)

Powering on and off by controlling the main power
This section explains powering on and off through control of the main power.

Thecircuit breakers of the PRIMEQUEST 580A/540A/580/540/480/440 are the main
power switches on the main unit. They also work as circuit protectors that protect the
main unit by detecting overcurrents.

Note: FAN_E#0 and FAN_E#1 of the PRIMEQUEST 520A/520/420 series
machine rotate not only when the system is operating, but also when it is
on standby.

@® Power-on procedure using circuit breakers (PRIMEQUEST 580A/540A/580/540/
480/440) (—» C.1.1.1)

® Power-on procedure (PRIMEQUEST 520A/520/420) (— C.1.1.2)

® Power-off procedure using circuit breakers (PRIMEQUEST 580A/540A/580/540/
480/440) (—» C.1.1.3)

® Power-off procedure (PRIMEQUEST 520A/520/420) (— C.1.1.4)
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C.1.1.1 Power-on procedure using circuit breakers (PRIMEQUEST
580A/540A/580/540/480/440)

Note on power-on
Switch on the circuit breakers from the base cabinet.

Unlessall circuit breakers are switched on, the system may not start normally because
of insufficient PSU power supply. Switch on all circuit breakersin quick succession.

Remarks: When switching off and on amain line switch, wait at least 10 seconds
after switching it off before switching it on again.

If the circuit breaker is switched off because an overcurrent was detected, a problem
such as ashort circuit occurred in the main unit. If the circuit breaker is switched on
again under this condition, the circuit breaker on the distribution panel may be
switched off and a burnout may occur in the main unit. To prevent this problem, do
not switch on the circuit breaker again, and call a certified service engineer.

Power-on procedure
1 Switch onthe circuit breakers on the main unit.
Open the rear door of the base cabinet, and set the all breaker switches near the

top of the cabinet to the | side.

Breaker switch

l éﬁé_ré_ﬁi aEa_r&_F

1

Figure C.1 Circuit breaker locations (base cabinet)
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C.1 Power-On/Off Procedures for the Main Unit

Notes: The number of switches depends on the mode of power supply to the
main unit.
Figure C.1 shows an example of the PRIMEQUEST 580A/580/480 with
aPSU expansion installed.

2  When an Extended Power Cabinet is connected to the PRIMEQUEST 580A/580/
480, turn on the circuit breakers of the Extended Power Cabinet.
Open the rear doors of the Extended Power Cabinet and set all the switchesto the
| side.

Breaker switch

Figure C.2 Circuit breaker locations (Extended Power Cabinet)

Notes: The number of switches depends on the unit configuration.
Figure C.2 shows an example of the Extended Power Cabinet with a
PSU expansion installed.

3 When an Extended /O Cabinet is connected, turn on the circuit breakers of the

Extended 1/0O Cabinet.

Open the front door of the Extended 1/0 Cabinet and set all the switchesused in

the power distribution box to the 1 side.

Remarks: Thetype of power distribution box and circuit breaker in the
Extended I/O Cabinet depends on the region in which the cabinet is
used.

Especially in Europe, the power distribution box in the Extended 1/0
Cabinet does not have circuit breakers. For this cabinet, therefore,
turn on the circuit breakers on the power distribution board to which
the input power supply of the Extended 1/0 Cabinet is connected.
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Figure C.3 Circuit breaker locations (Extended 1/0O Cabinet)
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C.1 Power-On/Off Procedures for the Main Unit

C.1.1.2 Power-on procedure (PRIMEQUEST 520A/520/420)

Remarks. Before turning on power again after disconnecting the power cable from
the ACS, wait at least 10 seconds after power-off and then reconnect the
power cable.

If the circuit breaker on the power distribution box is switched off because an
overcurrent was detected, a problem such as a short circuit occurred in the main unit.
If the circuit breaker is switched on again under this condition, the circuit breaker on
the distribution panel may be switched off and a burnout may occur in the main unit.
To prevent this problem, do not switch on the circuit breaker again, and call acertified
service engineer.

Power-on procedure
1 Connect the power cable to the ACS of the main unit, and then connect the power
cable to the power distribution box.

TR IER IR o

o | 1| FTEE
<1 el

\

ACS

m
° .| ®

Rear view

Figure C.4 ACS location
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C.1.1.3 Power-off procedure using circuit breakers (PRIMEQUEST
580A/540A/580/540/480/440)

Power-off procedure

[AACAUTION|

Data destruction
When power to the main processing unit is turned off in an operation from the
MMB, only the following LEDs of the OPL and the MMB stay lit:

® MMB-Ready LED of the OPL

® Power LED of the MMB

® Ready LED of the MMB

® Active LED of the MMB
Before turning off the main power (UPS, power distribution box, circuit breaker
switches, etc.), be sure to confirm that all LEDs other than the above are off.
Otherwise, turning off the main power may cause damage to data.

1  Turn off the main unit.
Use the management board (MMB) for the power-off operation. For details, see
Section C.1.2, "Power-on and power-off procedures for the entire system.”

2 Confirm that only the following LEDs of the OPL and the MMB arelit:
* MMB-Ready LED of the OPL
» Power LED of the MMB
* Ready LED of the MMB
» Active LED of the MMB

3 If an Extended Power Cabinet is connected to the PRIMEQUEST 580A/580/480,

turn off the circuit breakers of the Extended Power Cabinet.

Open the rear door of the Extended Power Cabinet, and set all the switchesto the

O side.

Note: The number of switches depends on the unit configuration. (See Figure
C.2)
Figure C.2 shows an example of the PRIMEQUEST 580A/580/480 with a
PSU expansion installed.

4 Turn off the circuit breakers of the main unit.
Open the rear door of the main unit and set all the circuit breakers on the upper
part of the cabinet to the O side.
Note: The number of switches depends on the mode of power feed to the main
unit. (See Figure C.2)
Figure C.2 shows an example of the PRIMEQUEST 580A/580/480 with a
PSU expansion installed.
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C.1 Power-On/Off Procedures for the Main Unit

5 If an Extended I/O Cabinet is connected, turn off the circuit breakers of the
cabinet.

Open the front door of the Extended 1/0 Cabinet, and set all the switchesin the

power distribution box to the O side.

Remarks: Thetype of power distribution box and circuit breaker in the
Extended /O Cabinet depends on the region in which the cabinet is
used. (SeeFigureC.3.)

Especially in Europe, the power distribution box in the Extended 1/0
Cabinet does not have circuit breakers. For this cabinet, therefore,
turn off the circuit breakers on the power distribution board to which
the input power supply of the Extended 1/0 Cabinet is connected.
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C.1.1.4 Power-off procedure (PRIMEQUEST 520A/520/420)

Power-off procedure

[AACAUTION|

Data destruction
When power to the main processing unit is turned off in an operation from the
MMB, only the following LEDs of the OPL and the MMB stay lit:

® MMB-Ready LED of the OPL

® Power LED of the MMB

® Ready LED of the MMB

® Active LED of the MMB
Before turning off the main power (UPS, power distribution box, circuit breaker
switches, etc.), be sure to confirm that all LEDs other than the above are off.
Otherwise, turning off the main power may cause damage to data.

1  Turn off the main unit.
Use the management board (MMB) for the power-off operation. For details, see
Section C.1.2, "Power-on and power-off procedures for the entire system.”

2  Confirm that only the following LEDs of the OPL and the MMB arellit:
 MMB-Ready LED of the OPL
* Power LED of the MMB
* Ready LED of the MMB
» Active LED of the MMB

3  Disconnect the power cable from the power distribution box.
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C.1 Power-On/Off Procedures for the Main Unit

C.1.2 Power-on and power-off procedures for the entire system

C.1.2.1 Power-on procedure for the entire system

Remarks. The procedures described below show sample screenshots of windows
displayed for the PRIMEQUEST 580A/540A/580/540/480/440.

Procedure
1  Switch on the power switches on the MMB and peripherals.

2 Loginto MMB Web-UlI.
The MMB Web-Ul window is displayed.

3 Click [System] — [System Power Control] from the MMB menu.
The [System Power Control] window is displayed.

Partit: Switc ser & hion Wetwork Configuration Mamtenance Logout
>3ystem >System Power Control

[ System Event Log System Power Control Help
0 :

Click the Apply Button to apply all changes

[ System Power Control © Power On all partition(s)

€ Power On the Chassis only

€ Power Off the Chassis (all partition(s) will be automatically shutdowm)
€ Force Power Off

B
|
B

Apply | Cancel

Figure C.5 [System Power Control] window

4  Click [Power On al partition(s)] or [Power On the Chassis only] (only for the
PRIMEQUEST 580A/540A/580/540/480/440), and click the [Apply] button.
System power is turned on.

Remarks: If [Power On all partition(s)] is selected while only cabinet power is
on, power to every partition isturned on.
If [Power On the Chassis only] is selected, power to components
other than the system board (SB) and 10 Unit is turned on (this
includes power to the GSWB).
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Explanation of the [System Power Control] window

Table C.1 Displayed and setting items in the [System Power Control] window

Item Description
Power On all partition(s) | Power to every partition isturned on.
If thisitem is selected while only cabinet power ison,
power to every partition is turned on.
Power On the Chassisonly | Power to components other than the SB and 10 Unit
(PRIMEQUEST 580A/540A/ |is turned on.

580/540/480/440 only) This power-on operation includes the GSWB.

Power Off —the Chassis (all |Power to al partitions and cabinetsis turned off.
partition(s) will be If you select this option in the power-off state,
automatically shutdown). nothing happens.

Force Power Off Power isturned off without shutting down partitions.

C.1.2.2 Power-off procedure for the entire system

[AACAUTION|

Data destruction
Before shutting down power, make sure the following events have occurred;
otherwise, data may be destroyed:

® All applications have completed processing.

® No user is using a component.

Note: A partition in which Windows isinstalled may not be shut down when the
shutdown function is executed from the MM B Web-UI. To turn off power
to the partition, use the Windows shutdown function. For details on the
Windows shutdown function, see the PRIMEQUEST 580A/540A/520A/
500/400 Series Reference Manual: Basic Operation/GUI/Commands
(C122-EOQ3EN).

Remarks: The procedures described below show sample screenshots of windows
displayed for the PRIMEQUEST 580A/540A/580/540/480/440.

Procedure
1 Loginto MMB Web-UI.
The MMB Web-UI window is displayed.

2 Click [System] — [System Power Control] from the MM B menu.
The [System Power Control] window is displayed.
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C.1 Power-On/Off Procedures for the Main Unit

Partiton  Swal Wser A dmmstraton Metw Configuration Iamtenance Logout
>3ystem >System Power Control

[ System Event Log System Power Control Help

Click the Apply Button to apply all changes

[ System Power Control © Power On all partition(s)

€ Power On the Chassis only

€ Power Off the Chassis (all partition(s) will be automatically shutdowm)
€ Force Power Off

B
|
B

“Apply [ Cancel

Figure C.6 [System Power Control] window

3 Click [Power Off the Chassis (all partition(s) will be automatically shutdown)] or
[Force Power Off], and click the [Apply] button.
System power is turned off.
Remarks: If [Force Power Off] is selected, power isturned off without shutting
down any OS running a partition.
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C.2 Power Control on Cabinets and Partitions

This section describes power control procedures for the entire PRIMEQUEST system
and for partitions.

Note: A partition in which Windows isinstalled may not be shut down when the
shutdown function is executed from the MM B Web-Ul. To turn off power
to the partition, use the Windows shutdown function. For details on the
Windows shutdown function, see the PRIMEQUEST 580A/540A/520A/
500/400 Series Reference Manual: Basic Operation/GUI/Commands
(C122-E003EN).

Remarks: The procedures described below show sample screenshots of windows
displayed for the PRIMEQUEST 580A/540A/580/540/480/440.

Procedure
1 Click [System] — [System Power Control] from the MMB menu.
The [System Power Control] window is displayed.

System Power Control Help

Click the Apply Button to apply all changes.

[ System Power Control € Power On all partition(s)
€ Power On the Chassis only
€ Power Off the Chassis (all partiion(s) will be automatically shutdown)

L]
L]
L]
a o
a -

Apply | Cancel

Figure C.7 [System Power Control] window

2  Select apower control mode and click the [Apply] button.

3 Click [Power Off the Chassis (all partition(s) will be automatically shutdown)] or
[Force Power Off], a confirmation window appears. In the confirmation window,
click the [OK] button to start processing or the [Cancel] button to return to the
main window without performing processing.
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Explanation of the [System Power Control] window

Table C.2 Displayed and setting items in the [System Power Control] window

Item

Description

Power On al partition(s)

Power to every partition is turned on.
If thisitem is selected while only cabinet power is on,
power to every partition is turned on.

Power On the Chassis only
(only for the PRIMEQUEST
580A/540A/580/540/480/440)

Power to components other than the SB and IO Unit is
turned on.
This power-on operation includes the GSWB.

Power Off —the Chassis
(al partition(s) will be
automatically shut down.)

Every partition is shut down, and cabinet power is
turned off.

Force Power Off

Power is turned off without shutting down partitions.

C122-E001-10EN
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C.3 Powering On and Powering Off Partitions
This section explains how to power on and power off partitions as follows:
® Partition power-on procedures (— C.3.1)
® Partition power-off procedures (— C.3.2)
The power-on and power-off procedures for partitions require Admin authority.
C.3.1  Partition power-on procedures
This section explains the partition power-on procedures.
Procedure
1 Loginto MMB Web-UI.
The MMB Web-Ul window is displayed.
2  Click [Partition] — [Power Control] from the MMB menu.
The [Power Control] window is displayed. Thiswindow displays only the
partitions that are bootable with SBs and 10 Units assigned.
Power Control
hmaDS |08 |owotr  [Ponu0n |[tspeciy B P e
1| ManDES OK |Stangby | Poweroff (Mot specified)  +| [ e
Figure C.8 [Power Control] window
The # column shows partitions numbers.
For details about the [Power Control] window, see Part I11, "MMB," in the
PRIMEQUEST 580A/540A/520A/500/400 Series Reference Manual: Basic
Operation/GUI/Commands (C122-EOO03EN).
3 Toturnonapartition, select [Power On] for it in the [Power Control] column, and

click the [Apply] button.

A confirmation dialog box appears. Click the [OK] button to continue; otherwise,

click the [Cancel] button.

Note: If the specified control fails because the partition isalready powered on or
is being powered off, a warning message appears.

C-14
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C.3 Powering On and Powering Off Partitions

Explanation of the window

Table C.3 Displayed and setting items in the [Power Control] window

Item Description
# An identification number for each partition is displayed.
Note that this window does not display a partition to
which no SB or 10 Unit is assighed.
Partition Name The name of each partition is displayed.
Status The partition status is displayed as follows:
» [OK]: The partition is operating normally.
» [Degraded]: A component isfaulty (the partition can
operate by isolating the faulty component).
» [Warning]: The partition isin the warning state (a
failure will probably occur).
» [Failed]: The partition failed.
Power Status The partition power statusis displayed as follows:
e [On]: Powerison.
» [Standby]: The partitionisin the standby state.
System Progress The progress of a partition is displayed.
» [Power Off]: Partition power is off.
* [Power On In Progress]: The partition isin power-on
sequence.
* [Reset]: The partition is reset.
» [POST XXXXHh]: Indicates that the partition has
started POST Code=XXXXh processing.
» [Boot]: The partition statusis as follows:
- Boot in progress
- PSA not yet installed
- Installation in progress
- Backup or restoration by SystemcastWizard
in progress
* [OSRunning]: The OSis active.
» [OS Shutdown]: The OSis shut down.
 [Panic]: The systemisin panic state.
» [Power Off In Progress|: The partition is in power-off
sequence.
» [Check Stop]: The partition is stopped.
* [Initiate soft-shutdown]: Starts countdown to Force
Power Off.
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Item Description

Power Control The type of power control over a partition as described

below can be selected by the user.

For a partition that is on, [Power On] is not displayed.

For a partition that is off, [Power Off], [Reset], [INIT],

[Power Cyclg], and [Force Power Off] are not displayed.

e [Power On]: Turnson the partition.

e [Power Off]: Turns off the partition.

From the viewpoint of the OS, this operation is the
same as when the unit power button is set to off.
Therefore, if the OS supports the advanced
configuration and power interface (ACPI), the OS can
be shut down and power then turned off when [Power
Off] isselected. For details, see the OS power
specifications (ACPI). If the OS does not support
ACPI, this operation simply turns off power without
shutting down the OS.

» [Power Cycle]: Forcibly turns off the partition and
turnsit on again.

* [Reset]: Resetsthe partition.

* [INIT]: Issuesthe INIT interrupt to the partition.

* [Force Power Off]: Forcibly turns off the partition.

¢ [Not specify]. Takes no action for the partition.

Notes:

» Executing INIT forcibly terminates applications
running in the partition. Before executing INIT, stop
important applications. Also, unmount unnecessary
file systems.

Force Power Off Delay When [Power Off] is selected, the power-off operation

may fail because the shutdown instruction to the OSin

the partition does not work normally. Here, the user can

specify whether to forcibly turn off the partition in such a

case. If the check box is selected for aforced power-off,

the delay time can be set (1 to 9 minutes). The partition
isforcibly turned off after thistime has elapsed.
Default: No forced power-off
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ltem

Description

Under Maintenance

Thisindicates whether a partition is under maintenance:

[Maintenance]: The partition is under maintenance.

[- (hyphen)]: The partition is not under maintenance.

Partitions under maintenance are excluded from power

control from this window.

Remarks. Withthe PRIMEQUEST 500A/500 series, the
"Under Maintenance" item may not be
displayed in the [Power Control] window
depending on the MMB firmware version. In
this case, the number of the partition under
maintenance is displayed under "Under
Maintenance" in the information area.

Reference: If the OS supports the Advanced Configuration and Power I nterface

(ACPI), the power-off operation shuts down the OS and then turns off the
power. However, if the OS does not support ACPI, the power-off
operation turns off the power without shutting down the OS.

Even if the OS supports ACPI, the power-off operation may fail if an

application running on the OS does not support it. This symptom depends
on the specifications of the OS or the applications. For details, seethe OS
or application manuals.

Remarks: After the cabinet power isturned off, it cannot be turned on again for a
certain period of time. During this period, [Power Control] is grayed out
and cannot be selected.

C122-E001-10EN
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C.3.2  Partition power-off procedures

This section explains the partition power-off procedures.

Notes:

A partition in which Windows isinstalled may not be shut down when the

shutdown function is executed from the MMB Web-Ul. To turn off power to the
partition, use the Windows shutdown function. For details on the Windows
shutdown function, see the PRIMEQUEST 580A/540A/520A/500/400 Series
Reference Manual: Basic Operation/GUI/Commands (C122-EOO3EN).

If the following condition occurs, contact a Fujitsu certified service engineer:
Also, do not execute [Reset] or [Force Power Off] for a partition until the problem
isremoved.

[Power off], [Reset], or [Force Power Off] is executed for a partition or a
shutdown is executed from the operating system, and, asaresult, “Error” is
displayed for [Status] in the MM B Web-UI window (information frame).
Furthermore, an attempt to display the status of each component in the MMB
Web-Ul window causes “Read Error” to be displayed for [Part Number] or [Serial
Number].

Procedure

1

Loginto MMB Web-UI.
The MMB Web-Ul window is displayed.

Click [Partition] — [Power Control] from the MMB menu.
The [Power Control] window is displayed.

System Switch User A dmimstration Network Configuration Mantenance
=Partition >Fower Control

L1 Powe: Control

Power Control

Select a Fower Contral oplion for one or mere partilions, then click the Apply butlen to take effect.

#| Partition Name| Status| Power Status| Bystem Progress| Power Control Force Power Off Delay| Under Maintenance
0| MastesDBS | OK [ Standby Power Off (Mot specified) || [] min

1| ManDES OK |Standby | FPowerOF ot specified) | O W | win

Cancel

Figure C.9 [Power Control] window

The # column shows partitions numbers.

C-18
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3  Toturn off apartition, select [Power Off] for it in the [Power Control] column,
and click the [Apply] button.
The partition is turned off.

Notes: For the reason described below, the operation for shutting down a
partition must be performed from the OS.
When the [Power Off] operation is selected, and the OS supports ACPI,
the OS can be shut down and the power to a partition can be turned off by
the power-off operation described above. However, if the OS does not
support ACPI, this operation turns the power off without shutting the OS
down.
Even if the OS supports ACPI, power may not be turned off if an
application running under the OS does not support it. Thisdependson the
OS and application specifications. For details, see the OS and application
manuals.
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Appendix D Installation in the SAN Boot

Environment

This appendix describes the SAN boot environment setup in Windows.

D.1  Confirmation of Necessary Items

Confirm the necessary items. The following items (hardware and software) are
required for setting up the SAN boot environment.

This section uses Fujitsu's ETERNUS storage product as an example, but the basic
unit settings are the same for other manufacturer's SAN storage units, if they are used.

PRIMEQUEST

Fibre Channel (FC) card

SAN storage unit (ETERNUYS)

FC switch (as needed for configuration)

PC used to configure the SAN storage unit (ETERNUS) and FC switch (The PC
can also be used as the MMB console or other such console.)

Windows Server 2003, Enterprise Edition for Itanium-based Systems or Windows
Server 2003, Datacenter Edition for Itanium-based Systems

USB floppy disk drive

(wheninstalling viaKVM)
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D.2

D.3

Procedure for Setting Up the SAN Boot
Environment

Set up the SAN boot environment as follows:

® Design the SAN boot environment.

Design the environment including the PRIMEQUEST machine and SAN storage
alocation, connections, and |P addresses. The reliability that can be obtained
depends greatly on the topologies of the PRIMEQUEST machine, SAN storage,
and FC switches. Select the necessary items and forms of connections that satisfy
requirements.

Make SAN boot settings for the PRIMEQUEST machine.

Set up the SAN storage units and PRIMEQUEST machine according to the
configuration design. The Fibre Channel EFI driver must be configured.

Set up SAN storage and FC switches.

Mount, connect, configure, and tune the SAN storage units and FC switches
according to the connection diagram prepared during environment design.

Design

Animportant part of designing the SAN boot environment is to design a topology
(connection configuration) based on the business size.

This section describes two recommended SAN boot configurations in Windows
systems: 2-path configuration and 4-path configuration.

Notes:

® Fujitsu recommends the 4-path configuration in consideration of boot
reliability. Consider expanding or changing it depending on the
business size.

® The configuration used in this section includes FC cards. The

configuration may need to be changed depending on the cards that are
added.

D-2
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D.3 Design

(1) Recommended 2-path configuration
Figure D.1 shows an example of SAN boot in the 2-path configuration.

CA

CMi#
FC#1 I CA
U

PRIMEQUEST(IOU) FC switch SAN storage unit

=
e —
FC#3 1 ca
CM#0
CA
==
]

Figure D.1 SAN boot configuration example 1 (2-path configuration)

(2) Recommended 4-path configuration
Figure D.2 shows an example of SAN boot in the 4-path configuration.

FC#3
>
]
— CA
1 CM#0
[For] on
=
u

™ CA

FC#3 CM#1
CA

FC#1 I.I

PRIMEQUEST(IOU) FC switch SAN storage unit

Syatem Volume

Figure D.2 SAN boot configuration example 2 (4-path configuration)
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D.3.1  Notes on design
Note the following about designing the environment:

® Restrictions on slots for FC card connections
For the PRIMEQUEST 580A/540A/580/540
* InaSAN boot configuration, the OS can be installed viaany dotinan 10
Unit. After OSinstallation, making multipath settings that include the slot
used for OS installation enables SAN boot from any dlot of the IO Unit.
* InaSAN boot configuration, OS installation viaa PCl_Box and SAN boot
cannot be performed.

For the PRIMEQUEST 480/440
» For PRIMEQUEST 480/440, connect the HBA card (FC card) used for SAN
boot in the PRIMEQUEST 480/440 to PCI slot #1 or #3.
* InaSAN boot configuration, OS installation viaa PClI_Box and SAN boot
cannot be performed.

For the PRIMEQUEST 520A/520/420

In a SAN boot configuration, OS installation and SAN boot is possible from all

PCI dots in which an FC card has been mounted.

® Select 1-to-1 WWPN for zoning.
When FC switches are used, zoning must be set up according to the system
configuration. If zoning is specified manually, either a specified port or WWPN
can be selected. However, for simplicity in the event of afailure, set 1-to-1
WWPN. If aspecified port is used and a CA (host/FC switch port on an
ETERNUS unit) fails, zoning must be set up again.

® Do not share the system disk.
The system disk cannot be shared by multiple servers. Be sure to use the host
affinity function for exclusive control of the system disk. Before using a non-
Fujitsu SAN storage unit, confirm that an equivalent function is available.

® Redtrictions on using the ETERNUS multipath driver

1 Whenthe ETERNUS multipath driver is used, the individual logical units
(LUNSs) in the ETERNUS unit must be equally assigned to all the HBAS
contained in one server.

2 If azoning mode other than 1-to-1 WWPN is set, the possible configurations
do not allow accessto multiple CAsin the same cabinet through an FC switch
from one HBA.

3 Thenumber of pathsis limited.

For Windows, the maximum number of paths that can be configured is 8.

For details, see the ETERNUS multipath driver manual.
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D.4 Settings

D.4

D.4.1

D.4.2

Settings

This section outlines the ETERNUS main unit settings. For details, see the manuals
supplied with the ETERNUS unit.

Reserving areas (RAID group, logical unit)

Reserve the areas required for setting up the SAN boot environment on the
ETERNUS unit. No special restrictions and notes apply to such areas used as the
system disk. For the procedure of reserving the necessary areas, see the ETERNUS
manuals.

Making settings for logical units

Allocate the reserved logical unit areato a CA.

Use ETERNUS setup softwareto allocate it. For details, see the ETERNUS manuals.
Two setting patterns are available:

® |f an environment in which HBA accessis enabled is aready set up (such aswhen
the ETERNUS unit is connected directly to the HBA), the HBA WWPN required
for this setting can be specified from the list displayed by ETERNUS setup
software.

Note:  1/O processing across the ETERNUS unit must have been executed at
least once from the HBA.

® |n other cases, obtain information from the EFI console of the server containing the
HBA. For the procedure, see "Configuring the EFI driver."

Note the following about making settings for logical units:

 Use the security function.
Use the host affinity function to limit the servers that can access each disk. For
example, if one ETERNUS unit is shared by two partitions, and if a system disk
and shared disk are provided for each partition, the servers (HBAS) that can
access each disk must be limited. This function must be used to prevent damage
to the system disks.
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D.4.3

Setting up the FC switch

The FC switches for the ETERNUS SN200 series are generally set up through a
connection to the OS of the ETERNUS SN200 series machine from atelnet terminal
(an ordinary PC can be used).

In the rest of this section, a switch means an FC switch.

1

Preparation for switch setup
Check the WWPNSs of the ETERNUS unit and HBA.

Obtain the WWPN of the ETERNUS unit by using ETERNUSmMgr and selecting
the WWPN list function from the menu for displaying the unit status. The list
function lists the WWPNs assigned to CAs. For details, seethe ETERNUS
manuals.

For details on how to obtain the WWPN of the HBA, see Section D.4.4,
"Configuring the EFI driver."

Basic switch settings

The IP addresses in the LAN, subnet masks, and the gateway addresses of the
switch and PC must be set. These switch settings can be made from the operation
panel or through the serial port. For details, see the reference manuals for the
ETERNUS SN200 series.

The setting that activates the switch SNM P function must also be made. If zoning
isaready set up for the switch, however, thisis not required.

Zone creation, configuration creation, and configuration validation
Create and validate zones and the related configuration. For details on these
operations, see the ETERNUS user's guide.
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D.4.4  Configuring the EFI driver
To boot from a SAN storage unit, follow the procedure below for each HBA.

The EFI driver that is used varies depending on the mounted FC card. The displayed
content is different for the different versions of the driver. This section describes a
procedure appropriate to each version.

® Configuring the EFI driver (3.10a6 version) (—D.4.4.1)
® Configuring the EFI driver (3.11a4 version/3.11x1 version) (—»D.4.4.2)

D.4.4.1 Configuring the EFI driver (3.10a6 version)

1  Turnon power to the partition.
The [EFI Boot Manager] window is displayed on the console.

EFI Boot Manager ver x.XxXx [X.XxX]
Pl ease select a boot option

EFI Shell [Built-in]

DVD/ Acpi (PNPOAO3, 0)/Pci (1D 1)/ Usb(0, 0)/Usb(1, 0)

Net wor k/ Acpi ( PNPOAO3, 0)/ Pci (1E| 0)/ Pci (8] 0) / Mac( 000B5D6F80A9)
Boot Option Mintenance Menu

Setup Menu

2 Start EFI Shell.
Select [EFI Shell (Built-in)], and press the [Enter] key.
EFI Shell starts.

3 Listdrivers.
After EFI Shell starts, enter the following, and press the [Enter] key:

‘Shell> drivers -b ‘

A list of driversis displayed as shown below.

Find the line with "Emulex SCSI Pass Thru Driver" displayed in the DRIVER
NAME column, and record its value in the DRV column. In the following
example, 22 isthe driver identification number.
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Check the VERSION information in thislist

Shel | > drivers -b

T D
D Y CI
R PFA
V VERSION E G G #D #C DRI VER NAMVE | MAGE NAME
00D 00000010 B 2 43 PCl Bus Driver Pci Bus
020 00000010 B - - 3 3 USB Bus Driver UsbBus
021 00000010 D - 1 - Usb Keyboard Driver UsbKeyboard
022 00031114 B X X 2 7 Emulex SCSI Pass Thru Driver El xcli 311la4
Press ENTER to continue, 'q" to exit: ¢
Shel | >
Note: The information shown above, including identification numbers,

varies depending on the environment.
4 List HBAs.

Enter "drvcfg -s X" (X isthe driver identification number that was recorded in
step 3), and pressthe [Enter] key. The mounted FC cards are listed. An example
is shown below.

Emul ex FC EFI-Bios Uility, Ver: 3.10a6

Emul ex Adapters in this System 001 thru 002

001: LP10Ok PCl - X 133MHz Bus#: 49 Dev#: 01 Func#: 00
002: LP10Ok PCl - X 100MHz Bus#: 4B Dev#: 02 Func#: 00

Note: The physical slot positions can be determined according to the bus
numbers displayed in the window and the PRIMEQUEST physical
position - bus number table. Make sure that they match.

For the PRIMEQUEST physical position - bus number table, see Chapter
4, "Physical Positions and Bus Numbers,” in the PRIMEQUEST 500A/500/
400 Series Reference Manual: Tool/Operation Information (C122-
EQ74EN).

* PRIMEQUEST 580A/540A/580/540/480/440
— "PRIMEQUEST 580A/540A/580/540/480/440 PCI Slot Physical
Positions and Bus Numbers'

 PRIMEQUEST 520A/520/420
— "PRIMEQUEST 520A/520/420 PCI Slot Physical Positions and Bus
Numbers®
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5 Select the HBA.
From the displayed HBA list, select the one to be used for SAN boot by moving
the cursor to it, and press the [Enter] key. The HBA setup utility menu is

displayed.
Emul ex FC EFI-Bios Utility, Ver: 3.10a6
001: LP10Ok PCl - X 133MHz Bus#: 49 Dev#:. 01 Func#: 00
HBA St at us: Ready Boot Bios : Disabled
EFI  Boot : TE3. 10A6 Firmmare : TS1.91A1

1. Setup Uility
2. Firmvare Update

6 Display of setup menu for HBA setup utility
Select [1. Setup Utility], then pressthe [Enter] key. The following menuis

displayed.

Emul ex FC EFI-Bios Setup Uility, Ver: 3.10a6
001: LP10k PCl - X 133MHz Bus#: 49 Dev#: 01 Func#: 00

Boot Bios : Disabled Firmvare : TS1.91A1 1|/0O Base : 8300
Port Nanme : 10000000C942E2D6 Node Nane : 20000000C942E2D6
SID : 000000 Li nk Speed: NA Topology : Invalid

1. Enabl e or Disable BICS

2. Configure HBA Paraneters

3. Configure Boot Paraneters

4. Reset to Default Val ues

7  Obtaining the HBA WWPN
Displaying the setup menu for HBA setup utility in step 6 above displays the
HBA WWPN for "Port Name."

8 Initialize the HBA settings.
Select [4. Reset to Default Values] from the menu displayed in step 6.
Enter "y" in the displayed dialog box to initialize the HBA settings.

‘Do you want to Force defaults (y/n) : ‘

Note: This operation is not required in the system state immediately
following shipment from the factory.
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10

11

12

13

Enable the BIOS Boot option.
Select [1. Enable or Disable BIOS] from the menu displayed in step 6.
The following menu is displayed:

Enabl ed

EFl - Bi os Boot Option is Currently DI SABLED.

Di sabl ed - default

Select [Enabled].

Press the [Esc] key once to return to the window displayed in step 6.

Specify the boot device.

Select [3. Configure Boot Parameters] from the menu displayed in step 6.
The following menu is displayed:

ok wbdE

Devi ce Path Sel ection
Maxi mum Luns/ Tar get
Boot Target Scan

Confi gure Boot Devices
Del ay Device Dicovery

Select [4. Configure Boot Devices]. A list of datais displayed as shown below.

Select an empty entry. All entries are empty in theinitial state.

01: DI D: 000000 : 00000000 00000000
02: DI D: 000000 : 00000000 00000000
03: DI D: 000000 : 00000000 00000000
04: DI D: 000000 : 00000000 00000000
05: DI D: 000000 : 00000000 00000000
06: DI D: 000000 : 00000000 00000000
07: DI D: 000000 : 00000000 00000000
08: DI D: 000000 : 00000000 00000000
Select [01: DID:0000000 WWN: 00000000 00000000], and press the [Enter] key.

The following menu is displayed:

Sel ect ed Boot Device in Flash:

01: DI D: 000000 WAN: 00000000 00000000 LUN: 0000

1. Scan Targets
Fl ash Boot |nfo

2. dear

D-10
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14

15

16

17

Scan Targets.
Select [1. Scan Targets], and press the [Enter] key.
A list of datais displayed as shown below:

Here are targets numbers 001 thru 001:

001: Di D: 0000EF WAN: 202CO0EO0 00CB0815

Select the target from the displayed data by using the cursor key, and press the
[Enter] key.
The LUN connected to the target is displayed as shown below:

Here are Luns numbers 0001 thru 0001:

0001: Mode: Peripheral dev LUN:. 0000

Select the LUN to be used for boot by using the cursor key, and press the [Enter]
key.

Sel ect ed Boot Devi ce:

001: DI D: OO0O0OEF WAN: 202CO0E0 00CB0815 Mbde: Per LUN. 0000
1. Boot this device via WW.

2. Boot this device via DID.

Select [1. Boot this device viaWWN], and press the [Enter] key.
The following list is displayed:

01: DI D: 000000 WAN: 202CO0EO 00CB0815 Mpde: Per LUN: 0000

02:
03:
04:
05:
06:
07:
08:

DI D:
DI D:
DI D:
DI D:
DI D:
DI D:
DI D:

000000
000000
000000
000000
000000
000000
000000

: 00000000
: 00000000
: 00000000
: 00000000
: 00000000
: 00000000
: 00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
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18 Pressthe[Esc] key fivetimes. The system returnsto the state at EFI shell startup.

Drv[22] Crl[ALL] Lang[eng] - Options set. Action Required is None
None

Shel | >

19 Apply the settings.
Reset the partition. From the [Power Control] window, select the [Reset] from
[Power Control] pull-down menu of the partition to be reset, and click the[Apply]
button. Otherwise, enter the reset command.

‘ Shel | > reset |

Remarks: For details, see Emulex Corporation's EFIBoot Web site.
http://www.emulex.com/ts/index.jsp

D.4.4.2 Configuring the EFI driver (3.11a4 version/3.11x1 version)

1 Turnon power to the partition.
The [EFI Boot Manager] window is displayed on the console.

EFI Boot Manager ver X.XxX [X.XxX]
Pl ease sel ect a boot option

EFl Shell [Built-in]

DVD/ Acpi ( PNPOAO3, 0) / Pci (1D] 1)/ Usb(0, 0)/Usb(1, 0)

Net wor k/ Acpi ( PNPOAO3, 0)/ Pci (1E| 0) / Pci ( 8] 0) / Mac( 000B5D6F80A9)
Boot Option Mintenance Menu

Setup Menu

2 Start EFl Shell.
Select [EFI Shell (Built-in)], and press the [Enter] key.
EFl Shell starts.

3 Listdrivers.
After EFI Shell starts, enter the following, and press the [Enter] key:

‘Shell> drivers -b |

A list of driversisdisplayed as shown below.

Find the line with "Emulex SCSI Pass Thru Driver" displayed in the DRIVER
NAME column, and record its value in the DRV column. In the following
example, 22 isthe driver identification number.
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Shel | > drivers -b

T D
D Y CI
R PFA
V  VERSION E G G #D #C DRI VER NAME | MAGE NAME
00D 00000010 B 2 43 PQl Bus Driver Pci Bus
020 00000010 B - - 3 3 USB Bus Driver UsbBus
021 00000010 D- - 1 - Usb Keyboard Driver UsbKeyboard
022 00031114 B X X 2 7 Emul ex SCSI Pass Thru Driver El xcli 311a4
Press ENTER to continue, 'q" to exit: q
Shel | >
Note: The information shown above, including identification numbers,

varies depending on the environment.
4 ListHBAs.

Enter "drvcfg -s X" (X isthe driver identification number that was recorded in
step 3), and press the [Enter] key. The mounted FC cards are listed. An example
is shown below.

The EFI driver version is displayed as EFI-Bios Utility and EFI Boot versions.

Emul ex FC EFI -Bios Utility, Ver: 3.11a4

Emul ex Adapters in this System 001 thru 002

001: LP11002 PCl - X 133MHz Seg#: 00 Bus#: 49 Dev#. 01 Func#:
01
002: LP11002 PCl - X 133VHz Seg#: 00 Bus#: 49 Dev#: 01 Func#:
00

Note: The physical slot positions can be determined according to the bus
numbers displayed in the window and the PRIMEQUEST physical
position - bus number table. Make sure that they match.

For the PRIMEQUEST physical position - bus number table, see Chapter
4, "Physical Positions and Bus Numbers,” in the PRIMEQUEST 500A/500/
400 Series Reference Manual: Tool/Operation Information (C122-
EQ74EN).

* PRIMEQUEST 580A/540A/580/540/480/440
— "PRIMEQUEST 580A/540A/580/540/480/440 PCI Slot Physical
Positions and Bus Numbers'

* PRIMEQUEST 520A/520/420
— "PRIMEQUEST 520A/520/420 PCI Slot Physical Positions and Bus
Numbers'
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5 Select the HBA.
From the displayed HBA list, select the one to be used for SAN boot by moving
the cursor to it, and press the [Enter] key. The HBA setup utility menu is

displayed.
Emul ex FC EFI-Bios Uility, Ver: 3.1la4
001: LP11002 PCl - X 133MHz Seg#: 00 Bus#: 49 Dev#: 01 Func#: 01
HBA St atus: Ready Boot Bios : Disabled
EFI Boot : BE3. 11A4 Firmmvare : BS2. 10A7

1. Setup UWility
2. Firmnare Update

6 Display of setup menu for HBA setup utility
Select [1. Setup Utility], then press the [Enter] key. The following menu is

displayed.

Emul ex FC EFI -Bios Setup UWility, Ver: 3.11a4
001: LP11002 PCl - X 133MHz Seg#: 00 Bus#: 49 Dev#: 01 Func#:
01

Boot Bios : Disabled Firmvare : BS2.10A7 1/0 Base : 8200
Port Narme : 10000000C9537FB3 Node Name : 20000000C9537FB3
S ID ;000000 Li nk Speed: NA Topology : Invalid
1. Enable or Disable Bl Cs
2. Configure HBA Paraneters
3. Configure Boot Paraneters
4. Reset to Default Values

7  Obtaining the HBA WWPN
Displaying the setup menu for HBA setup utility in step 6 above displays the
HBA WWPN for "Port Name."

8 Initialize the HBA settings.
Select [4. Reset to Default Values] from the menu displayed in step 6.
Enter "y" in the displayed dialog box to initialize the HBA settings.

‘Do you want to Force defaults (y/n) : |

Note: This operation is not required in the system state immediately
following shipment from the factory.
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10

11

12

Enable the BIOS Boot option.
Select [1. Enable or Disable BIOS] from the menu displayed in step 6.
The following menu is displayed:

EFl - Bi os Boot Option is Currently DI SABLED.
Di sabl ed - default
Enabl ed

Select [Enabled].

Press the [Esc] key once to return to the window displayed in step 6.

Specify the boot device.
Select [3. Configure Boot Parameters] from the menu displayed in step 6.
The following menu is displayed:

Devi ce Path Sel ection
Maxi mum Luns/ Tar get
Boot Target Scan

Confi gure Boot Devices
Del ay Devi ce Dicovery

akownPRE

Select [4. Configure Boot Devices]. A list of datais displayed as shown below.
Select an empty entry. All entries are empty in the initial state.

01: DI D: 000000 : 00000000 00000000
02: DI D: 000000 . 00000000 00000000
03: DI D: 000000 : 00000000 00000000
04: DI D:. 000000 . 00000000 00000000
05: DI D: 000000 : 00000000 00000000
06: DI D: 000000 . 00000000 00000000
07: DI D: 000000 : 00000000 00000000
08: DI D: 000000 . 00000000 00000000

13 Sdlect [01: DID:0000000 WWN: 00000000 00000000], and press the [Enter] Key.

The following menu is displayed:

Sel ect ed Boot Device in Flash:
01: DI D: 000000 WAN: 00000000 00000000 LUN: 0000

1. Scan Targets

2. Clear Flash Boot Info

C122-E001-10EN
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14

15

16

17

Scan Targets.
Select [1. Scan Targets|, and press the [Enter] key.
A list of datais displayed as shown below:

Here are targets nunmbers 001 thru 001:

001: DI D: 0000EF WAN: 202CO0EO 00CB0815

Select the target from the displayed data by using the cursor key, and press the
[Enter] key.
The LUN connected to the target is displayed as shown below:

Here are Luns nunbers 0001 thru 0001:

0001: Mode: Peripheral dev LUN: 0000

Select the LUN to be used for boot by using the cursor key, and press the [Enter]
key.

Sel ect ed Boot Devi ce:

001: DI D: O0O00OEF WAN: 202CO0OEO0 00CB0815 Mbde: Per LUN: 0000
1. Boot this device via WW.

2. Boot this device via DI D.

Select [1. Boot this device viaWWN], and press the [Enter] key.
The following list is displayed:

01: DI D: 000000 WAN: 202CO0EO 00CB0815 Mbde: Per LUN: 0000

02:
03:
04:
05:
06:
07:
08:

DI D:
DI D:
DI D:
DI D:
DI D:
DI D:
DI D:

000000
000000
000000
000000
000000
000000
000000

: 00000000
: 00000000
- 00000000
: 00000000
- 00000000
: 00000000
- 00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
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18 Pressthe[Esc] key fivetimes. The system returnsto the state at EFI shell startup.

Drv[22] Crl[ALL] Lang[eng] - Options set. Action Required is None
None

Shel | >

19 Apply the settings.
Reset the partition. From the [Power Control] window, select the [Reset] from

[Power Control] pull-down menu of the partition to be reset, and click the[Apply]
button. Otherwise, enter the reset command.

‘ Shel | > reset ‘

Remarks: For details, see Emulex Corporation's EFIBoot Web site.
http://www.emul ex.com/ts/downl oads/index.jsp

D.45 Notes on replacing an FC card

When an FC card to which the boot device is connected is replaced, use the procedure
described in Appendix D.4.4, "Configuring the EFI driver," to set the boot device for
the replaced FC card.

Also, make the required settings of the FC card according to the manuals for the FC
switch and the storage devices to be connected.

® Change of zone setting for FC switch (when making the WWN zone setting)
® Change of ETERNUS Host-Affinity setting
® Change of EFI driver setting
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D.5

Operating System Installation

For the operating system installation procedure, see Section 3.3, "Windows
Installation.”

Remarks:

Note:

® [nstall the operating system such that only the LUN on which the
operating system isinstalled can be identified.

® [nstall the operating system in a single-path environment.

® Remove theinternal disk before starting operating system installation.
When installation is completed, mount the SCSI disk back in placein
its 10 Unit.

® After operating system installation, install ETERNUS MPD by
following instructions in the ETERNUS MPD manual. ETERNUS
MPD is validated only after OS boot.

The following messageis displayed when the [F6] key is pressed to install
the FC driver during installation. Following on-screen instructions,
connect the USB FDD to the KVM USB port, and pressthe [S] key. Do
not connect the USB FDD to the USB port on an 1O Unit.

Setup could not determ ne the type of one or nobre nmss storage devices

installed in your system or you have chosen to manually specify an adapter.
Currently, Setup will load support for the followi ng mass storage device(s):

<none>

* To specify additional SCSI adapters, CD-ROM drivers, or special
di sk controllers for use with Wndows, including those for
whi ch you have a device support disk froma mass storage device
manuf acturer, press S.

* | f you do not have any device support disks froma mass storage
devi ce manufacturer, or do not want to specify additional mass
storage devices for use with Wndows, press ENTER

Path switching at boot

The boot entry for Windows Server 2003 for Itanium-based Systemsiis created based
on globally unique identifier (GUID) information. The GUID represents a globally

unique identifier. Therefore, if afailure occursin a path between an FC switch and

SAN storage, for example, the operating system can be booted provided that the boot
device can be found through another path.

D-18
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Refer to the tables below when a problem has occurred or you want to revert the
settings back to their default during operation.

E.1  Setting Items for MMB
Table E.1 List of setting items for MMB
Window Major category|Minor category | Setting item | Default value Possible values Remarks
System Event | Setting of event |Selection of Severity Check all e Error
Log Filter log filtering severity for e Warning
Button conditions display « Info
e Monitor
* More than one can
be selected.
Selection of Partition All radio e All Switching between
partition to be buttons e Specified All and Specified
displayed retains the check
box selection data
on the Specified
side.
Selection of Source all o All Switching between
target source for e Specified All and Specified
display retains the check
box selection data
on the Specified
side.
Selection of Unit all e All Switching between
target unit for * Specified All and Specified
display retains the check
box selection data
on the Specified
side.
Specification of |Sort by Date/ |New event first |« New event first
display order Time e Old event first
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Window Major category | Minor category | Setting item | Default value Possible values Remarks
System Event | Setting of event |Selection of Start Date/ First event e First event When Timeis
Log Filter log filtering whether tobegin | Time e Specified Time selected, the start
Button conditions event output time can beentered.
with the first Switching between
event or specify First Event and
thetime Time retains the
specified time data
Selection of End Date/ End event ¢ Endevent When Timeis
whether toend |Time ¢ Specified Time selected, the end
event log output timecan beentered.
with the last Switching between
event or specify Last Event and
thetime Timeretainsthe
specified time data
Specification of |Number of 100 events An integer equal to or | The denominator of
the number of |eventsto greater than 0 and less |the displayed
log eventsto be |display than the denominator |fraction indicates
displayed of the displayed the total number of
fraction logged events.
System Systemname | Setting System Name [PRIMEQUEST |Up to 64 characters  |Used also asan
Information setting PRIMEQUEST brand name+ |can be entered. SNMP system name
system name Serial number
Asset tag Asset Asset Tag None Up to 32 characters
information management can be entered.
setting information
setting
System Setup |Power-related | Setting power  |Power Feed |Single * Single (single
Setting for Mode power feed mode)
PRIMEQUEST ¢ Dual (dua power
system feed mode)
Setting Power Restore * Always OFF
procedurefor  |Restore ¢ AlwaysON
power recovery |Policy * Restore
Setting Power Fault |Continue e Continue
procedure when | Reaction ¢ Shutdown
redundancy is
lost
Setting delay | Shutdown 5s 0t0 9999 s
timetill OS Delay after
shutdown UPS detects
begins after AC Lost
UPS detects AC
Lost
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Window Major category|Minor category | Setting item | Default value Possible values Remarks
System Setup | Setting of Setting to Power Checked Checked:
GSWB OFF at |synchronically |Linkage (Turn off the | When all partitions
shutdown turn off the Mode power to the are shut down, the
(only for power to the cabinet and power to the cabinet
PRIMEQUEST |cabinet and GSWB and GSWB is
580A/540A/ GSwWB synchronically.) | synchronically turned
580/540/480/ off.
440) Not checked:
Even when all
partitions are shut
down, the power to
the cabinet and
GSWB is kept on.
Setting of Setting Altitude Altitude<=15 |+ Altitude
mounting mounting 00m <=1500m
altitude atitude « 1500m < Altitude
<= 2000m
» 2000m < Altitude
<= 2500m
» 2500m < Altitude
Setting of Setting Mirror  |Mirror Mode |Enabled » Enable (Mirror To change the
Mirror Mode |Mode (setting) Mode) Mirror Mode
» Disable (Non setting, the chassis
Mirror Mode) must be powered
off.
For this reason,
apply the above
setting to the system
beforethe chassisis
powered off.
System Power |Cabinet power |Power control of | System None * Power On - all No set value
Control ON/OFF control [PRIMEQUEST | Power defined partition(s) |* Only for the
system Control are powered on. PRIMEQUEST
* Power Onchassis | 580A/540A/580/
only (*) 540/480/440.
* Power Off-The
chassisis powered
off after al
partition(s) are
shutdown.
» Force Power Off
Power Control |Partition power |Setting forced |Force Power |No setting If forced power-off is | The partition power
control power-off Off Delay specified, time (1to 9 |isforcibly turned
minutes) can be off if the specified
specified. time has elapsed.
Schedule Partition Power-on/off  |Schedule Off e On
Control schedul ed- setting for each | Control o Off
operation partition
setting
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Window Major category | Minor category | Setting item | Default value Possible values Remarks
Schedule List | Schedule setting | Setting power- | Schedule List |None Set the schedule of Use the Add button
on/off schedule each partition. to create a schedule.

of each partition

1 Daily: Execute
power-on/off every
day. Specify the
period (start dateto
end date) of the
daily power-on/off
schedule.

2 Weekly: Execute
power-on/off every
week. Specify the
day of theweek on
which power-on/
off is executed
weekly and the
period (start month
to end month) of
the weekly power-
on/off schedule.

3 Monthly: Execute
power-on/off every
month. Specify
the duration (start
date to end date) of
the monthly
power-on/off and
the period (start
month to end
month) of the
monthly power-on/
off schedule.

4 Special: Execute
power-on or
power-off on a
specific day.
Specify thedate on
which power-on or
power-off is
executed.

Specify whether to

turn power on or off

on the specified
execution date.

Specify thetime at

which power isturned

on or off in 24-hour

format in steps of 10

minutes (00, 10, 20,

30, 40, or 50).

Alternatively, select
an existing
schedule, and edit it
(Edit button) or
deleteit (Remove
button).

E-4
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Window Major category|Minor category | Setting item | Default value Possible values Remarks
Console Console Setting OS Connectto  |to COM « COM
Redirection Redirection seria output « MMB
Switch Switch destination
Setting console |Port None Port number 1024 or
redirection port greater can be entered.
number
Setting console |Telnet/SSH  |None e Tenet Thisoptionis
redirection e SSH enabled when
connection * None MMB is selected
protocol (Telnet/ for "Connect to."
SSH) If Noneis selected,
only the [WebUI
Console
Redirection] pageis
displayed.
Partition Partition setting | Setting partition | Partition NULL Upto 16 characters  |It can easily be
Configuration name Name identified if the host
name defined on the
OSisused for this
name.
Home of Selection of Settinghome  |HomelOU  |None IO Unit assigned to
Partition home IOU 10U each partition, i.e., an
10 Unit containing a
BMM
Reserved SB Setting of Setting reserved |Reserved SB |None Free SB, or SB
Configuration |reserved SB SB Configuration aready defined asa
Reserved SB of a
partition
Boot Control Specification of |Specification of |Boot Selector |No Override * No Override
boot device boot device  Force boot into
EFI Boot Manager
» Force PXE
 Force boot from
DVD
Setting of POST | Setting POST  |POST e Standard e Fast Boot
(Power On Self |(Power On Self Diagnosis |+ Standard
Test) Test) Diagnosis
« Full Diagnosis
ASR Control ASR Control Setting the Number of 5 Oto 10
setting number of Restart Tries
retriesinvolving
the OS restart
Settingremedia |Action after | Stop rebooting | ¢ Stop rebooting and
action when the |exceeding and Power Off Power Off
specified retry  |Restart tries * Stop rebooting
count is » Diagnostic
exceeded Interrupt assert
Setting the Automatic 0 0to 10
power-on delay |Power On
time for Delay
automatic
rebooting
Canceling OS  |Cancel Boot |No check Check: Boot
boot monitoring | Watchdog Watchdog cancel
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Window Major category | Minor category | Setting item | Default value Possible values Remarks
Mode Setting various | Setting Partition | PCI Address |PCI BusMode |« PCl BusMode
typesof mode |PCI Address Mode * PCl Segment
Mode (setting) Mode
(PRIMEQUEST
580A/540A/
580/540/480/
440 only)
Mirror Mode Mirror Mode |Standard Mirror |« Standard Mirror | The specified mode
(setting) Mode Mode isenabled after
¢ Extended Mirror | partition reboot.
Mode If the
PRIMEQUEST
system is set to
Non-mirror Mode,
Mirror Mode cannot
be selected here.
Hyper Hyper Disable * Enable
Threading Threading « Disable
(setting)
Dynamic Dynamic Disable « Enable
Partitioning Partitioning « Disable
(setting)
Add/Edit User | Setting user Setting user User name  [None 8 to 32 characters.
account name Thefollowing
characters can be used
to specify a user
name;
0to9,atoz,AtoZ, -,
and _. Thefirst
character must be a
letter fromatoz or A
to Z.
Setting Password None Specify a password
password consisting of 8to 32
characters. The
password cannot be
onethat is easily
guessed. If the
specified password is
inappropriate, the
system prompts for
another password.
Thefollowing
characters can be used
to specify the
password:
Digits:0to 9
Letters:atozand A to
z
Specia characters: ! "
#S%&'()=-"~\
@I{}:*;+7<
>
Setting user Privilege Admin (Add ¢ Admin
account User)/current |« Operator
privileges Privilege e User
(Edit User) e CE

E-6

C122-E001-10EN




E.1 Setting Items for MMB

Window Major category|Minor category | Setting item | Default value Possible values Remarks
Add/Edit User | Setting user Enable/disable |Status Enable (Add « Enabled
account the use of user User)/current |+ Disabled
account Status
(Edit User)
Date/Time Definition of Date setting Date None Date
MMB date/time [Setting Display None hour:minute:second
adjustment hour:minute. | hour:minute: (24-hour format)
second second (24-
hour format)
Timezone Time zone None Select from the pull-
setting down menu.
Enable/disable |[NTP Disable * Enable
NTP function * Disable
enable/
disable
Setting IP NTP1 None 0to 255, 0to 255, 0to
address of 255, 0to 255
primary NTP
server
Setting IP NTP 2 None 0to 255, 0to 255, 0to
address of 255, 0to 255
secondary NTP
server
Setting IP NTP3 None 0to 255,010 255,0to
address of third 255, 0to 255
NTP server
Network Setting system | Setting virtual | Virtua Specify thevirtua IP
Interface network IP address IP Address address used to access
(PRIMEQUEST the Web-UlI.
580A/540A/
580/540/480/
440)
SettingMMB IP |IP Address Specify the physical
address IP address assigned to
(PRIMEQUEST the MMB interface.
520A/520/420)
Setting MMB#0 | MMB#0 Specify the physical
IP address IP Address IP address assigned to
(PRIMEQUEST the MMB#0 interface.
580A/540A/
580/540/480/
440)
Setting MMB#1 |MMB#1 Specify the physical
IP address IP Address IP address assigned to
(PRIMEQUEST the MMB#1 interface.
580A/540A/
580/540/480/
440)
Specification of |DNS Disable « Enable
whether tousea * Disable
DNS server
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Appendix E Setting Item List

Window Major category | Minor category | Setting item | Default value Possible values Remarks

Management Setting SettingMMB  |VLAN Mode [VLAN mode |« NoVLAN mode

LAN Port management HUB VLAN ¢ VLAN mode

Configuration [LAN mode ¢ Port disable mode
Setting MM B#0 | Speed/Duplex | Auto « Auto Hidden when
Port Speed/ for MMB#0 e 100M/Full MMB#0 is not
Duplex * 100M/Half mounted
(PRIMEQUEST e 10M/Full
580A/540A/ e 10M/Half
580/540/480/
440)
Setting MM B#1 | Speed/Duplex | Auto « Auto Hidden when
Port Speed/ for MMB#1 e 100M/Full MMB#1 is not
Duplex « 100M/Half mounted
(PRIMEQUEST e 10M/Full
580A/540A/ e 10M/df
580/540/480/
440)
Setting MMB | Speed/ Auto e Auto
Port Duplex for e 100M/Full
Speed/Duplex |MMB « 100M/Half
(PRIMEQUEST e 10M/Full
520A/520/420) e 10M/Half

Network HTTPHTTPS |[HTTPsetting |[HTTP Disable ¢ Enable

Protocols setting « Disable
Setting HTTP  |HTTP Port# (8081 1024 to 65535
Port Number
Enable/disable |HTTPS Disable e Enable
HTTPS « Disable
Setting HTTPS |HTTPS Port# |432 432,1024 to 65535
Port Number
Setting HTTP/  |HTTP/ 600 s 0,60-9999 s
HTTPS HTTPS
connection Timeout
timeout

Telnet setting |Enable/disable | Telnet Disable * Enable
telnet « Disable
Setting the port | Telnet port |23 23,1024 to 65535
used for telnet
Setting telnet Telnet 600 s 0,60-9999 s
connection Timeout
timeout
SSH setting  |Enable/disable |SSH Disable * Enable

SSH « Disable
Setting SSH SSH port 22 22,1024 to 65535
port
Setting SSH SSH Timeout {600 s 0,60-9999 s
connection
timeout
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E.1 Setting Items for MMB

Window Major category|Minor category | Setting item | Default value Possible values Remarks
Network SNMP setting  |Enable/disable |SNMP Agent |Disable e Enable
Protocols SNMP Agent e Disable

Setting the port |SNMP Agent [161 161, 1024 to 65535
used for SNMP | port
Agent
Enable/disable |[SNMP Trap |Disable e Enable
SNMP Tragp e Disable
Setting theport |SNMP Trap 162 162, 1024 to 65535
used for SNMP | port
Trap
Refresh Rate | Setting Setting refresh | Refresh Rate |Auto-Refresh= |5t0999 s
automatic Disable
refresh of
WebUI
SNMP Setting system | Setting SNMP | System None Character string
Community SNMP System Location
Location
Setting SNMP  |SNMP None Character string
System Contact | System
Contact
Setting SNMP  |Community/ |None Character string
community User
string
Setting access- |IPAddress/ |1 0t0 255,010 255,0to
enabled IP MASK 255, 0to 255
Address or
subnet
Setting SNMP | SNMP Read Only e 1
Version Version e 2
« 3
Enable read Access None ¢ Read Only
only or read/ * Read Write
write
Setting security |Auth None e noauth
level e auth
e priv
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Window Major category | Minor category | Setting item | Default value Possible values Remarks
Create CSR Creation of SSL |Length of Keylength 1024 e 1024
certificate private key e 2048
(bits)
SO country Country None e Japan: P
code of owner |Name  USA:US
State or State or None Up to 56 characters
province of Province
owner Name
Owner locality |Locality None Up to 56 characters
name Name
Owner Organization |None Up to 56 characters
organization Name
name (company
name)
Owner Organization |None Up to 56 characters
organization Unit Name
unit name
Owner server  |Common None Up to 56 characters
FQDN Name
Email address |Email None Up to 40 characters
Address
Create Creation of SSL | Term of self- Term None Number of days
Selfsigned certificate signing
Certificate certificate
validity
Length of Keylength 1024 e 1024
private key e 2048
(bits)
SO country Country None e Japan: JP
code of owner |Name e USA:US
State or State or None Up to 56 characters
province of Province
owner Name
Owner locality |Locality None Up to 56 characters
name Name
Owner Organization |None Up to 56 characters
organization Name
name (company
name)
Owner Organization |None Up to 56 characters
organization Unit Name
unit name
Owner server  |Common None Up to 56 characters
FQDN Name
Email address |Email None Up to 40 characters
Address

E-10
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E.1 Setting Items for MMB

Window Major category|Minor category | Setting item | Default value Possible values Remarks
SNMP Trap SNMP trap- System or user |Community/ |None
send destination | name setting User
setting IP address IPAddress |None 0to 255, 0to 255,
setting of the 0to 255, 0to 255
trap-send
destination
SNMPversion |[SNMP None e 1
setting Version « 2
« 3
Security level  |Auth None e noauth
setting e auth
e priv
Hash function | Auth Type None « MD5 Valid only for
setting « SHA SNMPversion 3
Edit User User setting Setting user User name  |user Oto user 23|8t0 16 Only en-sized
required for name alphabetic
MMB control characters
with RMCP (uppercase and
lowercase | etters)
and en-sized
numeric characters
can be used.
Password Password None 81016 Only en-sized
setting alphabetic
characters
(uppercase and
lowercase | etters)
and en-sized
numeric characters
can be used.
Setting user Privilege No Access e Admin A user for which
account » Operator "No Access" is set
privileges o User does not have
« CE remote accessto the
* NoAccess system.
Setting for Status Disabled * Enabled
enabling or » Disabled
disabling a user
account
Access Control |Accesscontrol | Subnet mask of |Subnet Mask |[None 0to 255 Example:
setting for the  |an IP address 255.255.255.0
network that can be used
protocol to for connection
ensure MMB
security

C122-E001-10EN
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Window Major category | Minor category | Setting item | Default value Possible values Remarks
Add/Edit Filter |Definition of Setting IP Protocol SSH e HTTP
MMB IP Filtering e HTTPS
Filtering e Telnet
e SSH
¢ SNMP
Enable/disable |Access Disable Enable
Access Control | Control « Disable
|P address |IPAddress |None 0 to 255, 0 to 255, Example:
enabled for 0to 255, 0 to 255 192.168.0.0
connection
Subnet Mask of | Subnet Mask |None 0 to 255, 0 to 255, Example:
IP Address 0to 255, 0 to 255 255.255.255.0
enabled for
connection
Alarm E-Mail |Setting e-mail |Settingadarm  |Alarm Email |Disable * Enable
address for emall « Disable
event Setting sender | From: None Email address
occurrence email address
notification Settingrecipient | To: None Email address
email address
Setting SMTP | SMTP Server |None SMTP server IP FQDN can be set
server IP address or FQDN only when DNSis
address or Set.
FQDN
Setting mail Subject None Character string
subject
Alarm E-Mail | Setting of Selection of Severity All check boxes |+ Error
Filter Button notification display severity « Warning
destination check box e Info
(e-mail) in * Morethan one
predictive option can be
monitoring selected.
Selection of Partition All check boxes | Select partition(s).
display partition * Morethan one
check box option can be
selected.
Selection of Unit All Select the unit to be
display target displayed.
unit
Selection of Source All Select the sourceto be
display target displayed.
source
Custom Setting acustom | Setting acustom | Custom None TimeZone
TimeZone time zone time zone TimeZone
SNMP V3 Setting of Setting Engine |SNMP v3 Engine ID: Engine ID specific to
Configuration |system ID specificto  |Configuration|None SNMP V3
SNMPV3 SNMPv3 User Name:
None
Auth Type:
MD5
Authpassphrase
[Privpassphrase:
None
Mode License |Setting of Setting system | System None Licensefor permitting
mirror license  |mirror Mirror the System Mirror

function

E-12
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E.1 Setting Items for MMB

Window Major category|Minor category | Setting item | Default value Possible values Remarks
XPAR License |XPARlicense |XPARsetting |License None License for enabling
setting XPAR
32CPU License |32-CPU license |Setting for License None License for enabling
(PRIMEQUEST | setting enabling the functions for
580A/540A/ operation asa operation asa32-CPU
580/540) 32-CPU system system.
32CPU License |32-CPU license | Setting for License None License for enabling
(PRIMEQUEST | setting enabling the functions for
480/440) operation asa operation asa32-CPU
32-CPU system system.
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Appendix E Setting Item List

E.2

Setting Items for PSA

Table E.2 List of setting items for PSA

Major category | Minor category Setting item | Default value Possible values Remarks
Process List Process|ist Refresh Time  |None * None
e 5sec
¢ 10sec
* 30sec
e 60 sec
Signa SIGTERM e SIGTERM
e SIGHUP
e SIGKILL
e SIGINT
* SIGQUIT
SM.ART. SM.ART. Enable » Enable
setting Monitoring » Disable
Watchdog setting | Software Watchdog | Watchdog Disable * Enable
setting » Disable
TimeOut 3600 (sec) 60 to 6000 (sec) Thisoption
can be
specified only
when Enableis
Set.
Watchdog No Action * NoAction Thisoption
Action * Reset can be
» Power Off specified only
» Power Cycle/INIT |whenEnableis
set.
Boot Watchdog Watchdog Disable e Enable
setting » Disable
TimeOut 0 (sec) 60 to 6000 (sec) Thisoption
can be
specified only
when Enableis
set. The
default value
cannot be set.

E-14
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E.2 Setting Items for PSA

Major category

Minor category

Setting item

Default value

Possible values

Remarks

AgentLog

AgentLog condition
specification

Severity

Error/Warning/
Information (all)

Error

Warning

¢ Information

* Morethan one
option can be
selected.

Unit

All

o All

« SB

« CPU

 DIMM

* |OU (IOU/IOX for
PRIMEQUEST
520A/520/420)

* PCl_Card

* Disk

» Software

« MMB/BMC

* Network

* More than one
option can be
selected.

» Enter the Unit name
directly

Sort by Date/
Time

New event first

New event first
» Oldevent first

Start Date/Time

First event

» First event
» Specified Time

End Date/Time

End event

» End event
» Specified Time

Number of
eventsto display

1000

» 100
» 200
» 300
* 400
» 500
» 1000

Export List

Export list

Select File

Top file (latest)

File to be downloaded

or deleted

* Only one option can
be selected.

Export indication

Keyword

Blank

Up to 50 alphanumeric,
blank, and/or symbols,
excluding the
following: <>%&" \
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Appendix F Overall View of Management

LAN IP Addresses

The PRIMEQUEST management LAN usesthe | P addresses shown in Figure F.1 and

Figure F.2.

PRIMEQUEST 580A/540A/580/540/480/440

BMM#1
BMM#0

IP=
192.168.1.1

10U#0 1OU#7

BMM#1

IP =

192.168.1.8

BMM#0

[

|

VIP =
/ 192.168.1.102 \
L 4 ¥

MMB#0 MMB#1
REMCS VIP = 1672.10518 11,1100
| A
1 11 [ 11
O KEMmOLs o For local For management by the user Forremote [ For management by the user

maintenance
’—‘ L
[

For. local
maintenance
)

IP = Dial-up router or | -
192.168.3.202 J<-- external switch External switch
Maintenance terminal (FST) !Web.u!
IP =

192.168.1.200 IP=
192.168.1.201

REMCS center

Figure F.1 Management LAN network configuration and IP addresses
(PRIMEQUEST 580A/540A/580/540/480/440)

Notes:

1.
2.

The IP addresses in this figure are examples.

IP: Physical address

VIP: Virtual IP address

REMCS IP: IP address for remote maintenance.

. Two subnets must be setup: One for management by
the user, the other for remote maintenance.

Specify the same subnet for management by the user

and for local maintenance.

. BMM#1 is supported only in the
PRIMEQUEST 580A/540A/580/540.

The main applications of |P addresses are described below.
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Appendix F Overall View of Management LAN IP Addresses

MMB IP addresses

Each of MMB #0 and #1 has one physical IP address. In addition to these IP
addresses, avirtual |P address and a REMOTE MAINTENANCE connection use
virtual IP address can be used for both MMBs. The physical IP addressis used for
linkage with PRIMECLUSTER and Systemwalker.

Thevirtual 1P addressis used as the SNM P access destinations from the management
server or the MMB Web-UI operation. GSWB and PSA Web-UI operations are al'so
performed viathe MMB Web-UI.

IP address set by the OS on a partition

One IP address must be assigned to the OS that runs on the partition. Physicaly, it
must be set on the NICsin |IOU#0 to | OU#7.

These IP addresses are used for control of Web-Ul linkage, SNMP linkage, and
REMCS linkage between the PSA and the MMB or for linkage between the
PRIMECLUSTER and the MMB.

The BMMsin each IO Unit have two network interfaces, which are made redundant
by Linux Bonding Driver or PRIMECLUSTER GLS for Linux, and by teaming of
Intel PROset for Windows.

Note:

® |f you want to use a switching hub that supports aloop guard function
(such as the spanning tree protocol and domain separation) as an
external switch, suppress the loop guard function by disabling
[Spanning Tree Protocol] for the port for connection between the
switching hub and the main unit or by turning on [Domain Separation].

® The MMB transmits packets in communication of the following types.
NTP, alarm e-mail, REMCS, and SNMP trap. If both aphysical IP
address and avirtual address are set for the MMB, the IP address of the
packet sender becomes the physical 1P address of the MMB.
Under the following conditions, firewall, mail, and other servers must
be configured such that the packets with the physical 1P addresses of
MMB#0 and MM B#1 can pass through:

- Thedestination server is an external server outside the firewall.
- IP addresses are restricted by the mail server used.

Also, if the REMOTE MAINTENANCE port is used with the PRIMEQUEST 580A/
540A under the above conditions, the servers must be configured such that the
packets with the | P addresses for REMOTE MAINTENANCE can pass through.

F-2
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PRIMEQUEST 520A/520/420

10U 10X
BMM#1
BMM#0

IP=
192.168.1.1

BMM#1
BMM#0

IP=
192.168.1.8

|

MMB

IP= REMCS VIP =
192.168.1.100 192.168.3.102

For remote For Iocal For management __
aintenance maintenance by the user Notes:
’—? 1. The IP addresses in this figure are examples.

. External switch 2. IP: Physical address
= - Dial-up router or REMCS IP: IP adress for remote maintenance.

192.168.3.202 external switch
3. Two subnets must be setup: One for management by
< H the user, the other for remote maintenance.
‘. | Web*U'! Specify the same subnet for management by the user

Maintenance terminal (FST) and for local maintenance.

IP= IP= 4. BMM#1 is supported only in the PRIMEQUEST 520A/520.
192.168.1.200 192.168.1.201

Figure F.2 Management LAN network configuration and IP addresses
(PRIMEQUEST 520A/520/420)

REMCS center

The main applications of |P addresses are described bel ow.

« MMB IP addresses

MMB has one | P address for management and avirtual |P addressfor REMOTE
MAINTENANCE.

The IP address for management is used as the SNM P access destinations from the
management server or the MMB Web-UI operation. PSA Web-Ul operation isalso
performed viathe MMB Web-UI.

Note:

® |f you want to use a switching hub that supports aloop guard function
(such as the spanning tree protocol and domain separation) as an
external switch, suppress the loop guard function by disabling
[Spanning Tree Protocol] for the port for connection between the
switching hub and the main unit or by turning on [Domain Separation)].
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® The MMB transmits packets in communication of the following types.
NTPR, alarm e-mail, REMCS, and SNMP trap.
Under the following conditions, firewall, mail, and other servers must
be configured such that the packets with the physical |P address of
MMB can pass through:

- Thedestination server is an external server outside the firewall.
- |P addresses are restricted by the mail server used.

Also, if the REMOTE MAINTENANCE port is used with the PRIMEQUEST 520A
under the above conditions, the servers must be configured such that the packets with
the I P addresses for REMOTE MAINTENANCE can pass through.
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Glossary

ACS (AC Section)
AC power input section
ASIC (Application Specific
Integrated Circuit)

Integrated circuit (IC) designed and
manufactured for specific applications

API (Application Program Interface)

A set of instructions and functions used for
devel oping operating systems and middleware

BIOS (Basic Input Output System)

Part of the operating system (OS) function.
The BIOS is the system that controls input/
output to devices. For the PRIMEQUEST-
seriesmachine, BIOS isageneral term for
PAL, SAL, and EFI.

BMC (Baseboard Management
Controller)

The BMC is a system management controller
that continuously monitors the system for
serious hardware errors and notifies the OS of
such errors.

BMM (BMC Module)

Board onwhich legacy I/O portssuchasBMC,
VGA, USB, and COM ports are mounted

BP (Backplane)

The backplane is connected to SBs, 10 Units,
and other devices. Together with the XAl and
XDlI, it congtitutes the memory and I/O
interconnect (crossbar).

Business LAN

LAN used to configure a user business system

CLI (Command Line Interface)

Thisinterface with UNIX or DOS allowsthe
user to enter commands and optional
arguments to communicate with the OS.

CoA

Abbreviation for Certificate of Authenticity.
Thisisavisua identifier that helpsidentify
genuine Microsoft software and
components.

COM Port (Communication Port)

RS-232C serial port for PC/AT compatible
machines. A COM portisaso caled an
"RS-232C port." Most PC/AT compatible
machines each havetwo COM ports, which are
often used to connect a modem, terminal
adapter, or scanner. Most of these ports use
D-Sub 25-pin or D-Sub 9-pin connectors.

CPCB (Clock and PCI_Box Control
Board)

Board equipped with a system clock oscillator
and aPCl_Box control interface

Crossbar

This concept covers the address crossbar and
data crossbar that transfer data and control the
data transfer between SBsand 1O Units.
Memory and 1/O interconnect has the same
meaning as crossbar.

DDR2 (Double Data Rate 2)

Standards for the next generation of memory
that operates at higher speeds and consumes
less power than conventional DDR memory

DIMM (Dual Inline Memory Module)

Thiscompact memory modul e has pinson both
sides and ismainly used in notebook PCs.
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DP

Abbreviation for Dynamic Partitioning. Thisis
afunction for dynamically adding, deleting, or
replacing CPU or memory resources aswell as
PCI cards and onboard I/O unitsin a partition
while the operating system is running in the
partition.

DVD-ROM (Digital Versatile
Disc-Read-Only Memory)

Digital format for high-volume storage of data
on optical disks

ECC (Error Checking Correction)

Error correction code or a method of using the
error correction code to check for and correct
errors

EFI (Extensible Firmware Interface)

Specifications for an interface between an OS
and firmware. Instead of the BIOS, EFI isused
for hardware control.

FC (Fibre Channel)

Oneof the serial interface sandards. TheFibre
Channdl standard uses fiber cables asthe
transmission medium.

Firmware

Built-in software for basic hardware control

FWH (Firmware Hub)

LS! device from Intel Corporation. FWH is
flash memory that stores SAL (BIOS). The
PRIMEQUEST-series machine usestwo types
of FWH: onetypeismounted on an SB and the
other is mounted in an 10 Unit.

GAC (Global Address Controller)

One of the ASICs developed by Fujitsu for the
PRIMEQUEST-series machine

GbE (Gigabit Ethernet)

Ethernet standards for high-speed
communication of up to 1 Gbps

GDS
Abbreviation for PRIMECLUSTER GDS

GDX (Global Data Xbar)

One of the ASICs developed by Fujitsu for the
PRIMEQUEST-series machine

GLS
Abbreviation for PRIMECLUSTER GL S

GSWB (Gigabit Switch Board)

Board with a switching hub function and a
connector that receives Gigabit Ethernet
interface output froman 10 Unit viathe BPand
outputs it to a destination outside the cabinet

HBA
Abbreviation for ahost bus adapter

HDD (Hard Disk Drive)

Devicethat reads ahard disk. HDD may aso
be an abbreviation for the hard disk itself.

Hot Plug

Method of replacing components while power
ison

HTTP (Hypertext Transfer Protocol)

Protocol used by Web servers and clients for
data transmission

12C (Inter Integrated Circuit)

Protocol used for high-speed communication
between integrated circuits (I1Cs)

IA (Intel Architecture)

Generictermfor the basic design (architecture)
of Intel's microprocessors

GL-2
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IFT (Instruction Fetch)

Mechanism for reading instructions stored in
memory

IHV (Independent Hardware Vendor)

This hardware provider has no specid
relationship with a particular hardware or OS
maker.

IO Unit

[/O control unit that contains PCI card dot,
HDD, SCSI controller, GbE controller, and
other I/O interfaces

IP Address (Internet Protocol
Address)

| dentification number assigned to each
computer connected to an | P network, such as
the Internet and intranets

IPMI (Intelligent Platform
Management Interface)

Standardized interface specifications
established so that SNMP and server
management software can monitor server
hardware independently of specific hardware
systems and OSs

ISV (Independent Software Vendor)

This application software provider has no
gpecia relationship with a particular hardware
or OS maker.

KVM (KVM interface unit)

Unit used to select the USB interface for
keyboard and mouse, or the VGA interface, for
external output from a partition

LAN (Local Area Network)

Using optical fiber, for example, this network
allows data to be transferred among computers
and printers connected in afacility.

LDAP (Lightweight Directory Access
Protocol)

Protocol used to accessdirectory databasesina
TCP/IP network, such asthe Internet and
intranets

LDX (Local Data Xbar)

One of the ASICs developed by Fujitsu for the
PRIMEQUEST-series machine

LED
Abbreviation for alight emitting diode

MAC address (Media Access
Control Address)

Unique address assigned to each network
interfacedevice, switch, or router mounted ona
network interface card (NIC) or motherboard

Management LAN

ThisLAN connectsthe MMB to partitionsand
to LANs outside the cabinet so that the
PRIMEQUEST system can be managed.

MIB (Management Information
Base)

Information released by a network device
managed by SNMP in order to post the device
status to an external destination

Middleware

Software that runs under an OS and provides
application software with more advanced and
detailed functionsthan the OS. It ispositioned
between the OS and application softwarein
terms of its characteristics.

MMB (Management Board)

This server management board is a system
control unit whose tasks include control and
monitoring of cabinet hardware, partition
management, and system initialization.
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NIC (Network Interface Controller)
Hardware that supports network functions

NTP (Network Time Protocol)

Standard timeinformation protocol used onthe
Internet. Highly precisetimeinformation with
consideration of line speeds and load changes
in paths can be obtained with this protocol.

PAL (Physical Abstract Layer)

Firmware that provides platform initialization
and operating system boot functions

Partition

System equipped with the functions of a
processing unit. Each partition contains
software resources such asan OS and
applicationsaswell ashardwareresourcessuch
as SBsand IO Units.

PCI_Box

Device used for PCI dot expansion

PCI Hot Plug

Technology that enables PCI cardsto be
mounted and removed while the system is
operating

PCI (Peripheral Component
Interconnect)

Bus architecture established by PCI SIG for
connecting PC components

PCIU (PCI Unit)

PCI-X card dot expansion unit that is mounted
inaPCl_Box

PEXU

PCI Express card slot expansion unit that is
mounted in aPCl_Box

Platform

OS type or environment that is the basis for
operation of application software

POST (Power-On Self Test)

Hardware test that is automatically run when
the computer is powered on

Private LAN

LAN used for internal control, under which
firmware programs installed on hardware
components communicate with one another.
MMB firmware, GSWB firmware, and BMC
firmwareinstalled on 1O Unitscan useaprivate
LAN for communication with one ancther.
OSs and applications cannot use a private
LAN.

PSA (PRIMEQUEST Server Agent)

Software that performs hardware error
monitoring and configuration management
over PRIMEQUEST partitions

PSU (Power Supply Unit)

Component that converts AC voltage to DC
voltage asa DC power supply

PXE

PXE (Preboot eX ecution Environment)
Network boot standard based on BIOS
technology that enables remote operation of
management tasks such as system start and OS
installation/update

RAID (Redundant Array of
Independent Disks)

Technology that increases reliability and
processing speeds by using multiple hard disks
asasingledisk

REMCS (Remote Customer Support
System)

Fujitsu's remote customer support service

GL-4
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Reserved SB

Standby SB reserved for possible failures

RHEL (Red Hat Enterprise Linux)
Linux distribution released by Red Hat, Inc.

SAF-TE

Abbreviationfor aSCS| accessed fault-tolerant
enclosure

SAL (System Abstraction Layer)

Firmware that supports processor initialization
and error recovery functions

SAN (Storage Area Network)
Dedicated network for connections between a
server and storage devices

SAS

Abbreviationfor Serial Attached SCSI. Thisis
one of the interfacesincluded in the SCSI
standards. Seria Attached SCSI isaninterface
for connecting devices such as hard disksto a
computer. With thisinterface, datais
transferred in serial communication.

SB (System Board)

Board on which aCPU and memory are
mounted

SCSI (Small Computer System
Interface)

Standards for connections between PCs and
peripherals. SCSI was established by the
American Standards A ssociation.

SDRAM (Synchronous DRAM)

Memory standard for access speeds that are
higher than those of DRAM

SEL (System Event Log)

Information on the processing parameters,
processing, and processing results logged
during hardware and software operations

SERDES (Serializer Deserializer)

Parallel-to-serial converter (from low speedsto
high speeds)

SIRMS (Software Product
Information Collection for Remote
Maintenance Support)

Software that collects configuration
information on software installed in
PRIMEQUEST partitions

S.M.A.R.T. (Self-Monitoring Analysis
Reporting Technology)

Function that enables ahard disk to monitor its
own conditions and notify the BIOS of any
error detected

SMP (Symmetric Multiple
Processor)

Parallel processing system in which al
processors work together through common
memory resources

SNMP (Simple Network
Management Protocol)

TCP/IP-compliant protocol for managing
devicesin anetwork

SSL (Secure Sockets Layer)

Protocol under which information is encrypted
for transmission. SSL was devel oped by
Netscape Communications Corp.
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System Mirror Mode

Mechanism for duplicating memory, system
interconnects, and internal hardware
components of chipsets so that operation can
continue with another component in the event
that one of duplicated componentsfails.

Systemwalker

One of Fujitsu's middieware products.
Systemwalker isintegrated operation
management software.

Telnet

Protocol or standard method for remote control
of computers connected to a TCP/IP network,
such asthe Internet and intranets

UPS (Uninterruptible Power Supply)

Power supply unit that stores power and
protects against possible damage and loss of
computer data from amomentary voltage drop
or unexpected power failure

USB (Universal Serial Bus)

One of the standards on connecting periphera
devices such as keyboards and mice

VLAN (Virtual LAN)

Function that logically groups the ports of one
switching hub so each group works as an
independent LAN

Web Ul (Web User Interface)

Interface that uses a Web browser for
displaying information to users and for user
operations

XAl (Xbar Address Interconnect

Board)

Board that transfers address information and
controls the information transfer between SBs
and IO Unit boards

XDI (Xbar Data Interconnect Board)

Board that transfers data and controls the data
transfer between SBs and | O Unit boards
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external LAN connection. .. ........... 2-5
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